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Preface

This guide describes how to install, configure and use the NetBackup for Microsoft SQL
Server extension on a Windows NT or Windows 2000 platform.

For specific information about the NetBackup Server software, refer to:
O NetBackup System Administrator’s Guide forUNIX, if you have a UNIX server.
or

O NetBackup System Administrator’s Guide for Windows if you have a Windows NT or a
Windows 2000 server.

This document is the same as Net Backup_Admi nCQui de_Ms- SQL_NT. pdf distributed
with the NetBackup for SQL Server software.

In this manual, NetBackup for Microsoft SQL Server will be referred to as NetBackup for
SQL Server. Microsoft SQL Server will be referred to as Microsoft SQL Server.




Audience

Audience

This guide is intended for the:

O

O

Microsoft SQL Server system administrator responsible for configuring and using
Microsoft SQL Server.

NetBackup system administrator responsible for configuring NetBackup.

A system administrator is a person with system administrator privileges and
responsibilities.

This guide assumes:

O
O

O

A basic understanding of Windows NT or Windows 2000 system administration.

A working understanding of the NetBackup for Windows NT or Windows 2000 client
software.

A working understanding of the NetBackup for UNIX server software.
A familiarity with the information covered in the following NetBackup manuals:

- NetBackup System Administrator’s Guide for UNIX or NetBackup System
Administrator’s Guide for Windows.

- NetBackup Troubleshooting Guide for UNIX or NetBackup Troubleshooting Guide for
Windows.

A thorough understanding of the Microsoft SQL Server administration.

Organization

This guide is organized as follows:

g

Introduction, provides an overview of NetBackup for SQL Server and lists some
features. Read this chapter to become familiar with NetBackup.

Installation, describes the system configuration requirements and the installed
components of NetBackup for SQL Server.

Configuration, explains how to configure NetBackup for SQL Server.

Using NetBackup for SQL Server, explains how to use NetBackup for SQL Server for
installing and backing up transaction logs and databases.

Troubleshooting, describes the various troubleshooting tools available with NetBackup
for SQL Server.

Reference, describes the various dialog boxes, screens, and menus associated with the
NetBackup Database Extension Graphical User Interface.

NetBackup for Microsoft SQL Server System Administrator’s Guide



Related Documents

In addition to these chapters, there is a glossary of terms that you will frequently
encounter when using and discussing NetBackup for SQL Server.

Related Documents

The following documents provide related information. For a more detailed listing of
NetBackup documents, refer to NetBackup Release Notes.

If you have a UNIX server, refer to these documents:
O NetBackup System Administrator’s Guide for UNIX

Explains how to configure and manage NetBackup on a UNIX system.
O NetBackup Media Manager System Administrator’s Guide for UNIX

Explains how to configure and manage the storage devices and media on UNIX
NetBackup servers. Media Manager is part of NetBackup.

0O NetBackup Troubleshooting Guide for UNIX

Provides troubleshooting information for UNIX-based NetBackup products. You can
also refer to ww. support. veritas. com access the Knowledge Base Search
option, and search for TechNotes.

If you have a Windows server, refer to these documents:
O NetBackup System Administrator’s Guide for Windows

Explains how to configure and manage NetBackup on a Windows server system.
O NetBackup Media Manager System Administrator’s Guide for Windows

Explains how to configure and manage the storage devices and media on Windows
NetBackup servers. Media Manager is part of NetBackup.

0O NetBackup Troubleshooting Guide for Windows

Provides troubleshooting information for Windows-based NetBackup products. You
can also refer to ww. support . veritas. com access the Knowledge Base Search
option, and search for TechNotes.

Accessibility

NetBackup contains features that make the user interface easier to use by people who are
visually impaired and by people who have limited dexterity. Accessibility features
include:
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Conventions

O Support for assistive technologies such as screen readers and voice input (Windows
servers only)

O Support for keyboard (mouseless) navigation using accelerator keys and mnemonic
keys

For more information, see the NetBackup system administrator’s guide.

Conventions

The following explains typographical and other conventions used in this guide.
Type Style

Typographic Conventions

Typeface Usage

Bold fixed width |nput. For example, type cd to change directories.

Fi xed wi dth Paths, commands, filenames, or output. For example: The default installation
directory is/ opt / VRTSxX.

Italics Book titles, new terms, or used for emphasis. For example: Do not ignore cautions.

Sans serif (italics) Placeholder text or variables. For example: Replace filename with the name of your
file.

Serif (no italics) Graphical user interface (GUI) objects, such as fields, menu choices, etc.

For example: Enter your password in the Password field.

Notes and Cautions

Note This is a Note. Notes are used to call attention to information that makes using the
product easier or helps in avoiding problems.

Caution This is a Caution. Cautions are used to warn about situations that could cause
data loss.

=~ X NetBackup for Microsoft SQL Server System Administrator’s Guide



Conventions

Key Combinations

Some keyboard command sequences use two or more keys at the same time. For example,
holding down the Ctrl key while pressing another key. Keyboard command sequences are
indicated by connecting the keys with a plus sign. For example:

Press Ctrl+t

Command Usage

The following conventions are frequently used in the synopsis of command usage.
brackets [ ]

The enclosed command line component is optional.
Vertical bar or pipe (])

Separates optional arguments from which the user can choose. For example, when a
command has the following format:

command argl| arg2

the user can use either the argl or arg2 variable.

Terms

The terms listed in the table below are used in the VERITAS NetBackup documentation to
increase readability while maintaining technical accuracy.

Term Definition
Microsoft Windows, Terms used as nouns to describe a line of operating systems
windows developed by Microsoft, Inc.

A term used as an adjective to describe a specific product or
noun. Some examples are: Windows 95, Windows 98,

Windows NT, Windows 2000, Windows servers, Windows
clients, Windows platforms, Windows hosts, and Windows GUI.

Where a specific Windows product is identified, then only that
particular product is valid with regards to the instance in which
it is being used.

For more information on the Windows operating systems that
NetBackup supports, refer to the VERITAS support web site at
http://ww. support.veritas.com

Preface
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Getting Help

Term Definition (continued)

Windows servers A term that defines the Windows server platforms that
NetBackup supports; those platforms are: Windows NT and
Windows 2000.

Windows clients A term that defines the Windows client platforms that

NetBackup supports; those platforms are: Windows 95, 98, ME,
NT, 2000, XP (for 32- and 64-bit versions), and LE.

Getting Help

For updated information about this product, including system requirements, supported
platforms, supported peripherals, and a list of current patches available from Technical
Support, visit our web site:

http://ww. support.veritas. conf

VERITAS Customer Support has an extensive technical support structure that enables you
to contact technical support teams that are trained to answer questions to specific
products. You can contact Customer Support by sending an e-mail to
support@veritas.com, or by finding a product-specific phone number from the VERITAS
support web site. The following steps describe how to locate the proper phone number.

1. Openhttp://ww. support.veritas.conl inyourweb browser.
2. Click Contact Support. The Contacting Support Product List page appears.
3. Select a product line and then a product from the lists that appear. The page will

refresh with a list of technical support phone numbers that are specific to the product
you just selected.
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Introduction 1

NetBackup for SQL Server extends the capabilities of NetBackup for Windows to include
backing up and restoring Microsoft SQL Server databases. These capabilities are provided
for a Windows client using either a UNIX or Windows NetBackup master server.

NetBackup for SQL Server includes a client-based graphical user interface (GUI) program
to perform various activities on Microsoft SQL Server. These activities include:

0O Setting options for NetBackup for SQL Server operations.

O Backing up, restoring and copying databases and database components, which
include transaction logs, differentials, files and filegroups.

O Starting NetBackup for SQL Server operations from batch files which you have
created.

0 Monitoring NetBackup for SQL Server operations.




Features

Features

This section describes the main features of NetBackup for SQL Server.

NetBackup Operations

g
g

o o o o

Full integration with the NetBackup master server and Media Manager.

Support for Microsoft SQL Server 6.5, 7.0 and 2000 operations. NetBackup for SQL
Server will detect which level of Microsoft SQL Server is installed.

Backup and restore operations for Microsoft SQL Server 7.0 and 2000 use Microsoft’s
high-speed Virtual Device Interface.

Backup and recovery of databases, differentials, files, filegroups, and transaction logs.
Support for redirection of SQL Server restores to different locations.
Support for multiple SQL Server instances.

Client operation monitoring through the NetBackup Client Job Monitor. Server
monitoring is also available through the NetBackup master.

Performance tuning through user control of backup stripes, transfer size, and buffer
usage.

Job launch is supported through the following options:

- Immediate launch through the NetBackup Database Extension GUI
- Scheduled launch through the NetBackup scheduler

- Command line launch

Support for Microsoft Cluster Server

Recovery of Microsoft SQL Server objects from VERITAS Backup Exec images.

Graphical User Interface

g

g

GUI capability for browsing:

- Microsoft SQL Server databases

- Microsoft SQL Server database files and filegroups

- Backup Exec images converted for NetBackup

GUI assistance for staging a complete database restore from:

- A database backup, a differential backup (optional), and a series of transaction
logs

NetBackup for Microsoft SQL Server System Administrator’s Guide



Features

- File and filegroup backup, and a series of transaction logs

0O GUI assistance for restoring database objects backed up on one Microsoft SQL Server
client to another Microsoft SQL Server client.

0O GUI assistance for creating and saving a backup script as an alternative to performing
an immediate job launch.

0O Online help provided through the NetBackup Database Extension GUI.

Note With this release, you cannot directly back up individual Microsoft SQL Server
tables. However, if you place a single table in afile, then you can back up just that
file without backing up the rest of the database.

Chapter 1, Introduction 3 v
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Installation

This chapter covers installation of the NetBackup for SQL Server. It includes:
0O System Configuration Requirements

O Installation Instructions




System Configuration Requirements

System Configuration Requirements

To use NetBackup for SQL Server, you need:

0O Windows NT 4.0 with Service Pack 3 or higher, or Windows 2000

O NetBackup server for UNIX, Windows NT, or Windows 2000, version 4.5 or greater
0O Microsoft SQL Server 6.5, 7.0 with Service Pack 1 or higher, or 2000

Users of NetBackup for SQL Server should have a working knowledge of the following
topics:

0O NetBackup client and server software
O Microsoft SQL Server

NetBackup for Microsoft SQL Server System Administrator’s Guide



Installing NetBackup for SQL Server

Installing NetBackup for SQL Server

The following is the procedure for installing NetBackup for SQL Server.

Installation Requirements

g

A valid license key for NetBackup for SQL Server must be registered on the master or
media server. License keys can be added from the NetBackup Administration
Console. From the Help menu, choose License Keys.

The version of the NetBackup Client and the version of NetBackup for SQL Server
must be the same (e.g., 4.5).

v To install NetBackup for SQL Server:

1.

2.

6.

7.

Log on as Administrator.

Check that NetBackup for Windows and Microsoft SQL Server are installed on the
Windows system.

Insert the NetBackup CD-ROM into the drive.

- On systems with AutoPlay enabled for CD-ROM drives, the NetBackup install
program starts automatically.

- On Windows NT 4.0 or Windows 2000 systems that have AutoPlay disabled, run
the Launch. exe program in the root directory on the CD-ROM.

Below the “Main Menu” on the left, click Database Agents.
Click Database Agent Installation.
Click Microsoft SQL Server.

Click Next and follow the prompts in the setup program.

Refer to the r eadne. t xt file, found in the MSSQL install directory, for more details.

Chapter 2, Installation 7 -
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Configuration 3

This chapter describes how to configure NetBackup for SQL Server. The following sectionsin this
chapter describe each of these stepsin detail.

1. Veifying Installed Components

2. Configuration Using the NetBackup Administration Console
3. Configuring the Media Manager

4. Setting the Maximum Jobs per Client Global Attribute

5. Configuring a NetBackup Policy

6. Configuring for Striped Backups and Restores

7. SQL Server Configuration

This chapter also contains “NetBackup Administration Console for Windows” on page 38 and
“Performance Factors’ on page 55.




Verifying Installed Components

Verifying Installed Components

Note install_path refers to the directory where you installed the NetBackup software. By
default, this directory is C: \ Progr am Fi | es\ VERI TAS\ .

When you installed NetBackup for SQL Server, the following actions were taken.
0O Anicon was added to the NetBackup Program Group
NetBackup - MSSQL Client

O The following new directories were created, if they did not already exist on your
Windows NT/2000 host:

i nstal | _pat h\ Net Backup\ DbExt \ Mssql

The default directory for batch files and miscellaneous items pertaining to
installation.

i nstal | _pat h\ Net Backup\ | ogs\ user _ops\ Mssql \ j obs

The directory containing NetBackup master server logging files for each operation
that you perform.

i nstal | _pat h\ Net Backup\ | ogs\ user _ops\ Mssql \ | ogs

The directory containing NetBackup client logging files for each operation that you
perform.

O Areadme file (Readre. t xt ) was placed in
install_path\ Net Backup\ DbExt\ Mssql .

0O Two sample batch files were placed in install_path\ Net Backup\ DbExt \ Mssql :
bkup. bch
rest. bch
Batch files are described in “Using Batch Files” on page 125.

O The following lists binaries created for NetBackup for SQL Server. The path for these
components is install_path\ Net Backup\ bi n\ .

DBbackmai n. dl | NetBackup client DLL which backs up and restores SQL Server
databases.
dbbackup. exe Graphical user interface to dbbacknai n.

~ 10 NetBackup for Microsoft SQL Server System Administrator’s Guide



Verifying Installed Components

dbbackex. exe A command-line interface to dbbacknai n. It is also called
internally by the NetBackup client (through bphdb), and by
NetBackup for SQL Server for performing NetBackup
scheduling operations.

t dbackmai n. dl | Additional NetBackup client functions.

See install_path\ Net Backup\ DbExt \ Mssql \ Readn®. t xt for further information on
the installation components.

Chapter 3, Configuration n 9



Configuration Using the NetBackup Administration Console

Configuration Using the NetBackup Administration

Console

Although the database agent is installed on the NetBackup client, some configuration
procedures are performed using the NetBackup Administration Console on the server.

These procedures include:

O
O
O
O

Configuring the Media Manager
Setting the Maximum Jobs per Client global attribute
Configuring a NetBackup policy

Testing NetBackup for SQL Server configuration settings

See the next section for instructions on starting the NetBackup Administration Console.

Starting the NetBackup Administration Console for Windows

This section contains information on launching the Windows server version of the
NetBackup Administration Console.

v To launch the NetBackup Administration Console for Windows

1.

2.

Log on to the server as administrator.

From the Windows Start menu, point to Programs, point to VERITAS NetBackup
and click NetBackup Administration Console.

NetBackup for Microsoft SQL Server System Administrator’s Guide



Configuration Using the NetBackup Administration Console

The NetBackup Administration Console appears.

ik NetBackup Administration Console

File Action Edt View Help -

=N # B

gyrfalcon \—ERITAQ L

L Activity Monitor . NetB Eleupm Datacente r b
=) MetBackup Management
5 Feports el Getting Started
+ @ Palicies ‘54 Get step-by-step help setting up MetB ackup.
+-Z4] Storage Units
Catalog ) Configure Storage Devices
+ Host P.[DD.EIEIES Define robots and drives.
S Authorization

=2 Media and Device Manageme
@ Device Monitar
+- B Media
+ Devices

Configure Yolumes
Inventary robots and define volumes for uze in standalone drives.

Configure the Catalog Backup
Specify how and when MetBackup configuration and catalog information is to be backed up.

Create a Backup Policy
Define schedules for backing up data on a single client or a et of clients.

TR

Import Wizard.
Thiz wizard will assizt you in stepping through an import.

,

Configure a Shared Drive
i Configure MetBackup to use a new shared drive or reconfigure an existing shared drive.

_l.-., ‘l. |

| 3

< | 2

For Help. press F1

Master Server: gyifalcon Connected

Starting the NetBackup Administration Console for UNIX

This section contains information on launching the Unix version of the NetBackup
Administration Console.

v To launch the NetBackup Administration Console for UNIX
1. Log onto the UNIX server as root.

2. Start the NetBackup Administration Console by executing:

install_path/ net backup/ bi n/j nbSA &
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Configuration Using the NetBackup Administration Console

The Login dialog box appears.

File

You may administer NetBackup on amy NetBackup host. To login, snter the
usemame and paszword for the specified NetBackup host

Host name

hagar

3. Type the name of the master server where you initially want to manage NetBackup.
You can specify any NetBackup master server. Indicate the User and Password.

4. Click Login. The NetBackup Administration Console appears.

NetBackup Administration Console [logged into hagar.min.owv.com]

VERITAS NetBackupz Paracenter -

File Edit Mew fotions  Help

H e = @\

T " = Getting Started
Backup, Arohive, and Restors 3 et step-by-step help setting up NetBackup from start to finish.
Activity honitor LR
= Met Backup hanzgement I
+ Reports —
%I Poiisies M| S5 Corfigure Storage Devices
o . Define robots and drives.
+ Storage Units

& Catalog

+ % Host Properties -
= _I-\a and Device hianagement { Bemifigu el
. - . 13)], Invantory robots and define wolumes for usa in standalone drives.
@ Device Monitor ¥
HHES] tedia .
4 - [ =) Devices -
il'@l-h Whanagement { Corfigure the Catalog Backup
4 P L Specify how and when NetBackup configuration and cataleg information is to be
F = backed up.
E

= Create = Backup Policy
Define schedules for backing up data on 2 single client or 3 s&t of clients.
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Configuring the Media Manager

Configuring the Media Manager

Use the Media Manager to configure tapes or other storage units for a NetBackup for SQL
Server configuration.

0O Refer to the Media Manager for NetBackup System Administrator’s Guide for UNIX if the
NetBackup server is UNIX.

0O Refer to the Media Manager for NetBackup System Administrator’s Guide for Windows if
the NetBackup server is Windows.

The number of volumes required will depend on the devices used, the size of the SQL
Server databases that you are backing up, the size of your backups, and the frequency of
backups.

Chapter 3, Configuration 15 —



Setting the Maximum Jobs per Client Global Attribute

Setting the Maximum Jobs per Client Global Attribute

The Maximum jobs per client attribute value is figured with the following formula.
Max Jobs per dient = Number of Streams x Number of Policies

Where:

O Number of Streams is the number of backup streams between the database server and
NetBackup. If striping is not used, then each separate stream starts a new backup job
on the client. If striping is used, then each new job uses one stream per stripe.

O Number of Policies is the number of policies that may back up this client at the same
time. This number can be greater than one. For example, a client may be in two
policies in order to back up two different databases. These backup windows may

overlap.

NetBackup Administration Console for Windows
Use this procedure to set the Maximum jobs per client attribute on a Windows server or
on a Remote Administration Console host.

v To set the Maximum jobs per client attribute on a Windows server

1. Inthe left pane of the NetBackup Administration Console, expand Host Properties.
Select Master Server.

2. Inthe right pane, double-click on the server icon.

The Master Server Properties dialog box appears.

———
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Setting the Maximum Jobs per Client Global Attribute

3. Inthe Master Server Properties dialog box, click the Global NetBackup Attributes
tab.

ET' Master Server Properties

BﬂMedlaServers ] i% Bandwidth ] E‘@Fhastone ] B GeneraIServer ] @Medla ]

‘Wwakeup interval: b aximum jobs per client:

n 3: minutes 1 3:

Schedule backup attempts: M aximum backup copies:

2 3: tiies par |12 3: hours 2 5'

Druration to retain logs: Days to keep wault files:

28 3: days 3 days

How long ta keep TIR information: Interval for status reports:

1 3: days 24 3: hours

E_nforc:e media mount timeout Compress catalog after:
3: niriutes 3: days

E-mail address for the MetBackup administrator:

]

K Cancel | Help |

The default value is 1 for Maximum jobs per client.

4. Change the Maximum jobs per client value to a value equal to the maximum number
of backups allowed per client.

Tip To avoid any problems, we recommend that you enter a value of 99 for the
Maximum jobs per client global attribute.

NetBackup Administration Console for UNIX

Use this procedure to set the Maximum jobs per client global attribute on a UNIX server.

v To set the Maximum jobs per client attribute on a UNIX server

Use this procedure to set the Maximum jobs per client global attribute using the
NetBackup Administration Console - Java interface on a Java-capable platform.

1. Inthe left pane of the NetBackup Administration Console, expand Host Properties.
Select Master Servers.

2. Inthe right pane, double-click on the server icon. Click Global Attributes.
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The Master Server Properties dialog box appears.

- Seryer Properties: hagar.minov.com

P i N N N

N Global Attributes [N =3
£33 Universal settings
| Retention Periods
_E Seners fakeup intenval haximum jobs per client
|—""% Banduidth l_m :I minutes ,_1 :I
_% Restore Failower
| B General Server Schedule backup attempts st BEchuE Copies

f— | i 122 o
__@.. Port Ranges ijes per jhours Zj
_@ Media _
@ Comprass catalog after Status report interval
=14 Timeouts 4| 4
0 never 244 hours
[~ cliert Attributes
—E Unix Senver Cleanup
- £ suthorization Keep TIR information for Keep logs for
& Fireval 1 :I i ] :I days
_% Logaing
Feepwautt [egsfan
a0 ﬂ dayE
Administrator e-mail address
I Ok | LCancel | Apply | Help |

The default value is 1 for Maximum jobs per client.

3. Change the Maximum jobs per client value to a value equal to the maximum number
of backups allowed per client.

Tip To avoid any problems, we recommend that you enter a value of 99 for the
Maximum jobs per client global attribute.

Configuring a NetBackup Policy

A NetBackup policy defines the backup criteria for a specific group of one or more clients.
These criteria include:

0O storage unit and media to use

0O backup schedules

O batch file files to be executed on the clients
O clients to be backed up

To use NetBackup for SQL Server, at least one MS-SQL-Server policy with the appropriate
schedules needs to be defined. A configuration can have a single policy that includes all
clients or there can be many policies, some of which include only one client.
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Most requirements for MS-SQL-Server policies are the same as for file system backups. In
addition to the attributes described here, there are other attributes for a policy to consider.
Refer to the NetBackup System Administrator’s Guide for detailed configuration instructions
and information on all the attributes available.

NetBackup Administration Console for Windows

Adding New Policies

Use this procedure when configuring a policy from a Windows server or from a
NetBackup Remote Administration Console host.

v To add a new policy

Note If you are going to perform striped dumps or loads, see “Configuring for Striped
Backups and Restores.”

1. Log on to the server as administrator.
2. Start the NetBackup Administration Console.

3. If your site has more than one master server, choose the one where you want to add
the policy.
4. Inthe left pane, right-click Policies. From the menu, select New Policy.

The Add a New Policy dialog box appears.

Add a New Policy [ %]

Folicy name:

™ Use Backup Policy Configuration ‘wizard.

Cancel |

a. Inthe Policy name box, type a unique name for the new policy.

b. Choose whether to use the wizard for configuring the policy. The wizard guides
you through the setup process and simplifies it by automatically choosing default
values that are good for most configurations. If necessary, you can change the
defaults later by editing the policy.
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- To use the wizard, select the Use Backup Policy Configuration Wizard box
and click OK. The wizard starts and you create the policy by following the
prompts. When prompted, select the MS-SQL-Server policy type.

- If you require more control over the settings than the wizard provides, then
do not select the Use Backup Policy Configuration Wizard box and proceed
to step 5.

5. Click OK.

A dialog box appears in which you can specify the general attributes for the policy.

attibutes | & Schedules | By Cients | ) Fies |
Palicy type: ¥ Active. Gointo effect at
' [ eoooopm =J12/311983 =]
[fthost back thiod:
e I | &l frozen image: clients
ILocaI Huost j
. ™ Backup Netwark Drives
Destination
Policy storage unit: [™ Cross mount points
I Any Available j ™ Collect true image restore information
Palicy wolume pool: I with move detection
MetBackup -
I J " Compression
I Limit jobs per policy: I~ EncEncry
I =l ™| [dividual file: restore from rav
Juob priority: ) . .
0 —1 [higher number iz ™ Collect disaster recovery information
=1 greater priority]
Keyword phrase: [optional] I~ | Black levellincremental
I [~ Allow multiple data streams

QK I Cancel | Help |

6. From the Policy Type box, select the MS-SQL-Server policy type.

7. Complete the entries on the Attributes tab as explained in “Description of
Attributes.”
8. Add other policy information:
- To add schedules, see “Adding New Schedules.”
- To add scripts, see “Specifying the List of Scripts.”
- To add clients, see “Adding Clients to a Policy.”

9. Click OK. The new policy will be created.
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Description of Attributes

With a few exceptions, NetBackup manages a database backup like a file system backup.
Policy attributes that are different for Microsoft SQL Server backups are explained below.

Your other policy attributes will vary according to your specific backup strategy and
system configuration. Consult the NetBackup System Administrator’s Guide for detailed
explanations of the policy attributes.

Description of Policy Attributes

Attribute Description

Policy type Determines the type of clients that can be in the policy and in some cases
the types of backups that can be performed on those clients.
To use NetBackup for SQL Server, you must have defined at least one
MS-SQL-Server policy.

Keyword phrase For NetBackup for SQL Server, the keyword phrase entry is ignored.

Adding New Schedules

Each policy has its own set of schedules. These schedules control initiation of automatic
backups and also specify when user operations can be initiated.

A Microsoft SQL Server backup requires at least two specific schedule types: an
Application Backup schedule and an Automatic Backup schedule. You can also create
additional schedules.

The following procedures explain how to configure the required schedule types, and how
to add other new schedules.

v To configure an Application Backup schedule

1. Double-click on the schedule named Default-Application-Backup.

All Microsoft SQL Server database operations are performed through NetBackup for
SQL Server using an Application Backup schedule. This includes those backups
started automatically.

You must configure an Application Backup schedule for each MS-SQL-Server policy
you create. If you do not do this, you will not be able to perform a backup. To help
satisfy this requirement, an Application Backup schedule named
Default-Application-Backup is automatically created when you configure a new
MS-SQL-Server policy.
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Specify the other properties for the schedule as explained in “Schedule Properties.”

The backup window for an Application Backup schedule must encompass the time
period during which all NetBackup jobs, scheduled and unscheduled, will occur. This
is necessary because the Application Backup schedule starts processes that are
required for all NetBackup for SQL Server backups, including those started
automatically.

For example, assume that you:

- expect users to perform NetBackup operations during business hours, 0800 to
1300.

- configured automatic backups to start between 1800 and 2200.

The Application Backup schedule must have a start time of 0800 and a duration of 14
hours.

Example Settings for an Application Backup schedule.

Type of Backup | Schedule settings | Description Settings
Application Retention The length of time backup images 2 weeks
Backup are stored.

Backup Window The time during which a NetBackup | Sunday through Saturday
operation can be performed. 00:00:01 - 23:59:59

Tip  Set the time period for the Application Backup schedule for 24 hours per day, seven

days per week. This will ensure that your NetBackup for SQL Server operations are
never locked out due to the Application Backup schedule.

To configure an automatic backup schedule

1.

In the left pane, right-click on the name of the policy and select New Schedule from
the menu.

The Add New Schedule dialog box appears. The title bar shows the name of the
policy to which you are adding the schedules.

Specify a unique name for the schedule.

Select the Type of Backup.

For information on the types of backups available for this policy, see “Types of
Backups.”
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Refer to the following table for recommended settings for an Automatic Backup
schedule.

Example Settings for an Automatic Backup Schedule.

Type of Backup Schedule settings | Description Settings
Automatic Backup | Retention The length of time to store the 2 weeks
record of a backup.
Frequency Frequency determines how often | every week
a backup should be performed
Backup Window The time during which a Sunday, 18:00:00 - 22:00:00

NetBackup operation can be
performed.

Tip  If you put multiple batch files in the same MS-SQL-Server policy, they will execute
during each Automatic Backup session for that MS-SQL-Server policy. If you have a
variety of SQL Server backup operations that you wish to have executed on
different schedules, then consider creating multiple MS-SQL-Server policies with
differing Automatic Backup schedules; and then assign each batch file to the policy
that uses the desired Automatic Backup schedule.

4. Specify the other properties for the schedule as explained in “Schedule Properties.”

Schedule Properties

Some of the schedule properties have a different meaning for database backups than for a
regular file system backup. These properties are explained below.

Other schedule properties will vary according to your specific backup strategy and
system configuration. Consult the NetBackup System Administrator’s Guide for detailed
explanations of the schedule properties.

Description of Schedule Properties

Property

Description

Type of backup

Specifies the type of backup that this schedule will control. The selection list

shows only the backup types that apply to the policy you are configuring.
For more information see “Types of Backups.”
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Description of Schedule Properties

Property

Description

Frequency

Calendar

Retention

Multiple copies

This setting is used only for scheduled backups, and not for user-directed
backups. Frequency specifies the period of time that will elapse until the
next backup operation can begin on this schedule. For example, if the
frequency is seven days and a successful backup occurs on Wednesday, the
next full backup will not occur until the following Wednesday.

This setting is used only for scheduled backups, and not for user-directed
backups. The Calendar option allows you to schedule backup operations
based on specific dates, recurring week days, or recurring days of the
month.

Frequency based scheduling

The retention period for an Application Backup Policy schedule refers to the
length of time that NetBackup keeps backup images.

For example, if your database is backed up once every Sunday morning, you
should select a retention period of at least 2 weeks.The retention period for
an Automatic Backup schedule controls how long NetBackup keeps records
of when scheduled backups have occurred.

The NetBackup scheduler compares the latest record to the frequency to
determine whether a backup is due. This means that if you set the retention
period to expire the record too early, the scheduled backup frequency will be
unpredictable. However, if you set the retention period to be longer than
necessary, the NetBackup catalog will accumulate unnecessary records.
Therefore, set a retention period that is longer than the frequency setting for the
schedule.

For example, if the frequency setting is set to one week, set the retention
period to be more than one week.

Calendar based scheduling

The retention period for an Application Backup Policy schedule refers to the
length of time that NetBackup keeps backup images.

The retention period for an Automatic Backup schedule controls how long
NetBackup keeps records of when scheduled backups have occurred.
However, this setting is not significant for calendar based scheduling.

If you are licensed for the Inline Tape Copy feature and wish to specify
multiple copies for your MS-SQL-Server policy, configure Multiple copies
on the Application Backup schedule.
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Types of Backups

Description of Backup Types for Microsoft SQL Server

Application Backup The Application Backup schedule enables user-controlled NetBackup
operations performed on the client. At least one Application Backup
schedule type must be configured for each MS-SQL-Server policy. The
Default-Application-Backup schedule is automatically configured as an
Application Backup schedule.

Automatic Backup  An Automatic Backup schedule specifies the dates and times when
NetBackup will automatically start backups by running the batch files in the
order that they appear in the file list. If there is more than one client in the
MS-SQL-Server policy, the batch files are executed on each client.

Specifying the List of Scripts

The Scripts list in a database policy has a different meaning than the File list has for other
policies. Normally, in a Standard policy, you would list files and folders to be backed up.
But since you are now configuring a database policy, you will list scripts. NetBackup for

SQL Server scripts are called batch files and are identified by the . bch extension.

Add batch files only if you are setting up a policy for automatic scheduling. All batch files
listed in the Scripts list will be executed for the Automatic Backup schedules as specified
under the Schedules tab.

All batch files specified in the Scripts list are executed during manual or automatic
backups. NetBackup will start backups by running the batch files in the order that they
appear in the Scripts list.
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v To add batch files to the Scripts List

1.

In the left pane of the NetBackup Administration Console, right-click on the policy
name and click New Script.

A dialog box appears. The title bar shows the name of the policy to which you are
adding the batch files.

Add Script - Policy sample EHE

Folder, file or directive:

|| j Browse...

Insert | Add | Cloze | Help |

The optional file list in an MS-SQL-Server policy lists batch files that describe the
backup and restore operations you wish to start through manual or scheduled
operations initiated from the NetBackup server. Batch files reside on the client and
direct the operation of NetBackup for SQL Server and SQL Server. Refer to “Create
Batch Files” on page 125 for details on how to create a batch file.

Type the name of the batch file.

Specify the full pathname for the batch file in the file list. For example:

install_path\ Net Backup\ Net Backup\ DbExt \ Mssql \ bkup. bch

could be the path name for a batch file to back up a database.

Note i nstal | _pat h refers to the directory where you installed the NetBackup software.

By default, this directory is C: \ Program Fi | es\ Veri t as\.

You can also specify just the simple file name. NetBackup for SQL Server resolves the
simple name filename asi nst al | _pat h\ Net Backup\ Dbext \ Mssql \ filename.

3. Click Add.

Adding Clients to a Policy

The client list is the list of hosts on which your batch files will be executed during an
automatic backup. A NetBackup client must be in at least one policy but can be in more
than one.
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v To add clients to a policy

Note NetBackup for SQL Server must be installed on each client. Also, each batch file
must be present on each client.

1. In the left pane of the NetBackup Administration Console, right-click on the policy
name and click New Client.

The Add New Client dialog box appears. The title bar shows the name of the policy to
which you are adding the clients.

Add Mew Client - Policy sample EHE
Client name:
| Browse...
Hardware and operating syzten:
[P, windowsNT -
Add ok | Oose | Hen |

2. Inthe Client name text box, type the name of the client that you are adding.
On the client the following should be installed:
- Microsoft SQL Server
- NetBackup client or server
- NetBackup for SQL Server

- the backup or restore script(s)
3. Choose the hardware and operating system type.
4. Click Add.

5. To add another client, repeat step 2 through step 4. If this is the last client, click Close
to close the dialog box.

NetBackup Administration Console for UNIX

Use this procedure when configuring a policy from a UNIX server.
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v To add a new policy

Note If you are going to perform striped dumps or loads, see “Configuring for Striped
Backups and Restores.”

1. Log onto the server as root.
2. Start the NetBackup Administration Console.

3. Ifyour site has more than one master server, choose the one to which you want to add
the policy.

4. Inthe left pane, click on Policies. The right pane splits into a All Policies pane and a
details pane.

5. Inthe All Policies pane, right-click on the Master Server, and click New.
The Add a New Policy dialog box appears.

|

Paolicy name:

| Use add policy wizard.

Ok LCancel |

a. Inthe Policy name box, type a unique name for the new policy.

b. Choose whether to use the wizard for configuring the policy. The wizard guides
you through the setup process and simplifies it by automatically choosing default
values that are good for most configurations. If necessary, you can change the
defaults later by editing the policy.

- To use the wizard, select the Use add policy wizard box and click OK. The
wizard starts and you create the policy by following the prompts. When
prompted, select the MS-SQL-Server policy type.

- If you require more control over the settings than the wizard provides, do not
select the Use add policy wizard box and proceed to step 6.

6. Click OK.
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A dialog box appears in which you can specify the general attributes for the policy.
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7. From the Policy type box, select the MS-SQL-Server policy type.

8. Complete the entries on the Attributes tab as explained in “Description of Attributes”
and click Apply to save the attribute entries.
9. Add other policy information:
- To add schedules, see “Adding New Schedules.”
- To add scripts, see “Specifying the List of Scripts.”
- To add clients, see “Adding Clients to a Policy.”

Description of Attributes

With a few exceptions, NetBackup manages a database backup like a file system backup.
Policy attributes that are different for Microsoft SQL Server backups are explained below.
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Your other policy attributes will vary according to your specific backup strategy and
system configuration. Consult the NetBackup System Administrator’s Guide for detailed
explanations of the policy attributes.

Description of Policy Attributes

Attribute Description

Policy type Determines the type of clients that can be in the policy and in some cases
the types of backups that can be performed on those clients.
To use NetBackup for SQL Server, you must have defined at least one
MS-SQL-Server policy.

Keyword phrase For NetBackup for SQL Server, the keyword phrase entry is ignored.

Adding New Schedules

Each policy has its own set of schedules. These schedules control initiation of automatic
backups and also specify when user operations can be initiated.

A Microsoft SQL Server backup requires at least two specific schedule types: an
Application Backup schedule and an Automatic Backup schedule. You can also create
additional schedules.

The following procedures explain how to configure the required schedule types, and how
to add other new schedules.

v To configure an Application Backup schedule
1. Under the policy name, select Schedules.

2. Inthe right pane, double-click on the schedule named Default-Application-Backup.

A dialog box appears. The title bar shows the name of the policy to which you are
adding the schedule.

All Microsoft SQL Server database operations are performed through NetBackup for
SQL Server using an Application Backup schedule. This includes those backups
started automatically.

You must configure an Application Backup schedule for each MS-SQL-Server policy
you create. If you do not do this, you will not be able to perform a backup. To help
satisfy this requirement, an Application Backup schedule named
Default-Application-Backup is automatically created when you configure a new
MS-SQL-Server policy.
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3.

Specify the other properties for the schedule as explained in “Schedule Properties.”

The backup window for an Application Backup schedule must encompass the time
period during which all NetBackup jobs, scheduled and unscheduled, will occur. This
is necessary because the Application Backup schedule starts processes that are
required for all NetBackup for SQL Server backups, including those started
automatically.

For example, assume that you:

- expect users to perform NetBackup operations during business hours, 0800 to
1300.

- configured automatic backups to start between 1800 and 2200.

The Application Backup schedule must have a start time of 0800 and a duration of 14
hours.

Tip

Set the time period for the Application Backup schedule for 24 hours per day, seven
days per week. This will ensure that your NetBackup for SQL Server operations are
never locked out due to the Application Backup schedule.

Example Settings

for an Application Backup schedule.

Type of Backup | Schedule settings | Description Settings
Application Retention The length of time backup images 2 weeks
Backup are stored.

Backup Window The time during which a NetBackup | Sunday through Saturday
operation can be performed. 00:00:01 - 23:59:59
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v To configure an automatic backup schedule

1. Inthe All Policies pane, expand the policy you wish to configure. Right-click
Schedules and choose New.

A dialog box appears. The title bar shows the name of the policy to which you are
adding the schedules.

2. Specify a unique name for the schedule.

3. Select the Type of Backup.

For information on the types of backups available for this policy, see “Types of
Backups.”

——
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Refer to the following table for recommended settings for an Automatic Backup
schedule.

Example Settings for a Automatic Backup Schedule.

Type of Backup Schedule settings | Description Settings
Automatic Backup | Retention The length of time to store the 2 weeks
record of a backup.
Frequency Frequency determines how often | every week
a backup should be performed
Backup Window The time during which a Sunday, 18:00:00 - 22:00:00
NetBackup operation can be
performed.

Tip  If you put multiple batch files in the same MS-SQL-Server policy, they will execute
during each Automatic Backup session for that MS-SQL-Server policy. If you have a
variety of SQL Server backup operations that you wish to have executed on
different schedules, then consider creating multiple MS-SQL-Server policies with
differing Automatic Backup schedules; and then assign each batch file to the policy
that uses the desired Automatic Backup schedule.

Note For Automatic Backup schedules, the batch files must be installed on each machine
in the client list.

4. Specify the other properties for the schedule as explained in “Schedule Properties.”

Schedule Properties

Some of the schedule properties have a different meaning for database backups than for a
regular file system backup. These properties are explained below.

Other schedule properties will vary according to your specific backup strategy and
system configuration. Consult the NetBackup System Administrator’s Guide for detailed
explanations of the schedule properties.

Description of Schedule Properties

Property Description

Type of backup Specifies the type of backup that this schedule will control. The selection list
shows only the backup types that apply to the policy you are configuring.

For more information see “Types of Backups.”
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Description of Schedule Properties

Property

Description

Frequency

Calendar

Retention

Multiple copies

This setting is used only for scheduled backups, and not for user-directed
backups. Frequency specifies the period of time that will elapse until the
next backup operation can begin on this schedule. For example, if the
frequency is seven days and a successful backup occurs on Wednesday, the
next full backup will not occur until the following Wednesday.

This setting is used only for scheduled backups, and not for user-directed
backups. The Calendar option allows you to schedule backup operations
based on specific dates, recurring week days, or recurring days of the
month.

Frequency based scheduling

The retention period for an Application Backup Policy schedule refers to the
length of time that NetBackup keeps backup images.

For example, if your database is backed up once every Sunday morning, you
should select a retention period of at least 2 weeks.The retention period for
an Automatic Backup schedule controls how long NetBackup keeps records
of when scheduled backups have occurred.

The NetBackup scheduler compares the latest record to the frequency to
determine whether a backup is due. This means that if you set the retention
period to expire the record too early, the scheduled backup frequency will be
unpredictable. However, if you set the retention period to be longer than
necessary, the NetBackup catalog will accumulate unnecessary records.
Therefore, set a retention period that is longer than the frequency setting for the
schedule.

For example, if the frequency setting is set to one week, set the retention
period to be more than one week.

Calendar based scheduling

The retention period for an Application Backup Policy schedule refers to the
length of time that NetBackup keeps backup images.

The retention period for an Automatic Backup schedule controls how long
NetBackup keeps records of when scheduled backups have occurred.
However, this setting is not significant for calendar based scheduling.

If you are licensed for the Inline Tape Copy feature and wish to specify
multiple copies for your MS-SQL-Server policy, configure Multiple copies
on the Application Backup schedule.
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Types of Backups

Description of Backup Types for Microsoft SQL Server

Application Backup The Application Backup schedule enables user-controlled NetBackup
operations performed on the client. At least one Application Backup
schedule type must be configured for each MS-SQL-Server policy. The
Default-Application-Backup schedule is automatically configured as an
Application Backup schedule.

Automatic Backup  An Automatic Backup schedule specifies the dates and times when
NetBackup will automatically start backups by running the batch files in the
order that they appear in the file list. If there is more than one client in the
MS-SQL-Server policy, the batch files are executed on each client.

Specifying the List of Scripts

The File list in a database policy has a different meaning than the File list has for other
policies. Normally, in a Standard policy, you would list files and folders to be backed up.
But since you are now configuring a database policy, you will list scripts. NetBackup for
SQL Server scripts are called batch files and are identified by the . bch extension.

Add batch files only if you are setting up a policy for automatic scheduling. All batch files
listed in the Files list will be executed for the Automatic Backup schedules as specified
under the Schedules tab.

All batch files specified in the Files list are executed during manual or automatic backups.
NetBackup will start backups by running the batch files in the order that they appear in
the Files list.

v To add batch files to the Scripts List
1. Inthe left pane, click Policies.

2. Inthe All Policies pane, expand the policy you want to add the scripts.

3. Right-click on Files and choose New.
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The Add File dialog box appears. The title bar shows the name of the policy to which
you are adding the batch files.

B Senver: Ihagar

Construct a list of path (and directives, if i 1o add to the file list.

Pathname or directive:

y your pathname or directive Vl Add |

List of pathnames and directives to add to file list:

OK | Eancell Help |

The optional filelist in an MS-SQL-Server policy lists batch files that describe the backup and
restore operations you wish to start through manual or scheduled operations initiated from the
NetBackup server. Batch files reside on the client and direct the operation of NetBackup for
SQL Server and SQL Server. Refer to “Create Batch Files’ on page 125 for details on how to
create a batch file.

Type the name of the batch file.
Specify the full pathname for the batch file in the file list. For example:
install_path\ Net Backup\ DbExt\ Mssql \ bkup. bch

could be the path name for a batch file to back up a database.

Note i nstal | _pat h refers to the directory where you installed the NetBackup software.

By default, this directory is C: \ Program Fi | es\ Veri t as\.

You can also specify just the simple file name. NetBackup for SQL Server resolves the
simple name filename asi nst al | _pat h\ Net Backup\ Dbext \ Mssql \ filename.

Click Add.

To add more scripts, repeat step 4 and step 5.
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Adding Clients to a Policy

The client list is the list of hosts on which your NetBackup for SQL Server backups will be
performed. A NetBackup client must be in at least one policy but can be in more than one.

v To add clients to a policy

Note NetBackup for SQL Server must be installed on each client. Also, each batch file
must be present on each client.

1. Inthe left pane, expand Policies.
2. Inthe All Policies pane, expand the policy you wish to configure.

3. Right-click on Clients and choose New.

The Add Client dialog box appears. The title bar shows the name of the policy where
you are adding clients.

Senver: Ihagar.min.o\r.com

Client name:

[

Hardware and operating system:

Cloze

bbb |

IMACINTDSH.MacDS vl sl

4. Inthe Client name text box, type the name of the client that you are adding.
On the client the following should be installed:
- Microsoft SQL Server
- NetBackup client or server
- NetBackup for SQL Server

- the backup or restore script(s)
5. Choose the hardware and operating system type and click Add.

6. Ifthisisthe lastclient, click OK. If you are going to add more clients, repeat step 4 and
step 5.
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Testing NetBackup for SQL Server Configuration Settings

After you have configured the master server for NetBackup for SQL Server, you should
test the configuration settings. For a description of status codes, refer to the NetBackup
Troubleshooting Guide for Windows if you are using a Windows server or the NetBackup
Troubleshooting Guide for UNIX if you are using a UNIX server.

NetBackup Administration Console for Windows

Use this procedure to test a policy configuration from a Windows server or from the
Remote Administration Console.

v To test the configuration settings on a Windows server
1. Log onto the server as administrator.
2. Start the NetBackup Administration Console.

3. Inthe left pane, click Policies. The policy list appears in the right pane.
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4. Click on the policy you wish to test.

1 Policies - NetBackup Administration Console

File Edt Miew Actions Help |.
mEglreax|ine il
O RGFEEHE GNP E

bugsbunny I mszql7: Attributes EI
EB bugsbunny [Master Ser | Mame | Type | Storag... || J| | )4 EI | | | | | | )4 d Keyw. . | EI ] Dffhost backup method
; Activity Manitar | mzsql? M5-50.. bugstape 9 C M M MMM FIL 1 Local Host
MetBackup Manage
[E] Reports | | _’I
mssql7: 2 Schedules EIEI
| Type | Fetenti... | Frequ... | Ml Storage ... | Wolume Pool | I
Application Backup 1 month - Eont
-5 Storage Units Automatic: Backup 2weeks  1'Wesk ‘I Cant
Catalog
; -2l Host Properties
-2 Media and Device |
@ Device Monitar
- Media
[]... Devices mszql7: 1 Clients El E||
Client narme | Hardware | Operating System I
bugsbunny FC WwWindowsM T
mszql7: 0 Scripts El E||
Pathname or Directive I
45 C\Program Files\WERITAS\MetBackuphdbextMS SELABkup.bch
Di—
Faor Help, press F1 |Master Server: bugsbunny |E0nnected i

5. From the Actions menu, click Manual Backup.

The Manual Backup dialog box appears.

Manual Backup E

Start backup of policy: mssql?

Schedules: Llients:
auto bugsbunny

Select a schedule and one or mare clients to start the backup.

To start a backup for all clients, press OK without selecting any clients.

Cancel |

The Schedules pane contains the name of a schedule (or schedules) configured for the
policy you are going to test. The Clients pane contains the name of the client(s) listed
in the policy you are going to test.
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6. Follow the instructions on the dialog box.

7. Click Activity Monitor on the NetBackup Administration Console.

BE  Activity Monitor - NetBackup Administration Console

File Edit Miew Actions Help |-
S-m&s ox|rmealD HE

QA H S0 o

gyifalcon oyifalcon - Topology o
Anctivity Maritor =] =l
= NetBackup Management
Reports
=3, Policies x:%
o @ Summan of all Polic [ —r
| &P Sybase_Backup
@» sample o
Qpriaicon

- sybasestandard
&P sybasewindows

2 test2 ~
. @ 1eaDB2 < |.|_I
=--{=2] Storage Units
" @ Storage Unil Group | |9¥Tfalcon: 1 Jobs (0 Queued 0 Active 0 Requeued 1 Done) |
g Catalog Job 1D | Tupe [State | Status| Po.. | Se.| Ch. | Me..| St | EL. [ En. | Atw. | Op
[+- 48 Host Properties % 4 Backup Dane syba. backt gyfah gpifale 10/ 00:08 10/ 1

£ 58 Media and Device Manage:
-3 Device Monitor

- B Media i | .
Devices =
«| (f 1] Johs Services I Processes I Drives I

Far Help, press F1 |Master Server: gurfalcan [Connected

If the manual backup does not exit with a successful status, refer to the
Troubleshooting chapter.

NetBackup Administration Console for UNIX

Use this procedure to test a policy configuration on the NetBackup Administration
Console for UNIX.

To test the configuration settings on a UNIX server
1. Log onto the server as root.
2. Start the NetBackup Administration Console.

3. Inthe left pane, click Policies.

The right pane splits into an All Policies pane and a details pane.
4. Inthe All Policies pane, click the policy you wish to test.

5. From the Actions menu, click Manual Backup.
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The Manual Backup dialog box appears.

Serwer, Ihagar min oy com
Folcy name: [ |
Ipmcmez —
ancel

Schedules:
Full

Clients:

hagar

Select 3 schedule and one or more clients 1o start the backup, To start 2
backup for all clients, press OK without selecting any clisms

The Schedules pane contains the name of a schedule (or schedules) configured for the
policy you are going to test. The Clients pane contains the name of the client(s) listed
in the policy you are going to test.

6. Follow the instructions on the dialog box.

7. Click Activity Monitor on the NetBackup Administration Console.

= drmin

up " Evaluatior Version-'

7 |
-

Jobs ] Daemons ] Processes ]

File Edit ‘ew Actions  Help

He o 0@ E

=| hagar.min.owv.com (haster Sarver i
dobtd | Twpe | sae | sams | Palioy | Schedule | Cliert | hediaSne
45 Backup Done 0 test? Uzer hagar =
44 Backup Done 0 test? Uzer hagar
43 Restore Done o hagar
42 Backup Done 0 test? Uzer hagar
41 Backup Done 0 test? Uzer hagar
17. Host Properties 40 Backup Done 71 test? Uzer hagar |
- Media and Device hEnageme 17 7 Mnne AN |
@ Devwice honitar
] Media = [pone:t frocal:v [eezlierver:hagar. min. ov.com
=) Devi g
|| EFE peviees 5 [ [ [ [ [

If the manual backup does not exit with a successful status, refer to the
Troubleshooting chapter.
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Configuring for Striped Backups and Restores

SQL Server supports backing up and restoring databases through multiple data streams,
which are called stripes. This feature is also supported by NetBackup for SQL Server. You
can archive the streams to separate devices or you can multiplex them to the same device.
Multiplexing means that you use just one storage device as the target for all of the data
streams.

Caution Usage of backup striping for SQL Server 6.5, either with or without
multiplexing, is not generally recommended and may actually slow down your
operations. See “Performance Factors” on page 55 for more information.

The following sections describe how to configure for non-multiplexed and multiplexed
backups. In addition, see the section “Browsing Objects on Remote SQL Server
Installations” on page 147 for information on how to start striped backups and restores
after you have configured NetBackup.

Configuring for Non-Multiplexed Backup Stripes

When backup striping is used, all streams must be available before the backup or restore
can proceed. Also, the number of stripes specified in the restore must match the number
specified during the backup. Therefore, if you wish to use backup striping without
multiplexing you must:

0 Disable multiplexing on the Application Backup Policy schedules that you will use for
striped backups or restores. This is necessary because all the streams must be
simultaneously available before a restore can proceed. You can do this by setting the
Media Multiplexing property in your Application Backup Policy schedule to 1.

O Ensure that the storage unit has as many drives as you will have stripes.

In addition, you must ensure that backups and restores are scheduled so that enough
drives are available at the time you will be performing striped backups or restores.

Configuring for Multiplexed Backup Stripes

If you use backup stripes and you want the data streams to be stored to a single device,
you must do the following.

O Set the Media Multiplexing property in your Application Backup Policy schedule to the
number of backup stripes that you plan to use.
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0O Set the Maximum Multiplexing per Drive property for the storage units which you
associate with your Application Backup Policy schedule to the number of stripes that
you plan to use.

SQL Server Configuration

This section contains information on configuring the SQL Server for NetBackup
operations.

Create ODBC Data Source Names

Athough specialized, high-speed interfaces are used for transferring data streams to and
from SQL Server, NetBackup also accesses SQL Sever via ODBC to initiate backups and
restores and to query system tables. You must create ODBC Data Source Names (DSNSs)
for NetBackup to use. In particular, you must create a distinct DSN for each SQL Server
instance which you plan to access. Data source names are required for accessing both the
default SQL Server instance (if one exists) as well as all of the named instances.

Since SQL Server 6.5 cannot be active when 7.0 or 2000 are active, you must use the
Microsoft SQL Server Switch in order to activate the version that you want before
attempting to create a DSN for that version.

Note If SQL Server 6.5 is active, NetBackup for SQL Server will reference it as a default
instance. SQL Server 6.5 does not support multiple instances. If SQL Server 7.0 is
active, it will be the default instance. However, SQL Server 7.0 is also compatible
with one or more named 2000 instances. If only SQL Server 2000 instances exist,
there may be zero or 1 default instance and zero or more named instances.
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v To create a DSN for usage by NetBackup for SQL Server

1. Open the ODBC Data Source Administrator. The ODBC Data Source Administrator
can usually be accessed through either the Start menu or the Control Panel.

€1 0DBC Data Source Administrator

User DSH | System DSH I File DSH I Driversl Tracingl Connection Poolingl About I

User Data Sources:

| dd

| Diriver
SOL Server
ParentafPeart Teradata
peanut Teradata
3ql7.5 SOL Server
3ql75-2 SOL Server

Microsoft Visual FoxPro Driver

‘isual FoxPro D atabase
Microsoft Visual FoxPro Driver

“isual FoxPro Tables

Bemove

i

LConfigure...

and can only be used on the current machine.

An ODEC User data source stores information about how ta connect to
the indicated data provider. & Uzer data source is only visible to pou,

Cancel |

o]

Appl |

Help |

Note Be sure to position the ODBC Data Source Administrator on the User DSN tab.
NetBackup for SQL Server accesses SQL Server through user DSNs.

2. Click Add. The Create New Data Source dialog box will appear.

3. Select SQL Server in the edit selection box.

Create Hew Data Source E

Select a driver for which you want to zet up a data source.

Mame

| ergion

Microzoft dB aze Driver [*.dbf]
Microzoft Excel Driver [*.xlz]
Microzoft FoxPro Driver [*.dbf]
Microsoft ODBLC for Oracle
Microzoft Paradox Driver [*.db ]
Microzoft Test Driver [*.tat; * cav]
Microsoft Visual FoxPro Driver
SOL Serv
Teradata

K —

ErvEl

4.00.4403.02
4.00.4403.02
4.00.4403.02
2.673.4403.00
4.00.4403.02
4.00.4403.02
£.01.8440.01
3.75.136.00
2.04.00.00

< Bachk Cancel |

4, Click Finish.
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5. Enter a new DSN name into the Name edit box.

Create a New Data Source to SOL Server [ %]

Thiz wizard will help you create an ODBLC data source that you can use to
connect to SOL Server.

‘what name do you want to use to refer to the data source?

Mame: IF'F!DDUETIDN-?.S[}S

How do you want to describe the data source?

Description: I

‘wihich SOL Server do you want to connect to?

Server. I j

Finizh I Mest » | Cancel | Help |

6. Enter a DSN description into the Description edit box.

Create a New Data Source to SOL Server [ %]

Thiz wizard will help you create an ODBLC data source that you can use to
connect to SOL Server.

‘what name do you want to use to refer to the data source?

Mame: IPHDDUETIDN-?.S

How do you want to describe the data source?

Description: INB-SQL?.E Production DEMS]

‘wihich SOL Server do you want to connect to?

Server. I j

Finizh I Mest » | Cancel | Help |

7. Enter the SQL Server instance name into the Server edit box.
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Note Do not select (local) as your Server. NetBackup for SQL Server does not use DSNs in
which you have chosen (local).

Create a New Data Source to SOL Server [ %]

Thiz wizard will help you create an ODBLC data source that you can use to
connect to SOL Server.

‘what name do you want to use to refer to the data source?

Mame: IPHDDUETIDN-?.S

How do you want to describe the data source?

Description: INB-SQL?.E Production DEMS

‘wihich SOL Server do you want to connect to?

Server. [CANDYANSTANCE % =l

Finizh I Mest » | Cancel | Help |

8. To specify the default instance, enter the host name. To specify a named instance, use
the format hostname\instance-name.

9. Click Finish.
A dialog box showing the ODBC configuration for this DSN will appear.

10. Click Test Data Source.

ODBC Microsoft SAL Server Setup [ %]

A new ODBC data source will be created with the following
configuration:

Microsoft SOL Server ODBC Driver Yersion 03.75.0196 ;I

D ata Source Mame: PRODUCTION-7.5

Drata Source Description: NE-5GL7.5 Production DEMS
Server: CANDYAMNSTANCED

Databaze: [Default]

Language: [Default])

Translate Character Data: ves

Log Long Running Queries: Mo

Log Driver Statistics: Mo

Uze Integrated Security: Yes

Usze Regional Settings: Mo

Prepared Statements Dption: Drop temporary procedures on
dizconnect

Usze Failover Server: Mo

Usze &MSI Quoted Identifiers: Yes

Use ANSI Mull, Paddings and Warnings: Yes

1Mo

I
()8 | Cancel |

The test results in the final panel should indicate TESTS COMPLETED SUCCESSFULLY.

11. Click OK.
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After you have created an ODBC data source name, you should be able to select it
from the Set database login parameters dialog box of the NetBackup Database
Extension GUI.

S0L Server ODBC Data Source Test [ %]

— Test Result

Microsoft SOL Server ODBC Driver Yersion 03.75.0196 ;I
Running connectivity tests. .

Attempting connection

Connection established

Verifying option settings

Dizconnecting from server

TESTS COMPLETED SUUCCESSFULLY!

DBMS (Database Management System) Privileges

When you install SQL Server, you can elect to use either integrated or standard security.
Integrated security refers to the usage of Windows authentication in lieu of standard SQL
Server-based logins.

Note Microsoft recommends that you use integrated security because Windows logins,
unlike SQL Server-based logins, can be traced using standard Windows security
tools. NetBackup for SQL Server supports both integrated and standard security for
any level of SQL Server.

If you choose integrated security, then SQL Server ignores the userid and password that
you provide in the Set DBMS Login Parameters dialog box of the NetBackup Database
Extension GUI. Instead, security validation to perform backup and restore operations and
for querying the master database will be based upon the SQL Server privileges that have
been granted to the Windows NT/2000 account. The batch file userid and password
keywords are also ignored. When integrated security is used SQL Server operations
generated by NetBackup for SQL Server will always be validated against the Windows
NT/2000 userid.

If you choose standard security, then you must supply NetBackup for SQL Server with a
SQL Server-based userid and password through the Set database options dialog box. This
userid and password combination is encrypted and stored in the

install_path\ Net Backup\ dbext\ MSSQL\ | ogi ns\ folder in a file that is named from
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your Windows userid. In order to perform an SQL Server operation, NetBackup for SQL
Server determines the current Windows userid and then looks up the SQL Server
userid/password from the corresponding encrypted login file.

Note Since NetBackup for SQL Server does backup and restore commands and issues
select statements against the master database, you should review SQL Server user
documentation in order to determine exactly what privileges are required by the
user accounts that you establish for NetBackup for SQL Server.

Set SQL Server Login for Scheduled Operations

When you use the NetBackup Database Extension GUI, SQL Server security is satisfied
based upon either your current Windows login, if you are using integrated security, or
upon the settings displayed in the Set Database Login Parameters dialog box. See “DBMS
(Database Management System) Privileges” on page 47.

When the NetBackup scheduler is used, backup and restore operations are launched from
a daemon process called the NetBackup Client Service. You must ensure that this Client
Service is sufficiently endowed with SQL Server privileges to perform backup and restore
operations. If you are using integrated security, then you must ensure that the startup
option for the NetBackup Client Server specifies a Windows userid that has been granted
SQL Server administrative privileges.

Authorization for Scheduled Operations

If you will be using NetBackup to perform automatic SQL Server backups, then use the
following steps to set up an account for NetBackup to use for logging into SQL Server.

1. Open Services applet from the Windows Control Panel.

2. Double-click on NetBackup Client Service from the Service panel to bring up the
Service dialog box for the NetBackup Client Service.
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3. Select This Account in the Log On As grouping of the Services dialog box.

Service

Service: MetBackup Client Service

— Startup Type
& Automatic
" Manual

" Disabled

—Log On As:

Jlow Service to Interact with Desktop

i IhisAccount:I J

Passwnrd: I

[Earfirm I
Fazsord:

4. Click the button next to the edit box. The Add User dialog box will display.

5. Select a user account. The Add button will become enabled when a user account is

selected.

Note If you are using integrated security, then the user account that you choose must
have sufficient SQL Server privileges to perform a SQL Server backup. If you are
using standard SQL Server security, then the Windows user account must be
mapped to a SQL Server userid which has sufficient privileges to perform a backup.
See How To Use Standard SQL Server Security for information on how to map the

Windows account to a standard SQL Server userid.

6. Click Add. The Service dialog box appears with the user account in the This Account

text box.

7. Type the password and the password confirmation.

8. Click OK.

Note If you later change the password associated with the account name entered in
step 7, then you must reopen the NetBackup Client Service dialog box, enter the
new password, and restart the NetBackup Client Service. Failing to perform this
procedure will result in your NetBackup scheduled backup operations to fail.

9. Log onto Windows with the Windows account selected in step 5. Then perform the
procedure described in “Set Database Login Parameters” on page 63 The database
login parameters that you choose will be selected for SQL Server backups launched

from the NetBackup Scheduler.
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10. Stop and restart the NetBackup Client Service from the service dialog box.

How to Use Standard SQL Server Security

If you are using standard SQL Server security, then you must ensure that the NetBackup
Client Service is started with a Windows userid that is associated with a standard SQL
Server userid that has sufficient administrative privileges to perform backup and restore.

To make this association, perform the following steps:

1. Log on to your Windows host using the Windows userid which you intend to use for
the NetBackup Client Service.

2. Start the NetBackup Database Extension GUI and go to the DBMS login parameters
window. Type the standard SQL Server login name and password into the edit boxes
provided. The values that you supply will be encrypted to a login file that is
associated with the current Windows userid.

3. Finally, perform the procedure above for setting the startup userid for the NetBackup
Client Service.
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Preparation for Backing Up Files and Filegroups

If you plan to back up database files or filegroups, then you will be responsible for
creating the files and filegroups for your databases and for placing individual database
components into them. NetBackup places a restriction on the layout of your database in
order to successfully perform backup and restores of database files and filegroups.

Before attempting a file and filegroup backup, you must ensure no table is placed into a
filegroup which is different than any one of its indices.

For example, the layout as indicated by the following Transact SQL statements should not
be used:

use nmaster
CREATE DATABASE Mul ti Fi | eDB
ON
PRI MARY ( NAME = Fil eX,
FI LENAME = ' d:\nssql\data\FileX nmdf'),

FI LEGROUP Al t G oup
( NAME = Alt G oupFil,

FI LENAME = ' d:\nssql \data\ Al t G oupFil.ndf")
GO
use MiultiFil eDB
CREATE TABLE Tabl el (col 1 char(10), col 2 char(10), col 3 char(10)) on Al tG oup
go
create unique clustered index index4 on Tablel (col 2)
go

Notice in this example, Tablel has been placed in filegroup AltGroup but its index is
placed (by default) in the primary filegroup.

If you do place a table into a different filegroup than one of its indices and use NetBackup
for SQL Server to back it up, you may fail with ODBC error message, Dat abase file %
is subject to | ogical recovery and nmust be anong the files to be backed up
as part of the file or filegroup backup.

Recovery Factors for SQL Server 7.0 and 2000

This section is provided to assist you in defining a recovery plan which is suitable to your
application environment. Much of this information is based on Microsoft’s SQL Server
Books Online. Refer to that resource for a more inclusive discussion.

Transaction Logs

SQL Server maintains a write-ahead transaction log for each database. This log helps to
maintain database updates in cache memory to ensure that data is not written to disk
before it has been committed. Database writes occur as a part of the checkpoint procedure.
Checkpoint frequency is determined by SQL Server based upon the “recovery interval”
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which is a configuration parameter indicating the maximum time interval that can be
tolerated during a system restart. When checkpoint occurs the portion of the transaction
log that is no longer needed for system restart becomes inactive and is optionally
truncated, depending upon the the recovery strategy in place, as described in the next
section.

If the transaction log is not truncated by the checkpoint procedure, then it can be backed
up and used for point-in-time recovery, failure from disk crash, or move and copy
operations.

Recovery Strategies

SQL Server 2000 provides three basic levels for database recovery which have different
implications for both backup performance and for the granularity of recovery. These
levels are:

O Simple. With this method the inactive portion of the transaction log is not retained
beyond the database checkpoint, this method provides for minimal usage of log
space. However, the database can only be restored to the last full backup. Transaction
log restores, including point in time recovery and named transaction recovery are not
supported. In addition, maximum performance is provided for bulk operations, such
as (Create Index, Select Into, and Bulk Copy) because they are not logged.

O Full. Using this method, the inactive portion of the transaction log is retained until it is
truncated, which normally occurs when it is backed up. The transaction log can then
be used to stage a recovery either to a point in time or to a named transaction. The Full
Recovery model provides maximum recoverability but it uses the most log space and
does not provide maximum performance for bulk operations.

0O Bulk-Logged. This method is identical to the Full Recovery model except that bulk
operations are not logged and thus cannot be recovered.

SQL Server 7 provides similar recovery as SQL Server 2000 except that functionality is
defined by two attributes that are provided via the database options menu. These are:

O Truncate log on checkpoint. Enables “simple” logging, i.e., the inactive portion of the
transaction log is truncated on checkpoint.

O Select Into/Bulk Copy. Bulk operations are not logged.

Backing up the Transaction Log

Transaction logs can be backed up in SQL Server 2000 for databases which are set in either
full or bulk-logged mode. In SQL Server 7, transaction logs can be backed up unless
“truncate log on checkpoint” has been checked. By default a transaction log is truncated
after it has been backed up. However, it is not truncated following a full database or
differential backup.
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The main factors in deciding how frequently to backup a transaction log would be
O Conservation of log space.
0O How close to the failure point you must be able to recover in case of a disk crash.

During peak periods in a high transaction environment, it may not be unusal to back up
the transaction log on an hourly basis.

Differential Backup

Unlike the transaction log backup, the differential backup is a backup of the database. The
differential includes all of the changes made to the database since the last full backup. If
you have made several differential backups since the last full backup, then to accomplish
a full restore to the end of the last differential backup, you would only need to restore the
last full database, followed by the last differential. You would not need to restore any of
the intermediate differentials.

Although differential backups are supported with both SQL Server 7 and 2000, the
performance of SQL Server 2000 differential backups are especially high in performance
because SQL Server maintains the list of changed data pages in a bit map, thereby
avoiding the need to read unchanged pages.

A typical backup procedure may use full database, differential, and transaction log
backups in ascending order of frequency. For example the full database backup may be
taken bi-weekly, the differential may be taken nightly, and the transaction log backup may
be made as frequently as every hour for either mission critical or high volume
applications.

File and Filegroup Backups

In addition to full, differential, and transaction log backups, SQL Server also supports
backing up database filegroups and files. Since a filegroup is composed of one or more
database files, backing up the constituent files of a filegroup is logically equivalent to
backing up the filegroup itself.

Filegroup/file backups would commonly be used in a tightly architected application in
which physical disk locations were mapped to logical objects, such as tables and indexes.
There are two types of factors which may lead to the choice to use file/filegroup backups
in this type of environment.

O Some portions of the database, which may be distinguished by such factors as
volatility or mission criticality, may be recognized as having to be backed up more
frequently than other portions.

0O The database may be so large that the time required for a full database backup could
not fit in the allocated time window. Thus it may be more viable to do a full backup of
one or more files or filgroups on a rotating basis.
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The filegroup/file backup also carries the advantage on restore that, in case of disk failure,
it would be possible to recover just the failed unit without restoring the entire database.

In order to use filegroup/file backups you must maintain backups of the transaction log.
For example, to perform a full database restore using filegroups and files, you would be
required to restore all of the constituent filegroups and files in addition to all of the
transaction log segments starting from the point at which the first component backup was
taken up until a point in time following the last component backup.

Database Recovery

During the restore process, a database goes into “loading mode” until the restore
command is executed against the database with the "recovery" option. Prior to placing the
database into recovery mode all of the restore commands would be executed using the
“WITH NORECOVERY” clause. By specifying NORECOVERY, it is possible to continue
to stage additional restore statements to bring the database up to the desired state. The
database becomes usable again after the last restore statement has been applied with
recovery.

Staging Recovery

NetBackup for SQL Server keeps track of the backups you have performed and when.
Two different restore histories are provided for identifying the complete set of backups
that can be used for staging a complete recovery.

The first such history is contained in the “Restore Database, Differentials, and Transaction
Logs” dialog. Use this window if you have been performing database and differential
backups. This window displays a hierarchy consisting of full, differential, and transaction
log images. By clicking on any logical image, NetBackup automatically highlights the full
set of objects required to accomplish a recovery, up to and including the object that you
selected. If you select a transaction log image, then NetBackup automatically highlights all
of the transaction log images prior to the last differential image. In addition, it highlights
the last differential image plus the last full database backup image. Then, by clicking OK,
a batch file can be created that directs the full recovery process, or the process can be
launched immediately.

The second restore history is provided through the “Restore Filegroups and files” dialog.
Use this window if you have been performing filegroup and/or file backups. In
generating this window, NetBackup looks for the last full set of file and filegroup images
which constitute a full database. If such a set exists and if there also exists a full set of
transaction log images that span the time during which the file and filegroup backups
were taken, then the full recovery set will automatically be marked with checks. A full
recovery script can then be generated by selecting the “Save for later Execution” Restore
Script, and then clicking on the OK button.
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Performance Factors

Backup performance can be influenced by your hardware environment as well as settings
in SQL Server, the NetBackup master server, and NetBackup for SQL Server. This section
discusses the most prominent factors in SQL Server and NetBackup for SQL Server. The
availability of buffer space has a definite influence on how fast backups run.

Buffer Space Parameters for SQL Server 6.5

There are two parameters you can use to increase buffer space in SQL Server 6.5.

BACKUP BUFFER SIZE

It is an integer value between 1 and 10. It represents the size of the backup buffers
multiplied by 64 kilobytes. You can increase backup speed by increasing backup buffer
size. Use the Microsoft SQL 6.5 Enterprise Manager configuration/options dialog box to
modify the BACKUP BUFFER SIZE. Online help is available.

NUMBER OF BUFFERS PER STRIPE

The second factor which affects buffer space availability is the NUMBER OF BUFFERS
PER STRIPE parameter which you can set in the NetBackup for SQL Server
administration GUI for each operation. NetBackup for SQL Server uses this parameter to
decide how many buffers to allocate for reading or writing each data stream during a
backup or restore operation. By allocating a greater number of buffers, you can affect how
quickly NetBackup for SQL Server can send data to the NetBackup master server.

The default value for the NUMBER OF BUFFERS PER STRIPE is 1. For operations that
you start from NetBackup Database Extension GUI, you can change this value through
the Client Options dialog box. See “Client Options” on page 190. Otherwise, you can use
the BUFFERS parameter to set this parameter when you create a batch file manually. For
more details on the BUFFERS parameter, see “Create Batch Files” on page 125.
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Buffer Space Parameters for SQL Server 7.0 and 2000

There are three parameters you can use to increase buffer space in SQL Server 7.0 and
2000.

MAXTRANSFERSIZE

The MAXTRANSFERSIZE parameter can be set for each backup or restore operation. It
ranges in size from 64 kilobytes to 4 M bytes. The default is 64 kilobytes.
MAXTRANSFERSIZE is the buffer size used by SQL Server 7.0 and 2000 for reading and
writing backup images. Generally, you can get better SQL Server 7.0 and 2000
performance by using a larger value.

Set the MAXTRANSFERSIZE for your NetBackup for SQL Server session using the Client
Options dialog box. Otherwise, you can use the MAXTRANSFERSIZE parameter to set
this value when you create a batch file manually. For more details on the
MAXTRANSFERSIZE parameter, see “Create Batch Files” on page 125.

BLOCKSIZE

The BLOCKSIZE parameter can be set for each backup operation. For restores, NetBackup
for SQL Server automatically chooses the same size that you backed up with. BLOCKSIZE
ranges from 512 bytes to 64 kilobytes. The default is 512 bytes. BLOCKSIZE is the
incremental size that SQL Server 7.0 and 2000 uses for reading and writing backup
images.

Set the BLOCKSIZE for your NetBackup for SQL Server session using the Client Options
dialog box. Otherwise, you can use the BLOCKSIZE parameter to set this value when you
create a batch file manually. For more details on the BLOCKSIZE parameter, see “Create
Batch Files” on page 125.

NUMBER OF BUFFERS PER STRIPE

The NUMBER OF BUFFERS PER STRIPE parameter affects buffer space availability. This
parameter is set in the NetBackup for SQL Server administration GUI for each operation.
NetBackup for SQL Server uses this parameter to decide how many buffers to allocate for
reading or writing each data stream during a backup or restore operation. By allocating a
greater number of buffers, you can affect how quickly NetBackup for SQL Server can send
data to the NetBackup master server.

The default value for the NUMBER OF BUFFERS PER STRIPE is 1. For operations that
you start from the NetBackup Database Extension GUI, you can change this value
through the Client Options dialog box. See “Client Options” on page 190. Otherwise, you
can use the BUFFERS parameter to set this value when you create a batch file manually.
For more details on the BUFFERS parameter, see “Create Batch Files” on page 125.
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Backup Threads for SQL Server 6.5

Another factor that impacts performance is the BACKUP THREADS parameter in SQL
Server 6.5. By increasing the number of backup threads, you can improve the ability of
SQL Server 6.5 to read and write backup data streams. BACKUP THREADS is a
configuration parameter which you can set through the Microsoft SQL Enterprise
Manager configuration/options dialog box.

Backup Stripes

You can divide your backup operation into multiple concurrent streams in any situation in
which SQL Server dumps data faster than your tape drive is capable of writing. Although
NetBackup supports multiplexing many stripes to the same drive, you generally will
realize performance gains only if you use the same number of tape drives as streams.

To divide a backup operation into multiple stripes, use the How Many MS SQL Server
Stripes? edit box, which appears in each of the backup dialog boxes of the NetBackup
Database Extension GUI.

Shared Memory Usage

If NetBackup Server is installed on the same host as NetBackup for SQL Server, then you
will obtain optimal performance by using shared memory for data transfer instead of
sockets. Shared memory is the default for this configuration and will be used unless you
create a install_path\ Net Backup\ NOSHMfile.
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Alternate Buffer Method for SQL Server 7.0 and 2000

NetBackup for SQL Server supports an alternate buffer method which optimizes CPU
usage by allowing NetBackup and SQL Server to share the same memory buffers without
transferring data between them. This method is chosen automatically if all of the
following conditions apply:

1.

2.

The operation type is backup.
NetBackup shared memory is in use.
The backup is non-multiplexed.

The NetBackup buffer size equals the SQL Server blocksize.

The default NetBackup buffer size is 64 kilobytes, but this may be overridden by the
value contained in install_path\ Net Backup\ db\ confi g\ SI ZE_DATA BUFFERS. To
start your backups with the desired SQL Server blocksize, you can either set this
parameter in the Client Options dialog box of the NetBackup Database Extension GUI
or you can adjust it directly using the BLOCKSIZE option in your batch file.

The NetBackup for SQL Server must be started with the same account as the
NetBackup Client service.

Backups started with the NetBackup scheduler are started with the NetBackup Client
service so the same account is already in use. However, if you start an SQL Server
backup through NetBackup for SQL Server or through dbbackex, then your NT
logon account must be the same as the NetBackup Client service account in order for
your backups to be candidates for the alternate buffer method.

You can verify that the alternate buffer method is being used by looking for the words
Using al ternate buffer method, which appear in the dbcl i ent log, the dbbackup
log, and the progress report.
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After completing the installation and configuration, you can use the NetBackup
Administration Console to start Microsoft SQL Server backups and restores.

The most convenient way to back up your Microsoft SQL Server databases is to set up
Microsoft SQL Server policy and schedules for automatic, unattended backups. To add a
new schedule or change an existing schedule for automatic backups, follow the guidelines
given in “Configuring a NetBackup Policy” on page 18.

The administrator on the master server can use the NetBackup Administration Console to
manually execute an Automatic Backup schedule for an Microsoft SQL Server policy. See
the NetBackup System Administrator’s Guide for Windows and the NetBackup System
Administrator’s Guide for UNIX for instructions.

The rest of this chapter describes how to perform user-directed operations for Microsoft
SQL Server on a Windows client.

You can initiate backups from the NetBackup client using either the command line
interface program, dbbackex, or the NetBackup for SQL Server GUI.

The following sections describe each of these processes in detail.
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Using dbbackex

dbbackex can be executed from a Windows MS-DOS command prompt as

install_path\ Net Backup\ bi n\ dbbackex -f file [-p policy][-u userid][-pw password]
[-s server][-np]

where:

file is the name of the batch file, (see “Run NetBackup Batch Files” on page 144) which
describes the operations you wish to start.

policy is the MS-SQL-Server type policy, used by NetBackup for the operations
specified in the batch file.

userid is the Microsoft SQL Server userid for logging into the database management
system.

password is the Microsoft SQL Server password for logging into the database
management system.

server is the name of the host for the NetBackup master server that you wish to
backup to or restore from.

- np tells dbbackex not to create a message box to indicate the operation status when
it has completed.

Note Any of the options can be delimited with double quotation marks. Use delimiters,
for example, if the file name contains spaces.

The policy parameter is ignored for restore operations as the NetBackup server can
retrieve the dump file based entirely on the image names specified in the batch file for
each restore. Policy is used for backing up databases. If policy is omitted, then NetBackup
server uses the first active Microsoft SQL Server policy that it finds in its policy list for
carrying out all of the backup operations specified in the batch file.

If server is omitted, then the client will use the default server according to the Windows
NetBackup client configuration. See the NetBackup User’s Guide for Microsoft Windows for
more information.

Tip  Ifyou are concerned about protecting login passwords for Microsoft SQL Server, do
not use the - u or - pwparameters. By omitting these parameters, you can force that
NetBackup for SQL Server to read the default Microsoft SQL Server login data from
an encrypted file as described in “Initial Startup” on page 62.

Unless you specify - np, a message will appear when dbbackex completes. This message
will tell you how many operations in the batch file were successful and how many failed.
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Using Client-based Schedulers with dbbackex

dbbackex allows you to employ your choice of client-based schedulers to automatically
initiate NetBackup for SQL Server operations. Two examples follow.

0O The Windows NT/2000 Scheduler. This scheduler is initiated through the MS-DOS at
command. Instructions for using the Windows Scheduler are provided in the
Microsoft Windows online documentation.

0O The Microsoft SQL Server Scheduler. This scheduler is closely integrated with
Microsoft SQL Server. It is accessed through the Microsoft SQL Server Enterprise
Manager, from the server menu. Online help is provided.

One distinct advantage of the Microsoft SQL Server Scheduler is that you can create
scripts for database maintenance operations which will be initiated as a result of database
events that you define. For example, you can create a script that initiates dbbackex,
telling it to dump a particular transaction log, and then create an alert which invokes that
script when the transaction log for this database becomes full.

No matter which scheduler you use, remember that NetBackup for SQL Server
determines the Microsoft SQL Server login parameters to use based upon the NT
username which starts the schedule. Therefore, you must:

O establish a default Microsoft SQL Server login file for this account
or

0 provide login parameters through the USERID and PASSWORD keywords in the
batch files used by NetBackup for SQL Server

See “Set SQL Server Login for Scheduled Operations” on page 48 and “Set Database Login
Parameters” on page 182 for more information.

Tip Ifyou use dbbackex through a client-based scheduler, specify the - np option to
ensure that a message box is not generated. However, before using the scheduler
with dbbackex, try the dbbackex syntax on the console without the - np option in
order to test for the successful completion of the batch file that you have created for
your operation.
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Using the NetBackup Database Client Graphical User
Interface

These instructions describe how to use the NetBackup Database Extension GUI to
perform NetBackup operations on Microsoft SQL Server.

Initial Startup

Use this procedure to log on to the NetBackup Database Extension GUI for the first time.

1. From the Start menu, select Program, VERITAS NetBackup, then NetBackup MS
SQL Client. The following message box appears.

MetBackup Database Extension [ %]

The MetBackup Database Extension Graphical User Interface [GUI] cannot determine the version of Microzoft
SOL Server that iz installed on your computer. You can help provide this information as follows:

1. Click OF., below.
2. Exit from the GLI.
3. Invoke the GUI from a MS-D0S command prompt as follows:

"C:\Program Files\YERITAS M etB ackuphbintdbbackup' -mssql -dsn <ODBL data source names [-u <SOL Server
ugernd: [-pw <SOL Server password:]]

The Set 'DBMS login parameters window' will be displayed.
4. Provide the login information that you would like the GUI to remember for future sessions.

MOTE: If you wizh to uge the MetBackup Databaze Extengion Graphical Uzer Interface with a DBMS other than
Microsoft SOL Server, then vou must invoke it as follows:

"C:\Program Files\YERITAS M etB ackuphbintdbbackup' -<DBMS name:
for example as

"C:\Program Files\WERITAS M etB ackupibintdbbackup” -teradata

2. Follow steps 1 through 4 provided in the message box.

For example, if you have created an ODBC data source name of PRODUCTION, you
could start the NetBackup Database Extension GUI by entering the following:
install_path\ Net Backup\ bi n\ dbbackup -nssql -dsn PRODUCTI ON.

Note NetBackup for SQL Server does not remember the DSN or userid/password that
you provide through the dbbackup command line. These are only used to enable
the GUI for the first time. Use the Set DBMS Login Parameters for This Session
dialog box to set the parameters for the current and future sessions.

If the user id does not have a password, do not use the - pwoptions.

- 62 NetBackup for Microsoft SQL Server System Administrator’s Guide



Using the NetBackup Database Client Graphical User Interface

Set Database Login Parameters

Use this procedure to set the DBMS login parameters that the NetBackup Database
Extension GUI uses when it accesses SQL Server. You will set your DBMS userid and
password in addition to the ODBC Data Source Name that you want to use.

Note The ODBC Data Source Name is mapped to a DBMS instance. Therefore, choosing a
data source name also allows you to choose which database instance you want to
work with.

Note The userid and password that you enter through this dialog box is only applicable if
your SQL Server instance uses standard security. See "DBMS (Database
Management System) Privileges" for more information.

1. From the Start menu, select Program, VERITAS NetBackup, then NetBackup MS
SQL Client. The NetBackup for Microsoft SQL Server GUI will appear.

f# NetBackup Database Extension - Graphical User Interface M= 3
Actionz  Options  Miew Help
ﬂ

2%
NEN _’l;I
Faor Help, press F1 ’_ ’_ ’_ A

2. From the Options menu, select Set DBMS Login Parameters.

The Set Database Login Parameters dialog box appears.

Set database login parameters M= 3
. ok
Databaze Management System:  Microzoft SOL Server 2000
“our Windows | serid: hao el
Cancel

— Database Management System Login P.

Uszerid: Password: Ereententte passwond:
= |

D ata Source Mame: DBHMS Instance:
IPHDDUETIDN-?.S jIEANDY\INSTANEE‘I

Description of the Data Source Mame:

INB-SQL?.E Prodcution DBMS
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3. Type a DBMS userid and DBMS password, then re-enter the DBMS password.

Set database login parameters M= 3
. ok
Databaze Management System:  Microzoft SOL Server 2000
“our Windows | serid: hao el
Cancel

— Database Management System Login P.

Uszerid: Password: Fieenter the password:
|J|MMY I xxxxxx I xxxxx >1

D ata Source Mame: DBHMS Instance: l%
IPHDDUETIDN-?.S jIEANDY\INSTANEE‘I

Description of the Data Source Mame:

INB-SQL?.E Prodcution DBMS

4. To select a data source name, open the Data Source Name drop-down list.

Set database login parameters M= 3
. ok
Databaze Management System:  Microzoft SOL Server 2000
“our Windows | serid: hao el
Cancel

— Database Management System Login P.

Uszerid: Password: Fieenter the password:
|J|MMY I xxxxxxxxxxxx
D ata Source Mame: DBHMS Instance:

Notice that the list of available data source names appear.
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5. Select the data source name that you would like to make current.

Set database login parameters M= 3
. ok
Databaze Management System:  Microzoft SOL Server 2000
“our Windows | serid: hao el
Cancel

— Database Management System Login P.

Uszerid: Password: Fieenter the password:
T e
D ata Source Mame: DBHMS Instance:

PRODUCTION-7.5 IEAN DYNSTANCED

Description of the Data Source Namk

INB-SQL?.E Prodcution DBMS

6. Select OK in order to save your changes and close the dialog box.
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NetBackup Backup Operations
This tutorial contains information on:
0 Backing up a Database
0 Backing up a Transaction Log

O Performing a Database Files and Filegroups Backup

Backing up a Database

1. Complete the procedure for typing your default login parameters as described in “Set
Database Login Parameters” on page 63.
2. On the Actions menu, select Backup, then Database.

The Backup Database dialog box appears.

Backup Database

IS[=] E3

DBMS Instance: <default

D atabase: o
Fmaa
maa.test Backup Al
maad
i
i Bkl
msdb Exzept,..
Morthwind

Morthwindmaa
pubs
tempdb

Help

Cancel

— Backup Attribute:

MetBackup

) <any>
Policy:

How many M5 SOL Server stipes? |1

J el e

Perform differential backup I

— Backup Script

Launch immediately

& Save for later execution ¢

Note Select the checkbox entitled Perform differential backup if you want to perform a

differential backup rather than a full backup.
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3. Select a database from the Database: box. For this example, we are going to back up

Northwind.

Backup Database M= E3
DBMS Instance: <default
D atabase: ol |
maa
maa.test Bachum
maad

i
il Backup 4l
Except ...

[Horthwindmaa Help
pubs
tempdb

Cancel

— Backup Attribute:
MetBackup
Policy:

How many M5 SOL Server stipes? |1 Perfarm differential backup [~

Sl

<any

— Backup Script

Launch immediately & Save for later execution ¢

4. Click OK. The following appears.

MetBackup Database Extension B

& Start backup of database Morthwind?
Mo |

5. Click Yes.

6. On the View menu, select Monitor Jobs.
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The View Status dialog box appears.

Operation Type | Time Requested Operation Status | |
B <

L 5./5./00 10: b i‘
Backup B/A0010:03:28 AM Successful Delete
Backup B/8/00 9:48:09 A Successful
Backup 5/5/00 34217 6M  Successful Help
Backup B/8/00 93057 A Successful

-
[P, EA NN F-21.10 Dhd Cermr i 11 J

Selected Operation:

Refresh Rate [seconds): [5 : Refresh

¥ Werbose Print...

Progress:

DATABASE Northwind

MaXTRANSFERSIZE O

ELOCKSIZE O

DBMS M5SS0L

LAUMCHOMN CANDY

INSTAMCE <dsfault>

REMOTEPROGRESSLOG 0505100101831-371-388-000-000-prg
REMOTEHOST juneberry

EWDOPER TRUE

i

10:18:15 [321,344] <4> Dbbackrec:Perform: INF - DUMP STARTED USING
Microsoft SOL Server 2000 - 8.00.047 [Intel X586

Feb 10 2000 21:43:35

Copyright [c] 1988-2000 Microzoft Corporation

Desktop Edition on ‘Windows MT 4.0 [Build 1381 Service Pack 5]

Batch = C:\Program Files\WERITAS M etB ackuphdbextimezglhcommbjuneberry. 20000505101 831, 371.388.bch, Opf = 1.

10:18:16 [321,344] <43 InitPipelnfa: INF - Using backup image 'candy. MSSOLT.CANDY “INSTA, db. Marthwind. ~.0.0010f001, 20000505101 815.8"
10:18:18 [321,344] <4> Dbbackrec::Perform: INF - backup database Northwind to VIR TUAL_DEVICE="Morthwind WNELIO-321-344" with blocksize = 5
10:18:19[321,344] < 4> Dbbackrec::Perform: IMF - #5tripes: 1, #Bufs per stipe 1, To: NetBackup on juneberry

10:18:21 [321,344] <4» COBbackrec:InitDeviceSet(): IMF - Created YDI object for SOL Server instance <IMSTAs.

|
| | d|
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Backing up a Transaction Log

1. Before starting a transaction log backup, the database administrator should perform
the following actions on the Microsoft SQL Server.

- If Microsoft SQL Server 6.5 is installed, place the transaction log onto a separate
database device from its database.

- If Microsoft SQL Server 2000 is installed set the Recovery Model setting to either
Full or Bulk-logged.

- If Microsoft SQL Server 7 is installed, set the Truncate Log On Checkpoint
database option to off. This is an option on the Microsoft SQL Server interface
that applies to the database.

Caution You are responsible for ensuring that the entire sequence of transaction logs
generated following any database dump are maintained on the same
NetBackup server. This means that they should all be backed up to the same
facility and that none should be allowed to expire before the others. NetBackup
for SQL Server requires that you follow these guidelines in devising your
backup strategy in order to provide maximum assistance in restoring your
databases.

2. Complete the procedure for typing your default login parameters as described in “Set
Database Login Parameters” on page 63.

3. From the Actions menu, select Backup, then Transaction Log.

Chapter 4, Using NetBackup for SQL Server 69 Y



Using the NetBackup Database Client Graphical User Interface

The Backup Database Transaction Log dialog box appears.

Backup database transaction log

DBHMS Instance:  <default:

D atabase: f
fmas
maa. test Backup Al
maad
master
Bachum
model
— Ercept...
Morthwind
Morthwindmaa Help
pubs
tempdb

Cancel

— Backup Attribute:

MetBackup
Policy:

How many M5 SOL Server stipes? |1

J Lol e

<any

— Tranzaction Log Backup Option:

tuncate_only [~ no_tuncate ri_log T

Backup script
’7 Launch immediately & Save for later execution

4. Select a database transaction log from the Database: box. For this example, we are
going to back up Northwind.

Backup database transaction log

DBHMS Instance:  <default:

D atabase:

maa
maa. test Eackum sl

maad

master
el Backup Al

mzdb

Except ...

Marthind
Morthwindmaa Help
pubs

tempdb
Cancel

— Backup Attribute:

MetBackup
Policy:

How many M5 SOL Server stipes? |1

S [oe e

<any

— Tranzaction Log Backup Option:

tuncate_only [~ no_tuncate ri_log T

Backup script
’7 Launch immediately & Save for later execution
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5. Click OK. The following appears.

MetBackup Database Extension B

& Start backup of transaction log for databaze Morthwind?

o |

6. Click Yes.

7. On the View menu, select Monitor Jobs.

The View Status dialog box appears.

| Lloze

Successhul
Backup B/A0010:03:28 AM Successful
Backup 5/5/00 348.096M  Successful Help
Backup B/A/00 34217 AM Successful

-
[=J EE NN 0-A0.F7 Akd T rmmmenbil J

Delete

10

Selected Operation:

Refresh Rate [seconds): [5 -
w

¥ Werbose Print...

Progress:

OPERATION BACKUP
OBJECTTYPE TR<LOG
DATABASE Northwind
MaXTRANSFERSIZE O
ELOCKSIZE O

DBMS M5SS0L
LAUMCHOMN CANDY
INSTAMCE <dsfault>
REMOTEPROGRESSLOG 0505100102027-371-388-000-000-prg
REMOTEHOST juneberry
EWDOPER TRUE

I

10:20:10 [328,334] <4> Dbbackrec::Perform: INF - DUMP STARTED USING
Microsoft SOL Server 2000 - 8.00.047 [Intel X586

Feb 10 2000 21:43:35

Copyright [c] 1988-2000 Microzoft Corporation

Desktop Edition on ‘Windows MT 4.0 [Build 1381 Service Pack 5]

Batch = C:\Program Files\WERITAS M etB ackuphdbestimezglhcommbjuneberry. 200005051 02027, 371.388.bch, Op = 1.

10:20:12 [328,334] <4> InitPipelnfo: INF - Using backup image 'candy. MSSAOLT.CANDY “INSTA b Marthwind. ~.0.001 of001. 2000050510201 0.8".

10:20:13 [328,334] <4» Dbbackrec::Perform: IMF - backup log Morthwind to WIRTUAL_DEYICE ="M orthwind-¥HBILI0-328-334" with blocksize = 512, maxtrans!
10:20:14 [328,334] <4 Dbbackrec::Perform: IMF - #5tripes: 1, #Bufs per stipe 1, To: NetBackup on juneberry

10:20:16 [328,334] <4» COBbackrec:InitDeviceSet(): IMF - Created WDI object for SOL Server instance <IMSTAs.

10:20:28 [328,331] <4> dbclient: INF - DEClient has been opened for stripe $0

10:20:35 [328,331] <4> dbclient: INF - DEClient has been clozed for stipe #0

10:20:37 [328,334] <4> Dbbackrec::Perform: INF - OPERATION #1 of batch C:\Program Files\WERITAS \NetB ackuphdbextimssglcommbjunebery. 2000050
10:20:38 [328,349] <4> CDBbackmain::dbbackup: IMF - Results of executing <C:\Program Files\WERITAS N etB ackupdbextimssglhcommjunebery. 20000!
<1> operations succeeded. <0> operations failed.

J | o
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Performing a Database Files and Filegroups Backup

Caution Do not use NetBackup for SQL Server to perform file or filegroup backups for a
database that contains any table in which any one of the indices is in a different

file or filegroup than its data. See “Preparation for Backing Up Files and
Filegroups” on page 51.

“Set Database Login Parameters” on page 63.

Complete the procedure for entering your default login parameters as described in

From the Actions menu, select Backup, then Database Files and Filegroups.

The Backup database files and filegroups dialog box appears.

Backup database files and filegroups [_[O] %
DBHMS Instance:  <default: UK
E=pand databaszes, filegroups. and files: Select filegroup for backup: Help

[ maa PRIM&RY Cancal
maa.test
Database
. File Group
Morthwind
Morthwindmaa .
File
pubs
= tempdb
Backup Attribute: Backup Script
MetBackup How many M5 l_ Launch Save for later
’7%“0}': <any j Server stripes? 1 ’7immediately & cvecution »
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Highlight the database you want to back up in the left-hand pane.

Backup database files and filegroups [_[O] %
DBHMS Instance:  <default: UK
E=pand databaszes, filegroups. and files: Select filegroups for backup: Help

maa FRIMARY
maa.test TEST2 FG1 Cancel
TESTZ_FG2

maad
mnster Database
model
iz . File Group
Morthwind
Morthwindmaa File
tempdb

MetBackup How many M5 Launch

Backup Attribute:
’7 |<any>

Policy:

[

I.I_

Server stripes?

" Backup Script

immediately

Save for later I
execution

Notice that the constituent filegroups appear as a list in the right-hand pane.

Expand the database in the left-hand pane by clicking on the plus (+) symbol. For this

example, we will use TEST2.

Backup database files and filegroups =] E3
DBHMS Instance:  <default: UK
E=pand databaszes, filegroups. and files: Select filegroups for backup: Help

= maa PRIM&RY
mas test TEST2 Fi1 Caiee]

TESTZ_FG2
maad
mnster Database
model
iz . File Group
Morthwind
Morthwindmaa File
tempdb
PRIM&RY
-] TEST2 FG1
- TEST2_FG2
Backup Script
MetBackup How many M5 Launch

" Backup Attribute:

- < -
Policy: I an

[

=

Server stripes?

immediately

I

Save for later I
execution

Notice that the filegroups now appear underneath the database icon.
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5. Select one of the filegroups in the left-hand pane and click on the plus (+) symbol to

expand it.

Backup database files and filegroups

- (O x
DBHMS Instance:  <default: 1]
E=pand databaszes, filegroups. and files: Select files for backup: Help
| model a|[TESTZ_FG2_Datl
madb =l TESTZ FG2_Dat? Cancel
Northwind TESTZ FGZ2_Dat3
) TESTZ_FGZ2_Datd
Morthwindmaa Database
pubs
tempdb File Group
TEST2
K] PRIMaRY e
-Ee] TEST2 FG1
E‘E G2

o [
| TESTZ_FG2_Datl
TEST2_FG2_Dat2
TEST2_FG2_Dat3
TEST2_FG2_Datd

Backup Attribute:

-

Backup Script
MetBackup How many M5 Launch Save for later
’7%"0},: |<any> j Server stripes? I‘I immediately ~ execution »

Notice that the files that constitute the filegroup are listed under the filegroup icon.

6. Highlight one or more of

Backup database files and filegroups

DBHMS Instance:  <default:
E=pand databaszes, filegroups. and files:

the files in the right-hand pane and click OK.

model

mzdb
Morthwind
Morthwindmaa
pubs

=] TEST2 FG2

[E] TESTZ FG2_Datt
TEST2_FG2_Dat2
TEST2_FG2_Dat3
[E] TESTZ FG2_Datd

Backup Attribute:

i [m] .S
(]
Select files for backup: Help
Cancel
TESTZ_FGZ2_Dat3

TESTZ_FGZ_Datd

Database
E File Group
File

-

MetBackup

Backup Script

(

|<any>

[

Policy:

Hows many M5

Launch
Server stripes?

immediately

Save for later
execution

I.I_

~

(
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The following appears:

NetBackup Database Extension [Ed
& Start backup of files
TESTZ FG1_Datl,
TESTZ_FG1_Dat2

of filegroup TESTZ2_FG1
of databasze TEST2?

7. Click Yes to start the backup of the selected files.

Note If you wish to back up filegroups instead of files, then following step 3, highlight
one or more filegroups in the right-hand pane, click OK, and answer Yes to start the
backup.
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NetBackup Restore Operations

This tutorial contains information on:

g

Restoring Database, Differential, and Transaction Log Backups
This includes restoring a database from:

- adatabase dump

- adifferential dump

- atransaction log dump

- aseries of objects which include a database dump, an optional differential dump,
and a series of transaction log dumps.

Restoring File and Filegroup Backups

This includes restoring from:

- adatabase files and filegroups dump

- adatabase transaction log dump

- aseries of database files and filegroups dumps and transaction log dumps
Performing Database Move Operations

This includes:

- performing a database move operation

- performing a partial database restore

Restoring from Backup Exec Images

This includes restoring a database, backed up with Backup Exec, from:
- adatabase, database differential, or database transaction log

- adatabase filegroup or database filegroup differential

- atable

Restoring Database, Differential, and Transaction Log Backups

1.

Complete the procedure for typing your default login parameters as described in “Set
Database Login Parameters” on page 63.

From the Actions menu, select Restore, then Databases, Differentials, and
Transaction Logs.
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A NetBackup Database Extension GUI message box appears.

MetBackup Database Extension [ %]

MetBackup will generate a history of MS SGQL Server objects backed up from database
instance <default> on client candy between 01,/17/2000 and 02/16/2000.

‘wiould you like to change the database instance, backup client, or the time interval?

If you select Yes, the Backup History Options dialog will appear.

Backup History Options E
Browse for objects that were backed up from 0K
Host computer: I candy j Help
Cancel
Instance:
Backup Product: INetBackup j
Time filker
start date end date
IQDDD ﬂ|1 ﬂl1? ﬂ |2DDD ﬂl 2 ﬂ|16ﬂ
year mo day year mo day

This dialog box allows you to modify the set of images that will be displayed in the
Restore Database and Transaction Logs dialog box.

Note The images displayed in the Restore Database and Transaction Logs dialog box are
those backed up to the NetBackup Server that is identified in the Client Options
dialog box. To change servers, you must modify the Current NetBackup Server
field of the Client Options dialog box.

Use the fields in Backup History Options as follows:
Host Computer

Identifies the Microsoft SQL Server host machine whose backup history you
would like to display.

Note The NetBackup administrator must give you permission to redirect restores to a
different client, if you wish to choose any host besides the local host.

Instance

Identifies the Microsoft SQL Server instance on the host computer whose
instance you would like to display.

Chapter 4, Using NetBackup for SQL Server A



Using the NetBackup Database Client Graphical User Interface

Note If you would like the history displayed based on the default instance, choose
<default> in the Instance field. If Microsoft SQL Server 6.5 is active and you would
like to display the history based on images created prior to NetBackup 3.4, then
choose NB_LEGACY_SQLG65. If Microsoft SQL Server 7.0 or 2000 is active and you
would like to see legacy images, then choose NB_LEGACY_SQLY7.

Backup Product

Indentifies the type of backup images to display for restoring.

Time Filter

Use the time filter to modify the date range of the items displayed in the
Restore Database and Transaction Logs dialog box.

If you select No, the Restore Database and Transaction Logs dialog box appears.

Restore Database and Transaction Logs

History of M5 SOL Server objects backed up to MetBackup Server on candy

far instance CANDY < DEFAULT:

IS[=] E3

()€
(0141742000 to 02/16/2000]

Morthwind

Feb 4. 2000, at 9:36:16 &M
Feb 4, 2000, at 10:39:53 AM
Feb 15, 2000, at 4:38:03 PM

-3 pubs

— Recover tranzaction log

Help
Cancel

Refresh or
Filter Backup
Hiztory

Database

Database
backup
%

Differential
backup

Trahsaction
log backup

Selected
far restore

(% Tjc it it ke
€ T bratisamtion o ek
€ T brarsattion o ek bt ater

[ Heear [ Hnow € A

l_ﬂ morn l_ﬂmin - i Trahsaction log mark

| Before batieaction g mark I ﬂ day I ﬂ B0 I
(| Before tatsaction (g mark Gut after
— Restore Option: Fiestore Script

Frestare sihgle o) !_aunc:_h
transactiong Restare ta * Perform full database restore [

r [ ' recovered {5 Create datatiase move st

] . state? : : Save for later

diferentiale {5 (reate partial database restore it execution
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3. Locate the database you want to restore and click the plus sign to expand its tree.

Restore Database and Transaction Logs M=l E3
History of M5 SOL Server objects backed up to MetBackup Server on candy [k
for instance CANDY4<DEFAULT > [01417/2000 to 02/16/2000) -~
elp
Morthwind Cancel
5 Feb 4, 2000, at 9:36:16 &M Refiesh or
5 Feb 4, 2000, at 10:3%:53 AM Filter Backup
5 Feb 15, 2000, at 4:38:03 PM Histary
Database
Database
backup

Differential
% backup
% Trahsaction

log backup
' Selected
S

far restore

— Recover tranzaction log

(% Tjc it it ke l—ﬂ year I_ﬂhour ) ah
€ Tojtramsaction|og mart l_ﬂ l_jmin B :
) T fratisactionlom mark But ke £=T | (el = Tranzaction lag mark.

| Before batieaction g mark l_ﬂ day l_ﬂ B0 l—

(| Before tatsaction (g mark Gut after

— Restore Option: Fiestore Script
Erestare sitgle ol Launch
transactiong Restore to +  Perform full database restore e
r leiej e I r?c:to\;ered ) Create datatase moye soit Sl
i . Hate . : ave far later
diffErEntialy ) Create partialdatatase restore serp C erenliEn
4. Goto:

- step 5 to restore a database.

- step 6 to restore a database and a series of transaction logs, when Microsoft SQL
Server 6.5 is active.

- step 7 to restore a database, an optional differential, and a series of transaction
logs, when Microsoft SQL Server 7.0 or 2000 is active.

- step 8to restore a single differential dump, when Microsoft SQL Server 7.0 or 2000
is active.

- step 9 to restore a single transaction log, when Microsoft SQL Server 7.0 or 2000 is
active.

- step 10 to restore a single transaction log, when Microsoft SQL Server 6.5 is active.
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5. Restore a database from a database backup without restoring transaction logs.

a. Select the database backup under the database icon for the database backup that
you wish to restore.

Restore Database and Transaction Logs M=l E3

History of M5 SOL Server objects backed up to MetBackup Server on candy QK
for instance CANDY4<DEFAULT > [01417/2000 to 02/16/2000)

Help
Cancel
Refresh or

Filter Backup
Hiztory

Database

Database
backup

Differential
% backup
% Trahsaction

log backup
' Selected
S

far restore

— Recover tranzaction log

() Tj; it it ke 000 ﬂyear |4_ﬂh0ur & Ah
€ Tojtramsaction|og mart |2_ﬂ l?jmin B :
) T fratisactionlom mark But ke £=T | (el = Tranzaction lag mark.

| Before batieaction g mark l?ﬂ day IB_ﬂ B0 l—

(| Before tatsaction (g mark Gut after

— Restore Option: Fiestore Script
hiEStTE it Restare ta & Perform full database restore !_aung_h I
I (ramsantin d . immediately
og o1 (EEEREE " Create database move script
. . state? i X r Save for later
diferentiale " Create partial database restore script execution

b. Click OK. A NetBackup for SQL Server message box appears.

MetBackup Database Extension ]
Start restore of databasze Morthwind from a backup made on
Feb 15, 2000, at 4:38:03 PM?
o |

c. Click Yes. NetBackup for SQL Server starts the restore.

d. Go tostep 11.
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6. Restore a database from a database backup and its transaction logs when Microsoft

SQL Server 6.5 is active.

a. Under the database you want to restore, locate the database backup from which
you want to initiate your restore operations.
b. Expand the database backup icon by clicking the plus sign which is on its left.
History of M5 SOL Server objects backed up to MetBackup Server on tiger QK
for instance TIGER%DEFALILT > [01417/2000 to 02/16/2000) I;
Eﬁ Mew s
B Feb 16, 2000, at 1:14:33 PM Cancel
Feb 16, 2000, 2t 1375 PM Fier Backup
------ 45, Feb 16, 2000, at 1:37:51 PM Histary
Database
Database
backup
Differential
backup
% Trahsaction
log backup
Selected
et
— Recover tranzaction log
(% Tjc it it ke |—2DDD = 7 1h & Ah
€ T bratisamtion o ek jyea[ I_jm?:[ ) B _
= T rarzaction g mark but after |2_j e Fj Tranzaction lag mark.
| Before batieaction g mark l?ﬂ day Wﬂ B0 l—
(| Before tatsaction (g mark Gut after
— Restore Option: Fiestore Script
hiEStTE it Fizdvaralia & Perform full database restore !_aung_ht I
r lt;;n;;actlon [ TECU\;ETEd ) Create datatase moye soit gﬂme fla Tyt
differentialF: el ) Create partialdatatase restore serp e:::u“oorna &
Note that the transaction log backups associated with the highlighted database
backup appear underneath the database backup icon.
c. Select the transaction log icon which includes the time to which you want to

restore the database.
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For example:

If you wish to restore New to Feb 16, 2000 at 1:37:51 PM, then make your selection
as shown below.

Restore Database and Transaction Logs M= 3
History of M5 SOL Server objects backed up to MetBackup Server on tiger QK
for instance TIGER%DEFALILT > [01417/2000 to 02/16/2000) -
elp
E- 3 Mew

A Feb 16, 2000, at 1:14:33 PM Cancel

1?3] Feb 16, 2000, at 1:35:40 Pt Refresh or

Filter Backup
Hiztory

Database

Database
backup

Differential

backup
% Trahsaction

log backup

Selected
ES far restore

— Recover tranzaction log
& Ta paint in time 2000 j pear jhour & A

) Mo brarsaetion (oo mark foll="]
I I min
= T rarzaction g mark but after j OER j Transaction log mark.

| Before batieaction g mark l?ﬂ day l_j FEC l—

(| Before tatsaction (g mark Gut after

— Restore Option: Fiestore Script
Restare single [ & Perform full database restore !_aung_h I
- transaction r d ) immediately
e 7 [ {5 Create datatiase move st
d shated : : Save for later
differential? {5 (reate partial database restore it execution

Notice that the transaction log icon you selected now has a green checkmark, as
do the preceding transaction log icons and the preceding database backup icon.
The green checkmarks indicate which items are marked for restore.

d. If you wish to restore all of the database transactions that are included in the last
transaction log that has a checkmark, then proceed to step e. Otherwise, click on
the To point in time check box in the Recover Transaction Log group and type
the precise point in time to which you wish the database to be restored.
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For example:

If you want database New to be restored to precisely Feb 16, 2000, at 1:37:40 PM,
then type the timestamp in Recover transaction log group as shown below:

Restore Database and Transaction Logs M= 3
History of M5 SOL Server objects backed up to MetBackup Server on tiger QK
for instance TIGER%DEFALILT > [01417/2000 to 02/16/2000) -
elp
=8 ﬁ Mew _—
B Feb 16, 2000, at 1:14:33 PM Cancel
E1-F2 Feb 18, 2000, at 1:35:40 FM

& Feb 16, 2000, at 1:37:01 PM Refresh ar

Filter Backup
1, Feb 16, 2000, at 1:37.51 PM Histary

Database

Database
backup

Differential

backup
% Trahsaction

log backup

Selected
ES far restore

— Recover tranzaction log

% To point in time Wﬂ year I‘I_ﬂhour 0 AM

€ T bratisamtion o ek

- i & PM
I I iy .
= T rarzaction g mark but after 2 j mon |37 j Transaction log mark.

| Before batieaction g mark I‘IB ﬂday |4E| @sec I

(| Before tatsaction (g mark Gut after

— Restore Option: Fiestore Script
Restore single [ & Perform full database restore @ Launch
trangaction ) immediately

r lag or o r?c:to\;ered ) Create datatase moye soit Sl
i i Hatey . : ave far later
differential? ) Create partialdatatase restore serp erenliEn

e. Click OK. The NetBackup for SQL Server message will appeatr.

MetBackup Database Extension ]

Start restore of Mew from a backup made on Feb 16, 2000, at 1:35:40 P
and transaction logls] backed up on

Feb 16, 2000, at 1:37.01 PM
Feb 16, 2000, at 1:37:51 PM?

f. Click Yes. NetBackup for SQL Server starts the restore of the selected database
and continues by restoring the transaction logs that are listed above.

g. Gotostep 11.
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7. Restore a database from a database backup, an optional differential, and a series of
transaction logs, when Microsoft SQL Server 7.0 or 2000 is active.

a. Under the database you want to restore, locate the database backup from which
you want to initiate your restore operations.

Restore Database and Transaction Logs M= 3
History of M5 SOL Server objects backed up to MetBackup Server on candy [k
for instance CANDY4<DEFAULT > [01417/2000 to 02/16/2000) -
elp

Morthwind

Cancel
Feb 4, 2000, at 3:36:16 &M Refiesh or
Feb 4, 2000, at 10:33:53 AM Filter Backup
Feb 15, 2000, at 4:38:03 P Histary
Feb 16, 2000, at 1:52:53 P —
Feb 16, 2000, at 1:53:43 PM Database
Feb 16, 2000, at 1:54:23 PM Bt
atabaze
ﬂ pubss backup

Differential
backup
% Trahsaction
log backup
Selected
ES far restore

— Recover tranzaction log

%) 1o poinbi ke l—ﬂ year I_ﬂhour L

€ T bratisamtion o ek

- rin £ FH
I I iy .
= T rarzaction g mark but after j OER j Transaction log mark.
£ Bifore transaction oa mar I_:I - I_ : Isec I—

(| Before tatsaction (g mark Gut after

— Restore Option: Fiestore Script
Fizsiaizsinglz Restare ta & Perform full database restore 5 Launch
bratis e . immediately

r ¥ recovered ) Create datatase moye soit
[eiejiaip shate? ) _ Save for later
differeritial £5 [reate il detabase I Estare it execution

b. Expand the database backup icon by clicking the plus (+) symbol which is on its
left.

Notice that the differential backups associated with the highlighted dump file
appear underneath the Database backup icon.

Note If transaction logs have been backed up for the database that you selected, but a
differential has not been backed up, a placeholder differential backup icon will
appear with the caption di fferenti al not found.
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c. Locate the differential that you want to use for your restore operation and expand
its icon by clicking on the plus (+) symbol which is on its left.

Restore Database and Transaction Logs M= 3
Histary of M5 SOL Server objects backed up to NetBackup Server on candy ]
for instance CANDY4<DEFAULT > [01417/2000 to 02/16/2000) -~
elp
Morthwind Cancel
Feb 4. 2000, at 9:36:16 &M Fefresh ar
eb 4, 2000, at 10:39:53 &M Fiter Backup
eb 15, 2000, at 4:35:03 PM Histary
eb 16, 2000, at 1:52:59 PM —
; fife Feb 16, 2000, at 1:53:43 PM Database
= Feb 16, 2000, at 1:54:23 PM
4y Feb 16, 2000, at 2:01:43 PM Deficlies
backup
45, Feb 16, 2000, at 2:02:33 PM
-4 Feb 16, 2000, at 2:03:21 PM Differential
-5 pubs Lecity
% Trahsaction
log backup
Selected
ES far restore

— Recover tranzaction log

(% Tjc it it ke l—ﬂ year l_ﬂhour ) ah
€ Tojtramsaction|og mart l_ﬂ l_jmin B :
) T fratisactionlom mark But ke £=T | (el = Tranzaction lag mark.

| Before batieaction g mark l_ﬂ day l_ﬂ B0 l—

(| Before tatsaction (g mark Gut after

— Restore Option: Fiestore Script
Fizsiaizsinglz Restare b @ Perform full database restore Launch
Irarsaction Estore i immediately

r leiej e I r?c:to\;ered ) Create datatase move serp Sl
i . Hate . : ave far later
diffErEntialy ) Create parialdataase restare soipt erenliEn

Note that the transaction log backups associated with the highlighted differential
appear underneath the differential icon.
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d. Select the transaction log icon which includes the time to which you want to
restore the database.

For example:

If you wish to restore Northwind to Feb 16, 2000, at 2:03:21 PM, then make your
selection as shown below.

Restore Database and Transaction Logs M= 3
History of M5 SOL Server objects backed up to MetBackup Server on candy QK
for instance CANDY4<DEFAULT > [01417/2000 to 02/16/2000) -~
ﬁ master L
E- Morthwind Cancel
5 Feb 4, 2000, at 3:36:16 AM W
Feb 4, 2000, at 10:39:53 AM Fiter Backup
Feb 15, 2000, at 4:38:03 PM Histary
=g Feb 16, 2000, at 1:52:59 PM —
g' Feb 16, 2000, at 1:53:43 PM Database
[ Feb 16,2000, at 1:54:23 PM
Feb 16, 2000, 2t 2:01:43 PM palabase
&4, Feb 16, 2000, at 2:02:33 PM i
: B ! Differential
&3 pubs backup

% Trahsaction
log backup
' Selected
S

far restore

— Recover tranzaction log

& Ta paint in time |2DDD ﬂ}.ea, |2_ﬂhour fa Y]

= Ta tranzaction lag mark

= i, P
I I iy .
= To tranzaction log mark but after 2 j mon |3 j Transaction log mark.

" Before ransaction log mark. l?ﬂ day |T:| B0 l—

= Before transaction log mark but after

— Restore Option: Fiestore Script
Restore single Restare b & Perform full database restore @ Launch
trangaction Estore i immediately

r lag or I r?c:to\;ered " Create database move script Sl
d q state? ) . ave for later
differential? " Create partial database restore script C erenliEn

Notice that the transaction log icon you selected now has a green checkmark, as
do the preceding transaction log backup icons, the preceding differential backup
icon and the preceding Database backup icon. The green checkmarks indicate
which items are marked for restore.
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e. If you wish to restore all of the database transactions that are included in the last
transaction log that has a checkmark, then proceed to step f. Otherwise, click on
To point in time in the Recover Transaction Log group and enter the precise
point in time to which you wish the database to be restored.

For example:

If you want Northwind to be restored to precisely Feb 26, 2000, at 2:03:01 PM, then
enter the timestamp in Recover Transaction Log group as shown below:

Restore Database and Transaction Logs M=l E3
History of M5 SOL Server objects backed up to MetBackup Server on candy QK
for instance CANDY4<DEFAULT > [01417/2000 to 02/16/2000) -
master L
=} Morthwind Cancel
Feb 4. 2000, at 9:36:16 &M m
Feb 4, 2000, at 10:39:53 AM Fiter Backup
Feb 15, 2000, at 4:38:03 PM Histary
-2 Feb 16, 2000, at 1:52:59 PM —
i Feb 16, 2000, at 1:53:43 PM Database
EU?'I Feb 16, 2000, at 1:54:23 PM
& Feb 16,2000, at 2.01:43 PM palabase
1, Feb 16, 2000, at 2:02:33 PM i
&%, Feb 16,2000, at 2:02:21 PM Differential
w5 pubs backup
% Trahsaction
log backup
Selected
ES far restore

— Recover tranzaction log
* Tao point in time 3000 ﬂyear |2_ﬂhour A
= Tatranzaction log mark |2_ﬂ |3_ﬂmin & PM :
' To tansaction log mark but after 1| (ER) = Tranzaction lag mark.

" Before ransaction log mark. I‘IB ﬂ day I [@sec I

= Before transaction log mark but after

— Restore Option: Fiestore Script
Restore single Restare b & Perform full database restore Launch
trangaction Estore i immediately

r lag or I r?c:to\;ered " Create database move script Sl
i i Hate . . ave far later
differential? " Create partial database restore script erenliEn

f. Click OK. The NetBackup for SQL Server message will appear:

MetBackup Database Extension ]

Start restore of Morthwind from a backup made on Feb 16, 2000, at 1:52:59 P
and a differential backup made on Feb 16, 2000, at 1:54:23 Pt
and transaction logls] backed up on

Feb 16, 2000, at 2:01:43 PM
Feb 16, 2000, at 2:02:33 PM
Feb 16, 2000, at 2:03:21 PM?

g. Click Yes. NetBackup for SQL Server will start the restore of the database dump,
differential, and transaction logs. Go to step 11.
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8. Restore a single differential dump when Microsoft SQL Server 7.0 or 2000 is active.

a.

Expand the database backup icon under the database that you wish to restore. In

this example, we will restore a differential backup from database Northwind.

Restore Database and Transaction Logs

History of M5 SOL Server objects backed up to MetBackup Server on candy

far instance CANDY < DEFAULT:

IS[=] E3
oK.

(0141742000 to 02/16/2000]

ﬁ raster

4,2000, at 3:36:16 AM

— Recover tranzaction log

Feb 4. 2000, at 10:33:53 AM
Feb 15, 2000, at 4:38:03 PM
Feb 16, 2000, at 1:52:59 PM

Help
Cancel

Refresh or
Filter Backup
Hiztory

Database

Database
backup
%

Differential
backup

Trahsaction
log backup

Selected
far restore

(% Tjc it it ke

€ T bratisamtion o ek

€ T brarsattion o ek bt ater
| Before batieaction g mark

(| Before tatsaction (g mark Gut after

[ Heear [ Hhow & 4

l_ﬂ morn l_ﬂmin - i Trahsaction log mark
I_:I day I_:I SEC I

— Restore Option: Fiestore Script
Fizsiaizsinglz Restare b & Perform full database restore Launch
Irarsaction Estore i immediately

r leiej e I r?c:to\;ered ) Create datatase moye soit Sl
i . Hate . : ave far later
diffErEntialy ) Create partialdatatase restore serp erenliEn
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b. Select the differential backup icon that you wish to restore. Notice that the
Restore Single Transaction Log or Differential? check box is enabled.

Restore Database and Transaction Logs

ﬁ mazher

M=l 3
History of M5 SOL Server objects backed up to MetBackup Server on candy QK
for instance CANDY4<DEFAULT > [01417/2000 to 02/16/2000) -
elp
Morthwind Cancel
5 Feb 4, 2000, at 3:36:16 AM Fefresh ar
5 Feb 4, 2000, at 10:33:53 AM Fiter Backup
5 Feb 15, 2000, at 4:33:03 PM Histary
5 Feb 16, 2000, at 1:52:53 PM —
Feb 16, 2000, at 1:53:43 P Database
FFeh 16, 2000, at 1: /
o Database
backup

— Recover tranzaction log
() Tj; it it ke
€ T bratisamtion o ek
€ T brarsattion o ek bt ater

Differential
% backup

% Trahsaction

log backup
Selected

ES far restore

[0 Hvear [ Hhow & At
|2_ﬂ morn l?ﬂmin - i Trahsaction log mark

| Before batieaction g mark |1 g ﬂ day |23 ﬂ 80 I
(| Before tatsaction (g mark Gut after
— Restore Option: Fiestore Script
Restore single i+ Launch
transactiong Restare ta * Perform full database restore [
v ar ¥ recovered ) Create datatase moye soit
'd 2 state? Save for later
fferential?

] Greate partial datatiase restore serpt execution

When the Restore Single Transaction Log or Differential? check box is selected,

only the transaction log icon which you highlighted will be superimposed with a
green checkmark.

Caution

If you attempt to restore a single differential backup without first restoring the

preceding database backup file, Microsoft SQL Server will halt the load process
with an error such as 4305 or 4306. If you plan to restore a single differential,
then you are responsible for first restoring the database backup file. You can
avoid this problem by backing up the entire sequence of transaction logs, the
differential backup, and the backup file to the same NetBackup Server and
restoring the entire sequence of backup objects as described in step 7.
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Click OK. The NetBackup for SQL Server message will appear.

MetBackup Database Extension ]

Start restore of Morthwind from a differential backup made on
Feb 16, 2000, at 1:54:23 PM?

Click Yes. NetBackup for SQL Server will start the restore of the database from the
differential backup. Go to step 11.

9. Restore a single transaction log when Microsoft SQL Server 7.0 or 2000 is active.

a. Expand the database backup icon under the database that you wish to restore. In

this example, we will restore a transaction log dump from database Northwind.

Restore Database and Transaction Logs M=l E3
History of M5 SOL Server objects backed up to MetBackup Server on candy QK
for instance CANDY4<DEFAULT > [01417/2000 to 02/16/2000) -
elp
nazher _—
Cancel
b 4, 2000, at 3:36:16 AM Refiesh or
Feb 4, 2000, at 10:33:53 AM Filter Backup
Feb 15, 2000, at 4:38:03 P Histary
Feb 16, 2000, at 1:52:53 P —
Database
Database
backup

Differential
% backup
% Trahsaction

log backup
' Selected
S

far restore

— Recover tranzaction log
() Tj; it it ke

I — = (o)
€ T bratisamtion o ek j ve l_j hau o

= lmin £ FH
I I iy .
= T rarzaction g mark but after j OER j Transaction log mark.

| Before batieaction g mark I ﬂ day I ﬂ B0 I
(| Before tatsaction (g mark Gut after

— Restore Option:

Fiestore Script
hiEStTE it Flesane i & Perform full database restore G !_aung_h I
I~ fratEaetion o e - i imrnediately
[ [Sreate database move seript
Aifferertial? state™ ~ ) ) ¢~ Save for later
ITETETLE! [Sfeate partial database restare seipt erenliEn
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b. Expand the differential
log; and select the trans

which most closely precedes the time of your transaction
action log that you want to restore.

Restore Database and Transaction Logs M= 3
History of M5 SOL Server objects backed up to MetBackup Server on candy QK
far instance CANDY < DEFAULT: [01/17/2000 to 02416742000 =
elp
master
Morthwind Cancel
5 Feb 4, 2000, at 3:36:16 AM
Refresh or
Filter Backup
Hiztory
& Feb 16, 2000, at 1:53:43 PM Database
=] f Feb 16, 2000, at 1:54:23 PM
Database
backup
Differential
[+ ﬂ pubs backup
% Trahsaction
log backup
Selected
ES far restore

— Recover tranzaction log

* Tao point in time

= Ta tranzaction lag mark

= Ta tranzaction log mark but after
" Before ransaction log mark.

= Before transaction log mark but after

vear |2_ﬂh0ur AN
|2_ morn lg_ﬂmin Ch Trahsaction log mark

R N O

— Restore Option: Fiestore Script
Restare single Restare ta & Perform full database restore Launch
trahsaction . immediately

Il ¥ recovered " Create database move script
logar shate? - : Save for later
differential? " Create partial database restore script execution
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When the Restore Single Transaction Log or Differential? check box is selected,

only the transaction log backup icon which you highlighted will be superimposed
with a green checkmark.

History of M5 SOL Server objects backed up to MetBackup Server on candy QK
for instance CANDY4<DEFAULT > [01417/2000 to 02/16/2000) -
[~ 3 master s
B Morthwind Cancel
5 Feb 4, 2000, at 3:36:16 AM W
Feb 4, 2000, at 10:33:53 AM Fiter Backup
Feb 15, 2000, at 4:38:03 PM Histary
Feb 16, 2000, at 1:52:59 PM —
g' Feb 16, 2000, at 1:53:43 PM Database
E--ﬂ' Feb 16, 2000, at 1:54:23 PM
Ay Feb 16, 2000, at 2:01:43 PM palabase
%4, Feb 16, 2000, at 2:02:33 PM i
&L Feb 16, 2000, at 2:03:21 PM
- & pubs

Differential
% backup

% Trahsaction
log backup
' Selected
S

far restore

— Recover tranzaction log
* Tao point in time
= Ta tranzaction lag mark
= Ta tranzaction log mark but after
" Before ransaction log mark.

oo Hvear  [2 T Hhow © AM
|2_ﬂ morn lg_ﬂmin ChH Trahsaction log mark
l?ﬂ day

|21 ﬂ IEC I
= Before transaction log mark but after

— Restore Option: Fiestore Script
fi= Launch
H - & Perform full database restore o et
g or [V recovered ) Create datatase moye soit
00 2 i state? : : Save for later
ififferential?....; ) Create partialdatatase restore serp execution

Caution If you attempt to restore a single transaction log backup without first restoring

the preceding transaction logs, the differential backup, and the database
backup, Microsoft SQL Server will halt the load process with an error such as
4305 or 4306. If you plan to restore a single transaction log, then you are
responsible for restoring all of these additional objects first. You can avoid this
problem by backing up the entire sequence of transaction logs, the differential
backup, and the database backup to the same NetBackup Server and restoring
the entire sequence of backup objects as described in step 7.

c. Click OK. NetBackup for SQL Server will start the restore of the database from

the transaction log. Go to step 11.
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10. Restore a single transaction log when Microsoft SQL Server 6.5 is installed.

a. Expand the database dump under the database that you wish to restore. In this
example, we will restore a transaction log from database New.

Restore Database and Transaction Logs M= 3
History of M5 SOL Server objects backed up to MetBackup Server on tiger QK
for instance TIGER%DEFALILT > [01417/2000 to 02/16/2000) -
elp
E- 3 Mew

Feb 16, 2000, at 1:14:33 PM Cancel

=-FE Feb 16, 2000, at 1:35:40 PM o |
Feb 16, 2000, at 1
Feb 0, at 1

Refresh or
Filter Backup
Hiztory

Database

Database
backup

Differential
% backup
% Trahsaction

log backup
' Selected
S

far restore

— Recover tranzaction log

% To point in time |2DDD ﬂyear I‘I_ﬂhour 0 AM

€ T bratisamtion o ek

- i & PM
I I iy .
= T rarzaction g mark but after 2 j mon |37 j Transaction log mark.

| Before batieaction g mark l?ﬂ day l?ﬂ FEC l—

(| Before tatsaction (g mark Gut after

— Restore Option: Fiestore Script
Restare single [ & Perform full database restore !_aung_h I
[ fransaction = d ) immediately
e 7 [ {5 Create datatiase move st
'd . shated : : Save for later
differential? {5 (reate partial database restore it execution

b. Select the transaction log icon that you wish to restore. Notice that the Restore

Single Transaction Log or Differential? check box becomes enabled when you
make your selection.
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c. Click on the Restore single transaction log or differential? check box. Notice that
with Restore single transaction log or differential? in a checked state, only the
transaction log icon which you highlighted will be superimposed with a green

checkmark.

Restore Database and Transaction Logs

History of M5 SOL Server objects backed up to MetBackup Server on tiger
far instance TIGERY<DEFAULT:

(0141742000 to 02/16/2000]

ﬂ Mew

-5 Feb 16, 2000, at 1:14:33 PM
@3 Feb 16, 2000, 5t 1:35:40 PM
45, Feb 16, 2000, at 1:37:01 PM
&4, Feb 16, 2000, at 1:37:51 PM

IS[=] E3
oK.

Help
Cancel
Refresh or

Filter Backup
Hiztory

Database

Database
backup

Differential
% backup
% Trahsaction

log backup
' Selected
S

far restore

— Recover tranzaction log
* Tao point in time
€ T bratisamtion o ek

[aoon Hvear 1 Hhow © A

- i PM
I I iy .
= T rarzaction g mark but after 2 j mon |37 j Transaction log mark.

| Before batieaction g mark l?ﬂ day l?ﬂ B0 l—

(| Before tatsaction (g mark Gut after

— Restore Option: Fiestore Script
"""" lE & Perform full database restore Launch
EEE ) immediately
ar ) Create datatase moye soit
[:@I - -~ : : Save for later
ferential?....; [Sreate partial dataliase restore senpt execution

Caution If you attempt to restore a single transaction log without first restoring the
transaction logs and the database backup which preceded it, Microsoft SQL
Server will halt the load process with an error such as 4305 or 4306. If you plan
to restore single transaction logs, then you are responsible for ensuring that you
restore the database backup and transaction logs in the order in which they
were created. You can avoid this problem by backing up the entire sequence of
transaction logs and the database backup to the same NetBackup Server and
restoring the entire sequence of backup objects as described in step 6.

NetBackup for Microsoft SQL Server System Administrator’s Guide



Using the NetBackup Database Client Graphical User Interface

d. Click OK. The NetBackup Database Extension GUI message will appear.

MetBackup Database Extension ]

Start restore of Mew from a differential backup made on
Feb 16, 2000, at 1:37:51 PM?

e. Click Yes. NetBackup for SQL Server will start the restore of the single transaction
log indicated above.

11. On the View menu, select Monitor Jobs.

The View Status dialog box appears.

Restoring File and Filegroup Backups

You can use the Restore Files and Filegroups dialog box to perform a full restore of a
Microsoft SQL Server 7.0 or 2000 database if NetBackup contains:

0O Asetof file and/or filegroup backup images that constitute the complete database.
0O Anunbroken chain of transaction log backups which span this entire set.

If multiple sets exist, NetBackup for SQL Server identifies the last set to have been backed
up. If a full set does not exist, you can still restore individual files and filegroups that you
have backed up. This section shows you how to perform a restore from either a full set or
an individual file or filegroup backup.

1. Complete the procedure for entering your default login parameters as described in
“Set Database Login Parameters” on page 63.

2. From the Actions menu, select Restore, then Database Files and Filegroups.
The following appears.

MetBackup Database Extension [ %]

MetBackup will generate a history of MS SGQL Server objects backed up from database
instance <default> on client candy between 01,/17/2000 and 02/16/2000.

‘wiould you like to change the database instance, backup client, or the time interval?

Yes Cancel |
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3. Click No. The Restore Database Files and Filegroups dialog box appears.

Restore Database Files and Filegroups M=l E3

History of M5 SOL Server objects backed up to NetBackup Server candy
for instance CANDY\<DEFAULT> (0141742000 to 02/416/2000) i | Cancel

Fiefreszh or Filker Higtary

Stage a Full Restore

Help

Database
@ Filegroup backup
File backup

Tranzaction log
backup

( Selected for

restore

Fiecover tranzaction log

(% Tjc it it ke l—ﬂ =
: | year I j hour € Ak
i Totransact!on |agmart: - = & i
€ T brarsattion o ek bt ater I j o I j milry Transaction log mark
| Before batieaction g mark
l_ <4 l_ =
(| Before tatsaction (g mark Gut after j e j S5 I

"Hestore Option ‘ "Hestore zript

¥ Restore ta recovered state Launch immediately & Save for later execution €

- 96 NetBackup for Microsoft SQL Server System Administrator’s Guide



Using the NetBackup Database Client Graphical User Interface

4. Expand the icon of the database that you want to restore. In this example we will use
TEST2.

The expanded database icon shows file, filegroup, and transaction log backups.

IS[=] E3

] | Cancel

Fiefreszh or Filker Higtary

Restore Database Files and Filegroups

History of M5 SOL Server objects backed up to NetBackup Server candy
for instance CANDY\<DEFAULT> (0141742000 to 02/416/2000)

3 pubs

% 4 TESTZ Stage a Full Restore
Feb 16, 2000, at 2:37:17 PM file 'TESTZ_Primary’
Feb 16, 2000, at 2:38:46 PM filegroup TESTZ2_FG1' Help

g Feb 16, 2000, at 11:3%:25 AM file TEST2_FGZ_Dat1"
é Feb 16, 2000, at 2:40:23 PM file TEST2_FG2_Datl’
g Feb 16, 2000, at 11:34:00 &AM file TEST2_FGZ_Dat2'
é Feb 16, 2000, at 2:41:02 PM file TEST2_FG2_Dat2'
é Feb 16, 2000, at 2:41:26 PM file TEST2_FG2_Datd
é Feb 16, 2000, at 2:41:50 PM file TEST2_FG2_Datd'
Feb 16, 2000, at 2:38:03 PM transaction log

Feb 16, 2000, at 2:44:28 PM transaction log

Database

@ Filegroup backup

File backup
Tranzaction log
backup

( Selected for
restore

Fiecover tranzaction log
* Tao point in time
= Ta tranzaction lag mark

|2DDD ﬂ Pear lz_ﬂ hour A

& FM

= Ta tranzaction log mark but after
" Before ransaction log mark.
= Before transaction log mark but after

lg_ﬂ ok lrﬂ iry

Tranzaction log mark

oo B o= |

Fiestore Option
’7 ¥ Restore ta recovered state

Fiestore script
‘ ’7 Launch immediately  {*

Sawe for later evecution

Note In this example, NetBackup for SQL Server was able to find a full restore set. The
members of this set were overlaid with black checkmarks.

Go to:
- step 5 to perform a full database restore.

- step 6 to restore a single file or filegroup.
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5. Perform a full database restore from files and filegroups.

a. Click Stage a Full Restore to display a dialog box that lists the selected files to
restore.

b. Click Yes and go to step 8.
6. Restore a single file or filegroup.

a. Select the file or filegroup that you want to restore.

Restore Database Files and Filegroups M=l E3

Histary of M5 SOL Server objects backed up to NetBackup Server candy
for instance CAMDYS<DEFAULT: (011772000 to 02/16/2000) Ll ﬂ
F- & Morthwind Refresh or Filter Histary
03] pubs - |
=3 TEST2 Stage & Eull Hestare
4f Feb 16, 2000, at 2.37:17 PM file 'TEST2_Primary' |
----- Feb 16, 2000, at 2:38:46 PM filegroup TESTZ2_FG1' Help
-4 Feb 16, 2000, at 11:33:26 AM file 'TEST2_FG2_Datl'
-4f Feb 16, 2000, at 2.40:23 PM file TEST2_FG2_Datl' Database
-4 Feb 16, 2000, at 11:34:00 &M file 'TEST2_FG2_Dat2'
-4f Feb 16, 2000, at 2.41:02 PM file TEST2_FG2_Dat2' Filegiau bestup
-4f Feb 16, 2000, at 2.41:26 PM file TEST2_FG2_Datd' @
. S0P file 'TESTZ FGZ2 Datd"
----- an Feb 16, , at 2:38:03 PM transaction log File backup
----- an Feb 16, 2000, at 2:44:28 PM tranzaction log

Tranzaction log
backup

( Selected for
restore

Fiecover tranzaction log

(% Tjc it it ke = =
|2DDD year |2 haur £ 464
€ T bratisamtion o ek j j _ & i
; goftransactlon I.og ||'nark bukt after |2 j o |41 j milry Transaction log mark
efare trarsactian og s
l_ 214 l_ 5
(| Before tatsaction (g mark Gut after 18 j i E j S5 I

"Hestore Option ‘ "Hestore zript

™ Restore to recovered state Launch immediately ™ S ave for later execution ©

Notice that the Stage a Full Restore box has been disabled.

b. Click OK.

The following appears.

MetBackup Database Extension ]

Start restore of databaze TESTZ from a backup of file TESTZ2_FGZ2_Datd made on
Feb 16, 2000, at 2:41:50 Pk?

Gl s |
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7. Click Yes. NetBackup for SQL Server will start the restore process.

8. On the View menu, select Monitor Jobs.

The View Status dialog box appears.

Performing Database Move Operations

The following instructions show you how to perform a database move operation and a
partial database restore. Database copy allows you to use a full set of backup images to
copy an existing database to a new database having a different name. Partial database
restore lets you select individual filegroup components of a database and restore them to a
new database having a different name.

Tip  When you are preparing your database design, map logically related database
components such as tables, indexes, keys, etc., to the same filegroup. This will
enable you to use the partial database restore procedure, which follows, to recover
these logically related components as a single unit.

Note Partial database restore is only available if SQL Server 2000 is installed. Database
move is available for 2000 and 7.0.

1. Complete the procedure for typing your login parameters as described in “Set
Database Login Parameters” on page 63.

2. On the Actions menu, select Restore, then Databases, Differentials, and Transaction
Logs.

A NetBackup for Database Extension message box appears

MetBackup Database Extension [ %]

MetBackup will generate a history of MS SGQL Server objects backed up from database
instance <default> on client candy between 01,/17/2000 and 02/16/2000.

‘wiould you like to change the database instance, backup client, or the time interval?

3. Select No.

See “Restoring Database, Differential, and Transaction Log Backups” on page 76, for
instructions on modifying backup history options.
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The Restore Database and Transaction Logs dialog box appears.

Restore Database and Transaction Logs E M= 3
History of M5 SOL Server objects backed up to Neackup Server on candy [k
for instance CANDY4<DEFAULT > [01/418/2000 to 02/17/2000) -~
elp
& Morthwind Cancel
& pubs
Refresh or
-ﬂ TEST2 Filter Backup
Hiztory
Database
Database
backup

Differential
% backup
% Trahsaction

log backup
' Selected
S

far restore

— Recover tranzaction log

%) 1o poinbi ke l—ﬂ year I_ﬂhour L

€ T bratisamtion o ek

= lmin £ FH
I I iy .
= T rarzaction g mark but after j OER j Transaction log mark.

| Before batieaction g mark l_ﬂ day l_ﬂ B0 l—

(| Before tatsaction (g mark Gut after

— Restore Option: Fiestore Script
FEstore Sifgle Restare ta & Perform full database restore !l_:;ggigtely
r ltransac:tlon W recovered

og or ) Create datatase moye soit

S . 7
differertial ¥ SR

Save for later
execution

) Create partialdatatase restore serp

4. Locate the database you want to restore and expand it down to the set of transaction
logs that you want to recover from.
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5. Highlight the the last transaction log that you want to restore to.

Restore Database and Transaction Logs M=l E3

History of M5 SOL Server objects backed up to MetBackup Server on candy

for instance CANMDY4<DEFALILT > (0141842000 to 02/17/2000])

o

maszter
B3 Morthwind
#-E Feb 4, 2000, at 3:36:16 AM
#-E Feb 4, 2000, at 10:39:53 AM
-3 Feb 15, 2000, at 4:38:03 PM
=-FE Feb 16, 2000, at 1:52:59 M
gl Feb 16, 2000, at 1:53:43 PM
WF Feb 16, 2000, &t 1:54:23 PM
- Feh 16, 2000, at 2:01:43 P
1, Feb 16, 2000, at 2:02:33 PM

-]
@3 Feb 16, 2000
& & pubs
-3 TEST2

;37 PM [4 stripes]

Help

Cancel

Refresh or
Filter Backup
Hiztory

Database

Database
backup

Differential
% backup
% Trahsaction

log backup
' Selected
S

far restore

— Recover tranzaction log

& Ta paint in time |2DDD | year |2 ﬂhour &+ A

= Ta tranzaction lag mark

= Before transaction log mark but after

T min © PM
I min .
= Ta tranzaction lag mark but after 2 mon |3 j Tranzaction lag mark.

" Before ransaction log mark. l?ﬂ day |T:| B0 l—

— Restare Option: Restore Script
Restare single Flesane i & Perform full database restore G !_aung_h I
n transaction I d . e
log or TBCOYVEre: " Create database move script
diterential? state? r i X Save for later
ifferentialt Create partial database restore script execution
Go to:

step 6 to perform a database move

step 7 to perform a partial database recovery.

Move a database to a new database with a different name.

Chapter 4, Using NetBackup for SQL Server

101



Using the NetBackup Database Client Graphical User Interface

a. Inthe Restore Options dialog box, select Create database move script.

Restore Database and Transaction Logs M=l E3

History of M5 SOL Server objects backed up to MetBackup Server on candy QK
for instance CANDY4<DEFAULT > [01/418/2000 to 02/17/2000) -
elp
master =
B3 Morthwind Cancel
-3 Feb 4, 2000, at 3:36:16 AW
Feb 4. 2000, at 10:39.53 AM Pieiresh chup
-3 Feb 15, 2000, at 4:38:03 PM Histary
=-FE Feb 16, 2000, at 1:52:59 M
& Feb 16, 2000, at 1:53:43 PM Database
=] Vf' Feb 16, 2000, at 1:54:23 PM
& Feb 16,2000, at 2.01:43 PM palabase
&4, Feb 16, 2000, at 2:02:33 PM i
&0 Feb 16,2000, at 2:03:21 PM Differential
3 Feb 16, 2000, at 31937 PM [4 stripes) e
- pubs % Trahsaction
- ﬂ TEST?Z log backup
Selected
ES far restore

— Recover tranzaction log
* Tao point in time |2DDD

- N Hvear [2 Hhow &AM
o transaction lag marl = o M
I I min .
 To transaction log mark but after 2 men |3 j Transaction log mark

" Before ransaction log mark. l?ﬂ day |T:| FEC l—

= Before transaction log mark but after

— Restore Option: Fiestore Script
Restore single Restare b " Perform full database restore Launch
r transaction ~ estare 3 immediately
logor 'ST;?;\;ETE i+ % : 8 _ Save for later
ditferential? € Create bartial databass restore soript execution

b. Click OK. The Save Script As dialog box appears.
c. Type the name you want for the move template in the File name field.

d. Click Save.

Save Script As
Save jn: Ia Mzzql

|21 comm
1 DSNs
) logins
|20 Servers
O.bch
02.bch

[#]13beh
1] |

File name: IMoveItD udes| ave

Save as ype: Ibatch files [*.bch) j Cancel |
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e. A NetBackup Database Extension message box describing the move operation is
displayed. Click Yes to open it in Notepad.

MetBackup Database Extension ]

A template for moving Morthwind from a backup made on
Feb 16, 2000, at 1:52:59 PM and a differential backup made on
Feb 16, 2000, at 1:54:23 PM and tranzaction log(s] backed up on

Feb 16, 2000, at 2:01:43 PM
Feb 16, 2000, at 2:02:33 PM
Feb 16, 2000, at 2:03:21 PM

haz been wiitten to C:\WERITAS\netbackupidbextsWSSOLMoveltDudes. beh.
‘wiould you like to open it in notepad?

The contents of the sample move template are displayed below. Notice that it
contains instructions on how you can modify this template in order to perform a
full database restore operation to a database with a different name.

#

# This is a tenplate for the database MOVE command.

#

OPERATI ON RESTORE

OBJECTTYPE DATABASE

#

# Repl ace the database name in the following line with the nane of the database that you
# want to nove to. Al so renpove the hash mark <#> which precedes the keyword <DATABASE>.
#

#DATABASE Nor t hwi nd

#

# Replace the file path <e:\Program Fil es\M crosoft SQ. Server\MSSQL\ DATA\ nor t hwnd. ndf >
# with a new file path. Al so renove the hash mark <#> which precedes the keyword <TO>.
# The target of the MOVE keyword nust be "Northw nd".

#

#MOVE Northwi nd TO 'e:\Program Fil es\M crosoft SQ. Server\ MSSQL\ DATA\ nor t hwnd. ndf’

#

# Replace the file path <e:\Program Fil es\M crosoft SQ. Server\MSSQL\ DATA\ nor t hwnd. | df >
# with a new file path. Al so renove the hash mark <#> which precedes the keyword <TO>.
# The target of the MOVE keyword nust be "Northw nd_I og".

#

#MOVE Northwi nd_l og TO 'e:\Program Fil es\M crosoft SQL Server\ M5SQL\ DATA\ nort hwnd. | df’
#

NBI MAGE candy. MSSQL7. CANDY. db. Nort hwi nd. ~. 0. 001of 001. 20000216135259. . C

MAXTRANSFERSI ZE 0

BLOCKSI ZE 0DBMS MSSQL

DSN def aul t-i nstance

RECOVEREDSTATE FALSE

ENDOPER TRUE

OPERATI ON RESTORE

OBJECTTYPE DATABASE

#

# Repl ace the database nanme in the following line with the nane of the database

# that you want to nove to. Also renpve the hash mark

# <#> which precedes the keyword <DATABASE>.
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#DATABASE Nor t hwi nd

DUMPOPTI ON | NCREMENTAL

NBI MAGE candy. MSSQL7. CANDY. i nc. Nor t hwi nd. ~. 0. 0010f 001. 2000021613 5423..C
MAXTRANSFERSI ZE 0

BLOCKSI ZE 0

DBMS MSSQL

DSN def aul t-i nstance

RECOVEREDSTATE FALSE

ENDOPER TRUE

OPERATI ON RESTORE

OBJECTTYPE TRXLOG

#

# Repl ace the database name in the following line with

# the nanme of the database that you

# want to nove to. Also renove the hash mark <#> which precedes the keyword <DATABASE>.
#

#DATABASE Nor t hwi nd

NBI MAGE candy. MSSQL7. CANDY. tr x. Nor t hwi nd. ~. 0. 0010f 001. 2000021614 0149..C
MAXTRANSFERSI ZE 0

BLOCKSI ZE 0

DBMS MSSQL

DSN def aul t -i nst ance

RECOVEREDSTATE FALSE

ENDOPER TRUE

OPERATI ON RESTORE

OBJECTTYPE TRXLOG

#

# Repl ace the database name in the following line with the name of the database
# that you want to nove to. Al so renove the hash mark <#> which precedes the keyword DATABASE>.
#

NBI MAGE candy. MSSQL7. CANDY. tr x. Nor t hwi nd. ~. 0. 001of 001. 2000021614 0233..C
#DATABASE Nor t hwi nd

MAXTRANSFERSI ZE 0

BLOCKSI ZE 0

DBMS MSSQL

DSN def aul t-i nstance

RECOVEREDSTATE FALSE

ENDOPER TRUE

OPERATI ON RESTORE

OBJECTTYPE TRXLOG

#

# Repl ace the database nanme in the following line with the nane of the database
# that you want to nove to. Also renove the hash mark <#> which precedes the keyword
# <DATABASE>.

#

#DATABASE Nor t hwi nd

NBI MAGE candy. MSSQL7. CANDY. tr x. Nor t hwi nd. ~. 0. 001of 001. 2000021614 0321..C
MAXTRANSFERSI ZE 0

BLOCKSI ZE 0

DBMS MSSQL

DSN def aul t-i nstance

ENDOPER TRUE

= 104 NetBackup for Microsoft SQL Server System Administrator’s Guide



Using the NetBackup Database Client Graphical User Interface

f. Gotostep8.

7. Perform a partial database restore.

a. Inthe Restore Options group, select the Create partial database restore script.
Restore Database and Transaction Logs M= 3
History of M5 SOL Server objects backed up to MetBackup Server on candy QK
for instance CANDY4<DEFAULT > [01/418/2000 to 02/17/2000) -
elp
master
Morthwind Cancel
-EE Feb 4, 2000, at 9:36:16 &M Fefresh ar
Feb 4, 2000, at 10:33:53 AM Fiter Backup
Feb 15, 2000, at 4:38:03 P Histary
Database
Database
& Feb 16,2000, at 20233 PM backup
&4, Feb 16,2000, at 2:03:21 PM Differential
3 Feb 16, 2000, at 31937 PM [4 stripes) LeaE
[]"'-ﬂ pubs % Trahsaction
[]...ﬂ TEST?Z log backup
Selected
\" far restore
— Recover tranzaction log
& Ta paint in time 2000 <! year lz_ﬂ hour &AM
= Ta tranzaction lag mark |2— = |3— T min foll="] _
= To tranzaction log mark but after =1 | (e j Tranzaction lag mark.
" Before ransaction log mark. I‘IB ﬂ day |21 ﬂsec I
= Before transaction log mark but after
— Restore Option: Fiestore Script
E‘::;Dazizi:gle Restare to ' Perform full database restore !l_:;ggigtely
Il log or ¥ recovered " Create database move script
. o state? o . — Save for later
differential? °|\EEIreate pantial database restore script execution
b. Click OK.

The Save script As dialog box appears.
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c. Inthe File name text box, type the name you want for the partial database restore
template and click Save.

SoveSciptAs @R

Save jm: I {23 Masql j gl
|1 comm 03.bch Zbch fhch
EEDEE [#]1.beh [#]3beh [7] 9beh
|2 logins 10.bch 4.bch ahch
|0 Servers 11.bch S.bch amnark. t
O.bch 12bch B.bch befaren
02 hch 13.hch 7.bch bkup b
4] | i
File name: IPartiaIHestore Save

Save as ype: Ibatch files [*.bch) j Cancel |

A NetBackup Database Extension message box describing the partial database
restore operation is displayed.

d. Click Yes to open it in Notepad.

MetBackup Database Extension ]
A template for parital database restore of Morthwind from a backup
made on Feb 16, 2000, at 1:52:59 PM and a differential backup made
on Feb 16, 2000, at 1:54:23 PM and transaction log(s) backed up on
Feb 16, 2000, at 2:01:43 P
Feb 16, 2000, at 2:02:33 PM
Feb 16, 2000, at 2:03:21 P

haz been written to C:\YERITAS \netbackupidbextskSSOLPartialR estore. beh,
‘wiould you like to open it in notepad?

The contents of the sample partial database restore template are displayed below.
Notice that it contains instructions on how you can modify this template in order
to perform a partial database restore operation to a database with a different
name.

#

# This is a tenplate for PARTI AL DATABASE RESTORE.

# It requires Mcrosoft SQL Server 2000.

#

OPERATI ON RESTORE

OBJECTTYPE DATABASE

#

# Repl ace the database name in the following line with the nane of the database
# that you want as the target of the partial restore. Also renpbve the hash mark
# <#> which precedes the keyword <DATABASE>.

#DATABASE Nor t hwi nd

RESTORETYPE PARTI AL
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If you wish to restore file

<e:\Program Fil es\M crosoft SQL Server\ MSSQL\ DATA\ nort hwnd. mdf >,

then replace this path with a new file path. Also renove the hash marks <#>
whi ch precede the keywords <MOVE> and <TO>.

# The target of the MOVE keyword nust be "Northw nd".

#MOVE Nor t hwi nd

#TO " e:\ Program Fil es\M crosoft SQL Server\ MSSQL\ DATA\ nor t hwnd. ndf’

H O HHH

#

#

# If you wish to restore file

# <e:\Program Files\Mcrosoft SQL Server\ MSSQL\ DATA\ nort hwnd. | df >,

# then replace this path with a new file path. Al so renpve the hash nmarks <#>
# whi ch precede the keywords <MOVE> and <TC>.

# The target of the MOVE keyword nust be "Northwi nd_I og".

#MOVE Nort hwi nd_| og

#TO " e:\ Program Fil es\M crosoft SQL Server\ MSSQL\ DATA\ nort hwnd. | df’

#

NBI MAGE candy. MSSQL7. CANDY. db. Nor t hwi nd. ~. 0. 001of 001. 20000216135259. . C
MAXTRANSFERSI ZE 0

BLOCKSI ZE 0

DBMS MSSQL

DSN def aul t -i nst ance

RECOVEREDSTATE FALSE

ENDOPER TRUE

OPERATI ON RESTORE

OBJECTTYPE DATABASE

#

# Repl ace the database name in the following line with the name of the database
# that you want as the target of the partial restore. Also renpbve the hash mark
# <#> which precedes the keyword <DATABASE>.

#DATABASE Nor t hwi nd

DUMPOPTI ON | NCREMENTAL

NBI MAGE candy. MSSQL7. CANDY. i nc. Nor t hwi nd. ~. 0. 0010f 001. 20000216135423. . C
MAXTRANSFERSI ZE 0

BLOCKSI ZE 0

DBMS MSSQL

DSN def aul t -i nst ance

RECOVEREDSTATE FALSE

ENDOPER TRUE

OPERATI ON RESTORE

OBJECTTYPE TRXLOG

#

# Repl ace the database name in the following line with the name of the database
# that you want as the target of the partial restore. Also renpbve the hash mark
# <#> which precedes the keyword <DATABASE>.

#DATABASE Nor t hwi nd

NBI MAGE candy. MSSQL7. CANDY. tr x. Nor t hwi nd. ~. 0. 0010f 001. 20000216140149. . C
MAXTRANSFERSI ZE 0

BLOCKSI ZE 0

DBMS MSSQL

DSN def aul t-i nstance

RECOVEREDSTATE FALSE

ENDOPER TRUE
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OPERATI ON RESTORE

OBJECTTYPE TRXLOG

#

# Repl ace the database name in the following line with the name of the database
# that you want as the target of the partial restore. Also renpve the hash mark
# <#> which precedes the keyword <DATABASE>.

#DATABASE Nor t hwi nd

NBI MAGE candy. MSSQL7. CANDY. tr x. Nor t hwi nd. ~. 0. 001of 001. 20000216140233. . C
MAXTRANSFERSI ZE 0

BLOCKSI ZE 0

DBMS MSSQL

DSN def aul t-i nstance

RECOVEREDSTATE FALSE

ENDOPER TRUE

OPERATI ON RESTORE

OBJECTTYPE TRXLOG

#

# Repl ace the database nanme in the following line with the nane of the database
# that you want as the target of the partial restore. Also renpve the hash mark
# <#> which precedes the keyword <DATABASE>.

#DATABASE Nor t hwi nd

NBI MAGE candy. MSSQL7. CANDY. t r x. Nor t hwi nd. ~. 0. 001of 001. 20000216140321. . C
MAXTRANSFERSI ZE 0

BLOCKSI ZE 0

DBMS MSSQL

DSN def aul t-i nst ance

ENDOPER TRUE

OPERATI ON RESTORE

OBJECTTYPE TRXLOG

#

# Repl ace the database name in the following line with the name of the database
# that you want as the target of the partial restore. Also renpbve the hash mark
# <#> which precedes the keyword <DATABASE>.

#DATABASE Nor t hwi nd

NBI MAGE candy. MSSQL7. CANDY. tr x. Nor t hwi nd. ~. 0. 0010f 001. 20000216140233. . C
MAXTRANSFERSI ZE 0

BLOCKSI ZE 0

DBMS MSSQL

DSN def aul t -i nst ance

RECOVEREDSTATE FALSE

ENDOPER TRUE

OPERATI ON RESTORE

OBJECTTYPE TRXLOG

#

# Repl ace the database name in the following line with the name of the database
# that you want as the target of the partial restore. Also renpbve the hash mark
# <#> which precedes the keyword <DATABASE>.

#DATABASE Nort hwi nd

NBI MAGE candy. MSSQL7. CANDY. tr x. Nor t hwi nd. ~. 0. 0010f 001. 20000216140321. . C
MAXTRANSFERSI ZE 0

BLOCKSI ZE 0

DBMS MSSQL
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DSN defaul t-i nstance
ENDOPER TRUE

e. Gotostep8.

After you have completed modifying the script template created in step 6 or 7, open
the Batch Files dialog box from the Actions menu.

9. Select the batch file that you just created.

10. Click Start.

Snpachiie  HE|
Lok jri Ia MsSql j gl
test.bch
wbch
wyz.bch
whch
z.bch
File name: IMoveItDudes.bch Start I

Filez of type: Ibatch and script files [ bch) j Cancel |
MetBackup

Policy: I v J
Help |

A NetBackup Database Extension message appears.

MetBackup Database Extension ]

& Start batch file 'C:\WERITAS \netbackuphdbestiMSSOL MoveltDudes beh'?
v |

11. Click Yes to launch the operation.

12. On the View menu, select Monitor Jobs.

The View Status dialog box appears.

. ————
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v

Restoring from Backup Exec Images

Use the following procedures if the NetBackup catalog contains SQL Server images that

have been converted from a Backup Exec catalog.

To restore a database, database differential, or database transaction log from a

Backup Exec image

1. Complete the procedure for typing your login parameters as described in “Set
Database Login Parameters” on page 63. The default instance will identify the target

SQL Server instance that you want to restore to.

2. On the Actions menu, select Restore, then Databases, Differentials, and Transaction

Logs.

A NetBackup Database Extension GUI message box appears.

3. Select Yes.

The Backup History Options dialog will appear.

4. Select the parameters that you want to use for browsing images.

a.

In the Host Computer field, type the name of client machine that contains the
SQL Server instance whose images you want to browse.

In the Instance field, select the name of the SQL Server instance which you want
to browse. Select <default> for the default instance.

To browse images that were backed up using Backup Exec, select Backup Exec

from the Backup Product list.

In the Time Filter field, enter the start and end dates that you want to use for

delimiting the browse range.

Backup History Options E
Browse for objects that were backed up from 0K
Host computer: Iiunebeny Help
Cancel
Instance: |<default> j
Backup Product: I
Time filker
start date end date
|2nm i"s 2“21 i’ |2nm i"s i”zu i’
year mo day year mo day
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The Restore SQL Server From Backup Exec Images dialog will appear.
5. Expand the database that contains the image you wish to restore.

6. Expand the Database Image that contains the object you wish to restore.

- If restoring a database, select the database backup image to restore.

Restore SOL Server From Backup Exec Images E

History of M5 SOL Server objects backed up by Backup Exec and available on NetBackup

server BUGSBUNMY

03/11/2000 to 1041142001

Browse DBMS:  JUNEBERRY\<DEFALLT>
Destination DBMS: BUGSBUNNY<DEFALILT >

(' Tj it it ke

) Before fransaction

€ T tratsastion o mark:
€ T trarsastion o rark Bt atter

|ag mark:

| Before tatsaction [og mark bub after

master ;I 0K
model
Morthwind Help
= Cancel
-3 May 24, 2001, at 3:35:35 AM
3 May 24, 2001, at 342:57 AM Refresh or
T May 24, 2001, at 3:43:42 AM s izt
Hiztory
-3 May 24, 2001, at 3:49:47 AM
-3 May 28, 2001, at 2:24:15 PM
-3 Jun B, 2001, at 7:58:30 AM [atabase
- Jun B, 2001, at 11:06:34 A Image
-3 Jun 13, 2001, at 5:21:53 PM . :
BB Jun 13, 2001, 5t 5:22.07 PM Dt
(- tablel image
&6 tfabhﬁ % Tranzaction
[]--E filegraupl
[]--E filegraup3 o log
&-EJ PRIM&RY File Group
-2 pubst =l iz
— Recover tranzaction log Filegrou
[izan vear [T how T

|1_ﬂmon lg_ﬂmin :: 'SE
|1_ﬂday lg_ﬂsec

Tranzaction log mark

e
\" Selected

Restore all database files to the
I~ default directory for the destination
database instance [v2000 or later]

far restore
— Restore Option:
Recovery Options [+7.0 or later] Target database name Feplare filegroup [0 or
= Iater]
I Mot recovered j INorthwmd
Consistency Check Tiarget abjestname: = | Whemmrite babile (v 5]
INone j I ™ Replace database

Default drive for restaring database Restore all databasze files
I vl files [+7.0 ar later) ™ to default drive [+7.0 or
later]

" Fiestore Script

& Launch immediately

€ Save for later evecution
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- If restoring a database differential, expand the Database Image and select the
Differential Image to restore.

Restore SOL Server From Backup Exec Images E

History of M5 SOL Server objects backed up by Backup Exec and available on NetBackup

server BUGSBUNMY

03/11/2000 to 1041142001

Browse DBMS:  JUNEBERRY\<DEFALLT>
Destination DBMS: BUGSBUNNY<DEFALILT >

(' Tj it it ke

A o |
Help
-3 May 24, 2001, at 3:33:30 AM Cancel
-3 May 24, 2001, at 3:35:35 AM
-] May 24, 2001, at 9:42:57 AM H_efresh ar
- Map 24, 2001, at 3.43.42 AM E!ts?;[ﬁackup
-3 May 24, 2001, at 3:49:47 AM Y
-3 May 28, 2001, at 2:24:15 PM
-3 Jun B, 2001, at 7:58:30 AM [atabase
- Jun B, 2001, at 11:06:34 A Image
-3 Jun 13, 2001, at 5:21:53 PM ) .
£ Jun 13, 2001, at 52207 PM me?nt'al
2 Jun 13, 2001, &t 5:22.08 P g
[+ '-'"" . - fr % Trahsaction
B able
G- table3 log
[]--E filegroupl File Graup
- filegroupa LI Image
— Recover tranzaction log File
group
I‘ISSD ﬂyear |1 ﬂhour differential

€ T tratsastion o mark:

€ T trarsastion o rark Bt atter
| Before tatisaction [og mark

| Before tatsaction [og mark bub after

|1_ﬂmon lg_ﬂmin :: 'SE
|1_ﬂday lg_ﬂsec

Tranzaction log mark

Table
Image

]

Selected
far restore

Freplace fileanaup (0 ar
Iater]

= | Whemmrite babile (v 5]

— Restare Option:
Recovery Options [v7.0 or later) Target database name
I Mot recovered j INorthwind
Consistency Check Tiarget abjestname:
INone j

Restore all database files to the
I~ default directory for the destination
database instance [v2000 or later]

I ™| Beplace databass

Drefault drive for restoring database

I - l files [+7.0 ar later)

Restore all database files
to default drive (7.0 or
later]

" Fiestore Script

& Launch immediately

€ Save for later evecution
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- If restoring a transaction log, expand the Database Image and the Differential
Image and select the Transaction log to restore.

Restore SOL Server From Backup Exec Images E

History of M5 SOL Server objects backed up by Backup Exec and available on NetBackup

server BUGSBLINNY Browse DEM3:  JUNEBERRY\<DEFALLT>
09/11/2001 to 1041142001 Destination DEMS: BUGSBUNNY <DEFALLT>
= master - oK
model _I |_
Morthwind Help
3 May 24, 2001, at 3:33:30 &M Cancel
3 May 24, 2001, at 3:35:35 &M
3 May 24, 2001, at 342:57 AM Refresh ar
[ May 24, 2001, at %4342 AM E‘!‘f‘ Backup
[T May 24, 2001, at %:43:47 AM By
-3 May 25, 2001, at 22415 PM
-3 Jun B, 2001, at 7:58:30 AM [atabase
- Jun B, 2001, at 11:06:34 A Image
3 Jun 13,2001, at 5:21:53 PM -
EHEE Jun 13, 2001, at 5:22:07 PM Differential
Jun13, 2001, at 5:22:08 PM e
Jun 13, 2001, at 5:22:09 PM = % T
B tablet =g
B8 table3 File Group
m-E filegroupt LI Image
— Recover tranzaction log Filagroup

|2DD1 ﬂyear |5 ﬂhour differential
= To pairt in time =i =AM
| T brarsaction o mark IB j |22 jmln " PM ﬂ Table
€ T trarsastion o rark Bt atter |13 ﬂda}' |2D ﬂsec E Image

1 Before transaction|og)mark: )
| Before tatsaction [og mark bub after Uit g me " Selected
ES far restore

— Restore Option:
Recovery Options [+7.0 or later] Target database name Feplare filegroup [0 or
- Iater]
I Mot recovered j INorthwmd
Consistency Check Tiarget abjestname: = | Whemmrite babile (v 5]
INone j I I” | Feplace datatase
Festare all databass files ta the Default drive for restaring database Restore all database files
I~ default dln_ec:tory for the destination m files [+7.0 or later) I~ to default drive [+7.0 or
database instance [v2000 or later] later]
Fiestore Script
’7 & Launch immediately ' Save for later execution

7. Select the desired Restore Options. For more information, refer to “Restore Database
Objects from Backup Exec Images” on page 201.

8. Click OK.
A NetBackup for Microsoft SQL Server message box appears.

9. Click Yes to begin the restore.

10. On the View Menu, choose Monitor Jobs.

The View Status dialog box appears.

Chapter 4, Using NetBackup for SQL Server 113 —



Using the NetBackup Database Client Graphical User Interface

v

To restore a database filegroup or database filegroup differential from a Backup
Exec image

1. Complete the procedure for typing your login parameters as described in “Set
Database Login Parameters” on page 63. The default instance will identify the target
SQL Server instance that you want to restore to.

2. On the Actions menu, select Restore, then Databases, Differentials, and Transaction
Logs.

A NetBackup Database Extension GUI message box appears.

3. Select Yes.
The Backup History Options dialog will appear.

4. Select the parameters that you want to use for browsing images.

a. Inthe Host Computer field, type the name of client machine that contains the
SQL Server instance whose images you want to browse.

b. In the Instance field, select the name of the SQL Server instance which you want
to browse. Select <default> for the default instance.

c. To browse images that were backed up using Backup Exec, select Backup Exec
from the Backup Product list.

d. Inthe Time Filter field, enter the start and end dates that you want to use for
delimiting the browse range.

Backup History Options E
Browse for objects that were backed up from 0K
Host computer: Iiunebeny Help
default - Cancel

Instance: I< stault J
Backup Product: IBackup Exec j

Time filker

start date end date
|2nm i"s 2“21 i’ |2nm i"s i”zu i’
year mo day year mo day

The Restore SQL Server From Backup Exec Images dialog will appear.

5. Expand the database that contains the image you wish to restore.
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- If restoring a database filegroup, expand the filegroup and select the File Group
Image to restore.

Restore SOL Server From Backup Exec Images E

History of M5 SOL Server objects backed up by Backup Exec and available on NetBackup
server BUGSBUNNY Browse DBMS:  JUMEBERR'Y\<DEFAULT>

03/11/2000 to 10411742001 Destination DBMS: BUGSBUNNY<DEFALILT >

master ;I 0K
et o
Morthwind Help
-3 May 24, 2001, at 3:33:30 AM ]
-3 May 24, 2001, at 3:35:35 AM
-] May 24, 2001, at 9:42:57 AM Fiefrezh or
wES Filter Backup
= May 24, 2001, at 5:43:42 &M Histor
-3 May 24, 2001, at 3:49:47 AM 4
-3 May 28, 2001, at 2:24:15 PM
-3 Jun B, 2001, at 7:58:30 AM [atabase
- Jun B, 2001, at 11:06:34 A Image
-3 Jun 13, 2001, at 5:21:53 PM . :
-3 Jun 13, 2001, at 5:22:07 PM Dt
i image
&6 tfabhﬁ Tranzaction
[]--E filegraupl — |
g

(' Tj it it ke

€ T tratsastion o mark:

€ T trarsastion o rark Bt atter

| Before tatisaction [og mark

| Before tatsaction [og mark bub after

File Group
LI Image
— Recover tranzaction log File
group
|1 530 ﬂyear |1 ﬂ haur differential

[ fren [

o [ e

Tranzaction log mark

i

Table
Image

\" Selected

far restore
— Restore Option:
Recovery Options [+7.0 or later] Target database name Replace filegroup [+7.0 or
- later]
I Mot recovered j INorthwmd
Consistency Check Target filegroup name ™ Owvenarite table [v5.5)
INone j Ifilegroup3 I” | Feplace datatase
Festare all databass files ta the Default drive for restaring database Restore all database files
I~ default dln_ec:tory for the destination m files [+7.0 or later) to default drive (7.0 or
database instance [v2000 or later] later]
Fiestore Script
’7 & Launch immediately ' Save for later execution
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Restore SOL Server From Backup Exec Images E

History of M5 SOL Server objects backed up by Backup Exec and available on NetBackup
server BUGSBUNMY
09/11/2000 to 10/11/2001

If restoring a database filegroup differential, expand the filegroup and the File
Group Image and select the Filegroup differential to restore.

Browse DBMS:  JUNEBERRY\<DEFALLT>
Destination DBMS: BUGSBUNNY<DEFALILT >

— Recover tranzaction log

o[B8 table]
o -BE tabled
=] E filegroupl

-

r J L
[#- E fllegroup3

- Map 24,2001,
- Map 24,2001,
- Map 24,2001,
- Map 24,2001,
- Map 24,2001,
- Map 25, 2001,
- Jun 5, 2001, at 7:58:30 AM
-G Jun 5, 2007, at 11:06:34 AM
- Jun 13, 2001, at 5:21:53 PM
f-EE Jun 13, 2007, at 5:22:07 PM

at 93330 AM
at 9:35:35 AM
at 4257 AM
at 4342 AM
at 3:49:47 AM
at 2:24:15 PM

- - not available

B oK.
Help

Cancel

Refresh or
Filter Backup
Hiztory

Database
Image

Differenial
image
— % Trahsaction
log

File Group

LI Image

(' Tj it it ke

€ T tratsastion o mark:
€ T trarsastion o rark Bt atter
| Before tatisaction [og mark

| Before tatsaction [og mark bub after

Filegroup
differential

1930 :I}'eaf 1 jhour .

l_jmon lg_jmln (- B ﬂ .
jday lg_jsec E

'Il'ransac:tion log mark. \" Selected

far restore

Image

Freplace fileanaup (0 ar

Iater]

= | Whemmrite babile (v 5]

— Restare Option:
Recovery Options [v7.0 or later) Target database name
I Mot recovered j INorthwind
Consistency Check Target filegroup name
I Mone j Ifilegroup‘l

Restore all database files to the

I~ default directory for the destination

database instance [v2000 or later]

™| Beplace databass

Default drive for restaring database Restore all databasze files
I vl files [+7.0 ar later) ™ to default drive [+7.0 or
later]

" Fiestore Script

& Launch immediately

€ Save for later evecution

Select the desired Restore Options. For more information, refer to “Restore Database

Objects from Backup Exec Images” on page 201.

Click OK.

A NetBackup for Microsoft SQL Server message box appears.
Click Yes to begin the restore.

On the View Menu, choose Monitor Jobs.

The View Status dialog box appears.
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v Torestore atable from a Backup Exec image

1. Complete the procedure for typing your login parameters as described in “Set
Database Login Parameters” on page 63. The default instance will identify the target
SQL Server instance that you want to restore to.

2. On the Actions menu, select Restore, then Databases, Differentials, and Transaction
Logs.

A NetBackup Database Extension GUI message box appears.

3. Select Yes.
The Backup History Options dialog will appear.

4. Select the parameters that you want to use for browsing images.

a. Inthe Host Computer field, type the name of client machine that contains the
SQL Server instance whose images you want to browse.

b. Inthe Instance field, select the name of the SQL Server instance which you want
to browse. Select <default> for the default instance.

c. To browse images that were backed up using Backup Exec, select Backup Exec
from the Backup Product list.

d. Inthe Time Filter field, enter the start and end dates that you want to use for
delimiting the browse range.

Backup History Options E
Browse for objects that were backed up from 0K
Host computer: Iiunebeny Help
default - Cancel

Instance: I< stault J
Backup Product: IBackup Exec

Time filker

start date end date
|2nm i"s 2“21 i’ |2nm i"s i”zu i’
year mo day year mo day

The Restore SQL Server From Backup Exec Images dialog will appear.
5. Expand the database that contains the Backup Exec backup image you wish to restore.

6. Expand the table that contains the Table Image you wish to restore.
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7. Select the Table Image you wish to restore.

Restore SOL Server From Backup Exec Images E

History of M5 SOL Server objects backed up
server BUGSBUNMY Br
09/11/2000 to 10/11/2001

Destination DBMS: BUGSBUNNY<DEFALILT >

by Backup Exec and available on MetBackup
owse DBMS:  JUNEBERRY<DEFALLT>

A Jun 13, 20010, at 5:22:07 PM

model - 0k
Morthwind _I |_
] Map 24, 2001, &t 3:33:30 &M Help
[ May 24, 2001, at 3:35:35 AM pom—
[ May 24, 2001, at 342:57 AM
-3 May 24, 2001, at 42:42 AM Refresh ar
(3 May 24, 2001, at 54347 &M E‘!tsf;gacm
[ May 25, 2001, at 2:24:15 PM
[ Jun 5, 2001, at 7:53:30 AM
- Jun B, 2007, at 11:06:34 A Databaze
I Jun 13,2001, 8t 5:21:53 PM Image

(' Tj it it ke

€ T tratsastion o mark:

€ T trarsastion o rark Bt atter

1 Before transaction|og)mark:

| Before tatsaction [og mark bub after

2B tablet Differential
:} Jun B, 2001, at 11:00 fmage
B-65 table3 Trahsaction
- E filegraupl %
[]--E filegroup3 b log
[]..E FRIMARY File Group
@ B pubst LI Image
— Recover tranzaction log Filagroup
15390 jyear 1 j hour differential

l_jmon o |

Table

jday ID jsec Image

Trahsaction log mark ' Selected
ES ‘ far restore

Freplace fileanaup (0 ar
Iater]

r

™ Owvenarite table [v5.5)

Restore all database files to the
I~ default directory for the destination
database instance [v2000 or later]

— Restore Option:
Recovery Options (7.0 or later] Target database name
I Mot recovered j INorthwind
Consistency Check Target table name
INone j Itable‘l

™| Beplace databass

Drefault drive for restoring database

I - l files [+7.0 ar later)

Restore all database files
™ to default drive [+7.0 or
later]

" Fiestore Script

& Launch immediately

€ Save for later evecution

Select the desired Restore Options. For more information, refer to “Restore Database

10.

11.

Objects from Backup Exec Images” on page 201.

Click OK.

A NetBackup for Microsoft SQL Server message box appears.
Click Yes to begin the restore.

On the View Menu, choose Monitor Jobs.

The View Status dialog box appears.
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Redirecting a Restore to a Different Host

Multiple NetBackup database clients may be configured to use a single NetBackup master
server for backing up Microsoft SQL Server databases. If this is done, you can back up
SQL Server database objects from one client and restore them to another. To perform this
kind of redirected restore, you must establish permission settings on the Master Server.
Either:

O Create a file called
i nstal |l _pat h\ Net Backup\ db\ al t names\ No. Restri cti ons, to allow
unrestricted redirected restore privileges

or

O Createafilecalledi nstal |l _pat h\ Net Backup\ db\ al t nanmes\ <Host A>, to allow
redirected restore privilege of HostA’s data to any other client served by the Master.

v To perform aredirected restore of a SQL Server object backed up on HostA to
HostB

1. Use the DBMS Options window to log onto the target instance on HostB.

2. From the Options menu, choose Client Options and select the current Master Server
to be a host which is common to both HostA and HostB.

3. After selecting the Restore menu item, answer “Yes” when asked if you would like to
modify the filtering criteria that are used for creating the backup history.

4. From the Browse History window, select HostA as the host computer and select the
instance on HostA from which the target objects were backed up.

When the restore window appears it will contain a history of objects that were backed
from HostA. You can then select those objects and restore them to HostB.

Redirecting a Database to a Different Location

The database move operation is used to redirect the restore of a database to a different
location. The new location may be a different instance on the same host, a different host,
or a different file path. The move operation also allows you to restore the database under a
different name than the original one. The move operation is not available for images
created using SQL Server 6.5, nor can SQL Server 7.0 or 2000 images be moved to a SQL
Server 6.5 installation.
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Note The destination host\instance of a move or restore operation is the one that you log
into as indicated by the ODBC data source hame (DSN). Select the DSN using the
Set database login parameters dialog box. The source host\instance for move or
restore operations is designated using the Backup History Options dialog box to
specify a “host computer” and “instance.”

NetBackup for SQL Server creates a move template when you select the Create database
move script option in the Restore Database and Transaction Logs dialog box. You can
specify the exact criteria of the redirection by modifying the template to establish your
own batch file.

In order to create a move template, NetBackup for SQL Server needs to know the file
structure of the source database. For NetBackup for SQL Server images created with
version 4.5 or greater, this information is stored in the NetBackup catalog. However, in
order to create a move script using an image created in an earlier version of NetBackup,
you must log into the same SQL Server instance on the same host machine from which the
image was backed up. In addition, for pre-4.5 images, you must not have changed the file
structure of the database by adding or deleting files or filegroups.

You do not necessarily need to use a move script when you restore a database to a
different host or database instance. However, if you do not use a move script, then you
may get SQL Server error messages such as 3156 or 3157, which indicate that the original
source file path is not available on the destination machine. This may occur because the
path is already in use for a different database or because the path does not exist. You can
generally resolve these errors by creating a move script and designating new file paths,
which do exist and are unused, on the destination host.

When you perform a move or restore, the images must be available on the host machine
which is acting as the NetBackup master server for the destination host. If this master
server is contained in the destination’s server list, then you can select the current server
using the NetBackup for SQL Server Client Options dialog box. If the master server is not
in the server list of the destination host — perhaps, because the server machine is remote
or has access limitations — then you must duplicate the images onto a unique media id
that is removable, transport that media to the master server used by the destination host,
and import the images to the master server used by the destination host. After the images
have been imported, use the Backup History Options dialog box to designate the instance
and host name of the source SQL Server database.

The following example shows how to use NetBackup for SQL Server to move a database
from one database instance to another. An assumption is made that the database was
backed up from the destination machine to a NetBackup master server which is contained
in the server list of both machines. If the backup had been done to a NetBackup master
server that was not in the server list of the destination host, then the steps would be the
same except that the backup images would first have to be duplicated from the master
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server used by the source host onto a unique media id that is removable, the media
transported to the master server used by the destination host, and the images imported to
the master server used by the destination host.

v To redirect a database to another location

1. Complete the procedure for typing your default login parameters as described in “Set
Database Login Parameters” on page 63.

2. On the Options menu, select Set DBMS Login Parameters.

The Set database login parameters dialog box appears.

3. From the Data Source Name list, select the ODBC data source name which
corresponds to the SQL Server instance of the destination host.

Set database login parameters M= E3
. (]
[Databaze Management System:  Microzoft SOL Server 7.0
“our Windows L serid: Mannoni ﬂ
Cancel

— Database Management System Login P.

Uszerid: Password: Freententhe passwond:

a3

D ata Source Mame: DBHS Instance:

flagweed

Description of the Data Source Mame:

Imssql? on flagweed

4. Click OK.

5. On the Options menu, select Set NetBackup Client Options.
The Client Options dialog box appears.
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6. From the Current Netbackup Server list, select the NetBackup Server which contains
the SQL Server backup images that you want to restore to on the destination host.

Client Options M= E3
Current MetB ackup Server ak.

bugsbLinmy Help

Cancel |

- Client Trace Level

& Minimum " Medium  Magimum

— Tuning P
Client buffers per DBMS stripe: |1_ ﬂ
b aximum transfer size [bytes]:

& B4K 128K 28R K 512K
1M M 4

Backup block size [bytes]:

& 5K K (o] S ol 1
C8K CBR O 32K OB
7. Click OK.

8. On the Actions menu, point to Restore, then Databases, Differentials, and
Transactions Logs.

A NetBackup Database Extension Graphical User Interface message box appears.

MetBackup Database Extension E

MetBackup will generate a history of MS SGOL Server objects backed up from database
instance flagweed on client bugsbunny between 09/11/2001 and 10/11/2001.
The backup history will be derived from MetB ackup images.

‘wiould you like to modify any of the parameters that are used for filkering backup images?

Cancel |

9. Click Yes.
The Backup History Options dialog will appear.

10. In the Host Computer box, enter the host name of the database source.
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11. In the Instance box, enter the instance name of the source.

Backup History Options E
Browse for objects that were backed up from: ——— 0K
Host computer: ! j Help
i 3 - Cancel
Instance: I agwes J —_—
Backup Product: INetBackup j
Time filker
start date end date
2001 i"s_ﬂ Fﬂ 2001 i"Tﬂ Fﬂ
year mo day year mo day
12. Click OK.

13. Browse for the database that you want to move to the new location.

14. Select Create database move script.

History of M5 SOL Server objects available on MNetBackup Server BUGSBLNNY ok
Browse DBMS:  BUGSBUNNY\<DEFAULT>
Diestination DEMS: FLAGWEEDNFLAGWEED Help
0941142001 to 10/11/2001
Cancel
maa.test?2 —
3 Oct 8 2001, 5t 123830 PM E‘Iﬁgfg’;iup
= Oct 8, 2001, at 1:33:10 PM History
5 Oct9, 2007, at 10:47:43 AM —_—
I Oct 11,2007, at 12:14:03 PM Database
pubs

Database
@ image
Differential
% Trahsaction

log image

Selected
ES far restore

— Recover tranzaction log

(' Tj it it ke |2gg1 ﬂyear |-|2 ﬂhour ol Transaction log mark

€ T tratsastion o mark:

= ol R I vl
I mon I
| Tlo ransaction [og mark But atter il j 14 j min

— — Transaction log mark description
= Before fransactionlog mark |11 j day |3 j =] I

| Before tatsaction [og mark bub after

— Restore Option: Festore Script———
hiEStOTE Sitil= € Peform full database restore “ Ll
FE e 6 imnsisc)
. : tate? Save for later
differential? sae 51 reate pantial databaseirestone serint ~ execution
i ——
Chapter 4, Using NetBackup for SQL Server -

123



- 94

Using the NetBackup Database Client Graphical User Interface

15. Click OK.

A Save As dialog box will appear.

16. Enter a batch file name, and click Save.

Save Script As [ 2] |
Save jn: Ia Mszql j gl
comm testfile.bch
D5Ms testfile2 boh
loging
Servers
bkup.bch
test.bch
File name: Imove-db-script Save I
Save as ype: Ibatch files [*.bch) j Cancel |

A NetBackup Database Extension message box appears.

MetBackup Database Extension B

A template for moving maa.test?2 uging a backup made on Oct 11, 2001, at 12:14:03 P
haz been written to C:\WERITAS M etB ackuphdbext\ 5 SOL move-db-zcript. beh,
‘wiould you like to open it in notepad?

o |

17. Click Yes to open the move template that was created.

18. Edit this template to designate the name that you would like to use for the destination
database as well as the file paths that you would like to use for each of the database
files.

19.

dialog.

After you have edited the template, you can launch it from the Start a Batch File
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Using Batch Files

NetBackup for SQL Server uses batch files for initiating backup and restore operations.

Create Batch Files

You will have to create a batch file if you start up operations with:
O the Start Batch File dialog box in NetBackup for SQL Server

0 the dbbackex command line

O the NetBackup Server Scheduler

O the UNIX NetBackup Server GUI

O the NetBackup Administration Console for Windows NT/2000

You can easily create a fully functional batch file by selecting the Save for Later
Execution radio button from any of the backup or restore dialog boxes and then

clicking OK. This section, however, provides guidelines to help you to understand the
contents of a batch file and how to modify or create one on your own.

When you create a batch file, you should give it a unique name with the extension . bch.
Place the batch file in the install_path\ Net Backup\ dbext\ MSSQ.\ folder. By following
these guidelines, you will benefit as follows:

0 When you open the Start Batch File dialog box from the NetBackup Database
Extension GUI, icons for your batch files will appear immediately in the display
window.

0 When you launch a job through the dbbackex command line interface, specify only
the file name (not the full path name) on the command line.

0O When you specify a file name for the file list of an MS-SQL-Server policy schedule,
you only need to specify the file name (not the full path name).

There are several points to remember about batch files.

O A batch file consists of a series of operations (backups and restores) which by default
are run in sequence.

O Each operation consists of a series of <keyword value> pairs, which completely define
the total operation.

O The keyword is not case sensitive but the value is. Generally, you will be safe if you
code both the keyword and value in uppercase, with the exception that, if you use the
NBIMAGE keyword option, then the value must be specified exactly as it is stored by
NetBackup Server.

0O Operations are not nested.
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O With the exception of the BATCHSIZE parameter, <keyword value> pairs are not
global. If you use BATCHSIZE, then it must appear only once in your batch file and it
must appear in the first operation.

O Within an operation, the <keyword value> pairs may appear in any order except that
each operation must be terminated by ENDOPER TRUE.

0O You can include comment lines in your batch file by placing a hash mark (*#) in the
first column.

The following describes the keywords and values used in a batch file.

Keywords and Values Used in Batch Files

Keyword Values Required? Default Description

ALTCLI ENT (Same as string no None Restores images from a

BROWSECLI| ENT) host other than the local
host.

BATCHSI ZE Integer no 1 Number of operations to

start up simultaneously.
Applies to all of the
operations in the batch
file. Must appear before
the end of the first
operation. Range is 1-10.

BLOCKSI ZE Integer no 0 Used only if Microsoft
SQL Server 7 or 2000 is
installed. Applicable for
backup operations only.
Block size is calculated as
512 bytes * 28LocksizE.Rgange

is 1-7.
BROWSECLI ENT (Same as string no None Restores images from a
ALTCLI ENT) host other than the local
host.
BUFFERS Integer no 1 Number of buffers per

stripe. Range is 1-32.

DATABASE string yes none Name of database. For
backup operations,
specify value $ALL to
designate all databases
(except for tempdb.)
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Keywords and Values Used in Batch Files

Keyword Values Required? Default Description

DBMVS MSSQL no MSSQL You can specify MSSQL
only.

DSN string no saved from ODBC data source hame

GUI user
session

DUMPCPTI ON INCREMENTAL no none Specifies INCREMENTAL
restoring from an
incremental backup.

ENDOPER TRUE yes none Terminates each operation
specified in the batch file.

MAXTRANSFERSI ZE Integer no 0 Used only if Microsoft
SQL Server 7 or 2000 is
installed. Maximum
transfer size is calculated
as 64 kilobytes bytes *
2MAXTRANSFERSIZE. Range iS 1_6

MOVE file group no none Specifies a filegroup
name. Used for restore
types PARTIAL and
MOVE.

NBI MAGE string Yes, for restore none Specifies a NetBackup

operations

image for the restore
operations. See caution
below.

Note You can use NetBackup for SQL Server 4.5 to restore SQL Server 6.5 or 7.0 objects that were
backed up by NetBackup for SQL Server 3.2 or 3.3. However, the image name format has
changed in Microsoft SQL Server 3.4, so use the NetBackup Database Extension GUI script
generation function to generate the NBIMAGE parameter for you.

NBSCHED string

no

none

If the NetBackup policy
has several Application
Backup Policy schedules,
use NBSched to select
amongst them.
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Keywords and Values Used in Batch Files

Keyword Values Required? Default Description
NBSERVER string no none Specifies which master
server to use for the
backup or restore
operation.
NUMBUFS Refer to BUFFERS.
OBJECTNAME string Yes, if none Specifies a file or filegroup
OBJECTTYPE= name for file/filegroup
FI LEor backups and restores.
FI LEGROUP
OBJECTTYPE DATABASE no DATABASE Specifies whether you are
TRXLOG backing up or restoring a
FI LEGROUP database, transaction log,
FI LE filegroup, file, or table.
TABLE TABLE can only be
specified if you are
restoring Backup Exec
images.
OBJTYPE Refer to OBJECTTYPE.
OPERATI ON BACKUP no BACKUP  Type of operation, either
RESTORE backup or restore.
PASSWORD string no null Password for logging into
Microsoft SQL Server.
RECOVEREDSTATE NOTRECOVERED yes TRUE Applicable to all Microsoft
RECOVERED SQL Server 7 or 2000
STANDBY restores.
TRUE If STANDBY, can only be
FALSE used for restoring images
created by Backup Exec.
If TRUE, database reverts
to a recovered state when
the operation is
completed. See note
below.
———
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Keywords and Values Used in Batch Files

Keyword

Values

Required?

Default

Description

Note For Microsoft SQL Server 7 or 2000 restores, use RECOVEREDSTATE TRUE if you want

Microsoft SQL Server to revert the database to a recovered state following completion of the
operation. If you intend to stage a series of restores on the same database (for example,
applying multiple transaction log images), then you should use RECOVEREDSTATE FALSE or
RECOVEREDSTATE NOTRECOVERED on all but the last operation in the series.
RECOVEREDSTATE STANDBY is used in Backup Exec restores only.

RESTOREBEFORENMARK string no none SQL Server 2000 restore
option. Specify
transaction log mark.

RESTOREBEFOREMARKAFTERTI ME  string no none SQL Server 2000 restore

option. Specify
transaction log mark.

RESTOREOPTI ON REPLACE no none Indicates if the selected
object is to be replaced.
RESTORETOVARK string no none SQL Server 2000 restore
option. Specify
transaction log mark.
RESTORETOVARKAFTERTI ME string no none SQL Server 2000 restore
option. Specify
transaction log mark.
RESTORETYPE FULL MOVE no "FULL" SQL Server Restore
PARTIAL database options.

Note RESTORETYPE is applicable only to RESTORE database operations. PARTIAL requires SQL

Server 2000. MOVE requires SQL Server 7.0 or 2000. If MOVE is used, then the batch file should
contain a series of one or more

<MOVE><fi | egr oup>

<TO><fil e path>

sequences. If PARTIAL is used, then a similar sequence is also required, but the sequence for
PARTIAL must specify all of the filegroups in the database whose backup image is referenced
by the NBIMAGE keyword.
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Keywords and Values Used in Batch Files

Keyword Values Required? Default Description

STOPAT datetime string  no none Specifies point-in-time
recovery of a transaction
log. The datetime string is
formatted as
YYYY/MMDDHH:MM:S
S.

Note STOPAT, RESTORETOMARK, RESTORETOMARKAFTERTIME, RESTOREBEFOREMARK,
and RESTOREBEFOREMARKAFTERTIME are mutually exclusive restore database
parameters. If either RESTORETOMARKAFTERTIME or
RESTOREBEFOREMARKAFTERTIME are used, then the batch file must also specify a datetime
string with the keyword STOPAFTER.

STRI PES integer no 1 Number of stripes. Range
is 1-32.
STOPAFTER datetime string  no none Specifies datetime for SQL

Server 2000 Restore to
mark options. The
datetime string is
formatted as
YYYY/MMDDHH:MM:S
S.

TO file path no none Specifies a filegroup
destination path.
Required for each MOVE
keyword. Also must
sequentially follow each
MOVE entry. The value
may be delimited with
single quotes.

TRACELEVEL M N no M N Trace level.
MD
MAX
—— _ . _
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Keywords and Values Used in Batch Files

Keyword Values Required? Default

Description

TRXOPTI ON NOTRUNC no none
NOLOG
TRUNCONLY

USERI D string no sa

Microsoft SQL Server
transaction log backup
options. All three options
are available with SQL 6.5.
TRUNCONLY and
NOTRUNC are available for
SQL 7 and SQL 2000.

If none of the options are
selected, then the
transaction log will be
backed up and truncated.

Userid for logging into
Microsoft SQL Server.

The following describes additional keywords and values that can be used in a batch file

only for restoring Backup Exec images.

Keywords and Values Used in Batch Files to Restore Backup Exec Images

Keyword Values Required? Default Description
BACKUPPRODUCT NETBACKUP no NETBACK Specifies which
BACKUP EXEC UP product was used to
create the image that is
being restored.
CONSI STENCYCHECK FULLUNCLUDINGINDICES no none Performs the specified

FULLEXCLUDINGINDICES
PHYSICALCHECKONLY

DEFAULTDRI VEFORRESTORE char no none

consistency check after
the restore has been
completed.

Indicates the drive to
which database files
should be restored if
the original drive does
not exist.

This keyword is
applicable to SQL 7.0
or later.
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Keywords and Values Used in Batch Files to Restore Backup Exec Images

Keyword Values Required? Default Description

| NSTANCE String no none Specificies the name of
the instance to which
the files are restored.

RESTOREALLDBFI LESTO TRUE no FALSE Restores files to the

DEAULTDI R FALSE default data directory
for the destination
instance.

This keyword is
applicable to SQL
Server 2000 or later.

RESTOREALLFI LESTO TRUE no FALSE Restores all files to
DEFAULTDRI VE FALSE their original directory
on the default drive.

Create a Backup Batch File

You can use any of the backup or restore dialog boxes to create a batch file containing a
NetBackup for SQL Server script that can be executed at a later time from the Start Batch
File dialog box, from the dbbackex command line program, or by the NetBackup server
scheduler.

The following example demonstrates how to create and save a script for a simple backup
operation.
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On the Actions menu, select Backup, then Database.

The Backup Database dialog box appears.

Backup Database

DBMS Instance: <default

D atabase: i
fmaa ;
maa.test Backup Al
maad
i
e Bachup 4l
msdb Ercept...
Morthwind
Morthwindmaa Help
pubs
tempdb
TESTZ Cancel

— Backup Attribute:
MetBackup
Policy:

How many M5 SOL Server stipes? |1 Perfarm differential backup [~

J Ll L

<any

— Backup Script

Launch immediately & Save for later execution ¢

Select a database from the Database box. For this tutorial, we are going to back up

— Backup Attribute:
MetBackup
Policy:

How many M5 SOL Server stipes? |1 Perfarm differential backup [~

Northwind.
Backup Database [_ (O] %]

DBMS Instance: <default
D atabase: ol |
maa
maa.test Bachum |
maad

i
e Backup Al
msdb Except ...
Marthind
Morthwindmaa Help |
pubs
tempdb
TESTZ Cancel |

<any

— Backup Script

Launch immediately & Save for later execution ¢
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3. Inthe Backup Script radio group, pick Save for Later Execution.

Backup Database

DBMS Instance: <default

D atabase:
maa
maa.test Bachum
maad
i
e Backup Al
msdb Except ...
Marthwin
Morthwindmaa Help
pubs
tempdb
TESTZ Cancel

— Backup Attribute:
MetBackup
Policy:

How many M5 SOL Server stipes? |1 Perfarm differential backup [~

J e[ L

<any

— Backup Script

Launch immediately

4. Click OK. The following appears.

savoseimirs R
Save i Ia Mssql j gl

|1 comm batch-made-oremargan-1-4.bch FavE
|2 D5Ns batch-made-or-morgan-1-44.beh
) loginz atch-made-on-morgand. boh
|0 Servers bkup.bch
abch est.bch
batch-made-on-margan.beh restore-made-on-morgand.bch
1 | i

File name: I Save I
Save as ype: Ibatch files [*.bch) j Cancel |

———
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5. Enter afilename and click Save.

|
Save Script As EH

Save jn: Ia Mzzql

i lca] = ) sl

|1 comm
1 DSNs
) loginz
|20 Servers
abch

batch-made-on-morgan.boh

1

batch-made-on-morgan-1-4.beh FavE
batch-made-on-morgan-1-44.beh
batch-made-on-maorgand. bk

bkup.bch

rest.bch

restore-made-on-morgant.boh

| b

File name: INW’backud

Save I

Save as type: Ibatch files [*.bch)

j Cancel |

The following window appeatrs.

MetBackup Database Extension B

E:%Program Files\WERITASYMetBackuphdbexty M5 SOLANWbackup. beh,

& A backup script for databaze Morthwind has been written to

‘wiould you like to open it in notepad?

o |

Note Alternatively, in step 5 you can highlight the name of an existing file, and

NetBackup for SQL Server will append the new script to it.
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6. Click Yes. The batch file that you just created will open in Notepad.

E Nwbackup.bch - Notepad [_ O] x]
Fil= Edit Search Help

[DPERATION BACKUP ;I
OBJECTTYPE DATABASE

DATABASE HNorthwind

MAXTRANSFERSIZE @

BLOCKSIZE @

DBMS HSSQL

DSH instance1-on-juneberry
ENDOPER TRUE

Sample Batch Files

Sample 1 - Simple script to back up a database named BUSINESS.

CPERATI ON BACKUP
DATABASE BUSI NESS
ENDOPER TRUE

Note that the parameters for this operation are guided by certain default values. For
example, there will be one backup stripe, minimum trace level, and the object type will be
a database (as opposed to a transaction log). This batch file will also use the ODBC data
source name that is associated with the NT user account that executes it.
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Sample 2 - Simple script to restore a database named pubs.

OPERATI ON RESTORE

OBJECTTYPE DATABASE

DATABASE pubs

NBlI MAGE candy. MSSQL7. CANDY. db. pubs. ~. 0. 001of 001. 20000203082050. . C
MAXTRANSFERSI ZE 0

BLOCKSI ZE 0

DBVB MSSQL

DSN def aul t-i nst ance

ENDOPER TRUE

This sample restores database pubs based upon the backup NBI MAGE

candy. M5SQL7. CANDY. db. pubs. ~. 0. 001of 001. 20000203082050. . C. You can
find out which backups are available for restore by looking at the dbbackup. | og file
created when you did the backup or by using bpl i st . Refer to “Using bplist to Retrieve
Microsoft SQL Server Backups” on page 149.

Note Use the “Restore Database and Transaction Logs” dialog box of the NetBackup
Database Extension GUI in order to generate a restore script either for immediate
launch or for later execution.

Sample 3 - Perform a striped database dump. Allow multiple internal buffers per
stripe.

CPERATI ON BACKUP
DATABASE BUSI NESS
STRI PES 4

NUMBUFS 2

DSN PRODUCTI ON
ENDOPER TRUE

This example backs up the BUSINESS database using 4 data streams. Each data stream
uses 2 buffers. This backup will also use the data source name default-instance.

Sample 4 - Restore a database from multiple stripes.

OPERATI ON RESTORE
OBJECTTYPE DATABASE
DATABASE Nort hwi nd

NBI MAGE
candy. MSSQL7. CANDY. db. Nor t hwi nd. ~. 0. 001of 004. 20000216151937. . C
STRI PES 004
MAXTRANSFERSI ZE 0
BLOCKSI ZE 0
DBMS MSSQL
DSN def aul t -i nstance
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ENDOPER TRUE

For a striped restore, you must specify the number of stripes and the name of the first
backup image name.

Notice that the backup in this example is embedded with the string . 0010f 004, which
indicates that it is the first of four backups.

Sample 5 - Restore a database transaction log up to a point in time.

OPERATI ON RESTORE
OBJECTTYPE TRXLOG
STOPAT 20000216/ 14: 03: 00
DATABASE Nort hwi nd

NBI MAGE

candy. MSSQL7. CANDY. t r x. Nor t hwi nd. ~. 0. 001of 001. 20000216140321. . C
MAXTRANSFERSI ZE 0
BLOCKSI ZE 0

DBVB MSSQL

DSN def aul t -i nstance
ENDOPER TRUE

This script is executed after the database is restored. The database will be restored to the
specified point in time (Feb 16, 2000 at 2:03:00 PM), which precedes the date of the backup
log (Feb 16, 2000 at 2:03:21 PM).

Note If STOPAT is not specified, then the database would be restored to the date of the
backup log.

Note You can avoid manually staging the restoration of the database backup and the
associated log files by using the Restore Database and Transaction Logs dialog of
the NetBackup for Microsoft SQL Server GUI.

Note Since RECOVEREDSTATE was not specified, the database will be restored to a
recovered state following successful execution of this script.

Sample 6 - Perform an operation in which you explicitly specify the userid and
password that you want NetBackup for SQL Server to use when it logs in to Microsoft
SQL Server.

CPERATI ON BACKUP
DATABASE BUSI NESS
USERI D BOZO
PASSWORD OHMYGOSH
ENDOPER TRUE
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This way of specifying a userid and password is applicable only if you are using standard
Microsoft SQL Server security. See DBMS (Database Management System) Privileges for
more information.

Sample 7 - Perform multiple operations in sequence.

CPERATI ON BACKUP
DATABASE BUSI NESS
OBJECTYPE DATABASE
STRI PES 5

ENDOPER TRUE

OPERATI ON BACKUP
DATABASE RECREATI ON
CBJECTYPE TRXLOG
ENDOPER TRUE

CPERATI ON BACKUP
DATABASE EDUCATI ON
STRI PES 2

ENDOPER TRUE

OPERATI ON BACKUP
DATABASE GOVERNANCE
OBJECTYPE TRXLOG
ENDOPER TRUE

CPERATI ON BACKUP
DATABASE SURVI VAL
CBJECTYPE TRXLOG
ENDOPER TRUE

Five separate backups will be performed sequentially. Remember that each operation is
required to be completely specified.

Sample 8 - Perform a set of operations in parallel.

BATCHSI ZE 3

OPERATI ON BACKUP
DATABASE BUSI NESS
OBJECTYPE DATABASE
STRI PES 5

ENDOPER TRUE

OPERATI ON BACKUP
DATABASE RECREATI ON
CBJECTYPE TRXLOG
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ENDOPER TRUE

OPERATI ON BACKUP
DATABASE EDUCATI ON
STRI PES 2

ENDOPER TRUE

OPERATI ON BACKUP
DATABASE GOVERNANCE
CBJECTYPE TRXLOG
ENDOPER TRUE

CPERATI ON BACKUP
DATABASE SURVI VAL
OBJECTYPE TRXLOG
ENDOPER TRUE

This sample is coded identically to the previous one except that the first operation
contains BATCHSI ZE 3. This tells NetBackup to start the first three operations in parallel,
then after these are all completed begin the next set of 3. In this case, since there are just
five operations, the second batch set will contain two operations.

Sample 9 - Specify the maximum transfer size and block size for an SQL Server 7.0 or
2000 backup.

OPERATI ON BACKUP
DATABASE BUSI NESS
MAXTRANSFERSI ZE 4
BLOCKSI ZE 6
ENDOPER TRUE

This example backs up database business using a maximum transfer size of 64 kilobytes
bytes * 2+ (1M) and a block size of 512 bytes * 2¢ (32 kilobytes).

Sample 10 - Stage a database restore from a database backup, a differential backup, and
a series of transaction backups.

OPERATI ON RESTORE

OBJECTTYPE DATABASE

DATABASE Nort hwi nd

NBI MAGE

candy. MSSQL7. CANDY. db. Nort hwi nd. ~. 0. 0010f 001. 20000216135259. . C
MAXTRANSFERSI ZE 0

BLOCKSI ZE 0

DBVB MSSQL

DSN def aul t-i nst ance

RECOVEREDSTATE FALSE

- 140

NetBackup for Microsoft SQL Server System Administrator’s Guide



Using Batch Files

ENDOPER TRUE

CPERATI ON RESTORE
OBJECTTYPE DATABASE
DATABASE Nort hwi nd
DUMPCPTI ON | NCREMENTAL
NBI MAGE

candy. MSSQL7. CANDY. i nc. Nor t hwi nd. ~. 0. 001of 001. 20000216135423. . C
MAXTRANSFERSI ZE 0
BLOCKSI ZE 0

DBVB MSSQL

DSN def aul t-i nstance
RECOVEREDSTATE FALSE
ENDOPER TRUE

OPERATI ON RESTORE
OBJECTTYPE TRXLOG
STOPAT 20000216/ 14: 03: 00
DATABASE Nort hwi nd

NBI MAGE

candy. MSSQL7. CANDY. t r x. Nor t hwi nd. ~. 0. 0010f 001. 20000216140149. . C
MAXTRANSFERSI ZE 0
BLOCKSI ZE 0

DBVB MSSQL

DSN def aul t-i nst ance
RECOVEREDSTATE FALSE
ENDOPER TRUE

OPERATI ON RESTORE
OBJECTTYPE TRXLOG
STOPAT 20000216/ 14: 03: 00
DATABASE Nort hwi nd

NBI MAGE

candy. MSSQL7. CANDY. t r x. Nor t hwi nd. ~. 0. 0010f 001. 20000216140233. . C
MAXTRANSFERSI ZE 0
BLOCKSI ZE 0

DBVB MSSQL

DSN def aul t-i nst ance
RECOVEREDSTATE FALSE
ENDOPER TRUE

OPERATI ON RESTORE

OBJECTTYPE TRXLOG

STOPAT 20000216/ 14: 03: 00

DATABASE Nort hwi nd

NBI MAGE

candy. MSSQL7. CANDY. tr x. Nor t hwi nd. ~. 0. 0010f 001. 20000216140321. . C
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MAXTRANSFERSI ZE 0
BLOCKSI ZE 0

DBVB MSSQL

DSN def aul t-i nst ance
ENDOPER TRUE

This is an example of a script actually generated by the Restore Database and Transaction
Logs dialog box.

Sample 11 - Stage a database restore from a filegroup backup, several file backups, and
a series of transaction backups.

OPERATI ON RESTORE
OBJECTTYPE FI LE
OBJECTNAME TEST2_Pri mary
DATABASE TEST2

NBI MAGE

candy. MSSQL7. CANDY. fi |l . TEST2. TEST2_Pri mary. 0. 001lof 001. 20000216143717.
.C

MAXTRANSFERSI ZE 0
BLOCKSI ZE 0

DBVB MSSQL

DSN def aul t-i nst ance
RECOVEREDSTATE FALSE
ENDOPER TRUE

OPERATI ON RESTORE
OBJECTTYPE FI LEGROUP
OBJECTNAME TEST2_ FGL
DATABASE TEST2

NBI MAGE

candy. MSSQL7. CANDY. f g. TEST2. TEST2_FGL. 0. 0010f 001. 20000216143846. . C
MAXTRANSFERSI ZE 0
BLOCKSI ZE 0

DBVB MSSQL

DSN def aul t-i nst ance
RECOVEREDSTATE FALSE
ENDOPER TRUE

CPERATI ON RESTORE

CBJECTTYPE FI LE

CBJECTNAME TEST2_F&_Dat 1

DATABASE TEST2

NBI MAGE

candy. MSSQL7. CANDY. fi |l . TEST2. TEST2_FG2_Dat 1. 0. 0010f 001. 20000216144023
..C

MAXTRANSFERSI ZE 0
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BLOCKSI ZE 0

DBVB MSSQL

DSN def aul t-i nst ance
RECOVEREDSTATE FALSE
ENDOPER TRUE

OPERATI ON RESTORE
OBJECTTYPE FI LE
OBJECTNAME TEST2 F®&_Dat 2
DATABASE TEST2

NBI MAGE

candy. MSSQL7. CANDY. fi |l . TEST2. TEST2_FG2_Dat 2. 0. 0010f 001. 20000216144102
..C

MAXTRANSFERSI ZE 0

BLOCKSI ZE 0

DBVB MSSQL

DSN def aul t-i nst ance
RECOVEREDSTATE FALSE
ENDOPER TRUE

OPERATI ON RESTORE
OBJECTTYPE FI LE
OBJECTNAME TEST2 F®&_Dat 3
DATABASE TEST2

NBI MAGE

candy. MSSQL7. CANDY. fi |l . TEST2. TEST2_FG2_Dat 3. 0. 0010f 001. 20000216144126
..C

MAXTRANSFERSI ZE 0

BLOCKSI ZE 0

DBVB MSSQL

DSN def aul t-i nst ance
RECOVEREDSTATE FALSE
ENDOPER TRUE

OPERATI ON RESTORE
OBJECTTYPE FI LE
OBJECTNAME TEST2 F®&_Dat 4
DATABASE TEST2

NBI MAGE

candy. MSSQL7. CANDY. fi | . TEST2. TEST2_FG2_Dat 4. 0. 0010f 001. 20000216144150
..C

MAXTRANSFERSI ZE 0

BLOCKSI ZE 0

DBVB MSBSQL

DSN def aul t-i nst ance
RECOVEREDSTATE FALSE
ENDOPER TRUE
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OPERATI ON RESTORE

STOPAT 20000216/ 02: 44: 28
OBJECTTYPE FI LE
OBJECTNAME TEST2_F&_Dat 4
DATABASE TEST2

NBI MAGE candy. MSSQL7. CANDY. t r x. TEST2. ~. 0. 0010of 001. 20000216143803.. C
MAXTRANSFERSI ZE 0

BLOCKSI ZE 0

DBVB MSSQL

DSN def aul t-i nstance
RECOVEREDSTATE FALSE
ENDOPER TRUE

OPERATI ON RESTORE

STOPAT 20000216/ 02: 44: 28
OBJECTTYPE FI LE
OBJECTNAME TEST2_FQ&_Dat 4
DATABASE TEST2

NBI MAGE candy. MSSQL7. CANDY. t r x. TEST2. ~. 0. 0010of 001. 20000216144428. . C
MAXTRANSFERSI ZE 0

BLOCKSI ZE 0

DBVB MSSQL

DSN def aul t-i nst ance
ENDOPER TRUE

This is an example of a full database restore script actually generated by the Restore
Database Files and Filegroups dialog box.

Run NetBackup Batch Files

1. Complete the procedure for typing your default login parameters as described in
“Initial Startup” on page 62.

2. On the Actions menu, select Batch Files.
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The following dialog box appears.

Start Batch File 1=

Look jr: Ia MzSql

] = ) el

test2 boh

File name: I

Help

Start I
Filez of type: Ibatch and script files [ bch) j Cancel |
Policy: I Y J

3. Double-click a batch file from the file list. For this tutorial, we are going to select

bkup. bch. The name of the batch file will appear the File Name: box.

Start Batch File 1=

Look jr: Ia MzSql

] = ) el

test2 boh

rest.bch
testl.bch

File name: Ibkup.bch

Start

Filez of type: Ibatch and script files [ bch)

j Cancel

MetBackup

v <any>
Policy: I

j Open File

Help

kE

4. Click Start. The following appears.

MetBackup Database Extension ]

& Start batch file 'C:AWERITAS Ynetbackupdbexst\MSSHLbkup.beh'™

o |

5. Click Yes.

6. From the View menu, select Monitor Jobs.
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The following dialog box appears.

View Status [M550L)

Operation Type

Time Requested Operation Status

Backup 2416400 31331 PM Successful
Backup 2416400 3:08:54 Pt Successful
Unknown 2416400 2:42:53 PM Eror [-1]

Backup 2416400 2:44:28 PM Successful
| =IEWN PYRTOY MAC 00 D AN Dk Coammmmabol

— Selected Operation:

Fiefrezh Rate [seconds]: |1 ﬂ
w

V ‘erhose l}\

Frogress:

15:20:04 IMF - Compression = 0

15:20:04 IMF - Multiplexing = 0

15:20:04 INF - Client read timeout = 300

15:20:05 INF - Media mount timeout = 0

15:20:06 [2073.96] <43 dbclient: INF - DEClient has been opened for stipe #1
15:20:06 [2073,2097] <4> dbclient: INF - DBEClient has been opened for stripe #2
15:20:08 [2073,2093] <4> dbclient: INF - DBEClient has been opened for stripe #3
15:20:09 INF - Data buffer size = 32768

15:20:11 [2073.215] <4» dbclient: INF - DEClient has been opened far stripe #0

1
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Browsing Objects on Remote SQL Server Installations

You can use NetBackup for SQL Server to browse databases and database backup images
on a remote host. Then, you can create batch files for backing up and restoring the SQL
Server databases on the remote host. To actually perform the remote backup or restore
operation, you need to save the generated batch file on the remote host and launch the
operation from there. You can perform the job launch either by logging onto the remote
host; or, you can launch the operation via the NetBackup scheduler.

To do remote browsing, SQL Server is required on the remote host as well as NetBackup
for SQL Server. You must create an ODBC Data Source Name on your local host which
identifies the remote SQL Server instance. To create a DSN for a remote host, specify the
remote host name in the Create a New Data Source for SQL Server screen of the ODBC
Administrator (see “Create ODBC Data Source Names” on page 43). Identify the remote
instance as either hostname (for the default instance), or hostname\instance (for a named
instance).

After you have created a remote DSN, select it from the Data Source Name list of the Set
database login parameters dialog box. When you click OK, to confirm your selection, you
will see a pop-up message that says: You have sel ected an ODBC Data Source Name
for <hostnanme>, which is a non-local host. Click OK to close this pop-up
message. NetBackup for SQL Server is now ready to browse databases for the remote host.

When you have selected a remote database instance from the Set database login
parameters dialog box, notice that the backup and restore dialog boxes always open with
the Backup (or Restore) Script radio group set to Save for later execution, and the Launch
immediately option disabled. Immediate launch is disabled because the generated script
must be executed on the remote host that you are logged on to. After you select OK from
the backup or restore dialog box, use the Save Script As dialog box to navigate to the
install_path\ Net Backup\ dbext\ MSSQL\ folder on the remote host, and save the batch
file there.

After saving the batch file on the remote host, you can either launch the batch file from the
local installation of NetBackup for SQL Server or you can use the NetBackup Scheduler to
launch the batch file. For information about launching a batch file using the NetBackup
Database Extension GUI, see “Run NetBackup Batch Files” on page 144. For information
about using the NetBackup Scheduler to launch a batch file, see “Configuring a
NetBackup Policy” on page 18, which describes how to create an automatic backup
schedule for an MS-SQL-Server backup policy.
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Start Striped Backups and Restores

NetBackup for SQL Server supports backup striping in order to open multiple streams for
a single backup or restore operation. This capability maps directly to functionality
supported by the Microsoft version of the SQL backup and restore commands. When you
back up an object to multiple streams, NetBackup stores each stream as a separate image.
These backups can be multiplexed to a single storage unit or they can each be written to
separate storage units depending on how you configured the NetBackup master server.
(See “Configuring for Striped Backups and Restores” on page 42 for more information).
Either way, all of the backups must be provided simultaneously to Microsoft SQL Server
in order to perform the restore.

Caution Backup striping can have a negative impact on performance in Microsoft SQL
Server 6.5, regardless of whether you use multiplexing.

Striped backups can be started by setting the “How Many MS SQL Server Stripes” box to
a number greater than 1. When you create a batch file yourself, you can invoke backup
striping by using the parameter STRIPES and setting it to an integer value greater than 1
and less than 33.

Restoring backups from multiple stripes is automatic from the Restore Database and
Transaction Logs dialog box, and from the Restore Database Files and Filegroups dialog
box. The backup object will be represented as a single backup with the accompanying
notation, “<n> stripes". You simply select the object you wish to restore and NetBackup
for SQL Server will find all of the related backups and restore them.

If you wish to create your own batch file to restore a striped object, you need to use the
STRIPES keyword to specify the number of stripes that were used on the backup. In
addition, for the NBIMAGE keyword, you specify only the name of the first stripe. See
“Using bplist to Retrieve Microsoft SQL Server Backups” on page 149 for more
information about backup names used for Microsoft SQL Server objects.
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Using bplist to Retrieve Microsoft SQL Server Backups

If you restore Microsoft SQL Server databases or create restore scripts from either of the
NetBackup for SQL Server restore dialog boxes, then bpl i st is run internally by
NetBackup for SQL Server. If you plan to create a restore script manually, then you can
use bpl i st to obtain image names.

This section describes how to use the bpl i st command to obtain NetBackup for SQL
Server restore images. See the NetBackup User’s Guide for UNIX or the NetBackup User’s
Guide for Windows for general information about bplist. To extract all of the NetBackup for
SQL Server backups from a specific server for a specific client, execute the following
command from the MS-DOS prompt.

install_path\ Net Backup\ bi n\ bpli st -C <client> -t 15 -S <server> -R \

wher e <client> is the host machine on which NetBackup for SQL Server resides and
<server> is the host machine of NetBackup server.

The following example shows how to obtain the list of Microsoft SQL Server backups
backed up from client candy to server candy:

Example

C:.\ Program Fi | es\ Net Backup\ bi n\bplist -C candy -t 15 -S candy -R\

candy. MSSQL7
candy. MSSQL7
candy. MSSQL7
candy. MSSQL7
candy. MSSQL7
candy: \ MSSQL
candy: \ MSSQL
candy: \ MSSQL
candy: \ MSSQL

. CANDY. t r x. pubs. ~. 0. 0010f 004. 20010822153001. . C: \

. CANDY. tr x. pubs. ~. 0. 0040f 004. 20010822153001. . C: \

. CANDY. tr x. pubs. ~. 0. 0030f 004. 20010822153001. . C: \

. CANDY. t r x. pubs. ~. 0. 0020f 004. 20010822153001. . C: \

. CANDY. f g. pubs. PRI MARY. 0. 001of 001. 20010822152856. . C: \

7\ CANDY\ t r x\ maa. t est\ ~\ 0\ 001of 001\ 20010822151021\\ C: \

7\ CANDY\ f g\ nma. t est \ PRI MARY\ 0\ 001of 001\ 20010822145719\\ C: \
7\ CANDY\ f g\ naa. t est\ PRI MARY\ 0\ 001o0f 001\ 20010822145719\\ C: \
7\ CANDY\ f g\ nma. t est \ naa. dat 2\ 0\ 001of 001\ 20010822145658\\ C: \

candy: \ MSSQL7\ CANDY\'t r x\ nma. t est\ ~\ 0\ 001of 001\ 20010822145445\\ C: \

candy: \ MSSQL7\ CANDY\ i nc\ maa. t est\ ~\ 0\ 001of 001\ 20010822145319\\ C: \

candy: . MSSQL7. CANDY. db. mast er. ~. 0. 001of 001. 20010822145319. . C:\

candy: \ MSSQL7\ CANDY\ i nc\ nma. t est\ ~\ 0\ 001lof 001\ 20010822145319\\ C: \

candy: \ MSSQL7\ CANDY\ i nc\ nmaa. t est\ ~\ 0\ 001of 001\ 20010822145319\\ C: \

candy: \ MSSQL7\ CANDY\ db\ maa. t est\ ~\ 0\ 001of 001\ 20010822144623\\ C: \

candy: \ MSSQL7\ CANDY\'t r x\ nma. t est\ ~\ 0\ 001of 001\ 20010822143025\\ C: \

candy: \ MSSQL7\ CANDY\ i nc\ nmaa. t est\ ~\ 0\ 001of 001\ 20010822140737\\ C: \

candy: \ MSSQL7\ CANDY\ t r x\ maa. t est\ ~\ 0\ 001of 001\ 20010822140424\\ C: \

candy: \ MSSQL7\ CANDY\ i nc\ nma. t est\ ~\ 0\ 001lof 001\ 20010822140131\\ C: \

candy: \ MSSQL7\ CANDY”~ | NSTANCE1\ db\ nmaa. t est\ ~\ 6\ 001of 001\ 20010822135825\\ C: \
candy: \ MSSQL7\ CANDY” | NSTANCE1\ db\ naa. t est\ ~\ 6\ 001of 001\ 20010822135825\\ C: \
candy: \ MSSQL7\ CANDY” | NSTANCE1\ db\ maa. t est\ ~\ 6\ 0010f 001\ 20010822135825\\ C: \
candy: \ MSSQL7\ CANDY”~ | NSTANCE1\ db\ nmaa. t est\ ~\ 6\ 001of 001\ 20010822135825\\ C: \
candy: \ MSSQL7\ CANDY” | NSTANCE1\ db\ naa. t est\ ~\ 6\ 001of 001\ 20010822135825\\ C: \
candy: \ MSSQL7\ CANDY” | NSTANCE1\ db\ maa. t est\ ~\ 0\ 0010f 001\ 20010822135825\\ C: \
candy: \ MSSQL7\ CANDY”~ | NSTANCE1\ db\ naa. t est\ ~\ 0\ 001of 001\ 20010822135825\\ C: \
candy: \ MSSQL7\ CANDY”~ | NSTANCE1\ t r x\ maa. t est\ ~\ 0\ 0010f 001\ 20010822131741\\ C: \
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candy:
candy:
candy:
candy:
candy.
candy.
candy.
candy.
candy.
candy.
candy.
candy.
candy.

\ MSSQL7\ CANDY\ f i | \ maa. t est \ Maa. dat\ O\ 001of 001\ 20010822095014\\ C: \
\ MSSQL7\ CANDY\ f g\ maa. t est \ maa. dat 2\ 0\ 001of 001\ 20010822094829\\ C: \
\ MSSQL7\ CANDY\ f g\ nma. t est \ PRI MARY\ 0\ 001of 001\ 20010822094752\\ C: \
\ MSSQL7\ CANDY\ db\ maa. t est \ ~\ 0\ 001of 001\ 20010822094555\\ C: \

VBSQL.
MBSQL.
VBSQL.
VBSQL.
MBSQL.
VBSQL.
VBSQL.
MBSQL.
VBSQL.

CANDY. db. maa. ~. ~. 001of 001. 20010821162717. . C:\
CANDY. db. maa. ~. ~. 0010f 001. 20010821153544. . C:\
CANDY. t r x. maa. ~. ~. 0010f 001. 20010821132516. . C:\
CANDY. db. maa. ~. ~. 001of 001. 20010821131456. . C:\
CANDY. t r x. naa. ~. ~. 001o0f 001. 20010821125842. . C:\
CANDY. t r x. maa. ~. ~. 0010f 001. 20010821125814. . C:\
CANDY. db. maa. ~. ~. 001of 001. 20010821124837. . C:\
CANDY. t r x. naa. ~. ~. 0010f 001. 20010821124733. . C:\
CANDY. t r x. maa. ~. ~. 0010f 001. 20010821122059. . C:\

Note The colon and backslash, which terminate each line, are not part of the backup

name.

The backup name is a string consisting of the following components separated by a
delimiter specified by the character preceding the “C” at the end of the backup image

name.
1. The host machine where SQL Server resides.
2. The Microsoft SQL Server version
- MsSQL, for version 6.5
- MsSQL7, for version 7.0 or 2000
3. The instance name.
Named instances are formatted as hostinstance-name. The default instance is simply
the name of the host machine.
4. The object type
- db, for database
- i nc, for differentials
- trx, fortransaction log
- f g, for filegroup
- fil,forfile
5. Database name
6. The name of the file or filegroup if the object type is a file or filegroup; otherwise the

symbol ~ is used.
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7. For Microsoft SQL Server 7, the blocksize, specified as 256 kilobytes bytes * 2 becksize, For
Microsoft SQL Server 6.5, the filed is specified as ~.

8. <stripe number>of<total stripes>

For non-striped dumps, this item is always 001of 001. For striped dumps, there is
one backup for each backup stripe. <total stripes> is the total number of stripes for the
backup. <stripe number> is the count number of the backup for that backup, starting
with 001.

9. The timestamp in YYYYMMDDHHMMSS.

10. The character immediately preceding the version indicator is the delimiter, which by
default is a period. However, if a period is used in any of the fields, the delimiter may
be another character. Version indicator for NetBackup for SQL Server. “A” indicates
that the image was created for NetBackup 3.2. “B” is for NetBackup 3.4. “C” is for
NetBackup 3.4.1 and higher.

Note If you restore Microsoft SQL Server databases or create restore scripts from either of
the NetBackup for SQL Server restore dialog boxes, bpl i st is run internally by
NetBackup for SQL Server.
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Disaster Recovery

This section contains information and instructions on restoring the Microsoft SQL Server
in a disaster recovery scenario.

Preparing for Disaster Recovery of Microsoft SQL Server

When developing a Microsoft SQL Server disaster preparation strategy, consider the
following suggestions:

0 Keep hard copy information concerning the structure of each database as it exists on

Microsoft SQL Server.

For Microsoft SQL Server 6.5, include information such as what devices the database
occupies, devices used for any indexes and job logs, and any other configuration
notes. Make sure to include the device and database size and characteristics. These
devices must be re-created before a database can be recovered.

You can also find rebuild information in NetBackup in the backup log files for any
database that has been backed up.

NetBackup cannot back up the actual flat database files while Microsoft SQL Server is
running because the files are open and in use. Using the NetBackup for Microsoft
SQL Server database extension, NetBackup is able to backup the data contained in the
database, but not the physical structure of the database. Consequently, databases
must be manually rebuilt using SQL Server Setup (Microsoft SQL Server 6.5) or
Rebuild Master (Microsoft SQL Server 7.0 or later) to recover from a catastrophic
failure. While this procedure is not difficult, it can be time consuming on slower
machines, and requires hard copy records to complete the rebuild process.

Back up the master database whenever any changes are made to Microsoft SQL
Server.

Disaster Recovery Requirements for Microsoft SQL Server

O The latest backup of the Microsoft SQL Server directory (\ M5SQL, \ MSSQL7, or for

SQL 2000 Server,\ Program Fi | es\ M crosoft SQ. Server\ MSSQ.), and the
Windows NT/2000 registry.

The Microsoft SQL Server Database, Differential (Microsoft SQL Server 7.0 or later)
and Log backups to be recovered, and any subsequent user-defined table or
user-defined filegroup backups.

An Administrator login account (or an Administrator equivalent) during this
procedure.
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Disaster Recovery of Microsoft SQL Server

Automatic Recovery is a feature built into Microsoft SQL Server. It is intended to correct
minor problems created when there is a relatively small, temporary problem with the
server, such as a short term power failure or a partial media failure (bad sector), However,
most disasters are beyond the scope of the automatic recovery feature. For example, if a
database becomes severely corrupted, or there is a catastrophic failure, recovery must be
initiated by the system administrator.

User-initiated recovery could entail either restoring the entire server, including the
Microsoft SQL Server databases, from full system backups, or restoring only the Microsoft
SQL Server databases to a newly-installed or other available Microsoft SQL Server.

Restoring the entire server has the added benefit of recovering other applications and data
which may have resided on the server at the time of failure, and can be accomplished
using one of the following methods:

0 Manual recovery of the server. This method involves manually restoring the server
from full system backups (see “Preparing for Disaster Recovery of Microsoft SQL
Server” on page 152 and “Disaster Recovery Requirements for Microsoft SQL Server”
on page 152).

O The Intelligent Disaster Recovery option. This option provides a more automated
method of restoring the server from full system backups. Refer to the NetBackup
System Administrator’s Guide for more information.

Alternatively, the Microsoft SQL Server databases can be restored to a newly-installed or
other available server. This server must be running the same version of Windows
NT/2000 on the same hardware platform (cross-platform restores are not supported), the
same Service Pack level, and the same version of Microsoft SQL server with the same
service pack as the original server.

For the purposes of disaster recovery, you should only be restoring to a new installation of
Microsoft SQL Server. If you want to restore to an existing installation of Microsoft SQL
Server with other active databases, refer to “Disaster Recovery.”

After recovery of the server is complete, or after the new server installation is available,
recovery of the Microsoft SQL Server databases can begin.

Disaster Recovery of Microsoft SQL Server Databases

If you are restoring to a new Microsoft SQL Server installation, skip the steps for
rebuilding the master database and proceed with recreating database devices and
databases (Microsoft SQL Server 6.5) or starting Microsoft SQL Server in single-user mode
(Microsoft SQL Server 7.x or later).
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v To rebuild the master database

1.

2.

For Microsoft SQL Server 6.5, use Microsoft SQL Server Setup to select the Rebuild
Master Database and rebuild the master database using the same character set and
sort order as the master database backup that is to be restored.

For Microsoft SQL Server 7.0 or later, use the Rebuild Master utility
(\ MSSQL7\ bi nn\ Rebui | dm exe).

When complete, restart the Microsoft SQL Server services if necessary.

v To recreate database devices and databases (SQL Server 6.5)

1.

4,

5.

For Microsoft SQL Server 6.5, use the SQL Enterprise Manager to recreate all of the
Microsoft SQL Server devices that were current when the master database was backed
up:

The devices must be created in the same order (use the virtual device number) and of

the same sizes as when they were initially created. If necessary, the devices must also
be regrown on the same increments as they were during the lifetime of the devices.

For Microsoft SQL Server 6.5, recreate all Microsoft SQL Server databases that were
current when the master database was backed up.

The databases and associated transaction logs must be created with the same sizes as
when they were initially created. If necessary, the databases and associated
transaction logs must also be regrown in the same increments as they were during the
lifetime of the databases and transaction logs.

Click on the Windows Start menu, point to Settings, then click Control Panel.

Double-click on Services.

Stop all of the Microsoft SQL Server services.

v Starting SQL Server in single-user mode

1. On the Windows Start menu, point to Settings, then click Control Panel.
- OnWindows NT, double-click on Services.
- On Windows 2000, double-click on Administrative Tools, then double-click on
Services.
——— _ . _
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2. Start the MSSQLServer service or the default instance of SQL Server in single-user
mode by typing the following in the Startup Parameters box of the Services dialog

Hw! Profiles. ..
Startup Parameters:

box:
/'m
Services [ %]
Service Status Startup
el M anual !

MS5ELS erveraDHelper M anual Start |
Met Logon Started Automatic
MetBackup Client Service Started Automatic Stop |
MetBackup Databaze Manager %arted Automatic J P
MetBackup Device Manager Automatic: &I
MetBackup Request Manager Started Automatic e |
MetBackup Yolume Manager Started Automatic —
Metwork DDE Manual Sl
Metwark DDE DSDM Marual x| —I

fim Help

3. Click Start.
4. Click Close to close the Services dialog box.
5. Open the NetBackup for MS SQL Client.

6. Locate all the media required to perform the restore operations. From the Actions
menu, choose Restore and Databases, Differentials and Transactions.
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7. Select the backup image that contains the copy of the master database to be restored.

Restore Database and Transaction Logs M= 3
History of M5 SOL Server objects backed up to MetBackup Server on bugsbunny QK
for instance BUGSEUNNY <DEFALLT> [04/22/2001 to 05/22/2001) -
elp
Cancel
Refresh or
Filter Backup
Morthwind % Histary
pubz —
: Database
Database
backup

Differential

backup
% Trahsaction

log backup

Selected
ES far restore
— Recover tranzaction log -
() Tj it it ke |2DD1 ﬂyea[ |1 il ﬂ hour € At Tranzaction log mark.
) Mo trarsaction [og mark o lﬁ
IBAI1E3 |5 j man |42 ﬂ min Pl e
€ T trarsaction o ek Gt ater E E 7 s
. = = Tranzaction log mark, description
| Before tatisaction [ag mark |22 j day |44 j FEC |
(| Before tatsaction [og mark bub after
— Restore Option: Fiestore Script
Erestare single ol Launch
transactiong Restare o +  Perform full database restore e
r [eiej e ' recovered " Create database move script
. 0 state? r i : Save for later
liij=t= il [Sreate partial databiase restore senph execution

Select only the master database at this time. Also, ensure that the Restore to
recovered state checkbox is checked.

8. Click OK.

Note While in single-user mode, the Microsoft SQL Server automatically stops
immediately after the master database restore completes.

9. After the restore operation has completed, restart the MSSQLServer service, or the
appropriate instance service for SQL 2000.

10. Continue restoring the remaining SQL Server Databases.

Follow the instructions for restoring Microsoft SQL databases, differentials,
transaction logs, files and filegroups from the “NetBackup Restore Operations” on
page 76.

When all of the restore operations have completed successfully, then the recovery of the
Microsoft SQL Server databases is complete.
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After the recovery has been completed, it is strongly recommended that a full database
backup be performed as soon as possible.
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Using NetBackup for SQL Server with Microsoft Cluster

Server

Note This information is for a two node configuration. NetBackup supports up to four
node clusters for SQL Server.

This section describes how to use NetBackup for Microsoft SQL Server to back up and
restore a virtual SQL Server 7 and SQL Server 2000 installation that has been configured
with Microsoft Cluster Server. The procedures described are applicable if SQL Server
exists in its own cluster or if it shares a cluster with a virtual NetBackup Media Server. If
SQL Server shares a cluster with a virtual NetBackup media or master server, then SQL
Server and the NetBackup server may be placed in the same group; but they must have
different IP and network names.

You can use NetBackup for SQL Server to back up both active-passive and active-active
SQL Server installations.

In the following sections, example names are used. For example, let VIRTUALSERVER be
the name of the virtual SQL Server instance in an active-passive configuration. Also, let
NODEA and NODEB be the names of the physical nodes in the cluster. Let NODEQO be the
name of the master server.

For an active-active configuration, there would be two or more SQL Server instances, say,
VIRTUALSERVER1 and VIRTUALSERVER2. To configure for active-active, use the
following instructions first to configure VIRTUALSERVERL1 and then to configure
VIRTUALSERVER2. Continue with the same procedure for any additional virtual SQL
Server instances.

NetBackup Server Configuration Parameters

Perform the following configuration steps after the virtual installation of SQL Server
(VIRTUALSERVER) has been created and (if applicable) the virtual installation of
NetBackup media server has been created, as well. The following actions must be
performed on the master server (or on a NetBackup remote client console acting for the
master server).
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1. Using the NetBackup Administration Console, create a MS-SQL-Server policy (for
example, VIRTSQLPOLICY), to specify the storage attributes of the backup. Set up the
following attributes:

a. Policy-storage unit: Specify a storage unit belonging to the storage group
intended for backup. If you are using a virtual media server, then specify a
storage unit belonging to the virtual media server.

b. Create a backup policy schedule for VIRTSQLPOLICY.
c. Add the virtual SQL Server name (VIRTUALSERVER) to the client list.

2. Toincorporate SQL Server backup scheduling, create an automatic schedule in the
VIRTSQLPOLICY. Create the automatic schedule as follows:

a. Add an automatic backup schedule to VIRTSQLPOLICY.
b. Add one or more script names (batch files) to the file list.

3. Create a standard backup policy (say, STDPOLICY). Add both physical nodes
(NODEA and NODEB) to the client list of STDPOLICY.

4. Establish the permissions settings as follows for a redirected restore to a different
client: On the master server, either:

- Create afile called
install_path\ Net Backup\ db\ al t names\ No. Restri cti ons

or

- Create each of the files, install_path\ Net Backup\ db\ al t names\ NODEA,
install_path\ Net Backup\ db\ al t names\ NODEB.

Note Creating the No. Restri cti ons file allows all clients to perform redirected
restores to different clients. This parameter may need to be added and removed
according to site policies.

NetBackup Client Configuration Parameters

Install NetBackup for SQL Server on each physical node. Perform the following steps on
both NetBackup clients, NODEA and NODEB:
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1. Check to make sure that the Master Server NODEQ is in the server list for this
NetBackup client. If it is not, then add it using the Backup, Archive, and Restore
interface.

2. Create a user ODBC data source name (for example, VIRTUALDSN) for the virtual
SQL Server. Specify the server as VIRTUALSERVER. Be sure to add a description.

3. Open the NetBackup for SQL Server interface.

4. From the Options menu, choose Set Database Login Parameters.
5. Select VIRTUALDSN from the Data Source Name list.

6. From the Options menu, choose Set NetBackup Client Options.
7. Select NODEO from the Current NetBackup Server list.

8. Close the NetBackup for SQL Server interface.

Note Perform these steps on both physical nodes.

Performing a SQL Server Backup

Although NetBackup for SQL Server supports browsing for databases and images on
either of the physical nodes, a user backup or restore will not be successful unless it is
launched from the platform host that is active. After NetBackup has been configured as
described in the previous sections, backing up a SQL Server database from a virtual
instance is similar to backing up a database from a non-virtual one.

1. Open the NetBackup for SQL Server interface on the active platform node.

2. From the Actions menu, choose Backup and point to Database.

3. Select one or more databases.

4. Inthe NetBackup Policy field, enter the name of the MS-SQL Server policy
(VIRTSQLPOLICY) that was created for specifying storage attributes for the virtual
SQL Server backup.

5. Click OK.
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Performing a SQL Server Restore

1.

2.

Open the NetBackup for SQL Server interface on the active platform node.

From the Actions menu, select Restore and point to databases, differentials, and
transaction logs.

When asked, Woul d you |i ke to change the database instance? choose
Yes.

The Backup History dialog box appears.

From the Host computer list, select the Virtual Server name (VIRTUALSERVER) as
the host computer.

Choose <default> as the instance name.

Click OK.

The Restore Database and Transaction Logs dialog box appears.
Select a backup image or staged image list.

Click OK.
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Performing Backups and Restores in a SAP Environment

With NetBackup you can perform scheduled SAP backups, in accordance with a
predefined backup strategy, or manual backups that are not planned and may be
necessary in exceptional situations. The practices described here are based on the
practices recommended by SAP in SAP/MS SQL Server 2000 DBA in CCMS.

The NetBackup backup and restore procedures for the SAP R/3 database are identical to
the NetBackup procedures with any other Microsoft SQL Server database.

NetBackup for SQL Server allows you to create scripts in order to perform full or
differential backups of databases and backups of transaction logs. In addition to the
database backups and restores, NetBackup also provides the capabilities to backup the
SAP file systems.

Manual Backups

The administrator on the master server can use the NetBackup Administration Console to
manually execute an automatic backup schedule for an “MS-SQL-Server” policy, where
the R/3 database is specified in the backup script. For more information, see the section
on manual backups in the Netbackup System Administrator Guide - Windows NT/2000.

Policy Configuration

In order to automatically perform backups of a SAP environment, you need to create
backup policies. A backup policy with the “MS-SQL-Server” policy type selected must be
created for R/3 database backups. Batch files, which will initiate the backup of the
database and transaction logs, must be added to the Scripts list in the policy. For
information on creating the scripts needed, see “Creating Scripts to be Used in Automatic
Backup Schedules” below. For information on MS-SQL-Server policies, see the
instructions in “Configuring a NetBackup Policy” on page 18.

For backups of the executables disk (a file-system backup), a backup policy must be
created with the “MS-Windows-NT” policy type selected. For information on
MS-Windows-NT policies, see the Netbackup System Administrator Guide for Windows.

Creating Scripts to be Used in Automatic Backup Schedules

NetBackup for SQL Server uses batch files to initiate database backup and restore
operations. A batch file must be created for database backups and for transaction log
backups. These batch files must then be added to the Scripts list in the backup policies
you've created.
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v To create a script for database backups

1.

6.

7.

From the Windows Start menu, select Programs, NetBackup, then NetBackup MS
SQL Client.

The NetBackup for Microsoft SQL Server Graphical User Interface will open.

On the Actions menu, select Backup, then Database.
The Backup Database dialog box will appear.

Select Perform Differential Backup if you want to perform a differential backup,
rather than a full backup.

Select the R/3 database in the Database list

Select Save for later execution to save the generated script for scheduled backups.

Select Launch immediately in the Backup Script group to run the backup
immediately.

Click OK.
Indicate a filename and click Save.

On the View menu, select Monitor Jobs.

Note You must check that each backup operation is completed successfully. See

“Monitoring Backups” on page 164 for more information.

v To create a script for transaction log backups

1.

Before starting a transaction log backup, the database administrator should perform
the following actions on the SQL Server.

- If SQL Server 6.5 is installed, place the transaction log onto a separate database
device from its database.

- Set the Transaction Log Backup Options database option to off. This is an option
on the SQL Server interface that applies to the databases

The entire sequence of transaction logs generated following any database dump must
be maintained on the same NetBackup server. NetBackup for SQL Server requires
that you follow these guidelines in devising your backup strategy in order to ensure
success in restoring your database.

On the Actions menu, select Backup, then Transaction Log.
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6.

7.

The Backup Database Transaction Log dialog box appears.
Select the R/3 database transaction log in the Database list box.

Select Save for later execution to save the generated script for scheduled backups.

Select Launch immediately in the Backup Script group to run the backup
immediately.

Click OK.
Indicate a filename and click Save.

On the View menu, select Monitor Jobs.

Note You must check that each backup operation is completed successfully. See

“Monitoring Backups” for more information.

Monitoring Backups

Scheduled backups should be checked regularly to ensure they were completed
successfully.

Always check that:

g

g

The most recent backup has run successfully. See “Progress Reports Created for
NetBackup for SQL Server on the Client” on page 168.

All the backups in the backup cycle are being executed according to the schedule.
Gaps in a backup sequence can have serious consequences in a subsequent attempt to
restore the database.

Restoring the R/3 Database

This section describes how to restore the R/3 database.

O
O

Restoring the R/3 Database after a Disk Crash

Restoring the Database and Transaction Log Backups

Note The R3 database must not be in use when performing a restore operation. Make

sure that all SAP services are stopped before attempting a restore using NetBackup.
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Including Differential Backups in a Restore Operation

If you incorporated differential backups in the backup strategy, the restore process differs
depending on the type of backups available.

O If differential backups were made after the last full database backup, restore the last
database backup followed by the most recent differential backup. Then apply all
subsequent transaction logs.

O If no differential backups were made since the last full database backup, restore the
last full database backup and then apply all subsequent transaction logs.

O If several differential backups are available, but the latest one cannot be read.

Restore the most recent full database backup and then you restore the latest readable
differential backup. Then apply all subsequently created transaction logs.

Restoring the R/3 Database after a Disk Crash

This section describes how to restore the database when the R/3 database disk system is
damaged or the transaction log disk system is damaged. This process is only applicable to
a configuration with three disk systems: one system for the R/3 database, one for the R/3
transaction logs and one for all others.

The database restore is comprised of a number of phases.

1. Backing up the current transaction log

If the disk system on which the R/3 database resides is damaged, it is vital to immediately
backup the currently active transaction log to prevent loss of data. Without a backup of the
current log, the database can only be restored to the status at the time of the last
transaction log backup. If work has been carried out on the R/3 system since then,
this work will be lost.

2. Replacing damaged disks

Replacing damaged disks in a RAID disk system is normally a straightforward
procedure. If you are uncertain how to proceed, refer to the documentation of your
hardware vendor to find out how to handle the disks. The new disks must be
formatted and assigned the same drive letter as the old disks.

3. Restoring the database and transaction logs

The central phase of a restore operation is the reloading of the database backup and
the application of the available transaction logs. When the database backup is
reloaded, the database files are automatically recreated and the data is copied from
the backup device to the newly created files. Once this has been done, the transaction

Chapter 4, Using NetBackup for SQL Server 165 ¥



Performing Backups and Restores in a SAP Environment

logs are applied in the same sequence as they were originally made. In a final step,
open transactions that were not completed at the time of the database failure are
rolled back.

Restoring the Database and Transaction Log Backups

NetBackup MS-SQL Server Agent GUI provides for automatic staging. By selecting the
latest transaction log backup, the GUI automatically restores the previous full database
backup along with any optional differential backups and subsequent transaction log
backups. There is also the option to specify a point in time to which to restore to.

The overall restore process consists of several restore phases:

1. Restoring the most recent database backup

2. Restoring the latest differential database backup (if available)
3. Restoring all succeeding transaction log backups

4. Restoring the latest transaction log backup

Caution To restore the R/3 database you first restore the most recent database backup
and then the subsequent transaction logs. During the entire procedure, do not
execute any transactions and do not shut down the database server. A server
shutdown would write a checkpoint to the log and, as a result, you would not
be able to restore further transaction logs.
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This section describes the tools that are available to help you prevent some common,
however infrequent, problems encountered with the daily operation of the SQL Server.
For more in-depth information, please refer to the Microsoft Support web site.

This chapter contains information on the following troubleshooting tools:

g

o o o o

Progress Reports Created for NetBackup for SQL Server on the Client
NetBackup for SQL Server Logs

Changing the Debug Level

NetBackup Reports

Preventing Timeout Failures on Large Database Restores
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Progress Reports Created for NetBackup for SQL Server on
the Client

NetBackup for SQL Server creates a progress report for each operation that has been
initiated. This report contains summary information concerning the overall status of
your job. The reports are contained in directory

install_path\ Net Backup\ | ogs\ user _ops\ mssql \ | ogs and can be conveniently
viewed by opening the progress report viewer from the NetBackup for SQL Server GUI.

The progress report contains the following types of information:

O

O o o O

the batch keywords and values which define the operation. See “Create Batch Files”
on page 125 for information about the batch file syntax

summary information about the operation
information about the operation as it progresses
any error conditions or warnings that cause the operation to fail

the final outcome of the operation, whether it succeeded or failed and how long it
took

The following is a typical progress report created for a database backup.

Line Text

~N o o B~ W N -

10

11
12
13
14

database pubs40
operation BACKUP
buffers 2

objecttype DATABASE
endoper TRUE

17:30:43 [171,90] <4> dbbackrec: INF - DUMP STARTED. Batch = bkup21.bch, Op# = 1.

17:30:43 [171,90] <4> InitPipelnfo: INF - Using backup image
'tiger.MSSQL.db.pubs40.0010f001.19971205173043".

17:30:43 [171,90] <4> dbbackrec: INF - dump database pubs40 to pipe
=\\.\pipe\pubs40-pipe0’

17:30:43 [171,90] <4> dbbackrec: INF - #Stripes: 1, #Bufs per stripe 4, To: NetBackup on
saturn

Backup started 12/05/97 05:30:43

17:31:00 INF - Data socket = saturn.domain.com.4995
17:31:00 INF - Name socket = saturn.domain.com.4994
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15
16
17
18
19
20
21
22
23
24

25
26
27

17:31:00 INF - New data socket = saturn.domain.com.4997

17:31:00 INF - Compression =0

17:31:00 INF - Multiplexing = 0

17:31:01 INF - Client read timeout = 900

17:31:01 INF - Media mount timeout = 900

17:31:06 [171,76] <4> dbclient: INF - DBClient has been opened for stripe #0
17:31:07 INF - Data buffer size = 32768

17:31:09 INF - Beginning backup on server saturn of client tiger.

17:31:14 INF - Server status =0

17:31:17 INF - Backup by Administrator on client tiger using policy HO_MSSQL_1: the
requested operation was successfully completed.

17:31:18 [171,76] <4> dbclient: INF - DBClient has been closed for stripe #0

17:31:18 [171,90] <4> dbbackrec: INF - OPERATION #1 of batch bkup21.bch SUCCEEDED
with STATUS 0 (0 is normal). Elapsed time = 35(2) seconds.

Observe the following:

O Lines 1 to 5 contain the batch syntax which drove this operation. This operation was
started from a user created batch file. There is also batch syntax for operations started
through NetBackup Database Extension GUI.

0O The dump started at 5:30:43 PM from a batch file named bkup21. bch. (line 7).

O This operation has one stripe. Note that the image name is given. (line 8).

O The Microsoft SQL Server command was started using the SQL dump command. The
exact syntax of this command is given in line 9.

0O The operation used four buffers. (line 10)

O Lines 13 to 24 are various status data created by NetBackup for SQL Server. Note that
line 24 indicates that a backup by ‘Administrator’ was successfully. Administrator is
the NT username for this operation.

O Line 27 indicates the operation succeeded after an elapsed time of 35 seconds of which
all but two seconds were spent opening and closing the connection to NetBackup (this
includes positioning the tape, writing headers, etc.).
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NetBackup for SQL Server Logs

For detailed troubleshooting information, create the following folders on each NetBackup
for SQL Server host. You can disable logging by deleting the folders.

0O Create the following folders and allow public access to them:

install_path\ Net Backup\ | ogs\ bphdb\
install_path\ Net Backup\ | ogs\ dbcl i ent\
install_path\ Net Backup\ | ogs\ dbbackup\

Log Descriptions

Log names are formatted as MVDDYY. | og. The resulting debug logs created will contain
the following types of information. For additional NetBackup client logs and NetBackup
master server logs, see the NetBackup User’s Guide - Microsoft Windows and the NetBackup
System Administrator’s Guide - Windows NT/2000 or the NetBackup System Administrator’s
Guide - UNIX.

bphdb Log

The bphdb log contains bphdb process information. bphdb is the NetBackup Hot
Database Backup binary and is the client process that NetBackup for SQL Server uses to
start the backup or restore operations schedules from the NetBackup master server logs.
The bphdb logs are normally not very long.

Note Use the Debug Verbose Level option from the NetBackup Client browser to adjust
the amount of information that appears in the bphdb log. This verbose level applies
to all of the NetBackup logs used on the Windows NT/2000 client except for
dbcl i ent and dbbackup.

dbclient Log

The dbcl i ent log contains process information on the VERITAS XBSA module.. The
XBSA module is the NetBackup client interface program which connects to the NetBackup
master server.

Note To specify how much information appears in the dbcl i ent debug log, set the
TRACELEVEL parameter to M N, M D, or MAX. The MAX level will produce huge
amounts of output, which is usually appropriate only for internal debugging. The
TRACELEVEL parameter is set for individual operations either through the batch file
or the NetBackup Database Extension GUI.
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dbbackup Log

The dbbackup log contains process information for dbbackup and dbbacknai n.

Note To specify how much information appears in the dbbackup debug log, set the
TRACELEVEL parameter to M N, M D, or MAX. The MAX level will produce huge
amounts of output appropriate only for internal debugging. The TRACELEVEL
parameter is set for individual operations either through the batch file or the
NetBackup Database Extension GUI.

Changing the Debug Level

You can control the amount of information written to the debug log in the

install_path\ Net Backup\ | ogs\ dbcl i ent folder by changing the General debug level.
The higher the value, the more information is logged. In everyday normal operations, the
default value of 0 is sufficient. However, VERITAS technical support may ask you to set
the value higher when a problem is being analyzed.

You can also control the amount of information in the dbbackup debug log. The
TRACELEVEL parameter is set for individual operations either through the batch file or
the NetBackup Database Extension GUI.

v To change the Debug Level

1. Click onthe Windows Start menu, point to Programs and VERITAS NetBackup, then
click on Backup, Archive, and Restore.

The Backup, Archive, and Restore - NetBackup window appears.

2. On the File menu, click NetBackup Client Properties.
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3. Click the Troubleshooting tab.

ﬁenerall Exclude ListI Include ListI ﬁackupsl Metwork  Troubleshooting |
— Debug Level
General: TICF:
= [ =
Werbose: Elush
ID _Ij a =
Databaze:
=
Cancel | Help |

By default, the settings are zero.

4. Setthe General debug level to adjust the amount of information written to the
NetBackup Server logs.

5. Set the Database Debug Level debug level to adjust the amount of information
written to DBCLIENT log.

6. Click OK to save your changes.

You can also set the TRACELEVEL parameter to adjust the amount of information written
to the dbbackup debug log. The TRACELEVEL key word can be specified in the batch
file, or it can be set in the Set NetBackup Client Options option in the NetBackup
Database Extension - Graphical User Interface.

To specify how much information appears in the dbbackup debug log, set the
TRACELEVEL parameter to MIN, MID, or MAX. The MAX level will produce huge
amounts of output, which is usually appropriate only for internal debugging.
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NetBackup Reports

The administrator has access to operational progress reports through administrator
interfaces. Reports may be generated for Backup Status, Client Backups, Problems, All
Log Entries, Media Lists, Media Contents, Images on Media, Media Logs, Media
Summary, and Media Written. These reports may be generated for a specific time frame,
client, or master server. Refer to NetBackup BusinesServer System Administrator’s Guide for
UNIX or NetBackup BusinesServer System Adminstrator’s Guide for Windows for details.

Preventing Timeout Failures on Large Database Restores

A large SQL Server may fail with a Client Read Timeout error before any data has been
read from the NetBackup media. This occurs because SQL Server may need to pre-write
the database files before the restore operation begins. The time required for this process is
a function of the size of the database files and the speed at which your host machine can
write to disk. For example, if your system can perform disk writes at the rate of 60
megabytes per second and you have a 2.4 terabyte database, then it will take at least 12
hours for SQL Server to prep the disk before the actual restore can begin. In reality, the
delay may be even longer than what you calculate by as much as 20% to 40%.

The timeout problem can be resolved by increasing the NetBackup Client Read Timeout
setting. Use the NetBackup Administration Console on the server to change the properties
of each client that contains a database you may need to restore. The default for the Client
Read Timeout setting is 300 seconds (5 minutes). If you have clients which contain large
SQL Server databases, you may need to set this value much higher.

Sometimes SQL Server can skip the pre-write step if the restore statement is scripted with
the RESTORE option. To see if this works, add the keywords “RESTOREOPTI ON
REPLACE” to your restore batch file. If the replace option is used, then SQL Server does
not check whether the database files are already in use before starting the restore.
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This chapter provides reference information for the NetBackup for SQL Server. This
information includes:

0O NetBackup for Microsoft SQL Server Graphical User Interface
O Menu Bar

0O Dialog Boxes
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NetBackup for Microsoft SQL Server Graphical User
Interface

f# NetBackup Database Extension - Graphical User Interface M= 3
Actionz  Options  Miew Help

L]

Lo o

Faor Help, press F1 i

This window contains some familiar Windows NT/2000 elements: the Menu Bar, the
Toolbar and the Status Bar. The Menu Bar has been customized for NetBackup Database
Extension GUI. Refer to “Menu Bar” on page 177 for more details. The Toolbar and the
Status Bar are standard features for Windows NT/2000 applications. Refer to “View
Menu” on page 180 for details on viewing these features.

The NetBackup Database Extension GUI provides context-sensitive help. You can activate
context-sensitive help by pressing Shift + F1 or by using the context-sensitive help button
from the MainFrame toolbar. The context-sensitive toolbar is shown here:

When context-sensitive help is activated, the mouse cursor will change to a question
mark; and your next mouse click will show the help available for the object in the position
of the cursor.
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Menu Bar

The menus on the Menu Bar have been developed for NetBackup for SQL Server.

Actions Menu

f# NetBackup Database Extension - Graphical User Interface M= 3

mgptions Wiew Help

Backup Databaze

Batch Files F4

NEXS

Backup database files and filegroups

Bestore ¥ Tranzaction Log
25 ahd Filegroups  Ct+F2

F2 |
Shift+F2

il

|

Use this menu to start a backup operation.

Backup

Database

Transaction Log

Database Files and
Filegroups

This selection expands to allow you to choose from the following:

Opens the Backup Database dialog box. Use this dialog box to back
up a database. Refer to “Backup Database” on page 184 for more
details.

Opens the Backup Database Transaction Log dialog box. Use this
dialog box to back up a database transaction log. Refer to “Backup
Database Transaction Log” on page 186 for more details.

Opens the Backup Database Files and Filegroups dialog box. Use this
dialog box to back up database filegroups and files. Refer to “Backup
Database Files and Filegroups” on page 188 for more details.
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f# NetBackup Database Extension - Graphical User Interface M= 3

mgptions Wiew Help

Backup 3 |

=) D atabases, Differentialz, and Transaction Logs F3 |
Batch Files F4 s ahd Filegroups a

Exit

of
[« | >

Restore database files and filegroups [ i
Use this menu to start a restore operation.

Restore This selection expands to allow you to choose the following
commands.

Databases, Differentials, Opens the Restore Database and Transaction Logs dialog box. Use

and Transaction Logs this dialog box to restore database, database differentials, and
transaction logs. Refer to “Restore Database and Transaction Logs”
on page 194 for more details.

Database Files and Opens the Restore Database Files and Filegroups dialog box. Use this
Filegroups dialog box to restore database filegroups and files. Refer to “Restore
Database Files and Filegroups” on page 198 for more details.

Batch Files Opens the Start Batch File dialog box. Use this dialog box to start
batch files for NetBackup operations. Refer to “Start Batch File” on
page 207 for more details.

Exit Use this command to exit the NetBackup for Microsoft SQL Server
GUL.
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Options Menu

tabaze Extension - Graphical User Interface M=l E3
Actions iew  Help

9 |k Set DBMS Login Parameters  F7

Lo o

Set MetBackup client options 4

Use this menu to set database management system (DBMS) options for your current
session or for your defaults. You can also set certain NetBackup client options.

Set DBMS Login Opens the Set Database Login Parameters dialog box. Use this dialog
Parameters box to set the userid and password that you want to use for logging into
Microsoft SQL Server and for setting the ODBC data source name.

Set NetBackup Client Opens the Client Options dialog box. Use this dialog box to set the
Options current NetBackup for SQL Server trace level, and the block and certain
tuning parameters.
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View Menu

f# NetBackup Database Extension - Graphical User Interface M= 3

Actionz  Options

@7 |k?| inir Jobs F9

v Toolbar
v Status bar =

Lo o

Monitor backup and restore jobs on the MetBackup client 4

Use this menu to view the status of NetBackup operations and to control the appearance
of the Toolbar and the Status Bar.

Monitor Jobs Opens the View Status dialog box. Use this dialog box to view the status
of NetBackup operations.

Toolbar Turns the Toolbar on or off.
Status Bar Turns the Status Bar on or off.
——— _ . _
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Help Menu

f# NetBackup Database Extension - Graphical User Interface M= 3
Actionz  Options  Wiew

@ |k?| Help Topics

VERITAS Web Page 3

&‘En ut MetB ackup D atabase Extension

1o o

Display program information, version number and copyright A

Use this menu to access the following help pages.

Help Topics Opens the NetBackup Help topics. NetBackup Help contains the same
information found in the user guide. You can also access NetBackup
Help by using the context-sensitive button on the Toolbar. Refer to
“NetBackup for Microsoft SQL Server Graphical User Interface” on
page 120 for more details.

VERITAS Web Page Displays the VERITAS world wide web page on your computer’s
default browser.

About NetBackup for Displays the version number of NetBackup for SQL Server.
SQL Server
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Set Database Login Parameters

Set database login parameters

Databaze Management Systen:

“our Windows | serid: hao

Microsoft SAL Server 2000

IS[=] E3

ok
Help

Cancel

L

— Database Management System Login P.

Userid: Password:

Ereententte passwond:

= |

D ata Source Mame:

DBHMS Instance:

I default-instance

Description of the Data Source Mame:

j |<default>

Idefault zql 7.5 ingtance

Access this dialog box from the Options menu by selecting Set DBMS Login Parameters.
Use this dialog box to set the login parameters that NetBackup for SQL Server uses when
logging into Microsoft SQL Server. Refer to “Set Database Login Parameters” on page 63
for information about how to use this dialog box.

Userid

Password, Reenter the
password

Data Source Name

DBMS Instance

Description of the Data
Source Name

OK

This box displays the username that NetBackup for SQL Server uses to
log into Microsoft SQL Server for your NT user id.

Note See “DBMS (Database Management System) Privileges” on
page 47 for a discussion on how the Microsoft SQL Server user
name that you supply is used.

Use these fields to enter the Microsoft SQL Server password that is
associated with the Userid that you enter in the previous field.

This pull down menu displays all of the Microsoft SQL Server
application ODBC data source names that are available on your host
machine. The one displayed when the pull down component is closed is
the instance that has been selected for your Windows username.

This is the name of the Microsoft SQL Server instance that is associated
with the data source name selected in the previous edit box.

This is the description of the data source name selected in the Data
Source Name edit box.

To accept changes to the parameters, click this button.
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Help To view online help for this dialog box, click this button.

Cancel To cancel and return to the previous display without accepting changes
to the parameters in this dialog box, click this button.
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Backup Database

Backup Database

DBMS Instance: <default
D atabase:

IS[=] E3

(]

Fmaa
maa.test Backup Al
maad
i
i Bkl
msdb Exzept,..
Morthwind

Morthwindmaa
pubs

tempdb
TEST2

— Backup Attribute:

Help

Cancel

MetBackup
Policy:

How many M5 SOL Server stipes? |1

<any

J el 8

Perform differential backup I

— Backup Script

Launch immediately

& Save for later execution ¢

Access this dialog box from the Actions menu by selecting Backup, then Database. Use
this dialog box to initiate backup operations on a database or to create database backup

scripts.

Database

Backup Attributes

NetBackup Policy

How Many MS SQL
Server Stripes?

The database box allows you to scroll through live databases in your
DBMS. You can highlight one or more databases.

The attributes in this box allow you to set the NetBackup policy, the
number of server stripes and the option to perform differential
backups.

When the policy type is MS-SQL-Server and the host is a NetBackup
master server or a remote console, then a drop-down list is available
from which you can choose from the list of the policies defined on the
server.

Otherwise, type the NetBackup policy you want to use for this
backup operation. The default is <any>. If you keep this default,
NetBackup will back up the database to the first active policy for
your DBMS Server. You can select a different policy by typing its
name into the edit box.

Use this box to set the number of backup stripes that you want
Microsoft SQL Server to create for your backup. Type a number from
1 to 32. Refer to “Configuring for Striped Backups and Restores” on
page 42.
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Perform Differential
Backup

Backup Script
Launch Immediately

Save for Later Execution

OK

Help

Cancel

Check this box if you want to create a differential backup image
instead of a full backup. This check box is disabled if Microsoft SQL
Server 6.5 is installed.

You can change these settings for current NetBackup operations.

Select Launch Immediately if you wish to start a backup operation.

Select Save for Later Execution to generate a script that can be started
at a later time.

To start a database backup or to generate a database backup script,
select one or more databases and click this button. This button is
enabled when you select a database in the Database pane.

To view online help for this dialog box, click this button.

To cancel and return to the previous display without accepting
changes to the parameters in this dialog box, click this button.
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Backup Database Transaction Log

Backup database transaction log

DBHMS Instance:  <default:

D atabase:

IS[=] E3

Fmaa

maa.test
maad

master

model

mzdb
Morthwind
Morthwindmaa
pubs

tempdb

Backup Al

Bachum
Exzept,..

Help

Cancel

— Backup Attribute:

MetBackup

Policy: <any

Hows many M5 SOL Server stripes?

Sl

— Tranzaction Log Backup Option:

tuncate_only

no_truncate r

ri_log T

" Backup script

Launch immediately & Save for later execution

Database

Backup Attributes

NetBackup Policy

Access this dialog box from the Actions menu by selecting Backup, then Transaction Log.
Use this dialog box to initiate a backup operation on a database transaction log.

The database box allows you to scroll through live databases in your
DBMS. You can highlight one or more databases.

The attributes in this box allow you to set the NetBackup policy and
the number of server stripes.

When the policy type is MS-SQL-Server and the host is a NetBackup
master server or a remote console, then a drop-down list is available
from which you can choose from the list of the policies defined on the
server.

Otherwise, type the NetBackup policy you want to use for this
backup operation. The default is <any>. If you keep this default,
NetBackup will archive the database to the first active policy for your
DBMS Server. You can select a different policy by typing its name into
the edit box.
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How Many MS SQL
Server Stripes?

Transaction Log Backup
Options

truncate_only

no_truncate

no_log

Backup Script
Launch Immediately

Save for Later Execution

OK

Help

Cancel

Use this box to set the number of backup stripes that you want
Microsoft SQL Server to create for your backup. Type a number from
1 to 32. Refer to “Configuring for Striped Backups and Restores” on
page 42.

You have the option to check one of the following transaction log
options.

To signal Microsoft SQL Server to remove the inactive part of the
transaction log without making a backup copy, select this checkbox.
This checkbox is enabled only for Microsoft SQL Server 6.5 and
above.

To signal Microsoft SQL Server to dump a transaction log without
truncating it, select this checkbox.

To signal Microsoft SQL Server to remove the inactive part of the
transaction log without making a backup copy and without logging
the operation, select this checkbox. This checkbox is enabled only for
Microsoft SQL Server 6.5.

You can change these settings for current NetBackup operations.

Select Launch Immediately if you wish to start a backup operation.

Select Save for Later Execution to generate a script that can be started
at a later time.

To start a database backup or to generate a database backup script,
select one or more databases and click this button. This button is
enabled when you select a database in the Database pane.

To view online help for this dialog box, click this button.

To cancel and return to the previous display without accepting
changes to the parameters in this dialog box, click this button.
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Backup Database Files and Filegroups

Backup database files and filegroups [_[O] %
DBHMS Instance:  <default: UK
E=pand databaszes, filegroups. and files: Select filegroups for backup: Help

maa maadat2
Cancel
maa.test PRIMARY
maad
mnster Database
model
iz . File Group
Morthwind
Morthwindmaa .
File
pubs
tempdb
=) TESTZ
Backup Attribute: Backup Script
MetBackup How many M5 Launch Save for later
’7F‘0Iic:y: |<an_l,l> j Server stripes? I‘I ’7immediately ~ execution »

Access this dialog box from the Actions menu by selecting Backup, then Database Files
and Filegroups. Use this dialog box to initiate backup operations on database files and
filegroups. This dialog box is not available if Microsoft SQL Server 6.5 is installed.

Expand databases,
filegroups, and files

Select filegroup for backup

Backup Attributes

NetBackup Policy

This pane allows you to traverse live databases. You can expand a
database icon to view its filegroups; and you can expand a filegroup
to view its files. You can select any object in this pane in order to view
its constituent objects in the right-hand pane.

This pane displays the list of constituent objects of the highlighted
object in the left hand pane. You can select one or more objects (files
or filegroups) in this pane.

The attributes in this box allow you to set the NetBackup policy and
the number of server stripes.

When the policy type is MS-SQL-Server and the host is a NetBackup
master server or a remote console, then a drop-down list is available
from which you can choose from the list of the policies defined on the
server.

Otherwise, type the NetBackup policy you want to use for this
backup operation. The default is <any>. If you keep this default,
NetBackup will archive the database to the first active policy for your
DBMS Server. You can select a different policy by typing its name into
the edit box.
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How Many MS SQL
Server Stripes?

Backup Script
Launch Immediately

Save for Later Execution

OK

Help

Cancel

Use this box to set the number of backup stripes that you want
Microsoft SQL Server to create for your backup. Type a number from
1to 32.

You can change these settings for current NetBackup operations.
Select Launch Immediately if you wish to start a backup operation.

Select Save for Later Execution to generate a script that can be started
at a later time.

To start a backup or to generate a backup script, select one or more
objects in the “Select filegroup for backup” pane and click this button.
This button is disabled if you have not selected any objects in the
“Select filegroup for backup” pane.

To view online help for this dialog box, click this button.

To cancel and return to the previous display without accepting
changes to the parameters in this dialog box, click this button.
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Client Options

Client Options M= 3
Current MetB ackup Server oK
Icandy j Help

Cancel
- Client Trace Level l%
' Medium ' Magimum
— Tuning P
Client buffers per DBMS stripe: I‘I_ ﬂ
b aximum transfer size [bytes):
o+ BAK 128K C 2BEK C BIZK
1M C2M 4
Backup block size [bytes]:
5K C1K 2K 4K
8K ©ABK 32K [0 4

Access this dialog box from the Options menu by selecting Set NetBackup Client
Options. Use this dialog box to set the following options for your current session.

Current NetBackup Server

Client Trace Level Group

Tuning Parameters

Client Buffers per DBMS
Stripe

Maximum Transfer Size

(Bytes)

Use this drop down menu to select the NetBackup Server that you
wish to use for NetBackup For SQL Server Operations.

Note The NetBackup Server that you select will be associated with
any NetBackup for SQL Server operations that are started
under your current user account.

Use this radio group to set the trace level written to the dbbackup
and dbcl i ent logs. Normally, you should set the level to
Minimum. Maximum generates a very large amount of debug
data.

The attributes in this box allow you to set the number of client
buffers per DBMS stripe, the maximum transfer size in bytes, and
the backup block size in bytes.

Use this parameter to set the number of buffers that Microsoft SQL
Server uses per database stripe.

Use this radio group to set the maximum transfer size that
Microsoft SQL Server uses for backing up and restoring database
objects. It can be set to any of the indicated values between 64
kilobytes and 4 Megabytes. Disabled for Microsoft SQL Server 6.5.
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Backup Block Size
(Bytes)

OK
Help

Cancel

Use this radio group to set the backup block size that Microsoft
SQL Server uses for backing up database objects. It can be set to
any of the indicated values between 0.5 kilobytes and 64 kilobytes.
Disabled for Microsoft SQL Server 6.5.

Click this button to change your client options.
To view online help for this dialog box, click this button.

To cancel and return to the previous display without accepting
changes to the parameters in this dialog box, click this button.
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Backup History Options

Backup History Options E
Browse for objects that were backed up from 0K
Host computer: I candy j Help
Cancel
Instance:
Backup Product: INetBackup j
Time filker
start date end date
IQDDD ﬂ|1 ﬂl1? ﬂ |2DDD ﬂl 2 ﬂ|16ﬂ
year mo day year mo day

You can access this dialog box by clicking Yes in the information box, which appears,
when you open the Restore Database and Transaction Logs dialog box.

Use the Backup History Options dialog box to:

O Set a different client on the NetBackup Server from which to browse for backup
images

O Change the start and end times for which you would like to browse for images

O Set the Microsoft SQL Server instance for which you would like to browse backup
images.

O Select the backup product (either NetBackup or Backup Exec) whose images you
would like to browse.

Host Computers Use this edit box to set the Microsoft SQL Server client that you
would like to generate a backup history for.
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Instance Use this edit box to set the Microsoft SQL Server instance that you
would like to generate a backup history for.

Note The instance list in the Backup History Options dialog box
always contains a pre-defined entry that you should select if
you wish to generate a history of backup images generated
from a previous version of NetBackup for SQL Server. Choose
NB_LEGACY_SQLY7, if Microsoft SQL Server 7.0 and/or 2000
are active and you wish to view 7.0 backup images that were
generated by NetBackup 3.2 or 3.3. Choose
NB_LEGACY_SQLS6b5, if 6.5 is active and you wish to view 6.5
images generated from a previous version.

The attributes in this box will allow you to perform a redirected
restore to a different client. Ask the NetBackup administrator to give
you the permissions to perform a redirected restore to a different
client.

Backup Product Use this drop-down list to select whether to scan for NetBackup or
Backup Exec images.

Note You can browse backup images that were created by either
NetBackup or Backup Exec. To browse for Backup Exec images,
the Backup Exec catalogs need to have been converted to the
NetBackup catalog format, using the catalog converter utility.
The “Backup Exec Tape Reader for NetBackup” option also
needs to be installed on the NetBackup server. For more
information, refer to the VERITAS NetBackup DataCenter 4.5
System Administrator’s Guide for Windows.

Time Filter Define the range of backups you want to search in this box.
Start Date Enter the earliest date of the backup you want to search.
End Date Enter the latest date of the backup you want to search.
OK Click this button to change your backup history.
Help To view online help for this dialog box, click this button.
Cancel To cancel and return to the previous display without accepting

changes to the parameters in this dialog box, click this button.
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Restore Database and Transaction Logs

Restore Database and Transaction Logs

History of M5 SOL Server objects backed up to MetBackup Server on juneberry

IS[=] E3
o

far instance JUMEBERR < DEFAULT:

[04/02/2000 to 05/02/2000)

Morthwind 1MOVED
pubs

— Recover tranzaction log

Help
Cancel

Refresh or
Filter Backup
Hiztory

Database

Database
backup

Differential

backup
% Trahsaction

log backup

Selected
ES far restore

0% | ] ot it e I ﬂ },ea,l ﬂhour (ol Transaction log mark
) Mo trarsaction [og mark = = . I FH I ,l
. I :I mon I :I min
€ T trarsaction o ek Gt ater 7 s
. = = Tranzaction log mark, description
= Before fransactionlog mark I j day I j 360 |
(| Before tatsaction [og mark bub after
— Restore Option: Fiestore Script
Erestare single ol Launch
transactiong Restare o +  Perform full database restore e
r [eiej e ' recovered ] Create databiase moye serpt
. . state? : : Save for later
il ) Create partial datatase restore serpt execution

Access this dialog box from the Actions menu by selecting Restore and then Databases,
Differentials, and Transaction Logs. Use this dialog box to restore a database from a
database dump, a differential dump, a transaction log dump or a series of objects that
include a database dump, an optional differential dump, and an optional series of

transaction log dumps.

Note Differential dumps are not available for Microsoft SQL Server 6.5.

History of MS SQL Server
Objects backed up to
NetBackup Server

This is a tree display of the database backup history for a NetBackup
client. The backup client is typically the local host on which you are
running NetBackup for SQL Server. However, it may be different if a
different client has been specified through the Backup History
Options dialog box.

You can expand and collapse portions of the tree by clicking on the +
and - elements.

Note The icons used in the following expansions are depicted to the right of the backup history

pane.
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If Microsoft SQL Server 6.5 is active, the tree can be expanded as follows:

Level 0: Database

Items at this level cannot be selected.

Level 1. Database backup Each database backup is represented by an icon and the date and

Level 2: Transaction Log
backup

time of the backup. If a database dump has been selected for restore,
it is superimposed with a green check mark.

Each transaction log dump is represented by an icon and the date and
time of the backup. If a transaction log dump has been selected for
restore, then a green check mark is placed on top of it.

Note For Microsoft SQL Server 6.5 only: If you select a transaction log icon and the Restore Single
Transaction Log or Differential? box is not checked, then green check marks will
automatically be placed on the parent database dump icon as well as all of the preceding
transaction log icons. The green check marks indicate that these objects have been selected for
staging in a full database restore.

If Microsoft SQL Server 7.0 or 2000 is active, the tree can be expanded as follows:

Level 0: Database

Items at this level cannot be selected.

Level 1: Database backup Each database backup is represented by an icon and the date and

Level 2: Differential
backup

Level 3: Transaction Log
backup

time of the backup. If a database dump has been selected for restore,
it is superimposed with a green check mark.

Each differential dump is represented by an icon and the date and
time of the backup. If a differential dump has been selected for
restore, then a green check mark is placed on top of it.

Each transaction log dump is represented by an icon and the date and
time of the backup. If a transaction log dump has been selected for
restore, then a green check mark is placed on top of it.

Note For Microsoft SQL Server 7.0 and 2000. If you select a transaction log icon and the Restore
Single Transaction Log or Differential box is not checked, then green check marks will
automatically be placed on the parent database dump icon, the closest preceding differential
dump (if one exists), as well as all of the preceding transaction log icons. If you select a
differential dump, then a green check mark is also placed on the parent database dump icon.
The green check marks indicate that these objects have been selected for staging in a full

database restore.
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Recover Transaction Log This group contains the controls for you to restore a transaction log to
a point in time that precedes the time at which the transaction log
was dumped.

The individual entries in this group are only enabled if you have
highlighted a transaction log backup. If you have Microsoft SQL
Server 6.5 or 7.0 active, then the only available option from this group
is To point in time. The remaining options, which allow you to
restore to a transaction mark, or to a time before or after a transaction
mark, are enabled if you are working with an Microsoft SQL Server
2000 database. The controls are used as follows.

To transaction log mark  Select this radio item to choose to have the transaction log recovered
to a transaction log mark.

To transaction log mark  Select this radio item to choose to have the transaction log recovered
but after to a transaction log mark but after a point in time.

Before transaction log Select this radio item if you would like to have the transaction log
mark recovered to a point before the occurrence of a transaction log mark.

Before transaction log Select this radio item if you would like to have the transaction log
mark but after recovered to a point before the occurrence of a transaction log mark
but after a point in time.

Year, Mon, Day, Hour, Use these fields to specify the time to which you want the transaction
Min, Sec, AM, PM logs restored. Use these fields if you have selected one of the
following radio buttons:

- To pointin time.
- To transaction log mark but after.
- Before transaction log mark but after.

Transaction log mark This pull-down menu is enabled if the you have highlighted a
database transaction log for restore, and the transaction log contains
one or more transaction log marks, and you have selected one of the
following radio buttons:

- To transaction log mark

- To transaction log mark but after

- Before transaction log mark

- Before transaction log mark but after.

Refresh or Filter Backup Use this button to refresh the backup history window.
History

Restore Script You can change these settings for current NetBackup operations.
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Launch Immediately

Save for Later Execution

Restore Options

Restore Single
Transaction Log or
Differential?

Restore to Recovered
State?

Perform full database
restore

Create database move
script

Create partial database
restore script

Select Launch Immediately if you wish to start a restore operation.

Select Save for Later Execution to generate a script that can be started
at a later time.

These options affect the restore operation.

Mark this checkbox to restore a single transaction log or differential
backup.

Mark this checkbox if you want the database to be left in a recovered
state when the restore operation has completed.

Select this radio button if you want to perform a database restore.
Select this radio button if you want to create a script template for
moving the selected database.

Select this radio button if you want to create a script template for a

partial database restore. This option is available only if Microsoft SQL
Server 2000 is installed.

OK To start a restore or to generate a restore script, select one or more
objects in the backup history pane and click this button. This button is
disabled if you have not selected any objects in the backup history
pane.

Help To view online help for this dialog box, click this button.

Cancel To cancel and return to the previous display without accepting

changes to the parameters in this dialog box, click this button.
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Restore Database Files and Filegroups

Restore Database Files and Filegroups M=l E3

History of M5 SOL Server objects backed up to MetBackup Server junebery

far instance JUNEBERRw<DEFAULT:»
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Fiefreszh or Filker Higtary
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Help
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@ Filegroup backup
[s File backup
Tranzaction log
backup
( Selected for
restore

Fecover tranzaction log
(& T it it ke
€ T tratsastion o mark:
€ T trarsaction o ek Gt ater
| Before tatisaction [ag mark

! Befare ransaction o mark but after ID ﬂ day ID ﬂ 88 |

ln—ﬂyea[ ID_ﬂhUU' o s Tranzaction log mark
[ mon [ =Jmin 1 | |

Tranzaction log mark, description

" Fiestore Option

™ Restore to recovered state

Fiestore script
‘ ’7 Launch immediately ' Save for later execution ‘

Access this dialog box from the Actions menu by selecting Restore and then Database
Files and Filegroups. Use this dialog box to restore a database from a database filegroup,
a database file, a transaction log dump or a series of objects that include database
filegroups, database files, and transaction logs. This dialog box is not available if SQL

Server 6.5 is installed.

History of MS SQL
Server Objects backed
up to NetBackup Server

This is a tree display of the database backup history for a NetBackup
client. The backup client is typically the local host on which you are
running NetBackup for SQL Server. However, it may be different if an
different client has been specified through the Backup History Options
dialog box.

You can expand and collapse portions of the tree by clicking on the +
and - elements.

Note The icons used in the following expansions are depicted to the right of the backup history

pane.

The backup tree can be expanded as follows:
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Level 0: Database

Level 1: Database
backup objects

Items at this level cannot be selected.

The database objects appearing at level 1 include files, filegroups, and
transaction logs. Each is displayed with the date and time of the
backup. Any items that are selected for restore are marked with a black
check mark.

Note When you expand the database icon, all of the backup images for files, filegroups, and
transaction logs are displayed. If the server contains a complete set of backup images which
constitutes the full database plus an unbroken series of transaction logs which extend beyond
the last member of the set to have been backed up, then the full set will be displayed with
black check marks. You can stage a complete database restore by pressing Stage a Full

Restore.

Stage a Full Restore

Recover Transaction Log

To point in time
To transaction log
mark

To transaction log
mark but after

Before transaction log
mark

Before transaction log
mark but after

Press this button to start a full restore or to create a full restore script.
This button is enabled only if a complete set of database objects is
checked in the backup history pane.

This group contains the controls for you to restore a transaction log to a
point in time that precedes the time at which the transaction log was
dumped.

The individual entries in this group are only enabled if you have
highlighted a transaction log backup. If Microsoft SQL Server 7.0 is
active, then the only available option from this group is To point in
time. The remaining options, which allow you to restore to a
transaction mark, or to a time before or after a transaction mark, are
enabled if you are working with an Microsoft SQL Server 2000
database. The controls are used as follows.

Select this radio item to choose to have the transaction log recovered to
a pointin time.

Select this radio item to choose to have the transaction log recovered to
a transaction log mark.

Select this radio item to choose to have the transaction log recovered to
a transaction log mark but after a point in time.

Select this radio item if you would like to have the transaction log
recovered to a point before the occurrence of a transaction log mark.

Select this radio item if you would like to have the transaction log
recovered to a point before the occurrence of a transaction log mark but
after a point in time.
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Year, Mon, Day, Hour,
Min, Sec, AM, PM

Transaction log mark

Refresh or Filter Backup
History

Restore Script
Launch Immediately

Save for Later
Execution

Restore Option

Restore to Recovered
State?

OK

Help

Cancel

Use these fields to specify the time to which you want the transaction
logs restored. Use these fields if you have selected one of the following
radio buttons:

- To pointin time.
- To transaction log mark but after.
- Before transaction log mark but after.

This pull-down menu is enabled if the you have highlighted a database
transaction log for restore, and the transaction log contains one or more
transaction log marks, and you have selected one of the following radio
buttons:

- To transaction log mark

- To transaction log mark but after

- Before transaction log mark

- Before transaction log mark but after.

Use this button to refresh the backup history window.

You can change these settings for current NetBackup operations.
Select Launch Immediately if you wish to start a restore operation.

Select Save for Later Execution to generate a script that can be started
at a later time.

This option affects the restore operation.

Mark this checkbox if you want the database to be left in a recovered
state when the restore operation has completed.

To start a restore or to generate a restore script, select one or more
objects in the backup history pane and click this button. This button is
disabled if you have not selected any objects in the backup history pane.

To view on-line help for this dialog box, click this button.

To cancel and return to the previous display without accepting changes
to the parameters in this dialog box, click this button.
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Restore Database Objects from Backup Exec Images

Restore SOL Server From Backup Exec Images E

History of M5 SOL Server objects backed up by Backup Exec and available on NetBackup

server BUGSBUNMY
09/11/2000 to 10/11/2001

Browse DBMS:  JUNEBERRY\<DEFALLT>
Destination DBMS: BUGSBUNNY<DEFALILT >

Morthwind
pubsl
wdidh

;4

Help
Cancel
Refresh or

Filter Backup
Hiztory

Database
Image

Differenial
image
% Trahsaction

log

File Group
Image

— Recover tranzaction log

(' Tj it it ke

€ T tratsastion o mark:

€ T trarsastion o rark Bt atter
| Before tatisaction [og mark

| Before tatsaction [og mark bub after

[izan  vesr [ jhour

l_jmon o |

j day lg_j B0

Tranzaction log mark

Filegroup
differential

Table
Image

\" Selected

far restore

Restore all database files to the
I~ default directory for the destination
database instance [v2000 or later]

— Restore Option:
Fecovery Options [v7.0 or later] Tlaraet database harme
I Mot recovered j |
Consistency Check Tiarget abjestname:
INone j |

Drefault drive for restoring database

I - l files [+7.0 ar later)

r Freplace fileanaup (0 ar
Iater]

= | Whemmrite babile (v 5]

™| Beplace databass

Restore all database files
™ to default drive [+7.0 or
later]

" Fiestore Script

& Launch immediately

€ Save for later evecution

Access this dialog box from the Actions Menu by selecting Restore and then Databases,
Differentials, and Transaction Logs. Then select Backup Exec from the Backup Product
drop list in the Backup History Options dialog box. Use this dialog box to restore database
objects contained in the NetBackup catalog that have been converted from a Backup Exec

catalog.

History of MS SQL Server
objects backed up by
Backup Exec

This window contains a tree display of SQL Server objects backed up
by Backup Exec. The map is a hierarchy of databases, database
differentials, transaction logs, filegroups, filegroup differentials, and

tables.
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Recover Transaction Log This group contains the controls for you to restore a transaction log to
a point in time that precedes the time at which the transaction log
was backed up.

The remaining options, which allow you to restore to a transaction
log mark, or to a time before or after transaction mark, are applicable
only if you are restoring to a SQL 2000 database instance. The
controls are used as follows.

To point in time Select this radio item to choose to have the transaction log recovered
to a point in time.

This option is disabled until an entry is made in the Transaction log
mark edit box.

To transaction log mark  Select this radio item to choose to have the transaction log recovered
to a transaction log mark.

This option is disabled until an entry is made in the Transaction log
mark edit box.

To transaction log mark  Select this radio item to choose to have the transaction log recovered
but after to a transaction log mark but after a point in time.

This option is disabled until an entry is made in the Transaction log
mark edit box.

Before transaction log Select this radio item if you would like to have the transaction log
mark recovered to a point before the occurrence of a transaction log mark.

This option is disabled until an entry is made in the Transaction log
mark edit box.

Before transaction log Select this radio item if you would like to have the transaction log
mark but after recovered to a point before the occurrence of a transaction log mark
but after a point in time.

This option is disabled until an entry is made in the Transaction log
mark edit box.

Year, Mon, Day, Hour, Use these fields to specify the time to which you want the transaction
Min, Sec, AM, PM logs restored. Use these fields if you have selected one of the
following options:

- To point in time
- To transaction log mark but after
- Before transaction log mark but after
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Transaction log mark

Restore Options

Recovery Options (v7.0
or later)

Not recovered

Recover database

Standby database

Consistency Check

This edit allows you to enter the name of a database transaction log.
It is enabled if you have selected one of the following radio buttons:

- To transaction log mark

- To transaction log mark but after

- Before transaction log mark

- Before transaction log mark but after

This group contains the controls for you to specify various restore
options.

Select the recovery option for the database object.

Use this option during a restore if additional differential or
transaction log backups must be restored as well. This option is the
default.

Select this option when restoring the last Database, Differential, or
Log backups in the restoresequence in order to have the restore
operation roll back all uncompleted transactions. After the recovery
operation, the database is ready for use. If Recover Database is not
performed, the database is in an intermediate state and is not usable.
If Recover Database is selected when an intermediate backup is being
applied, you cannot continue to restore backups. You must restart the
restore operation from the beginning.

Use this option during transaction log and database restore to create
and maintain a standby database. See your Microsoft SQL Server

documentation for information on standby databases.

Select the consistency check to be performed after the restore.

Note For Microsoft SQL Server v6.5, the consistency check may fail if a non-truncated log backup
that is 10 MB or larger is restored. The Backup Exec job log will report the message text of
Microsoft SQL Server Error 2519: “Database Corrupt: The last checkpoint in Sysdatabases is
incorrect. Syslogs recorded a different checkpoint.” The failed consistency check will not
affect the database restore.

The occasional reporting of this error is not unusual, and it is normally resolved as database
operations continue. See your Microsoft SQL Server documentation for more information

about this error.
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None

Full check, excluding
indexes

Full check, including
indexes

Physical check only
(SQL 2000)

Restore all database files
to the default directory
for the destination
database instance (v2000
or later)

Target database name

Target object name

Select this if you are doing sequential restores. Do not run a
consistency check after a restore until all sequential restores have
been done. If a consistency check is selected during a restore, the
restore will complete but the consistency check will not be done.
Check the job log for this information. For Microsoft SQL Server v7.0
or later, if you need to recover the database after restores are
complete, select one of the following consistency checks when you
select the Recover Database option.

Select this to exclude indexes from the consistency check. If indexes
are not checked, the consistency check runs significantly faster but is
not as thorough. Only the data pages and clustered index pages for
each user table are included in the consistency check. The consistency
of the non-clustered index pages are not checked.

Select this to include indexes in the consistency check. Any errors are
logged.

Select this to perform a low overhead check of the physical
consistency of the SQL Server 2000 database. This option only checks
the integrity of the physical structure of the page and record headers,
and the consistency between the pages’ object ID and index ID and
the allocation structures.

Use this option to restore files to the default data directory of the
destination instance.

Use this edit box to specify the target database name. By default, the
target database will be the same as the source.

Use this edit box to specify the target object name. The target object
refers to a filegroup or table, if either one of these objects is selected
for restore. By default, the target object will be the same as the source.
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Default drive for
restoring database files
(v7.0 or later)

Replace filegroup (v7.0
or later)

Overwrite table (v6.5)

Replace database

Restore all database files
to default drive (v7.0 or
later)

Use this option to select a default drive to which SQL Server v7.0 or
later database files can be restored if the drive where one or more of
the database files previously resided no longer exists.

When a Microsoft SQL Server database is backed up, the physical file
names (which includes the directory path) of the files that make up
the database are stored in the backup set by SQL Server. For example,
for the logical file pubs, the physical file name is stored as
C\MSSQL7\DATA\pubs.mdf. If the database must later be
restored, Microsoft SQL Server uses these same physical file names to
target the restore to. During a restore, Backup Exec automatically
creates any necessary subdirectories that do not exist.

However, if the drive where one or more of the database files
previously resided no longer exists, Backup Exec moves those files to
their original directory path, but on the default drive specified. Using
the same example, if the default drive E: is specified, then the file
with the original directory path of C:\MSSQL7\DATA\pubs.mdf is
restored to E:XMSSQL7\DATA\pubs.mdf.

If no default drive is specified in this situation, the job will fail.

Use this option to replace a filegroup, even if another fileroup with
the same name already exists on the server. If Replace Filegroup is
not specified for a restore, Microsoft SQL Server performs a safety
check to ensure that a different filegroup is not accidentally
overwritten. Refer to your Microsoft SQL Server documentation for
more information about the safety check that occurs when the
Microsoft SQL Server v7.0 (or later) REPLACE option is not selected.

This option is available for Microsoft SQL Server v6.5 only. Select this
option to overwrite user-defined tables when you restore them. If
you choose not to overwrite tables, the data in the restored tables are
appended; therefore, you should also select a Consistency Check
After Restore option to remove duplicate records from the table.

Use this option to replace a database, even if another database with
the same name already exists on the server. If Replace Database is not
specified for a restore, Microsoft SQL Server performs a safety check
to ensure that a different database is not accidentally overwritten.
Refer to your Microsoft SQL Server documentation for more
information about the safety check that occurs when the Microsoft
SQL Server v7.0 (or later) REPLACE option is not selected.

Use this option to restore all SQL Server v7.0 or later database files to
their original directory path on the default drive, even if the drive
where they originally resided exists. To make this option available,
select a drive letter in Default drive for restoring database files.
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Restore Script

Launch Immediately
Save for Later Execution

OK

Help

Cancel

Refresh or Filter Backup
History

The check boxes in this box were set, as defaults, in the Client
Options dialog box. You can change these settings for current
NetBackup operations.

Select Launch Immediately if you wish to start a restore operation.
Select to generate a script that can be started at a later time.

To start a restore or to generate a restore script, select one or more
objects in the “Backup History Between Start Date and End Date for
Client Backup Client” pane and click this button. This button is
disabled if you have not selected any objects in the backup history
pane.

To view online help for this dialog box, click this button.

To cancel and return to the previous display without accepting
changes to the parameters in this dialog box, click this button.

Use this button to refresh the Backup History window.
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Start Batch File

SbatchFle @]
Lok jri IaMsSqI j gl
] test2.bch
File name: I Start I

Filez of type: Ibatch and script files [ bch) j Cancel |

MNetBackup [ amye = Open File
Policy: I Y J
Help |

Access this dialog box from the Actions menu by selecting Batch Files. Use this dialog

box to start a NetBackup for SQL Server operation from a NetBackup for SQL Server batch
file that you have written.

This dialog box displays the file icons for the contents of the

install_path\ Net Backup\ dbext\ Mssql folder. You are generally advised to keep your
NetBackup for SQL Server batch files there; however, support is provided through
common Microsoft Windows controls to navigate the file system to locate them anywhere.

Beside using this dialog box to start operations, you can also use it to open your batch files
in NotePad for viewing or editing.

General This dialog uses the common controls from the Microsoft Windows File
menu. You can get additional help on many of the items in this dialog box
by pressing F1 and clicking on that item.

File Name Type the name of the file you want to use for starting a batch NetBackup for
SQL Server operation or to open the file in NotePad. You can also select the
file icon.

File Type By modifying the file extension, which appears in this box, you can control

what files will be displayed in the main window.
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NetBackup Policy

Start
Help

Cancel

Open batch file

When the policy type is MS-SQL-Server and the host is a NetBackup master
server or a remote console, then a drop-down list is available from which
you can choose from the list of the policies defined on the server.

Otherwise, type the name of the NetBackup policy on the master server that
you want to back up to. If you use the default (<any>), NetBackup will back
up to the first available policy. Note that the NetBackup policy is applicable
only for backup operations, not for restores.

Click this button to launch the NetBackup for SQL Server operation.

To view online help for this dialog box, click this button.

To cancel and return to the previous display without accepting changes to
the parameters in this dialog box, click this button.

Click this button to open the selected file in NotePad.

Note See “Create Batch Files” on page 125 for a description of how to create a batch file.
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activity logs

See “debug logs.”

administrator

A user that is granted special privileges to install, configure, and manage the operation of
a system, network, or application

administration client

See “remote administration console.”

alternate-client restore

See “redirected restore (different client).”

back up
The act of copying and saving files and folders to storage media.

backup
Refers to the process of copying and saving files and directories to storage media. For
example, the backup is complete. This term can also refer to the collection of data that
NetBackup saves for a client during a backup or archive. For example, duplicate the backup.
Backup is two words when used as a verb. For example, back up the file.

catalogs
Internal NetBackup and Media Manager databases. These catalogs contain information
about configuration, media, devices, status, errors, and the files and directories in the
stored backup images.

class

See “policy.”
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client

The system with the files to back up, archive, or restore.

debug logs

Logs that can be optionally enabled for specific NetBackup programs and processes and
then used to investigate problems.

install_path

Directory where NetBackup and Media Manager software is installed. The default on
Windows NT/2000 is C: \ Program Fi | es\ VERI TAS and on UNIX itis/ usr/ openv.

logs

Files where a computer or application records information about its activities.

master server

The NetBackup server that provides administration and control for backups and restores
for all clients and servers in a master and media server cluster. NetBackup BusinesServer
supports only a single server and it is the master.

media server

A NetBackup server that provides storage within a master and media server cluster. The

master can also be a media server. A media server that is not the master is called a remote
media server (or slave server). NetBackup BusinesServer does not support remote media
servers.

policy
Defines the backup characteristics for a group of one or more clients that have similar
backup requirements.

remote administration console
A Windows NT/2000 NetBackup client that has the administration interface software
installed and can be used to administer NetBackup servers.

redirected restore (different client)

Restoring files to your client when they were originally backed up from a different client.
The administrator using the interface on the master server can direct a restore to any client
(this variation is called a server directed restore).
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restore

(verb) The act of restoring selected files and directories from a previous backup or archive
and returning them to their original directory locations (or to a different directory).

(noun) The process of restoring selected files and directories from a previous backup and
returning them to their original directory locations (or to a different directory).
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server 55

SQL Server 7.0/2000
and transfer of data to NetBackup
server 56

Client list
Windows interface 26
Clients, NetBackup
definition 210
Configuration
database debug level 171
media manager 15
SQL Server 43
testing policies (Java interface) 40
testing policies (Windows interface) 38
Configuration of NetBackup for MS-SQL,
overview 9
Copying databases 99

Database backups
in a SAP environment
scripts used 163
Database copy operations 99
Database login paramenters, setting 63
Database move operation
sample template 103
Database move operations 99, 119
Databases
backing up 66
restoring
identifying SQL Server instance 77
dbbackex
server parameter 60
DBMS (Database Management System)
privileges 47
Default-Application-Backup schedule
automatic backups (Windows interface)
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Diaster Recovery
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overview 153

rebuilding the master database 154
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154

File
batch 36
list 36
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Filegroups, preparation for backing up 51
Files, preparation for backing up 51

Inline Tape Copy
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install_path 210
Installation
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distinct DSN for 43
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specifying when creating ODBC DSNs
45

Java interface
launching 13
jnbSA 13

Login paramenters, in batch files 61
Login parameters, database, setting 63
Login, SQL Server, for scheduled operations
48
Logs

debug 170

troubleshooting 170

Manual backups 39
in SAP environment 162
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Maximum jobs per client 16
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Media server
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SQL Server backups 160
SQL Server restores 161
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158
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MOVE keyword, in batch files 127
Move operation
sample template 103
Move operations 119
Moving databases 99
Multiple data streams See Striping 42
Multiple stripes
automatic restore 148
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Multiplexing
and performance 57
multiple data streams 42

NetBackup Administration Console
UNIX 13
NetBackup Client Service 48
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starting 62
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NetBackup Server Scheduler, and batch files
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SQL Server 6.5 55
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and buffers 55
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Redirected restores
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Reports

bphdb 170, 171

dbclient 170
Reports, progress 173
Restore operations

multiple stripes 148

specifying number of stripes used 148
Restores
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Restores, redirecting See Redirected restores.
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SAP environment, database backups in,
scripts used 163
SAP environment, restores in 162
SAP environment, transaction log backups
in, scripts used 163
Schedule properties 23, 33
Schedulers
client-based 61
Schedules
adding, Java interface 30
adding, Windows interface 21
frequency 24, 34
retention 24, 34
Scripts list 26
Scripts list (Java interface) 35
Scripts list (Windows interface) 25
Security, how to use the standard SQL
Server security 50
server parameter,dbbackex 60
Shared memory, and performance 57
SQL Server 7.0 and 2000, recovery factors 51
recovery strategies 52
transaction logs 51
SQL Server login, for scheduled operations
48
SQL Server, configuration 43
Stripes
and number of buffers 126
STRIPES keyword
in batch files 130
Striping 16

and multiplexing 42

invoking using the STRIPE parameter
148

negative impact on performance 148

Testing (manual backup) 38
Testing policy configuration
Java interface 40
Windows interface 38
Timeout failures
preventing 173
Transaction log backups
in a SAP environment
scripts used 163
Transaction logs
caution 69
maintaining on NetBackup server 69
requirements before performing
backups 69
restoring
identifying SQL Server instance 77
Troubleshooting
logs 170
using progress reports 168

VIRTUALSERVER 158

Windows interface
launching 12
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