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Preface

This guide describes how to configure and manage the operation of VERITAS NetBackup
Server and VERITAS NetBackup Enterprise Server for Windows and applies to all
supported platforms and operating systems. See the NetBackup Release Notes for a list of
the hardware and operating system levels that NetBackup supports.

To determine the version of installed software, check the
install path\NetBackup\Version. txt file. Where install_path is the directory
where NetBackup is installed (C: \Program Files\VERITAS by default).

What Is In This Manual

¢ Chapter 1, “Introduction to NetBackup,” contains an overview of the product.

¢ Chapter 2, “Managing Storage Units,” explains how to configure NetBackup to use
the storage devices in your network.

¢ Chapter 3, “Managing Backup Policies,” explains how to configure NetBackup
policies. A policy defines the backup characteristics for a group of clients that have the
same or similar backup requirements.

¢ Chapter 4, “Managing Catalogs and Images,” explains how to manage and back up
the NetBackup internal catalogs. Catalog is also used to search for specific backup
images in order to verify, duplicate, or import backup images.

¢ Chapter 5, “Viewing NetBackup Reports,” explains how to run reports in order to
obtain information about NetBackup activities.

¢ Chapter 6, “Monitoring NetBackup Activity,” explains how to monitor and control
NetBackup jobs, processes, and services.

¢ Chapter 7, “Configuring Host Properties,” describes the Master Server, Media Servers
and Client properties and how to change the settings.

¢ Chapter 8, “Managing NetBackup,” contains various topics regarding managing
NetBackup operations.
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Getting Help

Getting Help

VERITAS offers you a variety of support options.

Accessing the VERITAS Technical Support Web Site
The VERITAS Support Web site allows you to:

¢ obtain updated information about NetBackup, including system requirements,
supported platforms, and supported peripherals

contact the VERITAS Technical Support staff and post questions to them
get the latest patches, upgrades, and utilities
view the NetBackup Frequently Asked Questions (FAQ) page

*
*
*
¢ search the knowledge base for answers to technical support questions
¢ receive automatic notice of product updates

¢ find out about NetBackup training

¢ read current white papers related to NetBackup

The address for the VERITAS Technical Support Web site follows:

¢ http://support.veritas.com

Subscribing to VERITAS Email Notification Service

Subscribe to the VERITAS Email notification service to be informed of software alerts,
newly published documentation, Beta programs, and other services.

Go to http:/ /support.veritas.com. Select a product and click “E-mail Notifications” on the
right side of the page. Your customer profile ensures you receive the latest VERITAS
technical information pertaining to your specific interests.

Accessing VERITAS Telephone Support

Telephone support for NetBackup is only available with a valid support contract. To
contact VERITAS for technical support, dial the appropriate phone number listed on the
Technical Support Guide included in the product box and have your product license
information ready for quick navigation to the proper support group.
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v To locate the telephone support directory on the VERITAS web site
1. Open http:/ /support.veritas.com in your web browser.

2. Click the Phone Support icon. A page that contains VERITAS support numbers from
around the world appears.

Accessing VERITAS E-mail Support
Vv To contact support using E-mail on the VERITAS web site
1. Open http:/ /support.veritas.com in your web browser.

2. Click the E-mail Support icon. A brief electronic form will appear and prompt you to:
® Select a language of your preference
® Select a product and a platform
® Associate your message to an existing technical support case

® Provide additional contact and product information, and your message

3. Click Send Message.

Contacting VERITAS Licensing

For license information call 1-800-634-4747 option 3, fax 1-650-527-0952, or e-mail
amercustomercare@veritas.com.

NetBackup Manuals

The following manuals, along with the online help, comprise the NetBackup
documentation set. The manuals are provided in Adobe Portable Document Format (PDF)
on the NetBackup CD-ROM.

¢ NetBackup Release Notes for UNIX and Windows

Provides important information about NetBackup Server and Enterprise Server
products on UNIX- and Windows-based servers, such as the platforms and operating
systems that are supported and operating notes that may not be in the NetBackup
manuals or the online help.

& NetBackup Installation Guide for Windows
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Glossary

Glossary

Explains how to install NetBackup Server and Enterprise Server software on
Windows-based platforms.

VERITAS Security Services Installation Guide

Explains install and configure the VERITAS Security Services. This manual is found
on the VERITAS Security Services CD-ROM.

NetBackup Media Manager System Administrator’s Guide for Windows

Explains how to configure and manage the storage devices and media on Windows
servers running NetBackup Server and Enterprise Server. Media Manager is part of
NetBackup.

NetBackup Backup, Archive, and Restore Getting Started Guide

Explains how to use the NetBackup Backup, Archive, and Restore interface to
perform basic backup and restore operations for UNIX and Windows systems.

VERITAS Security Services Administrator’s Guide

Explains how to configure and manage core security mechanisms, including
authentication, protected communications, and authorization. This manual is found
on the VERITAS Security Services CD-ROM.

NetBackup Vault System Administrator’s Guide for UNIX and Windows

Describes how to configure and use logical vaults and profiles to duplicate backups,
perform catalog backups, eject media, and generate reports.

NetBackup Vault Operator’s Guide for UNIX and Windows

Describes procedures for sending tapes offsite, receiving tapes on site, and running
reports on offsite media and vault jobs.

NetBackup Commands for Windows

Describes NetBackup commands and processes that can be run from a Windows
command prompt.

NetBackup Troubleshooting Guide for UNIX and Windows

Provides troubleshooting information for UNIX- and Windows-based NetBackup
Server and Enterprise Server, including Media Manager.

If you encounter unfamiliar terminology, consult the NetBackup online glossary. The
glossary contains terms and definitions for NetBackup and all additional NetBackup
options and agents.
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Accessibility Features

The NetBackup online glossary is included in the NetBackup help file.

V¥ To access the NetBackup online glossary
1. In the NetBackup Administration Console, click Help > Help Topics.
2. Click the Contents tab.

3. Click Glossary of NetBackup Terms.

Use the scroll function to navigate through the glossary.

Accessibility Features

The NetBackup interface can be used by people who are vision impaired and by people
who have limited dexterity. Accessibility features include the following:

¢ Using the Keyboard to Navigate in NetBackup

¢ Accessing Online Documentation

Note Text that appears in the NetBackup interface is accessible through an application
programmer’s interface (API) to assistive technologies such as voice or assistive
device input products and to speech output products.

Using the Keyboard to Navigate in NetBackup

You can use your keyboard to navigate in the NetBackup interface:

¢ Press window navigation keys to move from one window element to another. For
example, press Tab to move from one pane to another.

¢ Perform common actions quickly using accelerator keys. Accelerator keys let you
initiate actions without first accessing a menu. For example, press Ctrl+n to create a
new policy.

¢ Press mnemonic keys to select items using only the keyboard. Mnemonic keys are
indicated by an underlined letter. For example, press Alt+h to access the Help menu.

¢ You can also use the keyboard to select control options in a dialog.
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Navigating in a NetBackup Tree View

Use the following keys or key combinations to navigate through the NetBackup Console

window.

Keyboard Input

Result

Tab or Fé Moves to the next (right or down) pane in the active NetBackup window.
Shift+Tab or Moves to the previous (left or up) pane in the active NetBackup window.
Shift+F6

Ctrl+Tab or Moves to the next (right or down) NetBackup window.

Ctrl+F6

Ctrl+Shift+Tab or Moves to the previous (left or up) NetBackup window.

Ctrl+Shift+F6

Plus Sign (+) on the  Expands the highlighted item.

numeric keypad

Minus Sign (-) on the
numeric keypad

Collapses the highlighted item.

Asterisk (*) on the
numeric keypad

Expands the entire tree below the first item in the active NetBackup
window.

Up Arrow

Gives focus to the next item up in the pane.

Down Arrow

Gives focus to the next item down in the pane.

Shift+Up Arrow

Selects the next item up in the pane.

Shift+Down Arrow

Selects the next item down in the pane.

Page Up

Moves to the top item visible in a pane.

Page Down

Moves to the bottom item visible in a pane.

Home Moves to the first item (whether visible or not) in a pane.
End Moves to the last item (whether visible or not) in a pane.
Right Arrow Expands the highlighted item. If the highlighted item does not contain
hidden items, using the Right Arrow has the same effect as using the Down
Arrow.
XXXVi NetBackup System Administrator’s Guide for Windows, Volume I
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Keyboard Input Result

Left Arrow Collapses the highlighted item. If the highlighted item does not contain
expanded items, using the Left Arrow has the same effect as using the
Up Arrow.

Alt+Right Arrow Moves to the next (right or down) option control in the interface.

Alt+Left Arrow Moves to the previous (left or up) option control in the interface.

Alt+Spacebar Displays the NetBackup window menu.

Using Accelerator Keys

Accelerator keys let you use NetBackup from the keyboard, rather than using the mouse.
Accelerator keys are either a single keystroke or two or more keystrokes that can be
pressed in succession (rather than holding them simultaneously). If available, accelerator
keys are shown to the right of the menu item they perform.

For example, to refresh the information in the window, press F5.

Using Mnemonic Keys

A mnemonic key is a keyboard equivalent for a mouse click that is used to activate a
component such as a menu item. To select a menu item, press the Alt key to initiate menu
pull-down mode, then press a mnemonic key to open a menu, and another mnemonic key
to select a menu item.

Mnemonics are case-insensitive. Keys can be pressed either sequentially or
simultaneously.

For example, to change the Master Server, press Alt to initiate menu pull-down mode,
press the f key to pull down the File menu, and press the ¢ key to invoke the Change
Server menu option.

Using the Keyboard in Dialogs

To select or choose controls that have an underlined letter in their titles, type
Alt+underlined_letter at any time when the dialog is active. For example, typing Alt+O is
the same as clicking the OK button in a dialog.

To move forward (right or down) from one control to the next, press Tab. To reverse the
direction (for example, from moving right to moving left), press Tab and Shift.

Preface
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To move within a list box, groups of option controls, or groups of page tabs, press the
arrow key that points the direction you want to move.

Options that are unavailable appear dimmed and cannot be selected.

The following conventions are typically used in NetBackup dialogs:

4

Command buttons (also known as push buttons)

Command buttons initiate an immediate action. One command button in each dialog
carries out the command you have chosen, using the information supplied in the
dialog. This button is generally labeled OK. Other command buttons let you cancel
the command or choose from additional options.

Command buttons containing an ellipsis (...)

Command buttons containing an ellipsis (...) open another dialog so you can provide
more information or confirm an action. Command buttons marked with an arrow
display a menu.

Command buttons outlined by a dark border

A dark border around a button initially indicates the default button. Press Enter or the
Spacebar at any time to choose the button with a dark border. If there is a Cancel
button, press Esc at any time to cancel immediately. Press Tab to move the keyboard
focus to the next control. When you change focus to a command button, it temporarily
has the dark border. If the focus is not on a control, the dark border returns to the
default command button in the pane.

Check boxes

Check boxes may be selected or cleared to turn an option on or off. Check boxes can
have two states (checked and unchecked) or three states (checked, unchecked, and
indeterminate).

Press Tab to move from one checkbox to another and the Spacebar to change the
check box to the next state. Typing the mnemonic key for a check box also moves the
focus to the box and changes its state.

Option controls (also known as radio buttons)

Option controls are used to select only one option from a group of options. (Option
buttons may represent two or three states, as checkboxes do.) Press the arrow keys to
select the next or previous buttons within the group.Type the mnemonic key for an
option control to move the focus to the control and select it.

Tabbed pages

Tabbed pages are used to fit many options into a single dialog. Each page contains
separate groups of controls such as check boxes or option controls. Press Tab to move
the focus to the page tab for the currently visible page. Type the mnemonic key for a
page tab to move the focus to the page tab and display it.

XXXViii
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Accessing Online Documentation

In addition to online help, NetBackup provides copies of related NetBackup manuals in
Adobe Portable Document Format (PDF) on the NetBackup CD-ROM (or as an option for
downloading if the release is available from the Web). For a complete list of NetBackup
documents, see the NetBackup release notes.

Conventions

The following conventions apply throughout the documentation set.

Product-Specific Conventions

The following term is used in the NetBackup 5.0 documentation to increase readability
while maintaining technical accuracy.

& Microsoft Windows, Windows

Terms used to describe a specific product or operating system developed by
Microsoft, Inc. Some examples you may encounter in NetBackup documentation are,
Windows servers, Windows 2000, Windows Server 2003, Windows clients, Windows
platforms, or Windows GUI.

When Windows or Windows servers is used in the documentation, it refers to all of
the currently supported Windows operating systems. When a specific Windows
product is identified in the documentation, only that particular product is valid in that
instance.

For a complete list of Windows operating systems and platforms that NetBackup
supports, refer to the NetBackup Release Notes for UNIX and Windows or go to the
VERITAS support web site at http: //www. support.veritas.com

Typographical Conventions

Here are the typographical conventions used throughout the manuals:

Conventions
Convention Description
GUI Font Used to depict graphical user interface (GUI) objects, such as fields,

listboxes, menu commands, and so on. For example: Enter your
password in the Password field.

Preface
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Conventions (continued)

Convention Description

Italics Used for placeholder text, book titles, new terms, or emphasis. Replace
placeholder text with your specific text. For example: Replace filename
with the name of your file. Do not use file names that contain spaces.

This font is also used to highlight NetBackup server-specific or operating
system-specific differences. For example: This step is only applicable for
NetBackup Enterprise Server.

Code Used to show what commands you need to type, to identify pathnames
where files are located, and to distinguish system or application text that
is displayed to you or that is part of a code example.

Key+Key Used to show that you must hold down the first key while pressing the
second key. For example: Ctrl+S means hold down the Ctrl key while
you press S.

You should use the appropriate conventions for your platform. For example, when
specifying a path, use backslashes on Microsoft Windows and slashes on UNIX.
Significant differences between the platforms are noted in the text.

Tips, notes, and cautions are used to emphasize information. The following samples
describe when each is used.

Tip Used for nice-to-know information, like a shortcut.

Note Used for important information that you should know, but that shouldn’t cause any
damage to your data or your system if you choose to ignore it.

Caution Used for information that will prevent a problem. Ignore a caution at your own
risk.

Command Usage
The following conventions are frequently used in the synopsis of command usage.
brackets [ ]
The enclosed command line component is optional.
Vertical bar or pipe (1)

Separates optional arguments from which the user can choose. For example, when a
command has the following format:
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command argl|arg2

In this example, the user can use either the arg1 or arg2 variable.

Navigating Multiple Menu Levels

When navigating multiple menu levels, a greater-than sign (>) is used to indicate a
continued action.

The following example shows how the > is used to condense a series of menu selections
into one step:

< Select Start > Programs > VERITAS NetBackup > NetBackup Administration
Console.

The corresponding actions could be described in more steps as follows:
1. Click Start in the task bar.

2. Move your cursor to Programs.

3. Move your cursor to the right and highlight VERITAS NetBackup.

4. Move your cursor to the right. First highlight and then click NetBackup
Administration Console.

Preface
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This chapter provides an introduction to NetBackup and contains the following sections:
“Overview” on page 1

“NetBackup Administration Interfaces” on page 4

“Using the NetBackup Administration Console” on page 7

“Configuring NetBackup Without Wizards” on page 25

“Online Documents” on page 27

® 6 6 o 0o o

“Installing the Documents” on page 27

Overview

NetBackup provides high-performance backups and restores for a variety of platforms,
including Microsoft Windows, UNIX, and NetWare systems.

Administrators can set up schedules for automatic, unattended backups for clients
anywhere in the network. These backups can be full or incremental and are managed
entirely by the NetBackup master server.

Users can start backups and restores from the computer where they are working. A user
can also archive files. An archive operation backs up a file and then deletes it from the
local disk if the backup is successful. Once started, user operations are managed by the
NetBackup server.

NetBackup’s Media Manager software manages the media and storage devices. Robots
require no intervention on the part of the administrator, operator, or the user. Standalone
drives (those not in a robot) that contain appropriate media also require no intervention.




Overview

NetBackup includes both the server and client software:
¢ Server software is on the computer that manages the storage devices.

¢ Client software is on the computer whose data you want to back up. A server also has
client software and can be backed up like other clients.

Client Computers

N

In this guide, the NetBackup Server

NetBackup server is
usually referred to as the

NetBackup master server.
Storage

Client Computers

NetBackup servers and clients can be any one of a number of platform types as described
in the data sheets and release notes for the product.
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Overview

NetBackup supports both master and media servers. The master server manages the
backups, archives, and restores. Media servers provide additional storage by allowing
NetBackup to use the storage devices that they control. Media servers can also increase
performance by distributing the network load.

Client
Computers

NetBackup
Media
Server

NetBackup
Master

Storage

Storage

Client
Computers

During a backup or archive, the client sends backup data across the network to a
NetBackup server that has the type of storage specified for the client. The storage
requirement is specified during NetBackup configuration (for example, 4 mm tape).

During a restore, users can browse and then select the files and directories that they want
to recover. NetBackup finds the selected files and directories and restores them to the disk
on the client.
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NetBackup Administration Interfaces

The NetBackup Administration Console provides a graphical-user interface through
which the administrator can manage NetBackup. The console is available in two forms:

¢ A Windows-based interface to run on a Windows system.

¢ AJava-based interface able to run on a
Windows system. This interface is called VERITAS" VERITAS
the NetBackup-Java Windows Display NetBackup""
Console and is not automatically for Windowse
installed on the system. Installation is Prenstallation Information
available on the main NetBackup for NetBackup ~  Check VERITAS Web Site for Product Alerts
Windows installation screen.

Install Server Software

It is also possible to display the console on a
Java-capable UNIX platform and display it
back to a Windows system by using
third-party X terminal emulation software.

= View Server README

Install Client Software

= View Client README

Install Java Windows Display Console

VERITAS US home Click to install 32-hit Java Windows Display Console

Click to install 64-hit Java Windows Display Curéir‘o\e

Running the Windows-Based NetBackup Administration
Console

The NetBackup Administration Console is installed with the NetBackup server software.
It can also be installed without server software as the Remote Administration Console.

Vv To start the NetBackup Administration Console

1. Log on to the Windows workstation as a member of the user group authorized for
NetBackup administration.

2. Go to Programs > VERITAS NetBackup > NetBackup Administration Console. The
NetBackup Administration Console appears.

The NetBackup Administration Console is the starting point for administering
NetBackup. The left pane in the console contains a node for each major area of NetBackup
administration. Clicking a node displays information related to that node in the Details
pane on the right. The menus contain commands relevant to the selected node.
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Note If there is more than one NetBackup server, it is possible to run the NetBackup
Administration Console on more than one server at a time. However, if more than
one person is making changes to the configuration, the results will be
unpredictable.

Running the Java-Based Windows Display Console

The NetBackup-Java Windows Display Console is provided with NetBackup software.
The Windows Display Console offers the user the NetBackup-Java interface in order to
administer UNIX NetBackup servers where a NetBackup-Java capable UNIX system is
not available. See the NetBackup Installation Guide for information on installing the
Windows Display Console.

The Windows Display Console can also be used to directly administer a NetBackup UNIX
or Windows server. It is also possible to use a point-to-point (PPP) connection between the
display console and other servers in order to perform remote administration.

v To start the Windows Display Console

1. On a Windows system where the Windows Display Console is installed and
configured, select Start > Programs > VERITAS NetBackup > NetBackup-Java on
host. The host is the default managing NetBackup server as set during installation.

2. The login screen for the NetBackup Administration Console appears, displaying the
host name. To perform remote administration, log into another server by typing the
name of another host in the Host name field, or by selecting a host name from the
drop-down list.

3. Type your user name and password. When logging into a Windows server, enter both
the server’s domain and the user name as follows:
domain_name\user_name

The domain_name specifies the domain of the NetBackup host. This is not required if
the NetBackup host is not a member of a domain.
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|
[PINetBackup Administration Console [_[00]

You may administer NetBackup on any NetBackup
host. To login, enter the username and password
for the specified NetBackup host.

Host name:

‘ hagar —I—'{\

User name:

‘rom |V‘

Password:

| Login H Cancel || Help ‘

[ hagar (5.0alpha Enterprise Server Evaluation] - NetBackup Administration Console [logged into hagar]

VERITAS NetBackup™

File View Help

g c=-=:>7 BER &%

hagar {Master Server) |
hagar (Master Server)|

@ Backup, Archive, and Restore

Activity Monitar
(-2 MNetBackup Management

&= 1 Banare

4
b
B Getting Started
k Get step-by-step help setting up NetBackup from
finish

4. Click Login to log into the NetBackup-Java application server program on the
specified server. The interface program continues to communicate through the server
specified in the login screen for the remainder of the current session.

Note The default host is the last host that was successfully logged into. Names of other
hosts that have been logged into are available for selection from the drop-down list.

Administering Remote Servers

If a site contains more than one NetBackup master server, the systems can be configured
so that multiple servers can be accessed from one NetBackup Administrator Console.
Indicating a remote server can be done using one of the following methods:

¢ Using the File > Change Server menu command.

¢ Using the NetBackup-Java Administration Console and indicating a remote system
upon NetBackup login.

For more information on remote administration, see “Administering a Remote Master
Server” on page 439.

NetBackup System Administrator’s Guide for Windows, Volume I



Using the NetBackup Administration Console

Using the NetBackup Administration Console

The NetBackup Administration Console provides a Windows-based interface through
which the administrator can manage NetBackup.

Master Server

The information in the NetBackup
Administration Console applies to this
server only.

]_?j zephir [5.0Trunk Enterprize Server] - NetBackup Administration Conszole

Activity Monitor

Displays information about
NetBackup jobs and provides some
control over the jobs. \ =

J File Edit “iew Actionz Help ‘E
|1B8-[E& %%t a7 als B
VERITAS

zephir

% Acivity Monitar NBlBackup“‘
| .- MetBackup Management
NetBackup Management — =] Repots Q  Getting Started
@ Policies =
Contains utilities for creating and +. (5] Storage Units

viewing reports, for configuring
policies, storage units, catalog
backups, and a utility for configuring
master server, media server, and .
client properties. fi' <5

g Catalog _ @  Configure Storage Devices
HDSt F'roper.tles Defing robots and drives.
Media and Device Management
5 o
_

@ Device Monitar
Configure Yolumes

Inventory robots and define volumes for uze in standalone drives.
- ]

Configure the Catalog Backup

Specify how and when MetBackup configuration and catalog
infarmation iz to be backed up.

Media and Device Management

Contains utilities for managing the
media and devices that NetBackup
uses to store backups.

(See the NetBackup Media Manager
System Administrator’s Guide.)

Create a Backup Policy
Define schedules for backing up data on a single client or a et of

clients.

- Import Images
J‘I This wizard will assist you in stepping through an import.
3 |

\ [Master Server: zephit Connected

.

FDF Help, pres% F1 \

\
Adjustable

Access Management Split Bar
Contents of node are viewable only by
Security Administrator when VxSS Tree view in left pane Details pane
components a_nd NetBackup access Todi Consists of utilities. Contains configuration
control is configured. ooltips wizards and details

Additional licensed utilities specific to the utility

selected.

In addition to the NetBackup Administration Console, there are some operations that can

be performed by entering commands at a command prompt. All NetBackup commands
are described in NetBackup Commands for Windows.

The following sections describe the utilities and menus that appear in the NetBackup
Administration Console.

N4
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User Backups, Archives, and Restores

To perform backups and archives for this system, and restores for this system and other
clients, open the client interface by clicking on the Backup, Archive, and Restore button
in the toolbar.

Users can back up, archive, and restore files, directories, and raw partitions that reside on
their own client computer. A user can restore files at any time but can back up and archive
only during the time periods that the administrator defines with the schedules. Users can
also view the progress and final status of the operations they perform.

Note An archive is a special type of backup. During an archive, NetBackup first backs up
the selected files then deletes them from the local disk if the backup is successful. In
this manual, references to backups also apply to the backup portion of archive
operations (except where otherwise noted).

Client actions are described in the NetBackup User’s Guide for Windows.

Activity Monitor

Use the Activity Monitor to monitor and control NetBackup jobs, services, processes, and
drives.

For more information see Chapter 6, “Monitoring NetBackup Activity” on page 283.

NetBackup Management

This manual describes the applications and utilities listed under NetBackup Management
in the NetBackup Administration Console tree. The Media Manager System Administrator’s
Guide describes applications and utilities under Media and Device Management.

The following sections describe items found under NetBackup Management.

Reports

Use Reports to compile information for verifying, managing, and troubleshooting
NetBackup operations.

For more information see Chapter 5, “Viewing NetBackup Reports” on page 261.
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Policies

Use Policies to create and specify the backup policies which define the rules for backing
up a specific group of one or more clients. For example, the backup policy specifies when
automatic backups will occur for the clients and when users can perform their own
backups. The administrator can define any number of backup policies, each of which can
apply to one or more clients. A NetBackup client must be covered by at least one backup
policy and can be covered by more than one.

The properties of a backup policy include the following:

¢ General attributes that define the:
¢ Priority of backups for this policy relative to backups for other policies.
& Storage unit to use for backups of clients covered by this policy.

¢ Volume pool to use for backups performed according to this policy. A volume pool
is a set of volumes that the administrator can assign to specific backup policies or
schedules. For example, it is possible to have one volume pool for weekly
backups and another for quarterly backups.

¢ List of client computers covered by the policy.

¢ List of files to include in automatic backups of the clients. The backup selection list
does not affect user backups because the user selects the files.

¢ Schedules that control when backups and archives can occur for the clients.

As mentioned above, each backup policy has its own set of schedules. These schedules
control when automatic backups start and also when users can start a backup or archive.
Each schedule is unique with attributes that include:

¢ Type of schedule. Specify schedules for automatic full or incremental backups or user
backups or archives. There are also schedule types that apply only when
separately-priced options are installed (for example, a backup schedule for Microsoft
Exchange or Oracle databases).

¢ Backup window. For automatic full or incremental backup schedules, this is the time
period when NetBackup can start automatic backups of clients covered by this policy.
For user schedules, this is the time period when users can start a backup or archive of
their own client.

¢ Frequency. How often automatic and calendar-based backups should occur and
which dates should be excluded from the schedule (dates when backups should not
occur).

¢ Retention. How long NetBackup keeps the data that is backed up by this schedule.

¢ Storage unit. The storage unit for the data that is backed up by this schedule. This
setting, if used, overrides the storage unit specified at the backup policy level.
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¢ Volume pool. The volume pool to use when saving data backed up by this schedule.
This setting, if used, overrides the volume pool specified at the backup policy level.

The administrator can also manually start a backup schedule for an automatic full or
incremental backup. Manual backups are useful if, for example, a client system is down
and misses its scheduled backup.

For more information see Chapter 3, “Managing Backup Policies” on page 59.

Storage Units

Use Storage Units to display storage unit information and provide commands for
managing NetBackup storage units.

A storage unit is a group of one or more storage devices of a specific type and density that
attach to a NetBackup server. The media can be removable (such as tape) or a directory on
a hard disk. Removable media can be in a robot or a standalone drive.

The devices in a removable-media storage unit (such as a tape drive) must attach to a
NetBackup master or media server and be under control of Media Manager. The
administrator first sets up Media Manager to use the drives, robots, and media and then
defines the storage units. During a backup, NetBackup sends data to the storage unit
specified by the backup policy. Media Manager then picks an available device within the
storage unit.

When the storage unit is a directory on a hard disk, the administrator specifies the
directory during configuration and NetBackup sends the data to that directory during
backups. Media Manager is not involved.

Storage units simplify administration because once they are defined, the NetBackup
configuration points to a storage unit rather than to the individual devices it contains. For
example, if a storage unit contains two drives and one is busy, NetBackup can use the
other drive without administrator intervention.

For more information see Chapter 2, “Managing Storage Units” on page 29.

Catalog

Use Catalog to create and configure a special type of backup NetBackup requires for its
own internal databases—a catalog backup. These databases, called catalogs, are on the
NetBackup server's disk and have setup information as well as critical information on
client backups. The catalog backups are set up and tracked separately from other backups
to ensure recovery in case of a server crash.

Catalog is also used to search for a backup image in order to verify the contents of media
with what is recorded in the NetBackup catalog, to duplicate a backup image, to promote
a backup image from a copy to the primary backup copy, to expire backup images, or to
import expired backup images or images from another NetBackup server.
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For more information see Chapter 4, “Managing Catalogs and Images” on page 199.

Host Properties

Use Host Properties to customize NetBackup configuration options. In most instances, no
setting changes are necessary. However, Host Properties settings allow the administrator
to customize NetBackup to meet specific site preferences and requirements for master
servers, media servers, and clients.

All configuration options are described in Chapter 7, “Configuring Host Properties” on
page 311.

Media and Device Management

The software that manages the removable media and storage devices for NetBackup is
called Media Manager. This software is part of NetBackup and is installed on every
NetBackup server. The administrator can configure and manage media through Media
and Device Management in the NetBackup Administration Console.

The NetBackup Media Manager System Administrator’s Guide contains information on Media
Manager.

Access Management

Customers can protect their NetBackup configuration by using Access Management to
define who may access NetBackup and what functions a user in a user group can perform.
Access Management is described in the chapter, “Access Management,” in the NetBackup
System Administrator’s Guide for Windows, Volume I1I.

NetBackup Configuration Wizards

The easiest way to configure NetBackup is to use the configuration wizards. The wizard
selection is visible in the Details pane on the right varies depending on what NetBackup
node is selected in the left portion of the screen.

¢ Getting Started Wizard

Use the Getting Started Wizard if you are configuring NetBackup for the first time. It
leads you through the necessary steps and other wizards to get you up and running
with a working NetBackup configuration. The Getting Started Wizard is comprised
of the following wizards, which can also be run separately, outside of the Getting
Started Wizard:

¢ Configure Storage Devices
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¢ Configure Volumes
¢ Configure the Catalog Backup
¢ Create a Backup Policy

¢ Configure Storage Devices

Use the Device Configuration Wizard to guide you through the entire process of
configuring a device and storage unit.

¢ Configure Volumes

Use the Volume Configuration Wizard to guide you through the entire process of
configuring removable media.

¢ Configure the Catalog Backup

Use the NetBackup Catalog Backup Wizard to set up your catalog backups, which
are essential to recovering your data in case of a server failure or crash.

¢ Create a Backup Policy

Use the Backup Policy and Configuration Wizard to add a backup policy to your
configuration.

¢ Import Images Wizard
Use the Import ImagesWizard to import NetBackup images in a two-part process.
¢ Configure a Shared Drive

Use the Device Configuration Wizard to configure NetBackup to use shared drives
or to reconfigure an existing shared drive.

Menus

The following sections describe menus in the NetBackup Administration Console.

File Menu

The File menu contains the following options:

Change Server

Use to display the configuration for another NetBackup master server. The name of the
current server appears in the status bar.
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New Console

Opens a new NetBackup Administration Console.

New Window from Here

Opens another window in addition to those that are already open. If you are currently in
Activity Monitor and select New Window From Here, the new window will open to
Activity Monitor.

Login as New User ...

Use Login as New User to log into NetBackup as e HE
a different user without logging out of the OS and eer rarme
logging back in. This is useful when, for example, |_

a NetBackup Administrator wants to log in again [Em—

as the Security Administrator to administer |

Access Management. When finished with access Authorization Domeir: Domain Type:
management-related tasks, the Security | =l
Administrator can log in again as an ok | oenes |

administrator for performing typical
administration tasks such as configuring policies. Controlling access to NetBackup is
discussed in the NetBackup System Administrator’s Guide for Windows, Volume I1.

For Login as New User to be enabled, VXSS must be installed an configured on the
system. For more information on VXSS, see Chapter 1 in the NetBackup System
Administrator’s Guide, Volume II.

For more information on VxSS, see Chapter 1 in the NetBackup System Administrator’s
Guide, Volume II.

Backup, Archive, and Restore

Opens the client interface: Backup, Archive, and Restore.

MS SQL Client
Shortcut to access the SQL server NetBackup client, if applicable.

Print Setup

Displays the Print Setup dialog to enter printer specifications.

Print Preview

Displays the print preview of the dialog or pane currently in focus.
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Print

Displays the standard Print dialog: specify the range of pages to be printed, the number of
copies, the destination printer, and other printer setup options.

Send

Sends the active document through electronic mail. This command displays a mail
window with the active document attached to it. Click the Send button to send the
message.

Export

Save configuration information or data to a file concerning the selected client, server,
policy, host properties, storage unit, storage unit group, or device monitor information.

Close Window

If more than one NetBackup window is open, Close Window closes only the current
window. You will not exit NetBackup. If only one NetBackup window is open, you will
exit NetBackup.

Exit

Closes the NetBackup application and all NetBackup Administration Consoles or
windows opened through NetBackup.

Edit Menu

The Edit menu contains the following options:

Undo
Reverses the last editing action, if possible.
Cut

Deletes the selected items and places them on the clipboard. This command is available
only when something is selected.

Copy
Copies selected items to the clipboard.
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Paste

Pastes the contents of the clipboard into the selected list, if possible.

New

Displays a dialog where you can specify criteria for a new item.

Change

Displays a dialog where you can specify changes to the selected item.

Delete

Deletes the selected item.

Find

Use the Find option to
IOCate lines in the Mame | Server | F'ID| Processor Ti... | Total Proces...l ‘working Setl Elapsed Time
currently selected table [

using specified criteria.
For information on

Enter the items to be found in the fields above

using the Find dialog, ot D ] E.l'e;:':”
: = ™ Match case =
click Help.  Contains _ | & Down

o " ™ Move allitems found to top of list
. . 3 exac
¢ Find Next: Finds e

the next line in the EindNewt | FindAl | Cancel |
table that matches
the search criteria.

¢ Find Previous: Finds the line in the table that was located during the preceding
search.

¢ Find All: Finds all lines in the table that match the specified search criteria.

View Menu

The View menu contains the following options:

Toolbar
Use the Toolbar option to display or hide the standard NetBackup toolbar.
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Status Bar

Use the Status Bar option to display or hide the status bar that appears at the bottom of
the window.

Tree

Use the Tree option to display or hide the nodes in the left pane of the NetBackup
Administration Console.

Previous Pane

Use the Previous Pane option to return to previously selected window panes, moving
backwards.

Next Pane

Use the Next Pane option to return to previously selected window panes, moving
forwards.

Customize

Use the Customize option to display the Customize Toolbar dialog to customize the
toolbars and set other display preferences. For more information on using the settings,
click Help in the dialog.

Options

Customize specific utilities in the Options dialog:
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¢ Activity Monitor Tab

Options HE
Fit Topology to Window on Startup: [E) Devices | @B Catloa | B administiation Console |
Upon opening the Activity Monitor, | Ahipte | 5 Device Monitor
the entire Activity Monitor global I it tapology o window on startup
topology will flt Wlthln the upper V' Show 'Cancel Job' confimation dialog

¥ Show 'Delete Job' confirmation dialog

right pane in the NetBackup

. . . V' Show Job Failures in the topolagy
Administration Console.

Befresh rate [zeconds]:

Show Cancel Job Confirmation =
Dialog: Check this Option to dlsplay Processes and Services
a job confirmation dialog whenever 7 Shon

V' Show MetBackup
V' Show NetBackup Ul
¥ Show MetBackup Core
™ Show Other

the user cancels a job.

Show Delete Job Confirmation

Dialog: Check this option to display
a job confirmation dialog whenever o ]
the user deletes a job.

Cancel | Help |

Show Job Failures in the Topology: Check this option to show both active and failed
jobs in the Activity Monitor. When unchecked, the Activity Monitor shows active jobs
only.

Refresh Rate: Specifies how often the Activity Monitor refreshes the display.
Processes and Services:

Show All: In the Activity Monitor, display system-wide processes and services on all
systems, including those belonging to NetBackup.

Show NetBackup: Select to display all NetBackup processes and services.

Show NetBackup UI Display only the processes and services associated with the
user interface.

Show NetBackup Core: Display only the core NetBackup processes and services.

Show Other: Display system-wide processes and services on all systems. Check this
alone to display everything except NetBackup processes and services.

& Device Monitor Tab

Options EHE
Show ”Up DriVe, Operator Devices I G Catalog | & Administration Consale |
Control”: Places the Up D]_‘ive, @ Activity Monitor @ Device Monitor
Operator Control command on the I~ Shaw Lip Diive, Operator Conirol
ACtiOHS menu. [~ Show only items in list selected in topology:

™ Fit topology to window on startup

Befrezh Rate: 20_:I zeconds
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Show Only Items in List Selected in Topology: Instead of showing the topology of
the entire configuration, this option specifies that only those devices affected by the
list item selected will be displayed in the upper right pane in the NetBackup
Administration Console.

Fit Topology to Window on Startup: Upon opening the Device Monitor, the entire
Device Monitor global topology will fit within the upper right pane in the NetBackup
Administration Console.

Refresh Rate: Specifies how often Media Manager refreshes the display.

Devices Tab Eies BB
Fit Topology to Window on startup: 5], Activity Moritor | 30 Device Moritor |
Upon Opening Devices the entire Devices | g Catalog I g Administration Conzole I
4
Device topology will fit within the I™ Eittopology to windaw on startug
upper right pane in the NetBackup Topology Connections
Administration Console. & Show all connections
" Show connections only for selected ohiscts
Topology Connections:

Show All Connections: Check this
option to display all connections for all devices in the Device Monitor topology

Show Connections Only for Selected Objects: Check this option to display the
connection for a selected device only, rather than showing all connections in the
Device Monitor topology.

Catalog Tab Eies T
Always Show Confirmation 1] Activity Moniter | 30 Device Monitor |
Dialogs for Verify and Copy: Check Devices & Cotslon | B admiristration Consols |
this option to display a Confirm ™ livays show Sarfimation dalogs for Varty and Copy

Verify dialog when initiating a I~ Always enable full logging for Verify and phase two Import

Verify job.

Always Enable Full Logging for Verify and Phase Two Import: Check this option to
enable full logging whenever a verify or import job (phase two only) are run from the
Catalog utility.
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¢ Administration Console Tab Options HE

Machine Default Language: 1B, Activity Moritor | 530 Device Moritor |
NetBackup is capable of supporting EVEN N s B} pniisraion Corscle
different languages' To SeleCt the Eaar;i?naeg;efault Language: GUI connect timeout:
language with which NetBackup 0 = seconss
will operate on the local machine,

set the Machine Default Language.
Unless otherwise specified by the |Defau =
User Selected Language, this will
be the language that is used for
NetBackup. The default setting is
the language used by the operating
system.

[ efault

User Selected Language:

™ Disable cache for the local network browse

™ Disable "ping" connection checking

User Selected Language: Individual users can set the User Selected Language to their
preferred language. This is set on a per-user basis. The default is the Machine Default
Language setting.

Note If no alternate language packs are installed, the choices on the drop-down menus

will be limited to Default.

Disable Cache for the Local Network Browse: This setting disables the use of the
host cache when browsing for a host on the network. Enable Disable Cache for the
Local Network Browse when the network is dynamic and adds and removes hosts
often.

Disable “ping” Connection Checking: When this setting is unchecked, NetBackup
tries to ping a host before attempting a NetBackup call to the host. A ping returns an
error quickly if there is a problem accessing the host. If the ping fails, a NetBackup
connection is not attempted.

When the check box is checked, a ping is not attempted before making a connection to
another host. This setting may need to be checked (disabling the ping) when
connecting through a firewall if the firewall is configured to reject connections to the
port used by ping.

GUI Connect Timeout: The GUI Connect Timeout setting specifies the number of
seconds before NetBackup stops trying a connection. On most networks this may be
set to a lower number to speed up error detection. On slower networks GUI Connect
Timeout may be remain at the default setting of 300 seconds.
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Refresh

Use the Refresh option to update the Details view with new information retrieved from
the master server(s). You can also elect to refresh the display automatically for Activity
Monitor by selecting View > Options > Activity Monitor, then set the refresh rate >
Automatically refresh display.

Refresh All

Use the Refresh All option to update the Details view of the entire Administration
Console with new information retrieved from the master server(s).

Large Icons

Use the Large Icons option to display large icons in the lists.

Small Icons

Use the Small Icons option to display small icons in the list.

List

Use the List option to list items without details.

Details

Use the Details option to display details about each item in the list.

Columns

Use the Columns option to open a submenu that contains commands for changing the
order and size of columns:

¢ Layout: Displays a dialog with controls for changing the order and format of each
column.

& Even Size: Makes each column the same width.

¢ Proportional Size: Keeps column widths in the same relative proportions if you
change the window size.

¢ Fixed Size: Makes each column a fixed size according to your settings.

¢ Size to Data: Adjusts the width of each column according to how much data it
contains.
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Sort

Use the Sort option to display a dialog to specify criteria for sorting lists in the window.

Filter

Use the Filter option to display only those rows in a table that meet specific criteria. All
other rows are hidden. Filter works differently from Find: Find highlights the row but
does not hide any rows. The Filter option is available when the Details pane on the right is
in focus in the following applications: Activity Monitor, Reports, Policies, Storage Units,
Catalog, Host Properties, and Media. Click Help in the Filter dialog for more information
on using the Filter option.

After data in a table is filtered, the number of filtered matches is indicated above the table.

matrix: 45 Policies 4 Filter
| | [E.. a.

[ 1ame [ Type P oo e [ e oo o [ o oo R
[ AFS <any= Me,.. 4 Mo Mo Mo Mo Mo Mo /Mo Mo M

@Apollo Apollo-whbak <any= Me.., 4 Mo Mo Mo Mo Mo Mo/ Mo Roo M
Mo Mo Mo Mo Moo D Mo Mo MNc
Wes Mo Mo Moo Mo o Mo Moo M

anuspex Auspex-FastBac,,, <any= Me... 4
Number of items that have met the filter criteria

oo oioio

@B afallach  MS-Windows-NT  <any: He... —

Clear Filter
Use the Clear Filter option to display the entire, unfiltered table. o |

Actions Menu

The menu items on the Actions menu differ depending on which utility is selected in the
tree view.

Help Menu

The Help menu contains the following options:

Help Topics

Use the Help Topics option to view online help information.

Troubleshooter
Use the Troubleshooter option to open the Troubleshooter dialog.

To use the Troubleshooter from the menu, enter the status code in the Status Code field,
then click Lookup. The dialog contains three tabs:
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4

Problem: If a valid error code has been entered and looked up, text appears

describing why the problem occurred.

Troubleshoot: Text describes steps to try and correct the problem.

VERITAS Support: Displays the web site of VERITAS Technical Support.

2 Troubleshooter HE

Status Cods 2 ek

@ Troubleshooter HE

Status Code: 2

{Information does nat apply for Media and Device Management enor codes.]

Status Z: none of the requested files were backed up

Brablem | Troubleshoot | YERITAS Support

(Information does not apply for Media and Device Management errar codes ]

Status 2: nane of the rsquested files were backed up

Problem  Troubleshoot | VERITAS Support

| backup or archive could not back up any of the files in the file list. =

Try the following: ]
erify that the files esist and you have read access to them.
= Check to see if there is 4 iaiing space on one of mare of the flenames in the
client's file list. Remove any inadvertent raling characters (such as spaces or
tabs),
" Dn UNIX clisnits, chack to ses if the files or directories would be excluded
because of an entry in /ust/openy/netbackup/exclude_lis,
* On PC clisnts, check the xcluds list per the instructions in the user's quide for _|
the client.
" On'windows clisnts, verity that the account used to start the NetBackup
Client service has read access to the fils.

IF you are backing up & netwark diive or a UNE [universal naming convention) x|

ak

7

The Troubleshooter is also available from the Activity Monitor, on the Detailed Status

tab of a job.

VERITAS Web Page: Displays the VERITAS web page if the system has a browser

configured.

License Keys: Opens a dialog where you can view and modify the license keys for the

local computer.

Current NBAC User:
This option is enabled if
NetBackup Access S
Ce 1 . p f d Domain:  ENTERFRISE
ontrol is con fure . on Expiry Date:  Oct 24 16:55:565 2003 GMT
y9ur SyStem_' The Optlon Authentication Type: — rt
qlsplays a dlalog that lzsued By:  ACM=broker/0U =roob@Esil. min. veritas. com/0=vs
lists who you are
according to VXSS, the

domain you are logged

into, the expiration date of your authentication certificate, the type of authentication
that you're currently using, and the name of the authentication broker that issued the

certificate.

About NetBackup Administration Console: Displays program information, version

number, and copyright information.
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Standard and User Toolbars

Upon opening the NetBackup Administration Console, a standard toolbar appears by
default.

When certain utilities are selected, Policies or Reports, for example, a second toolbar,
called a user toolbar, appears.

The buttons on the toolbars provide shortcuts for menu commands. Slowly drag the
pointer over a button to display a button description label.

To display or hide the standard NetBackup toolbar, click View > Toolbar.
¥ To customize the toolbar in the NetBackup Administration Console
1. Under Select Toolbar, select an object in the Main Toolbar tree.

2. The Current Toolbar Buttons list displays the current buttons selected to appear on
the toolbar for the chosen object.

Reorder the buttons by selecting a button, then click the Up or Down.

3. To add a button to the toolbar, select a button in the Available Toolbar Buttons list,
and click Add.

4. To remove a button from the toolbar, select a button in the Current Toolbar Buttons
list, and click Remove.

5. Click Close to save the changes.

Customizing the Administration Console

The View menu contains options for customizing the window to suit your preferences.
For example, the Customize command opens a dialog with options for adding more
toolbars or adding buttons to existing toolbars. See the online help for more information
on Customize, Options, and other commands on the View menu.

Shortcut Menus

Clicking the right mouse button when the pointer is over a pane in the window, displays a
popup menu with commands that apply to what is currently selected.
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Status Bar

The status bar appears at the bottom of the window. You can choose whether to display it
by clicking Status Bar on the View menu. When Tooltips are enabled, the left side of the
status bar shows help messages when the pointer is over a toolbar button or menu
command. The right side of the status bar indicates the master server where you are
managing policies.
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Configuring NetBackup Without Wizards

The easiest way to configure NetBackup is to use the configuration wizards provided.

If you are configuring NetBackup for the first time, choose the Getting Started Wizard.
This wizard steps you through the other wizards and leaves you with a working
NetBackup configuration. You can also run a test backup. This wizard starts automatically
after installation is complete and can be started at a later time.

If you prefer not to use the available wizards, the following steps explain how to configure
NetBackup by using the NetBackup Administration Console. Complete instructions are
not given here, but each step provides references for more information if you require it.

1. Start the NetBackup Administration Console if it is not already started.

2. Complete the addition of storage devices.

The Device configuration wizard is the preferred way to do this. To perform
configuration without using the wizard, see the Media Manager System Administrator’s
Guide.

3. Define the media that you will use.

For instructions, see the Media Manager System Administrator’s Guide.

4. Ensure that the NetBackup Database Manager service is active.

This service must be running so that NetBackup can update its catalogs with the new
setup information.

You can start and stop this service through the NetBackup Activity Monitor or by
using the Services application on the Windows Control Panel. We suggest that you
configure all NetBackup services so they start automatically each time you start the
server.

5. Set up the NetBackup storage units that will contain the storage devices that
NetBackup will use to store its backups.

¢ For an overview of NetBackup storage units, see “Managing Storage Units” on
page 29.

¢ For instructions on adding storage units, see “Using the Device Configuration
Wizard” on page 32.

6. Verify the NetBackup catalog backup configuration. The NetBackup catalogs are on
the server’s disk and have configuration information as well as critical information on
client backups.
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a.

b.

Specify the media to use.

Make any necessary changes to the backup paths. The default paths to the
catalogs are added automatically.

7. Set up the backup policies for the clients that you are backing up.

8. Changing the NetBackup host properties if the defaults are not appropriate for your
environment. For instructions, see “Changing Host Properties” on page 314.

For information on other areas of NetBackup that you may want to configure, see
“Additional Configuration” on page 99 in the NetBackup System Administrator’s Guide
for Windows, Volume II.

9. Start the NetBackup Request Manager service.

You can start and stop this service through the NetBackup Activity Monitor or by
using the Services application on the Windows Control Panel. It is recommended that
you configure all NetBackup services so they start automatically each time you start
the master server.

The configuration is now complete. Test it as follows:

a.

If you created user-directed backup or archive schedules, test them by performing
a backup or archive from a client. Check the log on the client to see if the
operations were successful. If the backup was successful, restore the same files.
This verifies the basic backup and restore capabilities.

For instructions on performing user-directed operations, start the NetBackup user
interface on the client and follow the instructions that are given in the user’s
guide or the online help.

To test the automatic backup schedules, you can either wait until they are due or
run them manually from the master server. After the automatic schedules have
run, check the Backup Status report to ensure that the backups completed
successfully for all clients.

For instructions on performing a manual backup of a NetBackup policy, see
“Performing Manual Backups” on page 198.
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Online Documents

This product includes online documentation in Adobe® Portable Document Format (PDF)
format that can be optionally installed on your computer. To view PDF documents, use
the Adobe Acrobat Reader, available at http: //www.adobe.com

Documentation in PDF format can be found in the following directory:
install_path\Program Files\VERITAS \Help\

For a complete list of NetBackup-related manuals, see the Related Documents appendix in
the NetBackup Release Notes.

Installing the Documents

If the PDF documents were not installed during NetBackup installation, copy the
documents from the NetBackup CD-ROM to the following directory:

install path\VERITAS\Help\
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Managing Storage Units

The following sections provide useful information for configuring storage units:

® 6 6 6 6 6 O O 0 o

“Introduction to Storage Units” on page 30

“Using the Device Configuration Wizard” on page 32
“Media Manager Storage Unit Considerations” on page 33
“Disk Storage Unit Considerations” on page 38

“NDMP Storage Unit Considerations” on page 39

“Disk Staging Storage Unit Considerations” on page 40
“Maintaining Storage Units” on page 47

“Storage Unit Properties” on page 49

“Configuring Drive Availability Checking” on page 55
“Creating and Changing Storage Unit Groups” on page 55
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Introduction to Storage Units

A NetBackup storage unit is a group of one or more storage devices of a specific type and
density that attach to a NetBackup server. The administrator defines the storage units that
are available for a backup and which storage unit to use for each policy. For example, it is
possible to specify a robot as the storage unit for one policy and a standalone tape drive
for another policy.

Note Storage unit names are case-sensitive.

There are four types of storage units:

*

Media Manager storage units

A Media Manager storage unit uses tape robots, standalone tape drives, or optical
disk devices, that are under control of Media Manager. Media Manager controls the
allocation and mounting of media (called volumes) in the storage devices. (See
“Media Manager Storage Unit Considerations” on page 33.)

Disk storage units

A disk type storage unit consists of a directory on a hard disk that stores the backup or
archive data. NetBackup permits an unlimited number of disk storage units. (See
“Disk Storage Unit Considerations” on page 38.)

NDMP storage units

NDMP storage units are controlled by Media Manager but attach to NDMP hosts and
require that you have the NetBackup for NDMP option installed. (See “NDMP
Storage Unit Considerations” on page 39.)

Disk Staging storage units

A disk staging storage unit provides the first storage location in a two-stage process
called Disk Staging. In this process, client data is backed up to a disk staging storage
unit, then, in the second stage, the data is relocated to another storage unit. (See “Disk
Staging Storage Unit Considerations” on page 40.)

The following figure shows the components involved and steps in managing the storage
of client data.
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— — I/\ _/\I
( Magnetic Disk o
'~ - NetBacku - »l Hard Disk |
| T === | P | Storage Unit |
i |
| File System | Configuration S
| Configuration | and location
| Catalog | Backup image
| | information
| Image Catalog
I
o . 3
! Media Catalog | Media information <)
\ /I
~ —_— —
Removable Media v Media Manager
Storage Units - T /A r - — — 1
| | | |
Robots | Device |4@—>| Volume |
- Management| C Management |
| E— — L - — — — 4
Standalone Drives T
. Request volume

Media servers do not have
configuration and file catalogs

. Scratch volume assignment
. Request device and volume
. Request location of volume
. Return location of volume

Operator_ _I_Displays
(mount requests)

o O~ WN =

. Mount volume

Viewing Storage Units and Storage Unit Groups

In the NetBackup Administration Console, select NetBackup Management > Storage
Units to display all the storage units for the selected server. All storage units for the
selected server display in the Details pane, whether or not the unit is in a storage unit

group.
———
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Create a new storage unit

]_?j Storage Units - hagar - NetBackup Administration Console

Copy a storage unit

J File Edit “iew Actionz Help

Initiate a data

18- ||| &% & X| & BE

l’f‘”?ﬁ,"%'|J@§_@@Q/managementjob

Current master
server

hagar

All Storage Units; B

when using disk

\8 hagar [Master Server]

i Activity Monitor
(= MetBackup tanagement

Mame

Storage Unit Type

| Dens_it.l,ll

staging

Humt

Cat_Bl_falip
__on_folip

Dizk.

Reparts = Disk_on_Zephir S Hew... Ins
@ Policies =] Disk_on_Zephir_Vlt 4 Change... Enter
1= Storage Units =] dzsuZ 3 Delete Del
. - Storage Unit Groups | |8 zephir-4mm-robat-t14-0 @ n|:.u Storage Uit Create a new
E: t | Lopl atorage Uni... .
g HZsat ID:'?operties Q I anual Heloeation Storage unit grOUp
EI@ Media and Device Managemen View N
230 Device Manitor -
Media Columris 3
Devices *3. Soit.. ~]
[]--@ ault Managemnernt Find L3 Ny Right-click
[ Access Management = Ignt-click an
; Filter... Chil+T Ob]eCt to dlsplay
(52 Filter (et
e — a shortcut menu
Settings 3

Expand Storage Units > Storage Unit Groups to display all the storage unit groups

created for the selected server.

Select a storage unit group in the left pane to display all the storage units in the group.

To display storage units and storage unit groups for another NetBackup master server, see
“Administering a Remote Master Server” on page 439.

Using the Device Configuration Wizard

The easiest way to configure storage units for the first time is to use the Device
Configuration Wizard. This wizard guides you through the entire process, simplifying it
by automatically choosing settings that work well for most configurations.

If you are modifying an existing configuration or want access to more settings, see
“Managing Storage Units” on page 29.

¥ To use the Device Configuration
1.
Device Management.
2.

follow the wizard instructions.

Wizard

In the NetBackup Administration Console tree, select the Master Server or Media and

From the list of wizards in the Details pane, click Configure Storage Devices and

For help while running the wizard, click the Help button in the wizard screen.
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Note The wizard adds only one hard disk storage unit if no devices are found.

Media Manager Storage Unit Considerations

NetBackup keeps records about the files in the backups and about the media where the
records are stored. Media Manager manages the removable storage units (for example,
tape drives) and tracks the location of both online and offline volumes. If the storage unit
is on disk, the data goes to the file path specified during configuration of the storage unit.
The operating system disk manager manages the actual reading and writing of data.

When sending a backup to a Media Manager storage unit, NetBackup looks in its media
catalog for a previously used volume that is the correct density and is configured to retain
backups for the desired period of time. If none of the previously used volumes are
suitable, NetBackup requests a new media ID from Media Manager and then requests
Media Manager to mount the volume in a device.

Note When a volume is allocated to NetBackup, other applications cannot use it until
backups on the volume are no longer needed.

The request to Media Manager specifies both the media ID and device density of the
volume. If a request involves a robot, the volume is then automatically mounted in a drive
and assigned to the request. With a standalone drive, NetBackup attempts to use the
media that is in the drive.

If a standalone drive does not contain media or if the required volume is not available to a
robot, Media Manager displays a mount request. An operator can then find the volume,
mount it manually, and assign it to the drive.

To restore from a Media Manager storage unit, NetBackup finds the media ID in its media
catalog and requests the volume from Media Manager.

Note Applies only to NetBackup Enterprise Server: Media Manager is managed separately
and can also be used by other applications, such as Storage Migrator.

The following rules apply when adding Media Manager storage units:

1. Ifusing NetBackup Enterprise Server: Add the storage unit to the master server,
specifying the media server where the drives attach.
If using NetBackup Server: Add the storage unit to the server where the drives attach.

The robotic control must also attach to that server.

2. The number of storage units that you must create for a robot depends on the robot’s
drive configuration as follows:
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4,

5.

¢ Drives with the same density on the same media server must be in the same
storage unit. For example, if a robot has two drives of the same density on the
same media server, add only a single storage unit for the robot. Set the Maximum
Concurrent Drives Used for Backup setting to 2.

¢ Drives with different densities must be in separate storage units. For example, an
STK 9710 library configured in Media Manager as a Tape Library DLT (TLD) can
have both half-inch cartridge and DLT drives. Here, you must define a separate
storage unit for each density.

Applies only to NetBackup Enterprise Server:
¢ Drives on different media servers must be in separate storage units.
Applies only to NetBackup Enterprise Server:

If a robot’s drives and robotic control attach to different NetBackup servers, specify
the server where the drives attach as the media server. Always specify the same robot
number for the drives as is used for the robotic control.

Standalone drives with the same density must be in the same storage unit.

For example, if a server has two 1/4-inch gscsi drives, add a storage unit with
Maximum Concurrent Drives Used for Backup set to 2. Media Manager chooses the
drive to use when NetBackup sends a backup to this storage unit.

Standalone drives with different densities must be in different storage units.

A robot and a standalone drive cannot be in the same storage unit.

Allowable Media Manager Characters

The following set of characters can be used in user-defined names, such as storage units,
volume groups, volume pool names, and media IDs that you enter when creating these
entities. These characters must be used even when specifying these items in foreign
languages.

Do not use a minus as the first character. Spaces are only allowed in a comment for a
drive.

4

* & 6 o

Alphabetic (A-Z a-z) (names are case-sensitive)
Numeric (0-9)

Period (.)

Plus (+)

Minus (-)
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¢ Underscore (_)

Before Adding a Media Manager Storage Unit

Before adding a Media Manager storage unit, set up Media Manager to recognize the
devices that will be in the storage units. (For device configuration information, see the
Media Manager System Administrator’s Guide.)

As you set up the devices, record the following information from the Media Manager
configuration:

Type of Tape Device Record the Following Information

Robots + The names of the NetBackup servers where the drives attach and the
number of drives that attach to each server (Applies only to NetBackup
Enterprise Server)

+ Robot type
+ Robot number in Media Manager

+ Media density for the drives in each robot

Standalone tape drives ¢ Media density of each drive
+ How many drives of each media density are on each NetBackup server

For step-by-step instructions on how to specify this information to NetBackup, see
“Creating a New Storage Unit” on page 47.

The following examples show the type of information required by NetBackup for various
Media Manager storage unit configurations.

Example 1

The following figure shows a master server containing one drive in a robot and a 1/4 inch
SCSI tape drive that is a standalone.

Master Server eel

Tape Drive Robot 1
1/4 inch SCSI : ) TL8 - Tape Library 8 MM
E Robotic Control
Tape Drive
8 mm
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Note TLS - Tape Library 8MM is the NetBackup name for a device type, not a vendor
model number. You must use the NetBackup name when configuring a storage unit.
(See “Robot Type” on page 54.)

Each of these devices can be a storage unit. The NetBackup settings required to define
these storage units are as follows:

¢ 8 mm tape drive in the robot

Storage Unit Configuration Setting Value

Media Server eel

Robot Type TLS8 - Tape Library SMM
Robot Number 1

Number of Drives 1

Density 8mm - 8mm cartridge

For robots, you must specify the type and number of the robot in which the drives
reside.

¢ SCSI1/4 inch tape drive

Storage Unit Configuration Setting Value

Media Server eel

Robot Type None

Robot Number None

Number of Drives 1

Density gscsi - 1/4 inch cartridge
Example 2

The following example applies only to NetBackup Enterprise Server:

The following figure shows master server whale, with a drive in a robot, and media server
shark, with two drives in a robot and two standalone 1/4 inch SCSI tape drives.
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Robot 1

Master Server whale
TS8 - Tape Stacker 8 MM

\\/ Robotic Control

=

¢ Robotic
Control

Tape Drive
8 mm

O

Robot 2

Media Server shark TL8 - Tape Library 8 MM

Tape Drive Tape Drive
1/4inchscsl | T Fe 8 mm
. Tape Drive
Tape Drive
p. | ~ 8 mm
1/4 inch SCSI

Information Required for Storage Unit on whale

Both the drive and the robotic control for the TS8 - Tape Stacker 8MM robot attach directly
to master server whale. The following NetBackup settings are required for this drive to be
recognized as a storage unit:

Storage Unit Configuration Setting Value

Media Server whale

Robot Type TS8 - Tape Stacker SMM
Robot Number 1

Number of Drives 1

Density 8mm - 8mm Cartridge

Master server whale also controls the robotics for the TLS8 - Tape Library 8MM robot.
However, the drives in this robot attach to media server shark and therefore the storage
unit that contains them must specify shark as the media server.

Information Required for Storage Units for Media Server shark

For media server shark, the two drives in the TL8 - Tape Library 8MM robot can form one
storage unit and the two standalone drives can form another storage unit. The following
are the NetBackup settings required for these robotic and standalone drives to be
recognized as storage units:
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¢ 8 mm tape drives in robot 2

Storage Unit Configuration Setting Value

Media Server shark

Robot Type TLS8 - Tape Library SMM
Robot Number 2

Number of Drives 2

Density 8mm - 8mm Cartridge

The robotic control for the TL8 - Tape Library 8MM is on master server whale.
However, shark must still be the media server for the storage unit because that is
where the drives attach. Having the robotic control on one server and drives on
another is a valid configuration for this type of robot.

¢ SCSI1/4 inch tape drives

Storage Unit Configuration Setting Value

Media Server shark

Robot Type None

Robot Number None

Number of Drives 2

Density gscsi - 1/4 Inch Cartridge

The two standalone 1/4 inch tape drives are of the same density and therefore must
be in the same storage unit. If they were of different densities, they would have to
each be a separate storage unit.

Disk Storage Unit Considerations

A disk type storage unit consists of a directory on a hard disk that stores the backup or
archive data. NetBackup permits an unlimited number of disk storage units.

A disk type storage unit is useful for testing and is useful during busy periods because it
allows quick backups. However, you must be careful that it does not fill up your disk.
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Before using a disk storage unit, configure the disk as explained in your operating system
documentation. To calculate the approximate disk space that NetBackup requires as it
creates backups, use the following formula:

(largest backup size x (number of backups + 1))
+
Space for the restores that are concurrent with backups

NDMP Storage Unit Considerations

NDMP storage units are controlled by Media Manager but attach to NDMP hosts and
require that you have the NetBackup for NDMP option installed. See the NetBackup for
NDMP System Administrator’s Guide for more information.
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Disk Staging Storage Unit Considerations

Disk staging provides a method for administrators to create images on disk initially, then
later copy the images to another media type (as determined by the disk staging schedule).
The later media type would typically be tape, but could be disk or disk staging.

This two-stage process allows the NetBackup administrator to leverage the advantages of
disk-based backups in the near term, while preserving the advantages of tape-based
backups for long term.

Disk staging may be appropriate for your NetBackup environment to meet the following
objectives:

¢ To allow backups when tape drives are scarce.

¢ To allow for faster restores from disk.

¢ To facilitate streaming to tape without image multiplexing.

Disk Staging is conducted in two separate operations:

¢ Stage I: A backup creates an image on the disk staging storage unit.

¢ Stage II: A relocation schedule determines when the image from the disk staging
storage unit should be relocated to the destination storage unit.

. . Final
Disk Staging Destination
Client Policy: Storage Unit Policy: Storage Unit

@ Stage | schedule D Stage Il relocation schedule

~ Policy backs up client DSSU schedule relocates data
to disk staging storage to Final Destination Storage Unit
unit according to according to relocation schedule.
‘ Stage I policy schedule.

Stage | | |

Stage Il

The image continues to exist on both the disk staging storage unit and the destination
storage unit. File restores are done from the disk staging storage unit copy, while the
destination storage unit copy can be considered the long term copy.

The image copy continues to exist on the disk staging storage unit until either the copy
expires based on the copy’s retention period, or until another Stage I process needs space
on the disk staging storage unit.

When a Stage I process detects a full disk staging storage unit, it pauses the backup, finds
the oldest image that has been successfully copied to the destination storage unit, and
expires this image copy.
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Disk Staging Storage Unit Size and Capacity Considerations

Leveraging the advantages of disk staging requires that the NetBackup administrator
understand the life expectancy of the disk-based image. After the disk-based image is
copied to the destination storage unit, management of the disk-based copy’s retention is
handed over to the disk staging disk full logic.

Therefore, the size and usage of the file system containing the disk staging storage unit
directly impacts the life expectancy of the disk-based image. This is why it is strongly
recommended to have a dedicated file system for each disk staging storage unit.

Example: The NetBackup administrator wants incremental backups to be available on
disk for one week:

Incremental backups are done Monday through Saturday, with full backups done on
Sunday. The full backups are sent directly to tape, and do not utilize the disk staging
feature. Each night’s total incremental backups average from 300 to 500MB. Occasionally a
backup contains 700MB. Each following day the disk staging schedule runs and copies the
previous night’s incrementals to the destination storage unit (tape).

Minimum Disk Staging Storage Unit Size

The minimum disk staging storage unit size represents the minimum size needed for the
successful operation of the disk staging logic. The minimum size will not accommodate
the desired level of service (as disk images remain on the disk for one week in our
example).

The minimum size for the disk staging storage unit must be greater than or equal to the
maximum size of backups placed on the storage unit between runs of the disk staging
schedule.

In this example, the disk staging schedule runs nightly, and the largest nightly backup is
700MB. NetBackup recommends doubling this value to allow for unanticipated problems
running a disk staging schedule. Doubling the value gives the administrator an extra
schedule cycle (one day) to correct any problems.

The following formula was used to arrive at the minimum disk staging storage unit size in
our example:

Minimum disk staging storage unit size = Max data per cycle * (1 cycle + 1 cycle for safety)

For example: 1.4GB = 700MB * (1+1)

Average Disk Staging Storage Unit Size

The average disk staging storage unit size represents a good compromise between the
minimum and maximum sizes.
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For example, if the average nightly backup is 400GB and the desire is for the images to be
kept for one week, the recommended average size is calculated based on the following
formula:

Average Size of disk staging storage unit =
Average data per cycle * (number of cycles to keep data + 1 cycle for safety)

2.8GB = 400MB * (6 + 1)

Maximum Disk Staging Storage Unit Size

The maximum disk staging storage unit size is the recommended size needed to
accommodate the level of service desired. In this example, the level of service is that disk
images remain on disk for one week.

To determine the size, use the following formula:
Maximum Size = Max data per cycle * (# of cycles to keep data + 1 cycle for safety)
For example: 4.9 GB = 700MB * (6 + 1)

Note When creating a disk staging storage unit, VERITAS strongly recommends
dedicating a disk partition/file system to the disk staging storage unit. This allows
the disk staging space management logic to operate successfully.

Disk Staging: Stage |

In the first stage of the backup, clients are backed up by a policy that indicates a disk
staging storage unit as the destination storage unit. The storage unit should be one
dedicated disk partition/file system for each disk staging storage unit. The schedule for
Stage 1 is configured like any other backup. (See “When Will the Job Run: Schedules Tab”
on page 143 for scheduling information.)
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Disk Staging: Stage |

Client backs up to disk
staging storage unit
indicated in policy

Change Policy - To_D55U

Folicy type:

Standard

Destingtion —————————
(J= pssu_yre -
Policy
INetBackup j

™ Checkpoint restart every:
ID _I; Tifutes:
™ Limit jobs per policy:

]

Job priority:
i <1 [higher number iz

—=l qgreater priority]

Disk Staging: Stage Il

¥ Active. Go inta ffect

[0z = &
™ Follow NFS

™ Crogs mourt points

[ Collect bue image res
| e et

[Required for s
™ Compression
I | Encoption
™| Eollect disaster recay,
™ Allow multiple data str

Kepword phraze: [optiona

Disk staging

storage unit

In the second stage of disk staging, images are relocated from the disk staging storage unit
to the destination storage unit.

The images are relocated based on the relocation schedule configured during the disk
staging storage unit setup, by clicking the Disk Staging Schedule button. The button is
available only when Disk Staging Storage Unit is selected as the storage unit type.
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Disk Staging: Stage Il

Disk staging
storage unit e storageume S 2l
e Storage unit name:
MetBackup media server
I |
Storage unit type:
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disk staging storage Unitto e — 2| | storage unit
the destination storage unit ! =
i Magimum fragment size
based on _the_ relocation IM_QME
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Vv To manually initiate a disk staging storage unit relocation schedule

1. Inthe NetBackup Administration Console, select NetBackup Management > Storage
Units. Storage unit information appears in the Details pane.

2. Select a disk staging storage unit in the Details pane.

3. Select Actions > Manual Relocation to initiate the schedule.

If the relocation schedule finds data that can be relocated, NetBackup creates a duplication
job to relocate the data to the Destination Storage Unit.
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The image then exists both on the disk staging storage unit and the destination storage
unit. When the disk staging storage unit becomes full, it is cleaned and the oldest images
are deleted. (See “Cleaning the Disk Staging Storage Unit” on page 46.)

Disk Staging Final Destination
Storage Unit Storage Unit

Images relocated per Stage |l
relocation schedule

After images are relocated to the
final destination storage unit, the
images exist on both disk staging
storage unit and destination
storage unit

Disk Staging Schedule Button

Clicking the Disk Staging Schedule button brings up the Disk Changing Schedule

dialog.
This dialog is similar to the bisk Staning Schedule 2l
scheduling dialog seen when B it | ) S Window | B Exchd Dot |
configuring policies. It does, e Destnion
however, contain some differences: [F50T B e _Contue.. |
Final destination storage unit
| anp Available =
Sehedl Final destination volume pool
chedule typs: ek =
Name b Fome g
. ™ Rietries allowed after unday
The schedule name for a disk @ e
staging storage unit defaults to (and = |
is required to be) the name of the
storage unit. [ ok | coon =

Final Destination Storage Unit

The Final Destination Storage Unit is the name of the storage unit where the images are
relocated from the disk staging storage unit.

Note Images on the disk staging storage unit are relocated to tape in one stream only.
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Final Destination Volume Pool

The Final Destination Volume Pool is the name of the volume pool on the final
destination storage unit where the images are to be relocated.

If the Final Destination Storage Unit is a Media Manger storage unit (tape), or if Any
Awailable is indicated for the Final Destination Storage Unit, the Final Destination Volume

Pool is selectable.

Note The schedule created for the disk staging storage unit is not listed under Schedules
in the NetBackup Administration Console when Policies is selected.

Cleaning the Disk Staging Storage Unit

NetBackup detects when a disk staging storage unit is full and deletes the oldest images
that have already been relocated. A backup job will not fail if there are enough images
which have been duplicated, making them eligible to be cleaned. If enough space cannot
be cleaned, the job will fail.
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Maintaining Storage Units

The following sections contain information on creating and maintaining storage units:

*
*
*

“Creating a New Storage Unit” on page 47
“Changing Storage Unit Properties” on page 48
“Deleting Storage Units” on page 48

Creating a New Storage Unit

There are two methods to create a new storage unit:

¢ Create a storage unit using the Actions menu

¢ Copy an existing storage unit

Vv To create a storage unit from the Actions menu

1.

4,

In the NetBackup Administration Console, select NetBackup Management > Storage
Units. Storage unit information appears in the Details pane.

Click Actions > New > New Storage Unit. The Add a New Storage Unit dialog
appears.

Complete the fields on the Add a New Storage Unit dialog.

The options are described in “Storage Unit Properties” on page 49.

Click OK to add the storage unit to the configuration.

Vv To create a storage unit by copying an existing storage unit

1. Inthe NetBackup Administration Console, select NetBackup Management > Storage
Units. Storage unit information appears in the Details pane.
2. Select a storage unit in the Details pane. — I x|
3. Click Actions > Copy Storage Unit. The Copy a ;m""g:“”%
Storage Unit dialog appears. Nawn tmm - D_t _ Corcel |
2 Slarage unit
. . |
4. Type a unique name for the new storage unit that
describes the type of storage you are defining.
5. Complete the fields on the Copy Storage Unit dialog.
N
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The options are described in “Storage Unit Properties” on page 49.

Changing Storage Unit Properties

We suggest that you make changes only during periods when you are not expecting
backup activity for policies that will be affected by the changes. This allows time for you
to make adjustments before backups begin and ensures an orderly transition from one
configuration to another. Regardless of your timing, NetBackup is designed to prevent
serious problems or failures from occurring.

Vv To change storage unit properties

1.

If your site has more than one master server, select File > Change Server to choose the
server with the configuration that will use the storage unit.

In the NetBackup Administration Console, select NetBackup Management > Storage
Units. Storage unit information appears in the Details pane.

Double-click the storage unit you wish to change from those listed in the Details pane.
Hold down the Control or Shift key to select multiple storage units.

Complete the fields on the Change Storage Unit

The options are described in “Storage Unit Properties” on page 49.

Deleting Storage Units

Deleting a storage unit from the NetBackup configuration does not prevent you from
restoring files that were written to that storage unit.

To delete storage units

1.

In the NetBackup Administration Console, select NetBackup Management > Storage
Units. Storage unit information appears in the Details pane.

Select the storage unit you wish to delete from those listed in the Details pane. Hold
down the Control or Shift key to select multiple storage units.

Select Edit > Delete. A confirmation dialog appears.
Click OK.

Modify any policy that uses a deleted storage unit to use another storage unit.
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Storage Unit Properties

The following sections list and describe storage unit properties. Since not all properties
pertain to all types of storage units, the properties are listed alphabetically.

Mew storage unit HE Mew storage unit HE
Storage unit name: Storage unit name:

MetBackup media server: MetBackup media server:

Izephir Browse. .. | Izephir Browse. .. |
Storage unit bwpe: Storage unit type:

[+ On demand anly

™ On demand only
— Propertie:

— Propertie:

Absolute pathname to directory: Storage device:

I Browse... | I HA{0] - 4mm j

M aximum concurrent jobs: Rabat type:
7 - [TL4 - Tape Library ahihd
Il
. X Density: Fiobat number:
M aximum fragment size:

2000 MB |4mm - dmm Cartridge 1]

M aximum concurrent drives used for backup:
! =

™ Maimum multipleging per drive: ™ Maximum fragment size:

oK | Cancel Help | ok |

Cancel | Help

Disk Storage Type Properties Media Manager Storage Type Properties

———
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New storage unit

Storage unit name:

MetBackup media server:

Icamation

Browse... |
Storage unit bype:
r-1[:ur-.-1|=- ~| T Ondemand only

— Propertie:

MWD MP host

I Browse... |

Storage device:

Jtar30] - it
Fiobat type:

ITLD - Tape Library DLT

Drenzity: Fiobat number:
Idlt -DLT Cartridge 0

Maximum concurrent drives used for backup:

2 =

.

Cancel |

Help

New storage unit

Storage unit name:

MetBackup media server:

Ihagar

Browse... |

Storage unit bype:
i ¥ | Or demand only

D aging

— Propertie:

Absolute pathname to directory:

I Browse... |

M aximum concurrent jobs:
1

=
M aximum fragment size:
|2DDD MB

Dizk Staging Schedule |

QK I Cancel | Help |

Properties for NDMP Storage Type

Absolute Pathname to Directory

Properties for Disk Staging Storage Type

Absolute Pathname to Directory specifies the absolute pathname of the file system that
will store the backups. Browse to, or enter the pathname directly. Use any location on the
disk, providing there is sufficient space available.

The following rule applies to the path specified:

In addition to the platform-specific file path separators (/ and \) and colon (:) within a
drive specification on Windows, use only alphabetic (ASCII A - X, a - z), numeric (0-9),
plus (+), minus (-), underscore (_), or period (.) characters. Do not use a minus as the first

character.

Density

The Density is determined by the Storage Device selection and indicates the media

density of the storage unit.

NetBackup System Administrator’s Guide for Windows, Volume I



Storage Unit Properties

Disk Staging Schedule

Click the Disk Staging Schedule button to set up the second stage of disk staging, during
which the backup image is relocated from the disk staging unit to the final destination
storage unit.

The image exists on both the disk staging unit as well as the final destination storage unit
until the disk staging storage unit is full. The image on the disk storage unit continues to
be the primary image until it is expired or removed, after which the image on the final
storage unit is the primary image.

For more information on disk staging, see “Disk Storage Unit Considerations” on page 38

Maximum Concurrent Drives Used for Backup

Maximum Concurrent Drives Used for Backup specifies the number of tape drives that
NetBackup can use at one time for backups in this storage unit. The number of tape drives
available is limited to the maximum number of tape drives in the storage device.

Select the desired number:

¢ For a storage unit that contains only standalone tape drives, specify a number that is
less than or equal to the number of tape drives that are in this storage unit.

¢ For a robot, specify a number that is less than or equal to the number of tape drives
that attach to the NetBackup media server for the storage unit.

For example, assume you have two standalone drives of the same density and you specify
1. In this instance, both tape drives are available to NetBackup but only one drive can be
used for backups. This leaves the other tape drive available for restores and other
non-backup operations (importing, verifying, and duplicating backups).

Note Specifying 0 effectively disables the storage unit.

Maximum Concurrent Jobs

For hard disk storage units, Maximum Concurrent Jobs specifies the maximum number
of backups that NetBackup can concurrently send to this disk. For example, if there are
three backup jobs for this storage unit and Maximum Concurrent Jobs is set to two, the
first two jobs start and the third one waits.

Note Specifying 0 disables the storage unit.

Maximum Concurrent Jobs corresponds to the Number of Drives setting for a Media
Manager storage unit. The jobs are not multiplexed.
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The number to enter depends on the available disk space and the server’s ability to
comfortably run multiple backup processes. (See “Limit Jobs Per Policy” on page 88.)

Maximum Fragment Size

The Maximum Fragment Size setting specifies (in megabytes) the largest fragment size
that NetBackup can create when storing backups.

For Media Manager storage units:

The default maximum fragment size for a Media Manager storage unit is 1 terabyte. To
specify a maximum fragment size other than the default, place a check in the Maximum
Fragment Size check box, then enter a value of 50 megabytes to 1048576 megabytes (1
terabyte).

Fragmenting tape backups can speed up restores by allowing NetBackup to skip to the
specific fragment before searching for a file. Otherwise, NetBackup starts at the beginning
of the backup and reads tar headers until finding the desired file.

For hard disk storage units:

The default maximum fragment size for a disk storage unit is 2000 megabytes. To specify a
maximum fragment size other than the default, enter a value that ranges from 20
megabytes to 2000 megabytes.

Fragmenting disk backups is normally used to ensure that the backup does not exceed the
maximum size allowed by the file system. It is intended primarily for storing large backup
images on a disk type storage unit. Another benefit of fragmenting backups on disk is
increased performance when restoring from images that were migrated by Storage
Migrator. For example, if a 500 megabyte backup is stored in 100 megabyte fragments, you
can restore a file quicker because Storage Migrator has to retrieve only the specific
fragment with the file rather than the entire 500 megabytes.

Note Changing the fragment size does not prevent restoring backups written using the
former fragment size.

If an error occurs in a backup, the entire backup is discarded and the backup restarts from
the beginning, not from the fragment where the error occurred.

Maximum Multiplexing per Drive

Specifies the maximum number of backups that NetBackup can multiplex onto any single
drive in the storage unit. To enable multiplexing, place a check in the Maximum
Multiplexing per Drive check box, then specify any value from 2 through 32.
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NetBackup sends concurrent, multiple backups from one or several clients to a single
drive, and multiplexes the backups onto the media. See “Multiplexing” on page 100 in the
NetBackup System Administrator’s Guide for Windows, Volume II for more information.

Media Server
The following setting applies only to NetBackup Enterprise Server:

The Media Server setting specifies the name of the NetBackup media server where the
drives in the storage unit attach, or the name of the server that is controlling the hard disk
storage unit. For NDMP storage, this specifies the name of the NetBackup for NDMP
server that will be backing up the NDMP host. Browse to, or enter the name that is used
for that server in the NetBackup server list.

NDMP Host

NDMP Host specifies the NDMP host whose data will be sent to this storage unit. Browse
to, or enter the NDMP host directly.

On Demand Only

On Demand Only specifies whether the storage unit is available only on demand, that is,
only when a policy or schedule is explicitly configured to use this storage unit. Clear the
On Demand Only check box to make the storage unit available to any policy or schedule.

For disk storage units and disk staging storage units, On Demand Only is selected by
default. For all other storage types, On Demand Only is off by default.

Note If you make all storage units on demand only, designate a specific storage unit for
each policy or schedule. Otherwise, NetBackup will be unable to find a storage unit
to use.

Robot Number

The Robot Number is determined by the Storage Device selection. It is the same robot
number used in the Media Manager configuration. For more information on robot
numbers, see the Media Manager System Administrator’s Guide.

Chapter 2, Managing Storage Units 53 —



Storage Unit Properties

Robot Type

The Robot Type is determined by the Storage Device selection and indicates the type of
robot (if any) that the storage unit contains.

For the specific vendor types and models that correspond to each robot type, see the
Supported Peripherals section of the NetBackup Release Notes.

Storage Device

The Storage Device list is a listing of all possible storage devices available. Storage units
can be created for the listed devices only.

Storage Unit Name

For the Storage Unit Name setting, type a unique name for the new storage unit that
describes the type of storage you are defining. This is the name to use when specifying a
storage unit for policies and schedules.

Use alphabetic (ASCII A-Z a-z), numeric (0-9), plus (+), minus (-), underscore(_), or period
(.) characters. Do not use a minus as the first character or leave any spaces between
characters.

Note The storage unit name is case-sensitive.

The storage unit name cannot be changed after creation. If this is a Change Storage Unit
operation, the Storage Unit Name will be inaccessible.

Storage Unit Type

The Storage Unit Type setting specifies the type of storage that this storage unit will use:
¢ Disk: A directory on a hard drive
¢ Media Manager: A robot or standalone tape drive

¢ NDMP: For use with NetBackup for NDMP—an optional application that enables
NetBackup to use the Network Data Management Protocol (NDMP) to initialize and
control backups and restores of Network Attached Storage (NAS) systems that
support NDMP

¢ Disk Staging: The first storage location in a two-stage process called Disk Staging.
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Configuring Drive Availability Checking

NetBackup periodically checks each storage unit to determine the status of its drives and
attempts to use a storage unit only if it has drives available. The following topics explain
the configuration settings associated with this feature.

Interval Between Status Checks

The NetBackup host property, Re-read Interval, determines how often NetBackup checks
storage units for available drives. (See “Re-read Interval for Available Drives” on
page 374.)

Drive Count Timeout

When NetBackup checks for drive availability, it also counts the drives that are available
for backups. This information is then used to prevent scheduling too many jobs for the
number of drives.

The only setting associated with counting drives is the length of time that the scheduler
waits for the count to complete. If you have problems with timeouts, you can extend the
time that the scheduler waits by using the NetBackup host property, BPTM (Drive Count)
Query Timeout. (See “BPTM (Drive Count) Query Timeout” on page 407.)

Requeuing Jobs If Required Storage Units are Unavailable

By default, a job fails if a required storage unit is unavailable when a job starts or, for some
reason, becomes unavailable during a backup (Status code 219). You can configure
NetBackup to requeue jobs for these conditions by setting the following NetBackup host
properties on the Timeout dialog:

¢ Requeue Active Jobs if Required Storage Unit is Unavailable
¢ Requeue Scheduled Jobs if Required Storage Unit is Unavailable

¢ Timeout in Job Queue (See “Timeouts Properties” on page 405.)

Creating and Changing Storage Unit Groups

Storage unit groups allow you to identify specific storage devices as a group. A storage
unit group name can be specified in a policy, just as individual storage units can be
specified. When a storage unit group is used in a policy, only the storage units specified in
the group will be candidates for the backup.
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NetBackup uses the first storage unit listed if the storage unit is available. If the first one is
not available, NetBackup attempts to use the second storage unit listed, and so on down
the list.

The only exception is in the case of a client that is also a media server with locally
connected storage units. The locally available storage units take precedence over the
defined sequence of storage unit groups.

You may have set up a storage unit to be On Demand Only. If the storage unit is part of a
storage unit group that is needed by a policy, the On Demand Only option is satisfied and
the device will be used. (See “Policy Storage Unit” on page 82.)

Vv To create a storage unit group

1. In the NetBackup Administration Console, expand NetBackup Management >
Storage Units.

2. Right-click Storage Unit Groups and select New Storage Unit Group. The New
Storage Unit Group dialog appears.

3. Enter a storage unit group name for the
new storage unit group.

i Hew storage unit group [ %]

Storage group name:
Use alphabetic (ASCII A-Z a-z), numeric |pisk2
(0-9), plus (+), minus (-), underscore(_), or
period (.) characters.

Change priority:

Storage units in group: favellp | Iere Qownl
1 : = Disk, fali
Do not use a minus as the first character or isk_on folp

leave any spaces between characters.

Note The storage unit group name is
case-sensitive.

Storage units not in group: Add v, Hemove |

= cat_BU_folip
4. Add to or remove storage units from the Sdsau2
zephir-dmm-robot-t4-0
group:
a. To add storage units to the group,
select the storage units from the ) = e y
Storage units not in group list. Click
Add.

b. To remove storage units from the group, select the storage units from the Storage
units in group list. Click Remove.
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5.

C. Storage units are listed in order of priority: The units at the top of the list having
the highest priority in the group. To change the priority of a storage unit, select
the storage unit and click Move Up or Move Down.

Click OK.

Vv To change a storage unit group

1.

6.

In the NetBackup Administration Console, expand NetBackup Management >
Storage Units > Storage Unit Groups.

Double-click the storage unit group you wish to change.

To add storage units to the group, select the storage units from the Storage units not
in group list. Click Add.

To remove storage units from the group, select the storage units from the Storage
units in group list. Click Remove.

To change the priority of a storage unit, select the storage unit and click Move Upor
Move Down.

Click OK.

Vv To delete a storage unit group

1.

In the NetBackup Administration Console, select NetBackup Management > Storage
Units > Storage Unit Groups.

Select the storage unit group you wish to delete from those listed in the Details pane.
Hold down the Control or Shift key to select multiple storage units.

Select Edit > Delete. A confirmation dialog appears.

Click OK.
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Managing Backup Policies

3

Backup policies define the rules that NetBackup follows when backing up clients. A

backup policy can apply to one or more clients. Every client must be covered by at least
one backup policy. The best approach to configuring backup policies is to divide clients
into groups according to their backup and archiving requirements, then create a policy for
each group.

This chapter explains how to configure backup policies. The first section introduces

policies and gives policy planning guidelines. The remaining sections detail configuration
instructions:

4

® 6 6 6 6 O O O O O o o

“Using the Policies Utility” on page 60

“Introduction to Backup Policies” on page 64

“Configuring Backup Policies” on page 65

“Example Policies” on page 67

“Policy Planning Guidelines for Backups” on page 68
“Changing Policies” on page 74

“What Type of Policy: Policy Attributes Tab” on page 79
“Which Clients Will Be Backed Up: Clients Tab” on page 106
“Which Selections Will Be Backed Up: Backup Selections Tab” on page 108
“Rules for Backup File Paths” on page 116

“When Will the Job Run: Schedules Tab” on page 143
“Creating a Vault Policy” on page 196

“Performing Manual Backups” on page 198
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Using the Policies Utility

The Policies utility contains tools for configuring and managing policies:
¢ “Tree and Detail Views” on page 60

¢ “Menus” on page 61

¢ “Standard and User Toolbars” on page 64

For general information on the NetBackup Administration Console, see “Using the
NetBackup Administration Console” on page 7.

Tree and Detail Views

The left pane is a hierarchical view of the policies on the master server that you are
currently managing. The Details pane is a detailed view that displays information
pertaining to the item selected.

To display information about all policies on the current master server, double-click
Summary of All Policies. A summary of all polices appears in the Details pane, broken
down into detailed panes displaying Polices, Schedules, Clients, and Selections.

To display the general attributes for a specific policy, select that policy in the left pane. The
Details pane shows the general attributes for that policy only. Double-click on a policy to
display the attributes in tabs, available for editing.
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The Menu bar consists of File, Edit, View,
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Additional View Menu Options for Policies

Window Commands for selecting various panes in the window.
- Tree: Makes the left pane of the window active.

- Next Pane: Makes the next section of the Backup Policy Management window
active. For example, if the Attributes section of the Details pane is currently
active, clicking this command makes the Schedules section active.

- Previous Pane: Makes the previous section of the Backup Policy Management
window active. For example, if the Attributes section of the Details pane was
active, clicking this command returns the focus to that window.

+ Attributes: Makes the Attributes section of the Details pane active.
+ Schedules: Makes the Schedules section of the Details pane active.
+ Clients: Makes the Clients section of the Details pane active.

+ Files: Makes the Selection section of the Details pane active.

Actions Menu

The following table describes
options available on the Actions
menu when Policies is selected.

T Policies - silk - MetB ackup Administration Conzole

J File Edit ‘iew | Actions Help

J B - || = @ Copy to Mew Palicy... G New Schedule. . !

E—sﬂk - S Lictivate Mew Client...
ol silk F:lT.St.T[ I?dew: 4 Deactivate [z Mew Backup Selection...
g Mot ackup v 483 Manual Backup... Cik
-E] Reports  [fa! Host Properties

=3 Polcies testl: 0 Schedules
% Summary of all f | | | = |
@ oracle Name Tupe St.. | Retenti.. | Frec

Actions Menu

Menu Commands

New Displays a dialog to create and configure one of the following: a new
policy, a new schedule, a new client, a new backup selection.

Copy to New Policy Copies the properties of a selected policy and displays them in a
dialog so you can change them as necessary for a new policy.
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Actions Menu

Menu

Commands

Activate

Deactivate

Manual Backup

Host Properties

Activates the policy that is selected in the Console tree. A policy must
be active for NetBackup to run automatic backups or allow user
backups or archives. This setting has no effect on restores.

If the schedule is to be used for a catalog archive, the policy must not be
active. The Active check box must be clear.

For more information on configuring a policy for catalog archiving, see
“Creating a Catalog Archiving Policy” on page 231.

Deactivates the selected policy (see Activate above).

When a policy is selected in the Console tree, displays the Manual
Backup dialog. Select a schedule and client in the Manual Backup
dialog then click OK to start a manual backup.

When a client is selected in the Details pane, displays the client
properties for the selected host.
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Standard and User Toolbars

For information on the standard toolbar, see “Using the NetBackup Administration
Console” on page 7.

Frsee=cicax
| | | | |

Undo New New New Activate
policy | schedule | backup
selection
Clipboard Copy to New Deactivate Manual
new policy client backup

Introduction to Backup Policies

Backup policies are configured on four tabs, as described in the following sections.

General Attributes on the Attributes Tab

The general attributes on the Change Policy Attributes tab determine the basic
characteristics of all the backups that NetBackup performs according to a policy. These
include:

¢ Whether the policy is active and what date and time the policy will go into effect (so
NetBackup can use it for backups).

¢ The type of backup policy, which primarily defines the type of clients the policy is set
up to include.

¢ The priority that NetBackup gives to the backups for this policy relative to other
policies.

¢ The storage unit that NetBackup uses by default when backing up clients covered by
this policy. This setting can be overridden for individual schedules by specifying a
storage unit for the schedule.

Schedules on the Schedules Tab

The schedules determine when the backups occur. Each schedule also includes criteria,
such as how long to retain the backups.
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There are two basic categories of schedules, automatic and user, and there are different
types of schedules within these categories:

& Automatic schedules back up the backup selection list on all clients in the policy
according to the timetables set up in the schedules. For example, you can set one
schedule for daily incremental backups and another for weekly full backups. A
cumulative incremental backup includes all files that have changed since the last full
backup. A full backup includes all files in the backup selection list regardless of
whether they have changed.

Note NetBackup recommends that you do not combine differential incremental backups
and cumulative incremental backups within the same Windows policy when the
incremental backups are based on archive bit (default).

& User schedules specify the times when users can start user backups and archives from
the clients. A user archive is a special type of backup that deletes the files from the
user disk if the backup is successful. An archive is useful for freeing disk space while
still keeping a copy for future use.

Client List on the Clients Tab

The client list names the computers that will be backed up according to a policy. A client
must be covered by at least one backup policy and can be covered by more than one.
Having a client in more than one backup policy is useful, for example, to back up different
sets of files on the client according to different rules.

Backup Selections on the Selections Tab

The backup selections list names the files, directories, directives, scripts (used for database
policies), and templates (used for Oracle and DB2 policies), that NetBackup includes in
automatic backups of clients covered by a policy.

NetBackup uses the same selection list for all clients backed up according to a policy. All
the files and directories do not need to exist on all the clients, as NetBackup backs up the
files in directories NetBackup finds.

Configuring Backup Policies

The easiest way to set up a backup policy is to use the Backup Policy Configuration
Wizard. This wizard guides you through the setup process, simplifying the process by
automatically choosing default values that are good for most configurations.
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Note The wizard cannot be used, however, to configure a calendar-based schedule. To
configure a calendar-based schedule, see “Calendar Schedule Tab” on page 176.

Vv To create a policy using the wizard

1. Inthe NetBaCkup 4 ledplant (5.0Trunk Enterprise Server) - NetBackup Administration Console =] 3]
Administration File Edit View Actions Help |E

Console, select B-Egsex[smaalve o
ledpl =
Master Server or 5 .
‘Activity Monitar NetBackup
NetB ackup B g NetBackup Management =
- E] Reports @  Getting Started
Management. Folices T Gt steprbytep e selting up NetBackup,

Summary of all Policies

fest1 Define robots and drives.
best3

Storage Units
Catalog

Host Froperties
ledia and Device Management B
Devics Manitor

2. From the list of
wizards in the Details
pane, click Create a
Backup Policy.

Configure Yolumes
Inventory robots and define valumes far use in standalone drives.

Configure the Catalog Backup

£ Media Specify how and when MetBackup configuration and catalog information is to be backed up,
&[5} Devices
-4 Vault Management

See the NetBackup = 0 s e (O Jrevatit AT
Installation Guide for
step-by-step
instructions.

MetBackup-install-verify @&  Configure Storage Devices
EY

- Import Images
- This wizard will assist you in stepping through an import.

o,

[Master Server: ledplant [Connected

For Help, press F1

Vv To create a policy without using the wizard

1. In the NetBackup Administration Console, expand NetBackup Management >
Policies.

2. Click the New Policy button on the toolbar &.

3. Type a unique name for the new policy in the Add a New Policy dialog.

Use alphabetic (ASCII A-Z a-z), numeric (0-9), plus (+), minus (-), underscore(_), or
period (.) characters. Do not use a minus or period (.) as the first or last character. Do
not leave any spaces between characters.

If you decide you’d like to use the Backup Policy

Configuration Wizard to configure the policy, ——
select Use add policy wizard. i

™ Use Backup Policy Configuration ‘wizard.

Note If the schedule is to be used for a catalog archive, ok |

Cancel
the policy must be named catarc. For more
information on configuring a policy for catalog
archiving, see “Creating a Catalog Archiving Policy” on page 231.
e
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4. Click OK.

For help while running the wizard, click Help in any of the wizard screens.

Example Policies

The following figures show the clients, backup selection list, and schedules for two
example backup policies.

Example 1 specifies that filesin C: \ and D:\Docs be backed up for the clients mars,
jupiter, and neptune. This policy has daily, and weekly automatic schedules and a user
backup schedule. All backups go to 8 mm tape.

Example Backup Policy 1

Client List Backup selection list Schedules
mars CA Daily Incrementals Weekly Fulls User Backups
jupiter D:\Docs Run every day between  Run Mondays every week User can run any day
neptune 6 pm and 6 am. between 6 pm and 6 am.  between 8 am and 5
Store on 8 mm tape. Store on 8 mm tape. pm. Store on 8 mm
Keep 14 days. Keep one month. tape. Keep one year.

Example 2 has different scheduling requirements. For example, this policy has monthly
fulls that go to DLT tape.
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Example Backup Policy 2

Client List Backup selection list Schedules

pluto C:\ Daily Incrementals Weekly Fulls Monthly Fulls

mercury D:\Docs Run every day between Run Tuesdays every Run Sundays every month
6 pm and 6 am. week between 6 pm and between 6 pm and 6 am.
Store on 8 mm tape. 6 am. Store on DLT tape.
Keep 14 days. Store on 8 mm tape. Keep one year.

Keep one month.

Policy Planning Guidelines for Backups

Policies allow you to meet the needs of a wide variety of clients in a single NetBackup
configuration. However, taking full advantage of policies for use in backups requires
careful planning before starting your configuration. The following procedure provides
planning guidelines. The planning worksheets in this manual may also be helpful. (See
“Planning Worksheets” on page 141.)

1.

Divide clients into groups according to the types of work they perform.

Clients used for similar tasks usually have a high level of commonality in their
backup requirements. For example, most clients in an engineering department create
the same types of files at similar levels of importance.

In some instances, you can create a single policy for each group of clients. In other
cases, you will have to further subdivide the clients and cover them in separate
policies, based on their backup requirements as explained later in this procedure.

The table below is the initial grouping for our example. We assume these clients are in
the same work group and the initial plan is to cover them all in the same backup

policy.

Clients

mercury
mars
jupiter
neptune

Gather information about each client. Include information relevant to the backups
such as the names, size, and number of files.
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In our example client list, mercury is a file server and has a large amount of data. To
avoid excessively long backup times, we include mercury in a separate policy called
S1 and the workstations in a policy called WS1. Later, we may find that we need more
than one policy for mercury, but we will evaluate other factors first. For now, the
backup policies are as follows:

Policy Clients
S1 mercury (file server)
WS1 mars
jupiter (workstations)
neptune

3. Create backup policies to accommodate special storage requirements.

The storage unit and volume pool settings apply to all files that are backed up by the
policy. If files have special storage unit and volume pool requirements, create separate
policies for them, even if other factors, such as schedules, are the same.

In the example below, we create a separate policy (52) for D: \h002\DevExp and
D:\h002\DesDoc on mercury because those files go on DLT tape. Other files on
mercury go on 8 mm tape. If it is necessary to keep backups for some files on separate
media, create a policy that specifies a unique volume pool for those backups. Then,
add the media for that volume pool.

Policy Clients Files Desired Storage
S1 mercury C:\ 8 mm

D:\User

D:\h001

E:\h002\Projects

S2 mercury E:\h002\DevExp DLT

mercury E:\h002\DesDoc

4. Create additional backup policies if one set of schedules does not accommodate all
clients and files. Factors to consider are:

¢ Best times for backups to occur. To back up different clients on different
schedules, create more policies. For example, create different policies for
night-shift and day-shift clients. In our example, we can back them all up during
the same hours so additional policies are not necessary.
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¢ How frequently the files change. For example, if some files change very
infrequently in comparison to other files, back them up on a different schedule. To
do this, create another policy that has an appropriate schedule and then include
the files and clients in that policy.

In our example (see the next table), we place C: \ on mercury in a different policy
(53). The C:\ drive on the workstations is also in a separate policy (WS2).

¢ How long backups have to be retained. Each schedule has a retention setting that
determines how long NetBackup keeps files that are backed up by the schedule.
Because the schedule backs up all the files in the backup selection list, it is best if
all files have similar retention requirements. Do not, for example, include files
whose full backups must be retained forever, in a policy where full backups are
retained for only four weeks.

In our example (see the next table), we place E: \h002\DesDoc on mercury in a
different policy (S4). This is done because E: \h002\DesDoc requires full
backups every 12 weeks and those backups must be retained for a much longer
time than the other files on mercury.

Policy Clients Files Frequency Desired Auto Backup
of Change Storage Frequency

S1 mercury  D:\User high 8§ mm Daily Incr
D:\h001 Weekly Full
E:\h002\Projects 4 Weeks Full
S2 mercury  E:\h002\DevExp high DLT Daily Incr
Weekly Full
4 Weeks Full
S3 mercury  C:\ low 8 mm Daily Incr
4 Weeks Full
S4 mercury  E:\h002\DesDoc high DLT Daily Incr
Weekly Full
4 Weeks Full
12 weeks Full
e
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Policy Clients Files Frequency Desired Auto Backup
of Change Storage Frequency

WS1 mars D:\User high 8 mm Daily Incr
D:\Programs Weekly Full
jupiter D:\User 4 Weeks Full
D:\Programs
neptune D:\User
D:\Programs
D:\Util
WS2 mars C:\ low 8 mm Daily Incr
jupiter C:\ 4 Weeks Full

neptune  C:\
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5.

Create separate policies for clients that require different general attribute settings than
other clients. Some attribute settings to consider are:

¢ Policy Type. There are several types of backup policies and you must use the
correct one for the client. For example, include Windows NT and Windows 2000
clients in an MS-Windows NT policy.

¢ Follow NFS. Select this attribute if a UNIX client has NFS mounted files and you
are going to back them up from that client. It is also a good idea to use a separate
policy for these clients so problems with NFS do not affect the other clients.

¢ Backup Network Drives. Select this attribute to back up files that the client stores
on network drives (applies only to MS-Windows-NT policies).

¢ Compression. Set this attribute if you want a client to compress its backups before
sending them to the server. Note that the time to compress can increase backup
time and make it unsuitable to use for all clients.

¢ Policy Priority. Use this attribute to control the order in which NetBackup starts
its backups. The client in the higher priority policy is backed up first.

There are also other general attributes that are explained later in this chapter. In our
example, no extra policies are required because of general attribute settings.

Create separate policies as necessary to maximize the benefits of multiplexing.

Using multiplexing for slower clients that produce small backups is a strategy for
maximizing drive utilization. However, higher-performance clients that produce long
backups are likely to fully utilize drives and not benefit from multiplexing.

Evaluate total backup times for each schedule and further subdivide your policies to
reduce backup times to an acceptable level.

In our example, backing up D:\User, D:\h001, and E: \h002\Projects on
mercury takes too much time so we create a new policy for E: \h002\Projects.
This new policy (55) has the same requirements as S1 but we can now back up
E:\h002\Projects separately thus reducing backup time. The next table shows the
final set of backup policies.

In addition to reducing the backup time for each policy, backing up the files with
separate policies can reduce the total backup time for the server mercury. NetBackup
processes files within a backup selection list serially and in the order they appear in
the backup selection list. However, separate policies are processed in parallel if
enough drives are available and the maximum jobs attributes are set to allow it. (See
“Setting the Number of Streams That Can Run Concurrently” on page 104 for an
explanation of maximum jobs settings that also applies to this discussion.)
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Multiplexing and Allow Multiple Data Streams also allow processing backup
policies in parallel. (See “Allow Multiple Data Streams” on page 102 and
“Multiplexing” on page 100 in NetBackup System Administrator’s Guide for Windows,

Volume I1.)
Policy Clients Files Frequency Desired Auto Backup Frequency
of Change Storage
S1 mercury D:\User high 8 mm Daily Incremental
D:\h001 Cumulative Incremental
4 Weeks Full
S2 mercury E:\h002\DevExp high DLT Daily Incremental
Cumulative Incremental
4 Weeks Full
S3 mercury C:\ low 8 mm Daily Incremental
Cumulative Incremental
S4 mercury E:\h002\DesDoc high DLT Daily Incremental
Weekly Full
4 Weeks Full
12 Weeks Full
S5 mercury E:\h002\Project high 8 mm Daily Incremental
s Weekly Full
4 Weeks Full
WS1 mars D:\User high 8 mm Daily Incremental
D:\Programs Weekly Full
jupiter D:\User 4 Weeks Full
D:\Programs
neptune D:\User
D:\Programs
D:\Util
WS2 mars C:\ low 8 mm Daily Incremental
jupiter c:\ 4 Weeks Full

neptune C:\
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Changing Policies

Try to make changes to policies only during periods when there is no expected backup
activity for the affected policies and clients. Preventing this potential conflict lets you
make adjustments before backups begin and ensures an orderly transition from one
configuration to another. Regardless of your timing, NetBackup is designed to prevent
serious problems or failures from occurring.

To add or change schedules in a policy

1.

If your site has more than one master server, choose the master server that contains
the policy you want to modify. See “ Administering a Remote Master Server” on
page 439.

Expand NetBackup Management > Policies.
Select the policy name in the left pane.

Perform one of the following actions:

& To add a schedule, select Actions > New > New Schedule. The Add New
Schedule dialog appears.

¢ To change an existing schedule, double-click the schedule name in the right pane.
Complete the entries in the Attributes tab, Start Window tab, Exclude Dates tab, and

Calendar Schedule tab (if Calendar Schedule Type is selected on the Attributes tab).
(See “When Will the Job Run: Schedules Tab” on page 143.)

If this is the last schedule, click OK. To add more schedules, click New and repeat the
previous step.

Click Cancel to cancel changes that have not been added.

To add or change clients in a policy

1.

In the NetBackup Administration Console, expand NetBackup Management >
Policies.

Select the policy name in the left pane.

Perform one of the following actions:

& To add a new client, select Actions > New > New Client. The Add New Client
dialog appears.

¢ To change an existing client, double-click the client name in the right pane.

v

v
————
- 7y
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4. Complete the entries in the Add New Client or Change Client dialog. (See “To add a
client to a policy” on page 106.)

Vv To add or change backup selections in a policy

Note If you are setting up a Vault policy, see “To create a Vault policy” on page 197.

1. In the NetBackup Administration Console, expand NetBackup Management >
Policies.

2. Select the policy name in the left pane.

3. Perform one of the following actions:

¢ To add a new backup selection, select Actions > New > New Backup Selection.
The New Backup Selection dialog appears.

¢ To change an existing backup selection, double-click the backup selection in the
right pane.
4. Complete the entries in the New Backup Selections or Change Backup Selections
dialog.
If you are unfamiliar with how to specify file paths for your clients, read “Rules for
Backup File Paths” on page 116 before proceeding.
5. After adding the new backup selection or making changes to an existing selection:

¢ In the New Backup Selection dialog, click Add. The new entry appears in the list.
After defining all new selections, click OK.

¢ In the Change Backup Selection dialog, click OK.
Vv To delete schedules, backup selections, or clients from a policy

1. In the NetBackup Administration Console, expand NetBackup Management >
Policies.

Note Do not confuse Cut and Delete. Cut copies the selected information to the
clipboard, from where you can later paste it. Delete does not copy to the clipboard.

2. Select the policy name in the left pane.

3. Intheright pane, select the item you’d like to delete and click the delete button on the
toolbar X|. A confirmation dialog appears.
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4,

Click Yes.

Note Deleting a client from the NetBackup configuration does not delete NetBackup

client software from the client. Previous backups for that client can also be
recovered up until their expiration date.

Also, deleting a file only deletes the file from the list of files designated for
automatic backup. It does not delete the actual file from the disk.

To cut/copy and paste items

You can copy or cut and paste the following items:

*
*
*

Copy and paste (not cut) attributes
Copy and paste (not cut) entire policies

Copy, cut and paste Schedules, Backup Selections, and Clients

When the clipboard contains an entire policy:

*

*

If you select a policy and do the paste, the contents of the clipboard is pasted into the
selected policy.

If you paste to a single type of item within a policy, only that type of information is
pasted (for example, files).

When the clipboard contains a single type of item you can paste it either to a policy or
the same type of item within a policy. For example, if the clipboard contains files, you
can select a policy or just the files within the policy and do the paste (the same
information is pasted either way).

The following is a general procedure (variations are possible):

1.

In the NetBackup Administration Console, expand NetBackup Management >
Policies. In the left pane, select the policy from which you want to copy or move
items.

In the right pane of the window, select the item (backup selections, clients or
schedules).

Select Edit > Copy or Edit > Cut. Both the Copy and Cut commands copy the selected
items to the clipboard.

In the left pane, select the policy where you want to paste or move the items.

In the right pane, click the area where you will paste the contents of the clipboard:
attributes, clients, schedules, or backup selections.
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To view the contents of the clipboard, Edit > Clipboard.

Note If there are items with the same name, they are replaced with the contents of the
clipboard when you paste in the next step. If there are schedules that do not match
the policy type, they are deleted or renamed (the action is indicated in a dialog).

6. On the Edit menu, click Paste.

Copying or Moving Policy Information Between Servers

You can paste all or part of a policy to another server by changing to that server after
copying the information to the clipboard. However, for the configuration to work you
must complete the rest of the configuration on that server (for example, add the storage
unit and volume pool).

Changing Multiple Policies in the Composite View

1. Inthe NetBaCkup 4 Policies - hagar - NetBackup Administration Console i =10l x|
Administration File Edit Wiew Actions Help ‘E
= Az N I B o 4 5 o & Ly E
Console, expand hB ||§|w‘§‘x|liv ?P?l??ll‘QIHﬂﬂﬁﬁ%Jjjsfﬁ -
NetBackup |Ehaqarwaster5mr) I T o G e
Activity Monitar [FE] TEMP_POLICY Stam... <anys WetB.. . . C o
Management > mgmetaacmpmnagamm ] tarplate_normal Stan... <anys NetB.. . . C L
.. B-E] Reports FZ] template_weekend Stam.. <amys WetB. . . [ . -
Policies > Summary - Policiss e rest Stan... <any NetB.. . 0. .
f 11 1- . h ?Summaryufa”Pullc\Es 2| test_pol_1 MS-... <any> NetB... . . C R
TEMP_POLICY 2] test_pol_2 MS-... <amy> MNetB.. . . [ . -
0' A PO lCl.ES. T e gTD_DSSU ﬁw ;;su Stan... DSSZ THEu o L — , _"Ll
template_normal
I'lght pa'ne dlsplays ] tems‘ate_weekend hagar: 21 5chedules J=I[=
the attributes, - 4wl e [Tupe TS 2D . = P 0 E T |
schedules backu -y |@Boiffer... Differential Incre.. w... 1Day 1 B ; TEMP_POLICYT‘
, P - tigtien %if@iileferm Differential Incre... Moo 4Ho. 1 A vsm_db_baiki_l
selections, and ol - B
clients in all policies. | “gamm  |gwme T Tomsms o .
ég Host Properties = hagar Solaris Solarisd TEMP_POLICY -
1 25 Media and Device Management -
2. Inthe right pane - Tl b s Ei0l
ghtp 7 Ele::es Backup Selections [ Palic =]
hold down the Shift |« & vt Hanagenen: I AL DTS o pocy =
[ & Access Management emplate_normal
key and select the -]
_t y tt Loading... 1 of 10 policies ENNEE [Master Server: hagar [Connected 7
1tems you want to
change.
3. Select Edit > Change.
See the following section, “Using the Composite Change Dialog” on page 78.
4
N4
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Using the Composite Change Dialog

The following topics explain how to interpret and change properties in the dialogs when
editing attributes, schedules or clients in the composite view.

Interpreting the Initial Settings
If the property has a text field where you can specify a value:

¢ The text field shows a value if the property has the same value for all selected
machines.

¢ The text field is clear if the property does not have the same value for all selected
machines.

If the property has only a check box and not a value, the check box is in one of the
following states:

¢ Selected (checked) if the attribute is selected |5 agive
for all selected machines.

¢ Clear if the property is clear on all selected
machines.

[ Active

¢ Gray check if the property is set differently on | agive
the selected machines.

Changing the Settings

If the property has a text field in which to specify a value, a change will be applied to all
selected items.

If the property has only a check box:

¢ Select the check box to set the property on all selected machines.
¢ Clear the check box to clear the property on all selected machines.
¢ Set the box to a gray check to leave the property unchanged.

At any time you can:

¢ Cancel changes by clicking the Cancel button.

¢ Click OK to apply all changes and close the dialog.
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What Type of Policy: Policy Attributes Tab

The general policy attributes on the Attributes tab determine the basic characteristics of all
the backups that NetBackup performs according to this backup policy.

Vv To set the general policy attributes

1. Inthe NetBackup Administration Console, expand NetBackup Management >
Policies.

2. Double-click the policy name in the left pane. The Change Policy dialog appears,
containing four policy attribute tabs: Attributes, Schedules, Clients, Backup
Selections.

3. Select a tab and make any changes.

See the following sections for changes to the Attributes tab

¢ “Which Clients Will Be Backed Up: Clients Tab” on page 106.

¢ “Which Selections Will Be Backed Up: Backup Selections Tab” on page 108.
¢  “When Will the Job Run: Schedules Tab” on page 143.

4. Click OK to save the changes, then click Close to close the Change Policy or New

Policy dialog.
N
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The following sections describe the

policy configuration attributes in the | .
Attributes tab. Policy attribute are

. . Policy type: i i .
configurable depending on the type of | s V. fctive Gojnto efect o
. . ; Slencerd [ 71508 =J11:07.37 P =
policy and the options installed. For r——— - ot
. . . ollovs
example, Encryption is available only Palicy storage urit; _
. r Crogs mount points
when the NetBackup Encryption | any bvsiatle =l _ -
. .. 5 ™ Collect rue image restore information
Optlon 15 lnStalled' Poliey yolume pool I | with e detection
INetBackup j [Required for synthetic backups)
™ Checkpoint restart every: ™ Compression
ID _|:;' Trirtes: I™ | Ehcmiption
™ Limit jobs per policy: I | Eollect disaster recayeny infarmeation
_:| ™ Allow multiple data streams
Job priority: Keyword phrase: [optional]

i <1 [higher number iz
—=l qgreater priority] I

—Advanced Client
™ Perform block level incremental backups

I= | Perfarmsnapshot backups Ldvanced Shapshot Hptions..
I | Persist snapshots

™ | Berfarnm offtest backup
5 s altermate it 5 s data mover
I INetBackup Media Server j

QK I Cancel | Help |

Policy Type

The Policy Type selection determines the type of clients that can be part of the policy and,
in some cases, the types of backups that can be performed on the clients. Select the type of
policy from the drop-down list.

If you change the policy type for an existing policy that contains schedules that are invalid
for the new policy type, NetBackup prompts you, then either deletes the invalid schedules
or, if possible, changes the schedules to an equivalent type.

Policy Type Description

DB2 Use when the policy will have only clients with the NetBackup for DB2 option. For
information on setting up this policy type, see the guide for this option.

DataStore A policy type reserved for use by VERITAS or its partners to provide agents for new
applications or databases.
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Policy Type

Lotus-Notes

MS-Windows-NT*

MS-Exchange-Server

MS-SQL-Server

NCR-Teradata

NetWare

NDMP

Oracle

Standard*

Vault

Description

Use when the policy will contain only clients with the NetBackup for Lotus Notes option.
For information on setting up this policy type, see the guide for this option.

Use when the policy will contain only Windows 2000, NT, XP, or Windows Server 2003
clients.

Use when the policy will contain only clients with the NetBackup for MS-Exchange option.
For information on setting up this policy type, see the guide for this option.

Use when the policy will contain only clients with the NetBackup for MS-SQL Server
option. For information on setting up this policy type, see the guide for this option.

Use when the policy will contain only clients with the NetBackup for Teradata option. For
information on setting up this policy type, see the guide for this option.

Use when the policy will contain only NonTarget NetBackup Novell NetWare clients (this
version uses a Microsoft Windows interface).

Use when the policy will contain only clients with the NetBackup for NDMP option. This
policy is available only when the NetBackup NDMP is installed and licensed. For
information on setting up this policy type, see the guide for this option.

Use when the policy will contain only clients with the NetBackup for Oracle option. For
information on setting up this policy type, see the guide for this option.

Use when the policy will contain any combination of the following;:
+ NetBackup Novell NetWare clients that have the target version of NetBackup software.

+ UNIX clients (including Mac OS X clients), except those covered by specific such as
Oracle.

Available only when Vault is licensed. Use as a policy type to schedule and run a Vault job.

Note: The following policy types apply only to UNIX clients.

AFS

DataTools-SQL-

Use when the policy will be backing up only AFS file systems on clients. See “Using
NetBackup With AFS,” in the NetBackup System Administrator’s Guide, Volume II for
information on setting up these policies.

Use when the policy will contain only clients with the NetBackup for

BackTrack DataTools-SQL-BackTrack option. For information on setting up this policy type, see the
guide for this option.
N
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Policy Type

FlashBackup-
Windows

FlashBackup

Informix-On-BAR

MS-SharePoint

Split-Mirror

SAP

Sybase

Description

Applies only to NetBackup Enterprise Server:

Use when the policy will contain only NetBackup FlashBackup-Windows clients on
Windows. This policy is available only when the NetBackup Advanced Client is installed.
For information on setting up this policy type, see the Advanced Client System
Administration Guide.

Applies only to NetBackup Enterprise Server:

Use when the policy will contain only NetBackup FlashBackup clients on UNIX. This
policy is available only when the NetBackup Advanced Client is installed. For information
on setting up this policy type, see the Advanced Client System Administration Guide.

Use when the policy will contain only clients that are running the NetBackup for Informix
option. For information on setting up this policy type, see the guide for this option.

Use to configure a policy for NetBackup for SharePoint Portal Server.

Applies only to NetBackup Enterprise Server:

Use when the policy will contain only clients with the NetBackup for EMC option. For
information on setting up this policy type, see the guide for this option.

Use when the policy will contain only clients with the NetBackup for SAP option. For
information on setting up this policy type, see the guide for this option.

Use when the policy will contain only clients with the NetBackup for Sybase option. For
information on setting up this policy type, see the guide for this option.

* To utilize CheckPoint Restart for backups or Checkpoint Restart for restores when backing up or restoring files,
either the Standard or MS-Windows-NT policy type must be used. The creation of synthetic backups also
requires the use of one of these policy types.

For more details on ofthost backup, refer to the NetBackup Advanced Client System
Administrator’s Guide.

Policy Storage Unit

The Policy Storage Unit policy attribute specifies the default storage unit for backups of
this policy. NetBackup uses the default storage unit for all schedules that do not specify
another storage unit. A schedule-level storage unit (when specified) overrides the policy
default. (See “Override Policy Storage Unit” on page 168.)
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Select the policy storage unit from the drop-down list. You can also || “geinaion
indicate Any Available. If you select Any Available, NetBackup Policy storage urit

tries locally-attached storage units first, and if none are found, the ||| & avsiste =i

storage units are tried in alphabetical order. NetBackup uses the

first storage unit that meets the following requirements: hatstongue-8mmiobots80
hartstongue-disk

hartstongue-dit I
=1

¢ The storage unit must not be designated as On Demand Only
¢ The storage unit must have available drives
¢ The storage unit must have media available in the required volume pool

The only exception is in the case of a client that is also a media server with locally
connected storage units. The locally available storage units take precedence over the
sequence based on alphabetical order.

Policy Storage Unit Example

Assume that all schedules but one can use a Tape Stacker S8MM. The schedule that is the
exception requires a Tape Library DLT. Here, you specify Tape Stacker 8MM at the policy
level and specify the following on the schedules:

¢ For schedules that can use the Tape Stacker 8MM, clear Override Policy Storage Unit.
When these schedules run, NetBackup uses a Tape Stacker SMM.

¢ For the schedule that requires DLT, select Override Policy Storage Unit and select
Tape Library DLT. When this schedule runs, NetBackup overrides the policy default
and uses the DLT library.

Notes on Specifying a Storage Unit

¢ If your site has only one storage unit or there is no preference for storage:
¢ Specify Any Available for the policy storage unit and
¢ Do not specify a storage unit at the schedule level

However, in this instance, ensure that you do not configure all storage units to be On
Demand Only, or NetBackup will be unable to find an available storage unit for the
backups.

¢ If you designate a specific storage unit and it is not available (for example, because it
is down for maintenance), backups will not run for policies and schedules that require
the storage unit.

¢ If your NetBackup configuration has several storage units and you want a policy to
use more than one but not all of the storage units, select a storage unit group that has
been configured to contain the desired storage units.

Another method to restrict the storage units used by a policy is the following:
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a. When configuring volumes in Media Manager, define a volume pool and
volumes that are available only to the desired storage units.

b. For the policy, set Policy Volume Pool to the volume pool defined in step a.

c. For all policies, set Policy Storage Unit to Any Available.

¢ You may have set up a storage unit to be On Demand Only. If the storage unit is part
of a storage unit group that is needed by a policy, the On Demand Only option is
satisfied and the device will be used. (See “On Demand Only” on page 53.)

Policy Volume Pool

The Policy Volume Pool policy attribute specifies the default volume pool for backups of
this policy. Select the desired volume pool name from the drop-down list. The list displays
all previously-configured volume pools. Whenever a new volume is required for either a
robotic or standalone drive, it is allocated to NetBackup from the requested volume pool.

A volume pool is a set of media used only by the users and hosts designated when
configuring the pool. Volume pools are created and media assigned when configuring
media in Media Manager type storage devices. It is not available for disk type storage
devices.

A volume pool named NetBackup is always created by default and, unless otherwise
specified in the policy, all backups go to media in the NetBackup pool. Other pools can be
created for NetBackup to use. For example, create Auto and User volume pools, then
specify that automatic backups use media from the Auto pool and user backups go to
media in the User pool.

A schedule-level volume pool, when specified, overrides the policy default set here. (See
“Override Policy Volume Pool” on page 168.) If there is no volume pool specified in the
Attributes tab of either the policy or the schedule, NetBackup uses the NetBackup pool.

The volume pool concept is relevant only for storage units managed by Media Manager,
and does not apply to disk storage units. For more information on volume pools, see the
NetBackup Media Manager System Administrator’s Guide.

Volume Pool Example

Assume that you want all schedules but one to use the backups pool. The exception in this
case is a user-archive schedule that requires the archive pool.

Here, set Policy Volume Pool to backups. When you set up the schedules for the policy, set
Override Policy Volume Pool as follows:

¢ For schedules that use the backups volume pool, clear Override Policy Volume Pool.
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¢ For the schedule that requires the archive volume pool, select Override Policy Volume
Pool and specify archive for the pool name.

Notes on Volume Pools

¢ This setting is optional for Media Manager type storage units and is not available for
Disk type storage units.

¢ Itis possible to configure a scratch pool from which NetBackup can automatically
transfer volumes when another volume pool does not have media available.

For more information on volume pools, see the System Administrator’s Guide for Media
Manager.
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Checkpoint Restart for Backup Jobs

The Checkpoint Restart Every check box indicates whether NetBackup will take
checkpoints during backup jobs based on this policy at the frequency indicated.

Taking checkpoints during a backup is beneficial if a backup based on this policy fails.
Without Checkpoint Restart enabled, a failed backup based on this policy is restarted
from the beginning of the job. By taking checkpoints periodically during the backup,
NetBackup can retry a failed backup from the last checkpoint rather than restarting the
entire job.

The number of times that NetBackup will automatically reattempt a failed backup is
configured by the Schedule Backup Attempts property located in the master server
Global Attributes host properties. (See “Schedule Backup Attempts” on page 377.)

Policy types MS-Windows-NT (for Windows clients) and Standard (for UNIX clients)
support checkpoints for backup jobs.

Note Although NetWare clients can use the Standard policy type, checkpoint restart for
backups is not supported on NetWare clients.

Checkpoint Frequency

How often NetBackup takes a checkpoint during a backup is configurable. (Default: 15
minutes.) The administrator determines on a policy-by-policy basis how to balance more
frequent checkpoints with the likelihood of less time lost in resuming a backup (because
of more checkpoints). If the frequency of checkpoints impacts performance, consider
increasing the interval time (time between checkpoints).

Checkpoint Restart Support

¢ Multiple Copies: Checkpoint Restart is supported for policies configured to create
multiple backup copies. (See “Multiple Copies” on page 165.) If a copy is configured
to allow other copies to continue the job if the copy fails and a subsequent checkpoint
occurs, and if Checkpoint Restart is selected for this policy, only the last failed copy
that contains a checkpoint can be resumed.

¢ VERITAS Volume Snapshot Provider (VSP): Checkpoint Restart is supported for use
with VSP. (See “VSP (Volume Snapshot Provider) Properties” on page 416.)

¢ Advanced Client: Checkpoint Restart is supported for use with local or alternate
client backups. However, other types of Advanced Backup Methods (ABM) are not
supported: Block Level Incremental Backups, Media Server Copy, Third-Party Copy
Device, and Instant Recovery backups.)
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¢ Disk staging storage units: Checkpoint Restart is supported for use in Stage I of disk
staging, during which data is backed up to disk. (See “Disk Staging: Stage I” on
page 42.) Checkpoint Restart is unavailable in the Stage II storage unit policy, during
which data is relocated to another storage unit.

& On Windows clients:

¢ System State backups: No checkpoints are taken during the backup of a System
State.

¢ Windows Disk-Image (raw) backups: No checkpoints are taken during a
Windows disk-image backup.

¢ Single-instance Store (SIS): No checkpoints are taken for the remainder of the
backup after NetBackup encounters a Single-instance Store.

¢ When an incremental backup is resumed and then completes successfully, the
archive bits are cleared for the files backed up since the resume, but not for the
files backed up prior to the resume. This means the files backed up prior to the
resume will be backed up again on the next incremental backup.

¢ Synthetic backups: Checkpoint Restart is not supported for use with synthetic
backups in the current NetBackup release.

¢ Checkpoints are not taken for a user archive schedule. If resumed, the user archive
restarts from the beginning.

¢ The scheduler decides when a new job should be started instead of resuming an
incomplete job. The scheduler will start a new job in the following situations:

¢ If anew job is due to run.

¢ If the time since the last incomplete backup has been longer than the shortest
frequency in any schedule for the policy.

¢ If the time indicated by the Global parameter, Move Backup Job from
Incomplete to Done State, has passed.

¢ For calendar scheduling, if another run day has arrived.

Checkpoint Restart for Restore Jobs

NetBackup takes checkpoints during restore jobs. (See “Checkpoint Restart for Restore
Jobs” on page 462.)

A backup that has been checkpointed does not need to be restored with a checkpointed
restore job. Conversely, a checkpointed restore job does not need to be restored from a

checkpointed backup.
———
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Limit Jobs Per Policy

If the Limit Jobs Per Policy check box is clear (default), the maximum number of backup
jobs that NetBackup will perform concurrently for this policy can be up to 999. To specify
a lower limit, select the check box and specify a value from 1 to 999.

You can leave this attribute at the limit or default, except when there are enough devices
that the possible number of concurrent backups will affect performance.

Tape Drive 1

Client A @T Server
Client B @r

Tape Drive 2

Client A and Client B backups can occur concurrently and to different devices

Notes on Limit Jobs Per Policy

The number of concurrent backup jobs that NetBackup can perform depends on:

*

Number of storage devices available and multiplexing limits. To process more than
one backup job at a time, your configuration must include more than one storage unit,
or a storage unit with enough drives to perform more than one backup at a time, or
storage units configured to multiplex. With removable media devices such as tape
drives, this depends on the total number of drives in the storage units. With magnetic
disk, the storage device is defined as a file path and the available disk space
determines how many paths are possible.

Server speed. Too many concurrent backups interfere with the performance of the
server. The best number depends on the hardware, operating system, and
applications that are running.

Network loading. The available bandwidth of the network determines how many
backups can occur concurrently. If you encounter loading problems, consider backing
up over multiple networks or using compression.

A special case exists when backing up a client that is on the same machine as the
server. Here, network loading is not a factor because you do not use the network.
Client and server loading, however, is still a factor.

Multiplexing. If you use multiplexing, set Limit Jobs Per Policy high enough to
support the specified level of multiplexing.
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Lower values can limit multiplexing within a policy if there are jobs from different
schedules within that policy. For example, if Limit Jobs Per Policy is at 2 and an
incremental backup schedule is due to run for four clients, only two are backed up at
a time, regardless of multiplexing settings.

¢ Limit Jobs Per Policy does not prevent concurrent jobs if the jobs are from different
policies.

For example, if there are three policies and each has its Limit Jobs Per Policy at 2,
NetBackup can start two jobs from each policy and have a total of six running at one
time.

Job Priority

The Job Priority policy attribute specifies the priority that NetBackup assigns to backup
jobs for this policy. When a drive becomes available, NetBackup assigns it to the first client
in the highest priority policy.

To set the priority, type any positive integer in the Job Priority text box. Higher values
have higher priority. The maximum allowable priority is 99999. The default is 0.

Active. Go Into Effect At

To activate the policy, select the Active policy attribute check box. The policy must be
active for NetBackup to run automatic-backup schedules or allow user backups or
archives.

The Go Into Effect field specifies when this policy may begin scheduling backups. If
today is Monday and you enter Wednesday at 12:00 AM, the policy will not run until after
that time. This is useful for configuring a series of policies in advance of when you want
them to become active.

To deactivate a policy, remove the check from the Active box. To resume backups, recheck
the Active box, making sure that the Go Into Effect date and time is set to the current time
or the time when you want to resume backups.

If the schedule is to be used for a catalog archive, the policy must not be active. The Active
check box must be clear.

For more information on configuring a policy for catalog archiving, see “Creating a
Catalog Archiving Policy” on page 231.
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Backup Network Drives

Note The Backup Network Drives policy attribute applies only to certain policy types.
NetBackup allows selecting it only in those instances.

The Backup Network Drives policy attribute specifies that NetBackup should back up or
archive files that are on network drives and are named in the backup selection list (or
indicated by the user in the case of a user backup). With Backup Network Drives selected,
NetBackup also backs up CD-ROM drives on Windows systems. Clear the check box to
prevent the backing up or archiving of network drives or the backing up of CD-ROM
drives.

The network (shared) drives must be available to the service account that the NetBackup
Client service logs into at startup. By default, the startup account is set to System. You
must change this account on each Windows client where you are backing up network
drives.

Note Since it is not possible to back up mapped drive letters, mapped drive letters do not
appear when browing for backups.

Example of a User Backup from the Server
Assume that:

¢ wildrice is the NetBackup master server

¢ Dbuckis a Windows NT NetBackup client

¢ pepper is a Windows NT computer (not necessarily a NetBackup client) and has a
shared folder named share

¢ A user wants to back up the folder named share on pepper through buck.
The steps to perform are as follows:

1. On wildrice, the NetBackup master server, select Backup Network Drives in the
policy to be used for the backup.

2. Add \\pepper\share to the
file list of the pOhCy. Attributes | B Schedules | S8 Cisnts () Backup Selections |

Backup Selections |
Systemn_State:

\\pepper\share

NE

N

3. On buck, the NetBackup client:
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a. Change the NetBackup Client Service on buck to either Start Up or Log On with
the same account as the user that will do the backup. This user account must have
read permissions for the share that is to be backed up. The account must have
write permission to perform restores.

b. Stop and start the NetBackup Client Service so the new account takes effect.
4. The user can now perform the backup as follows:
a. Start the Backup, Archive, and Restore program on buck.
b. Open a backup window, expand the network node and mark \\pepper\share.

c. Start the backup.

Example of an Automatic or Manual Client Backup from the Server
Assume that:

¢ wildrice is the NetBackup master server

¢ buckthorn is a Windows XP NetBackup client

¢ pepper is a Windows XP computer (not necessarily a NetBackup client) and has a
shared folder named share

¢ You want to schedule automatic backups for buckthorn that will back up the folder
named share on pepper. A manual backup that includes the folder will also be
possible from the server.

The steps to perform are as follows:
1. On wildrice, the NetBackup server:
a. Select Backup Network Drives in the policy to be used for the backup.

b. Add the UNC path name to the backup selection list for the policy that to be used
for the backup. In our example this path is \\pepper\share.

2. On buckthorn, the NetBackup client:
a. Change the NetBackup Client Service to either Start Up or Log On with the
account for a user that has read permissions for the share that is to be backed up.

The account must have write permission to perform restores from buckthorn.

b. Stop and start the NetBackup Client Service so the new account takes effect.
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3. A full or incremental backup of buckthorn now includes the folder named share on
pepper. A manual backup of the policy or client (from the server) will also back up the
share folder.

Follow NFS

Note The Follow NFS policy attribute applies only to UNIX clients in certain policy
types, and NetBackup allows you to select it in only those instances.

The Follow NFS policy attribute specifies that you want NetBackup to back up or archive
any NFS mounted files that are named in the backup selection list, or by the user in the
case of a user backup or archive. Clear the box to prevent the back up or archive of NFS
mounted files.

Notes on Follow NFS

¢ The behavior of the Follow NFS attribute depends on the Cross mount points setting
(explained later in this chapter).

¢ Follow NFS has no effect on raw partitions. NFS file systems mounted in a raw
partition are not backed up, nor can you back up raw partitions from other machines
using NFS mounts to access the raw partitions. The devices are not accessible on other
machines through NFS.

¢ Follow NFS causes files in Automounted file systems to be backed up. To exclude
automounted directories while allowing backup of other NFS mounts, add an entry
for the automounter’s mount directory to the exclude list on the client.

Disadvantages of Using Follow NFS

As a general rule, do not back up NetBackup clients over NFS. It is best to back up and
archive files on the NFS server where the files physically reside. NFS backups have lower
performance and you can also encounter problems with NFS mounts. In addition, you
end up with multiple backups if files are backed up at the host where they physically
reside and also by local NFS clients that mount the files.

If you select Follow NFS, consider using the policy for only the files and clients that you
back up or archive over NFS.

Note If Follow NFS is not selected, the backup process still reads the client’s mount table
and evaluates each item in the table, resolving any links to their true pathname. This
is necessary so NetBackup can accurately avoid backing up files that reside on
NFS-mounted file systems.
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When evaluating the mount table, if NetBackup cannot access an NFS file system
with the five second default, it assumes the file system to be unavailable. To change
the five second default, change the UNIX master server host property, NFS Access
Timeout. (See “NFS Access Timeout” on page 414.)

Advantages of Using Follow NFS Mounts

Following NFS mounts eliminates the need to locate and log on to the systems where the
files actually reside. If the files are mounted on the NetBackup client, you can back up,
archive, and restore them by working from the NetBackup client, providing you have the
necessary permissions on the NFS mount. One use for this capability is to back up systems
that are not supported by NetBackup client software.

The following information applies specifically to UNIX clients.

The Cross Mount Points policy attribute applies only to certain policy types and
NetBackup allows you to select it in only those instances.

The Cross Mount Points policy attribute controls whether NetBackup crosses file system
boundaries during a backup or archive on UNIX clients or whether NetBackup enters
volume mount points during a backup or archive on Windows clients.

¢ If you select Cross Mount Points, NetBackup backs up or archives all files and
directories in the selected path, regardless of the file system. For example, if you
specify root (/) as the file path, NetBackup backs up root (/) and all files and
directories under it in the tree. Usually, this means all the client’s files, other than
those available through NFS.

¢ If you clear Cross Mount Points, NetBackup backs up or archives only files and
directories that are in the same file system as the selected file path. This lets you back
up a file path such as root (/) without backing up all the file systems that are mounted
on it (for example, /usr and /home).

Notes on Cross Mount Points

¢ Cross Mount Points has no effect on UNIX raw partitions. If the raw partition that is
being backed up is the root partition and has mount points for other file systems, the
other file systems are not backed up even if you select Cross Mount Points.

¢ Do not use Cross Mount Points in policies where you use the ALL_LOCAL_DRIVES
directive in the backup selection list.
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Cases That Can Require Separate Policies

In some cases, it is best to create separate policies according to whether you want to cross
mount points. For example, to back up the root file system without also backing up file
systems mounted on it, create a policy where Cross Mount Points is not selected and the
backup selection list contains only root (/). Place other file systems in another policy or
policies.

To back up all the data on a client, create a policy where Cross Mount Points is selected
and the backup selection list includes root (/).

How Cross Mount Points Policy Attribute Interacts With Follow NFS

To back up NFS-mounted files, select Follow NFS. The table below summarizes the
behavior of Cross Mount Points and Follow NFS:

Cross Mount Points Follow NFS Resulting Behavior

No No No crossing of mount points. This is the default.

No Yes Back up NFS files if the file path is (or is part of) an NFS
mount.

Yes No Cross local mount points but not NFS mounts.

Yes Yes Follow the specified path across mount points to back up files

and directories (including NFS), regardless of the file system
where they reside.

Cross Mount Point Examples

The next two examples illustrate the concepts mentioned above. In these examples,
assume the client disks are partitioned as shown below.

- _/ (root)
/! ! |
/usr _ /home /net
- ~/home/njr /net/freddie
. / /net/freddie/home
| / NFS

I
Disks on ’ : Disk on

Local System Remote System
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Here, the client has /, /usr, and /home in separate partitions on disk d1. Another file
system named /home/njr exists on disk d2 and is mounted on /home. In addition, disk
d3 contains a directory named /net/freddie/home that is NFS-mounted on
/net/freddie.

Example 1

Assume that you clear Cross Mount Points and Follow NFS and have the following
entries in the backup selection list:

/
/usr
/home

In this case, NetBackup considers only the directories and files that are in the same file
system as the backup selection list entry it is processing. It does not back up /home/njr
or /net/freddie/home.

Example 2

Assume that you select Cross Mount Points and Follow NFS and include only / in the
backup selection list.

In this case, NetBackup backs up all the files and directories in the tree, including those
under /home/njr and /net/freddie/home.

To not back up everything, leave / out of the list and separately list the files and
directories you want to include. The following backup selection list backs up only /usr
and individual files under /:

/usr
/individual_files under_root
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Collect True Image Restore Information

Note The Collect True Image Restore Information policy attribute applies only to certain
policy types and NetBackup allows you to select it only in those instances.

The Collect True Image Restore Information policy attribute specifies that NetBackup
will start collecting the information required to restore directories to contain what they
had at the time of any incremental (or full backup) that the user chooses to restore. Files
that were deleted before the time of the selected backup are not restored. Otherwise, for
example, a restore based on the date of an incremental includes all files backed up since
the last full backup, including those that were deleted sometime during that period.

NetBackup starts collecting the true-image restore information beginning with the next
full or incremental backup for the policy. The true-image restore information is collected
for each client regardless of whether any files were actually changed.

NetBackup does not provide true-image restores based on the time of a user backup or
archive. It does, however, use the backups from user operations for a true-image restore, if
they are more recent than the latest automatic full or incremental.

To have true-image incremental backups include files that were moved, renamed, or
newly installed in the directories, you must also select With Move Detection.

Note Collect True Image Restore Information With Move Detection must be selected if
you wish to create synthetic backups. For more information on configuring
synthetic backups, see “Synthetic Backups” on page 153.

Collect True Image Restore With Move Detection

The Collect True Image Restore With Move Detection policy attribute specifies that
NetBackup also collect the information required to detect files and directories that have
been moved, renamed, or newly installed and then include those files and directories in
incremental backups for this policy.

Without move detection, NetBackup skips these files and directories because their archive
bits are unchanged. With move detection, NetBackup compares path names with those
from the previous full or incremental backup. If a name is new or changed, the file or
directory is backed up.

Note This policy attribute must be selected if you wish to create synthetic backups.

The following are examples where using move detection backs up files that would not
otherwise be backed up:
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¢ A file named C: \pub\doc is moved to or installed in C: \spec\doc. Here, the
archive bit is unchanged but C: \spec\doc is new in the C: \ spec\ directory and is
backed up.

¢ A directory named C:\security\dev\ is renamed as C: \security\devices\.
Here, the archive bit is unchanged but C: \security\devices\ is a new directory
and is backed up.

NetBackup starts collecting information required for move detection beginning with the
next full or incremental backup for the policy. This first backup after setting the attribute,
always backs up all files, even if it is an incremental.

Move detection takes space on the client and the backup can fail if there is not enough
disk space available.

What Happens During True Image Restores

The following table shows the files backed up in the C:\home\abc\doc directory
during a series of backups between 12/01/2003 and 12/04/2003. Assume that Collect
True Image Restore Information was selected for the policy that did the backups.
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Day

12/01/2003
12/02/2003
12/03/2003
12/04/2003

12/04/2003

Note Dashes (

Type of Backup Files Backed Up in C:\user\doc

Full filel file2 dirA\fileA dirB\fileB file3
Incremental filel file2 dirA\fileA e e
Incremental filel file2 dirA\fileA e e
User backup filel file2 dirA\fileA s - dirC\fileC file4
Incremental filel file2  ———-mmmmmmem e e filed

------ ) indicate that the file was deleted prior to this backup.

Also, assume that you are going to restore the 12/04/2003 version of the C:\user\doc
directory.

If you do a regular restore, the restored directory has all files and directories that ever
existed in C: \user\doc from 12/01/2003 (last full backup) through 12/04/2003:

filel
file2
dira\fileA
dirB\fileB
file3
dirC\fileC
file4d

If you do a true-image restore of the 12/04/2003 backup, the restored directory has
only the files and directories that existed at the time of the incremental backup on
12/04/2003:

filel
file2
filed

NetBackup does not restore any of the files deleted prior to the 12/04 /2003
incremental backup.

The restored directory does not include the dira and dirC subdirectories, even
though they were backed up on 12/04/2003 with a user backup. NetBackup did not
restore these directories because they did not exist at the time of the incremental
backup, which was the reference for the true-image restore.
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Notes On True Image Restores and Move Detection

*

Because the additional information that NetBackup collects for incrementals is the
same as for a full backup, incremental backups take much more disk space when you
are collecting true-image restore information. Adding move detection requires even
more additional space.

You can set the period of time that NetBackup keeps the true-image restore
information by setting Keep True Image Restoration (TIR) Information on the
Global NetBackup Attributes properties tab. (See “Keep True Image Restoration (TIR)
Information” on page 380.)

Incremental backups are slower for a policy where true-image restore information is
being collected.

You can perform true-image restores only on directories that were backed up by a
policy for which NetBackup is collecting true-image restore information.

If you intend to restore an entire file system or disk by using a true-image restore,
ensure that all the desired directories are backed up by a policy that is collecting
true-image restore information.

For true-image restores, you can list and select only directories. In true-image restore
mode, the client-user interface does not show individual files or let you select them.
The NetBackup user’s guides explain this further and provide instructions for
performing true-image restores.

A true-image restore preserves files that are currently in the directory but were not
present when the backup was done. In our previous example, assume you created a
file named file5 after the incremental backup occurred on 12/04 /2003, but before
doing the restore. In this case, the contents of the directory after the restore is:

filel
file2
filed
fileb

Compression

The Compression policy attribut specifies that software compression be used for backups
of this policy. Select the box to enable compression (the default is no compression).

Note NetBackup allows you to select Compression for the policy types where it applies.
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Advantages of Using Compression

Compression reduces the size of a backup by reducing the size of files in that backup. In
turn, this decreases the amount of media required for storage. Because the compression
and subsequent expansion is performed on the client, compression also decreases the
amount of data going over the network and therefore the network load.

Disadvantages of Using Compression

Disadvantages of compression are that it increases computing overhead on the client and
also increases backup time (due to the time required to compress the files). The lower
transfer rate associated with compression on the client reduces the ability of some tape
devices (notably 8 mm) to stream data, thus causing more wear on those devices than
would otherwise occur.

The savings in media and network resources, however, still make compression desirable
unless total backup time or client computing resources become a problem. If total backup
time is a problem, consider multiplexing. The NetBackup multiplexing feature backs up
clients in parallel, thus reducing the total time to back them up.

How Much Compression Can You Expect?

The degree to which a file can be compressed depends on the types of data. A backup
usually involves more than one type of data. Examples include stripped and unstripped
binaries, ASCII, and repeating non-unique strings. If more of the data is favorable to
compression you obtain more compression.

Note When compression is not used, it is normal to receive slightly more data at the
server than is on the client (on UNIX, this is as shown by du or df) due to client disk
fragmentation and file headers added by the client.

Compression Specifications

Types of data that Programs, ASCII files, and unstripped binaries (typically 40% of the original size).
compress well:

Best-case compression:  Files composed of repeating, nonunique strings can sometimes be compressed to 1% of

their original size.

Types of data that do Stripped binaries (usually 60% of original size).
not compress well:
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Compression Specifications (continued)

Worst-case
compression:

Effect of file size:

Client resources
required:

Effect on client speed:

Effect on total backup
time:

Files that are not

Files that are already compressed become slightly larger if compressed again. On UNIX
clients, if this type of file exists and it has a unique file extension, exclude it (and other
others with the same extension) from compression by adding it under the NetBackup
host UNIX Client tab.

File size has no effect on the amount of compression. It takes longer, however, to
compress many small files than a single large one.

Compression requires client computer processing unit time and as much memory as
the administrator configures.

Compression uses as much of the computer processing unit as available and affects
other applications that require the computer processing unit. For fast CPUs, however,

I/0 rather than CPU speed is the limiting factor.

On the same set of data, backups can take three or more times as long with
compression.

NetBackup does not compress:

compressed: Files that are equal to or less than 512 bytes, because that is the tar block size.
On UNIX clients, files ending with suffixes specified with the COMPRESS_SUFFIX
= . suffix option in the bp . conf file.
On UNIX clients, files with the suffixes as shown below:
.arcor .ARC .gz or GZ .iffor .IFF .sit.binor
.arj or .ARJ .hagx or .HOX .pitor .PIT -SIT.bin
.auor .AU .hgx.binor .pit.binor -tiffor .TIFF
_cpt or .CPT .HOX.BIN .PIT.BIN .Y
.cpt.binor .jpegor .JPEG .scfor .SCF .zipor .ZIP
.CPT.BIN .jpgor .JPG .seaor .SEA .zomor .zZ0OM
.F .lhaor .LHA .sea.binor .zoo or .Z00
.F3B .1zh - SEA.BIN .zor.z
.gif or .GIF .pak or . PAK -sitor .SIT

Encryption

The Encryption policy attribute is selectable only if the NetBackup Encryption option is
installed and configured. When the Encryption attribute is selected, the server encrypts
the backup for the clients listed in the policy. See the NetBackup Encryption System
Administrator’s Guide for more information.
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Collect Disaster Recovery Information

The Collect Disaster Recovery Information policy attribute specifies whether or not you
want NetBackup to collect the information required for intelligent disaster recovery
during backups of Windows clients using this policy. (See “Configuring NetBackup
Policies for IDR” on page 192 in the NetBackup System Administrator’s Guide for Windows,
Volume I1.)

Allow Multiple Data Streams

Specifies that, depending on the directives or scripts/templates (of database policy types)
in the backup selection list, NetBackup can divide automatic backups for each client into
multiple jobs, with each job backing up only a part of the backup selection list. The jobs
are in separate data streams and can occur concurrently.

¢ How many streams (backup jobs) start for each client and how the backup selection
list is divided into separate streams is determined by the directives, scripts, or
templates that you specify in the backup selection list. (See “Backup Selections List
Directives for Multiple Data Streams” on page 135.)

¢ The total number of streams that can run concurrently is determined by the following
settings:

¢ Number of available storage units
¢ Multiplexing settings
¢ Maximum jobs parameters

(See “Tuning Multiple Data Streams” on page 104.)

Note If Allow Multiple Data Streams is in use, and a file system exists in an exclude list
for a client, a NetBackup job appears in the Activity Monitor for the file system that
was excluded. This is normal behavior and none of the files in the excluded file
system will be backed up.

When to Use Multiple Data Streams

Reduce Backup Time

Multiple data streams can reduce the backup time for large backups. This is achieved by
splitting the backup into multiple streams and then using multiplexing, multiple drives,
or a combination of the two for processing the streams concurrently.
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In addition, configuring the backup so each physical device on the client is backed up by a
separate data stream that runs concurrently with streams from other devices can
significantly reduce backup times.

Note For best performance, use only one data stream to back up each physical device on
the client. Multiple concurrent streams from a single physical device can adversely
affect backup times because the heads must move back and forth between tracks
containing files for the respective streams.

Recommended for Best Performance

T Client
|
| | Drive A |4 Stream Back up each device with a separate
NetBack stream that runs concurrently with
streams from other devices. Then,
| I eSaCUP t from other devices. Th
| ) | Stream erver multiplex the streams or send them to
| Drive B | separate tapes.
L — — —
Not Recommended
"~ Client
[ | Stream
[ omer | g
b sing multiple concurrent streams
b NetBack Usi Htipl t st
> rom a single device can adversely
| Streain Serverup f ingle devi d I
| ) —— affect backup times.
| LB#eB 1 stream
L _ I

Reduce Retry Time for Backup Failures

Because the backup streams are completely independent, the use of multiple data streams
can shorten the retry time in the event of a backup failure. A single failure only terminates
a single stream and NetBackup can restart the failed stream without restarting the others.

For example, assume the backup for a 10 GB partition is split into 5 streams, each
containing 2 GB. If the last stream fails after writing 1.9 GB (a total of 9.9 GB backed up),
NetBackup retries only the last 2 GB stream. If this 10 GB partition is backed up without
multiple data streams and a failure occurs, the entire 10 GB backup must be retried.

The Schedule Backup Attempts property applies to each stream. For example, if
Schedule Backup Attempts is set to 3, NetBackup retries each stream a maximum of three
times. (See “Schedule Backup Attempts” on page 377.)

The Activity Monitor shows each stream as a separate job. Use the job details view to
determine the files that are backed up by each of these jobs.
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Reduce Administration—More Backups With Fewer Policies

When a configuration contains large file servers with many file systems and volumes,
using multiple data streams will provide more backups with fewer policies than are
otherwise required.

Tuning Multiple Data Streams

The two aspects of multiple data streams that you can tune are the total number of
streams and the number of streams that can run concurrently.

Note For best performance, use only one data stream to back up each physical device on
the client. Multiple concurrent streams from a single physical device can adversely
affect backup times because the heads must move back and forth between tracks
containing files for the respective streams.

Setting the Total Number of Streams

The backup selection list determines the total number of streams that are started. The
NEW_STREAM directive allows you to explicitly configure a fixed number of streams, or
you can have the client dynamically define the streams. (See “Backup Selections List
Directives for Multiple Data Streams” on page 135.)

Setting the Number of Streams That Can Run Concurrently

The number of streams that can run concurrently for a policy or client is determined by
the following:

¢ Storage unit and schedule multiplexing limit
¢ Number of drives that are available
¢ Maximum concurrent jobs settings for the policy and client

Each storage unit and each schedule has a maximum multiplex setting. The lower of the
two settings is the limit for a specific schedule and storage unit. The maximum number of
streams that can be multiplexed is limited to the sum of the multiplexing limits for all
drives available in the storage unit and schedule combinations.

For example, assume there are two storage units with one drive in each. MPX on storage
unit 1 is set to 3 and MPX on storage unit 2 is set to 5. If MPX is set to 5 or greater in the
schedules, then 8 streams can run concurrently.

The maximum jobs settings also limit the maximum number of streams:

¢ Maximum Jobs Per Client (Host Properties > Master Server > Global NetBackup
Attributes)

¢ Limit jobs per policy (policy attribute)
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¢ Maximum Data Streams (Set the number in Host Properties > Master Server >
Client Attributes)

The maximum job settings are interdependent as follows:

¢ If Maximum Data Streams is not set, the lowest value of Maximum Jobs Per Client
and Limit Jobs Per Policy is the limiting factor.

¢ If Maximum Data Streams is set, then NetBackup ignores Maximum Jobs Per Client
and uses the lowest value of Maximum Data Streams and Limit Jobs Per Policy as
the limiting factor.

Keyword Phrase (Optional)

The Keyword Phrase policy attribute specifies a key phrase that NetBackup will associate
with all backups or archives for this policy. Windows and UNIX clients can then
optionally list or restore only the backups that have this phrase associated with them (see
the appropriate NetBackup user’s guide). The user interfaces on NetBackup clients other
than Windows and UNIX do not support keyword phrases.

You can use the same keyword phrase for more than one policy. This makes it possible to
link backups from related policies. For example, you can use one keyword phrase for full
backups and another for incremental backups.

The phrase can be a maximum of 128 characters in length. All printable characters are
permitted including spaces and periods. By default, there is no keyword phrase.

Windows and UNIX clients can also specify a keyword phrase for a user backup or
archive. A user keyword phrase overrides the policy phrase.

Advanced Client Options

To use Advanced Client, you must install and license the Advanced Client option. For
more details on offhost backup, refer to the NetBackup Advanced Client System
Administrator’s Guide.
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Which Clients Will Be Backed Up: Clients Tab

Add, delete, or change clients for a policy on the Clients tab.

Vv To add a client to a policy

1.

In the NetBackup
AdmlnlStratlon COHSOle, expand Attnbutesl @ Schedules Clients |@ Backup Selechonsl
NetBackup Management > _ _

POliCieS. esr:aname | Egrdware | Ev?:;aotﬁsgus.rgstem |
In the right pane, double-click

the policy you wish to

change.Double-click the policy in

the middle pane.

Select the Clients tab and click
New.

In the highlighted field, type the
name of the client you are adding
or browse to find and select the
client.

¥ Detect operating system when adding o changing a client.

Observe the following rules for

assigning client names: New. | oeme | et |
¢ The name must be one by T I
which the server knows the
client.

¢ If the client is in multiple policies, use the same name in each policy.

¢ Use a name by which the server knows the client (one that you can use on the
server to ping or telnet to the client).

¢ If the network configuration has multiple domains, use a more qualified name.
For example, use mars.bdev.null.com or mars.bdev rather than just mars.

Press Enter.

If this is the last client, click OK to close the Change Policy dialog or select another
tab. If you're adding more clients, click New. Click to cancel changes that you have
not yet added and close the dialog.
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¥ To change a client list entry

1. Inthe NetBackup Administration COI’ISOle,

expand NetBackup Management > Policies
> Summary of all Policies.

Llient name:

2. In the Details pane, under Clients, Hardware and operating systen:
double-click the client you wish to change. I |
Or, select multiple clients, then select Edit > | | |
QK Cancel Help

Change. The Change Client dialog appears.

In the Client Name field, type or browse to find the name of the client.

4. Click the button to the right of the Hardware and Operating System field and select
the desired entry.

Add only clients with hardware and operating systems that the policy will support.
For example, do not add a Novell NetWare client to an MS-Windows-NT policy.

5. Click OK to save the change or Cancel to discard it.
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Which Selections Will Be Backed Up:
Backup Selections Tab

The backup selections list names the files, directories, directives, scripts (used for database
policies), and templates (used for Oracle and DB2 policies), that NetBackup includes in
automatic backups of clients covered by a policy. The policy backup selections list does
not apply to user backups or archives because users select the objects to back up before
starting the operation.

NetBackup uses the same selection list for all clients backed up according to this policy.
All the files do not need to exist on all the clients, as NetBackup backs up the files that it
finds. However, each client must have at least one of the files in the backup selections list
or the client backup will fail with a status 71. Selection list entries are processed serially for
each client, but it is possible to back up multiple clients in parallel if enough drives are
available.

Server Clients
Backup Selections List -] file_a
file_a — file_b Each client is not required to have
file_b every file in the backup selections
file_c -] file_a list. Those not present are skipped.

file_c

NetBackup processes the entries on the backup selection list one entry at a time. However,
NetBackup backs up the files from multiple clients in parallel, assuming multiple storage
devices are available and NetBackup attributes are set to allow it. (See “Setting the
Number of Streams That Can Run Concurrently” on page 104.)

¢ The Global host property, Maximum Jobs per Client, and the Limit Jobs per Policy
policy attribute are set to allow it.

¢ Multiple storage devices are available (or you are using multiplexing).
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It is also possible to add a client to multiple policies, then divide the client’s files among
the backup selections list. This method has the advantage of backing up different files on a
client according to different rules. A different schedule can be applied to each policy.

Policy_1 Client
Backup Selections List
file_a
file_b
file_c
r a A
Policy_2 | file_b | The files on a client
file_c can be divided

H H L T Z="_ __
?ackup Selections List F e g between multiple
I::g—g — file_e | policies
file_f L _filef

Using multiple policies can also reduce the backup time. When all of a client’s files are in
the same backup selections list, NetBackup processes the files serially, which can take a
long time when there are many files. If the files are divided between different policies,
NetBackup can process the policies in parallel, reducing the backup time. The maximum
jobs attributes must be set to allow the parallel backups and sufficient system resources
must also be available. (See “Setting the Number of Streams That Can Run Concurrently”
on page 104 for an explanation of maximum jobs settings that also applies to this
discussion.)

Note Understanding disk and controller I/O limitations is important when using
multiple policies for a client. For example, if there are two file systems that will
overload the client when backed up in parallel, place them in the same policy,
schedule them at different times, or set Maximum Jobs per Client to 1.

Another way to reduce backup time is to use a single policy that has Allow Multiple Data
Streams enabled and then add NEW_STREAMS directives to the backup selections list. For
example:

NEW_STREAM
file_a
file_ b
file_c
NEW_STREAM
file_d
file_e
file_f
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The example above produces two concurrent data streams. One has file_a, file_b,
and file_c.Theotherhas file_d, file_e,and file_f. (See “Allow Multiple Data
Streams” on page 102.)

Note For best performance, use only one data stream to back up each physical device on
the client. Multiple concurrent streams from a single physical device can adversely
affect backup times, because the heads must move back and forth between tracks
containing files for the respective streams.

The Backup Selections tab contains a list of files and directories that NetBackup includes
in automatic backups of clients covered by a policy. You may also enter a backup
selections list directive that causes NetBackup to perform specific actions when processing
the files in the list. For database backups, scripts and templates are used to define and
control the specific type of database backup. (See the NetBackup database guide for more
information.)

Note If you are setting up the backup selections list for a Vault job, see “To create a Vault
policy” on page 197.
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Creating the Backup Selections List for Standard Policies

Standard policies and Exchange and Lotus Notes policies list pathnames and directives in

the backup selection list.

For information on what directives accomplish, see “Backup Selections List Directives:
General Discussion” on page 132 and “Backup Selections List Directives for Multiple Data
Streams” on page 135 (if the Allow Multiple Data Streams general policy attribute is
enabled). For separately-priced options, also see the NetBackup guide that came with the

option.

v To add or change backup selections for a Standard, Exchange, or Lotus Notes

policy

1. In the NetBackup Administration window, expand NetBackup Management >

Policies.

2. Double-click the policy where you wish to change the backup selections list. The

Change Policy dialog appears.

3. Click the Backup Selections tab.

4. Toadd anentry at the end of the list, click under the last entry in the backup selections

list, then click New. An edit box appears.

Change Policycy - Policyl E

Backup Selections

[ CamL
(3 D:AFrameDoc

(A DAHP1T_enrata
we

E=l

Editbox ~ |

5. Select a pathname or directive:

Click to browse for
files or folders

| Click to select from
a list of directives

¢ Click the folder icon to browse to a remote folder to select a pathname. EII'

If you are unfamiliar with how to specify file paths for a client:

For UNIX clients, see “File-Path Rules for UNIX Clients” on page 123.

For Windows clients, see “File-Path Rules for Microsoft Windows Clients” on

page 116.

& Click the directives icon to browse to a directive.

=
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The Select Directive dialog appears. Click the arrow next to the Directive field and
select a directive. Click OK to include the directive to the backup selections list on

the Selections tab.

If you are using many directives,
it can be useful to add the entire -

set and then edit the backup [
selections list to move and delete. Tl

directives as required

0K | Caeel | Hep

Note Pathnames may contain up to 1023 characters.

6.

7.
*
*
*

8.

Press Return to exit the edit box.

Rearranging the selections in the backup selection list:

To move an entry, select the entry, then use the Up and Down buttons, mouse or

keyboard.

To delete an entry, select the entry and click Delete.

To rename an entry, select it and click Rename. An edit box opens around the

entry in order to modify it.

To verify that the entries on the backup selections list are accurate, see “Verifying the

Backup Selections List” on page 115.
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Creating the Backup Selections List for Database Policies

Depending on the database type, the backup selection list of policies for databases
contains different types of objects. For Exchange and Lotus Notes, the list contains
pathnames and directories. For MS-SQL-Server, Informix-On-BAR, SAP, and Sybase, the
list contains scripts that define and control the database backup, including how the client
uses multiple streams. For Oracle and DB2, the list contains scrips and/or templates.

For information on what directives accomplish, see “Backup Selections List Directives:
General Discussion” on page 132 and “Backup Selections List Directives for Multiple Data
Streams” on page 135 (if the Allow Multiple Data Streams general policy attribute is
enabled). For separately-priced options, also see the NetBackup guide that came with the
option.

Vv To create or change backup selections containing scripts for a database policy

1. In the NetBackup Administration window, expand NetBackup Management >
Policies.

2. Double-click the database policy in the Console tree where you wish to change the
backup selections lists. The Change Policy dialog appears.

3. Click the Backup Selections tab. To add an entry at the end of the list, click under the
last entry in the backup selections list, then click New. An edit box appears.
4. Add the backup selections:

¢ Enter a script into the text box. Scripts require that the full pathname be specified.
Be sure that the scrips listed are installed on each client specified on the Client tab.

¢ Click the folder icon to browse to a remote folder to specify script paths for a
clients.

5. Click OK to add the items to the Backup Selections list.

Chapter 3, Managing Backup Policies 113 =



Which Selections Will Be Backed Up: Backup Selections Tab

Creating the Backup Selections List for Oracle or DB2 Policies

An Oracle backup or XML export policy, or a DB2 backup policy, lists templates and/or
scripts in the backup selection list. The templates and scripts listed are run during manual
and automatic backups in the order in which they appear in the backup selection list.

To add templates or scripts to the Backup Selections List

1.

In the NetBackup Administration window, expand NetBackup Management >
Policies.

Double-click the policy in the Console tree where you wish to add or change
templates or scripts. The Change Policy dialog appears.

Click the Backup Selections tab.

To add an entry, click New. An edit box appears.

Add the backup selections:

¢ Templates:

¢ Type only the template filename, for example, weekly full_backup.tpl,
or,

¢ Click the Template button. For Oracle policies, choose Oracle_RMAN or
Oracle_XML_Export from the Template set list.
Then, choose a template name in that set from the Template list. You can also
add all available templates by clicking Add all templates to the backup
selections list.

¢ Scripts:

¢ Type the filename, including full pathname on the client, for the script you
want to include, or,

¢ Click Browse to locate the script in the client Browse window. Click OK to

add the selection. Be sure that the shell scripts listed are installed on each
client specified in the Clients tab.

6. To change the order of the backup selections, select one and click Up or Down.

7. Click OK to add the selection to the selection list.
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Verifying the Backup Selections List

After creating or modifying a backup selections list, complete the following procedure to
make sure that the file-path rules for the specified clients are correct.

v To verify a backup selections list

1. Check all entries to ensure you have followed the file-path rules for the clients you are
backing up. Also, verify the syntax for any directives that are included in the list.

2. For the first set of backups, check the Problems or All Log Entries reports for warning
messages (see examples below) and run the check_coverage script (located in
install_path\NetBackup\bin\goodies).

This step can reveal mistakes that result in not backing up files because the files are
not found. The status code for a backup does not always indicate this type of error
because NetBackup does not require all paths in the backup selections list to be
present on all clients. This allows you to have a generic list that multiple clients can
share. Requiring all entries to match for a successful backup would result in more
policies, unless all clients had identical filesystems.

If a path is not found, NetBackup logs a trivial (TRV) or warning (WRN) message, but
can still end the backup with a status code 0 (success). This is desirable because it
eliminates error status codes for files that are not expected to be on a client. However,
it means you must check the logs or use the check_coverage script to ensure that
files are not missed due to bad or missing backup selections list entries.

The following example shows a log message that appears when files are not found.
For information on using check_coverage, see the comments in the script.

Example

Assume the backup selections list contains a path named C:\worklist thatis not present
on all clients. Here, NetBackup backs up C:\worklist on the clients where it exists. For
other clients, the Problems or All Log Entries report shows a message similar to the
following:

9/1/03 8:28:17 AM carrot freddie Info from client freddie: TRV -
object not found for file system backup: C:\worklist

This message would also occur if C:\worklist were not the correct path name. For
example, if the directory name is C:\worklists but you typed C:\worklist.

Note If the paths seem correct and the message still appears, ensure there are no trailing
spaces in the paths.
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Rules for Backup File Paths

The following topics explain the rules for specifying backup file paths for each type of
NetBackup client:

¢ “File-Path Rules for Microsoft Windows Clients” on page 116

¢ “File-Path Rules for NetWare NonTarget Clients” on page 121

¢ “File-Path Rules for NetWare Target Clients” on page 122

¢ “File-Path Rules for Clients Running Extension Products” on page 123

¢ “File-Path Rules for UNIX Clients” on page 123

¢ “Backup Selections List Directives: General Discussion” on page 132

¢ “Backup Selections List Directives for Multiple Data Streams” on page 135
If

you're making an entry for a Vault job, see “To create a Vault policy” on page 197.

File-Path Rules for Microsoft Windows Clients

The following describes the conventions to use when specifying backups for Windows
clients.

File Backups
Enter one pathname per line.

¢ Start all pathnames with the drive letter followed by a colon () and a backslash (\).
The drive letter can be either upper or lower case.

c:\
¢ Precede each component in the path with a backslash.

If the last component in the path is a directory, also follow it with a backslash (\). The
trailing backslash is not required but serves as a reminder that the file path is a
directory instead of a file.

c:\users\netl)\

If the last component is a file, include the file extension and omit the backslash from
the end of the name.

c:\speciall\list.txt

¢ Upper and lower case letters in the pathname must match those in the pathname on
the client. The only exception is the drive letter, which can be either upper or lower
case.
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c:\Worklists\Admin\

¢ You can use the same wildcard characters as in Windows pathnames:

*

?
The following backs up all files ending with .doc
c:\Users\*.doc
The following backs up all files named 10g01_03, 1og02_03, and so on.
c:\system\log??_03

¢ Toback up all local drives except for those that use removable media, specify:
:\ or *:\ or ALL_LOCAL_DRIVES

The drives that are not backed up include: floppy disks, CD-ROMs and drives that are
located on remote systems but mounted on your system through the network.

The following is an example backup selection list that uses the Microsoft Windows
conventions:

c:\

d:\workfiles\
e:\Special\status
c:\tests\*.exe

Using UNIX Conventions

NetBackup permits you to use UNIX conventions in the backup selection list for Windows
clients. This is convenient if your configuration has mainly UNIX clients and you are more
comfortable with UNIX conventions.

The rules for the UNIX conventions are the same as explained for Microsoft Windows
clients, except that you:

& Start each line with a forward slash (/).

¢ Omit the colon (:) after the drive letter.

¢ Specify / to back up all local drives except for those that are removable:
/

The following example uses the UNIX conventions:

/c/

/d/workfiles/
/e/Special/status
/c/tests/*.exe
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Windows Disk-Image (Raw) Backup

On Windows clients, you can back up a
logical disk drive as a disk image. That
is, NetBackup backs up the entire logical
drive on a bit-by-bit basis rather than by
directories and files.

When performing a disk-image backup,
be sure to select Full Backup for the
backup type. Any other backup type
will not work for backing up a
disk-image.

To specify a disk-image backup, add the
logical name for the drive to the policy
backup selection list. The format in the
following example would back up drive
C.

/\\.\c:

Disk-images can be included in the same

backup selection list with other backups:

/\\.\c:
d:\workfiles\
e:\Special\status
HKEY_LOCAL_MACHINE:\
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in the backup
selection list

Note Before starting a disk-image backup, NetBackup locks the logical drive to ensure
that no changes occur during the backup. If there are open files on the logical drive,
a disk-image backup is not performed.

Note Before backing up or restoring a disk-image, all applications that use a handle to the
partition must be shut down, otherwise the operation will fail. Examples of such
applications are Windows Explorer or Norton Antivirus.

To restore the backup, the user first chooses Select for Restore > Restore from Normal

Backup.

When a user lists the backups from which it can choose, the disk image appears as a file
with the same name that was specified in the backup selection list. In this example:

\\.\c:
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After selecting the disk image source, the user enters the destination in the following
format:

/\\.\drive:

Where drive is the location where the partition will be restored. The leading forward slash
is important. For details, see the NetBackup User’s Guide for Microsoft Windows.

Microsoft Windows Registry Backup

Backup for Disaster Recovery

To ensure successful recovery in case of a disk failure, always back up the entire registry.
That is, back up the directory that contains the entire registry.

¢ On most Windows systems, this directory is
%systemroot%\system32\config

¢ On Windows 98 or 95, this directory is
$systemroot$%

Where $systemroot% is the directory where Windows is installed.

For example, if Windows NT is installed in the ¢ : \winnt directory, then including any of
the following paths will accomplish the backup

c:\winnt\system32\config (backs up the entire config directory)
c:\ (backs up the entire C drive)

:\ (backs up all local drives except those that are removable)

Caution To ensure a successful recovery of the registry in case of disaster, do not include
individual registry files or HKEY entries in the same backup selection list that is
used to back up the entire registry. If you are using a NetBackup exclude list for
a client, do not exclude any registry files from your backups.

See the Disaster Recovery chapter in the NetBackup Troubleshooting Guide for UNIX and
Windows for instructions on restoring the registry in the case of a disk failure.

Back Up Individual HKEYs (do not use for disaster recovery)

As mentioned above, do not include HKEY entries in the same policy backup selection list
used to back up the entire registry. However, if you want the ability to restore individual
keys within the registry, create a separate policy and then specify the desired HKEYs in
the backup selection list for that policy. The following is an example HKEY entry for a
policy backup selection list:
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HKEY_ LOCAL_MACHINE: \

Remember, you cannot perform a disaster recovery by restoring HKEYs. In addition,
backups and restores will be slower than backing up the registry as a whole.

Hard Links to Files (NTFS volumes only)

A hard link is a directory entry for a file. Every file can be considered to have at least one
hard link. On NTFES volumes, each file can have multiple hard links; therefore, a single file
can appear in many directories (or even in the same directory with different names). The

actual file is indicated by a Volume Serial Number (VSN) and a File Index which is unique
on the volume. Collectively, the VSN and File Index are referred to as the file ID.

During a backup, if the backup selection list includes hard-linked files, the data is backed
up only once, using the first file name reference found in the directory structure. If a
second or subsequent file name reference is found, it is backed up as a link to the name of
the first file. This means you get only one backup copy of the data, regardless of whether
you include one or multiple hard links. You can include any of the paths that are hard
links to the data in order to back up the data.

During a restore, if all of the hard-link references are restored, the hard-linked files still
point to the same file ID as the other files to which they are linked. However, if you do not
restore all the hard links, you can encounter anomalies as shown in the following
examples.

Example 1

Assume there are three hard links named L1, L2, and L3 that are pointing to the same data
as shown in the figure below.

1. Duringabackup of L2 and L3, L2
is encountered first and backed @
up, then L3 is backed up as a link |
to L2. The three files are all hard Data
linked to the same data.

2. Next, the original copies of L2
and L3 are backed up to tape,
then deleted, leaving only L1 on

the disk. @ @ @I

Data Data

On Disk On Tape
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3. During a subsequent restore, you

restore L2 and L3. The restored

files, however, do not point to the

same file ID as L1. Instead, they

are assigned a new file ID Data Data

number and the data is written to

anew place on the disk. The data in the new location is an exact copy of whatis in L1.

The duplication occurs because the backup does not associate L2 and L3 with L1.
Example 2

Assume in example 1, that you attempt to restore only L3. Here, NetBackup cannot link L3
to L2 because L2 does not exist. Since the restore can complete only if it can link to L2, L2
is automatically restored by a secondary restore request to the NetBackup server that has
the data. If you restore L2 by itself, there is no problem.

File-Path Rules for NetWare NonTarget Clients

For NetWare systems that are running the NonTarget version of NetBackup client
software, specify the pathnames in the form:

/SMDR/TSA/TS/resources/directory/file

Where:

4

4

4

SMDR (Storage Management Data Requestor) is the name of the NetWare file server
that is running the SMDR.NLM used for backups. (NLM means NetWare-loadable
module.)

TSA (Target Service Agent) is a NetWare software module that prepares the data for
backup or restore by the SMDR. There are different types of TSAs, depending on the
data. For example, there are TSAs for NetWare file systems and DOS workstations.

TS is the Target Service, which is the NetWare entity that has the data being handled
by the selected TSA. For example, with the DOS TSA (tsasms.com) it is a DOS
Workstation. In the case of a NetWare file system TSA, it is the system with the
NetWare file systems to be backed up.

resources are the specific resources on the target service. For example, it can be
NetWare file systems such as BINDERY, SYS, and USER.

directory/ fileis the directory and file that are in the resource (if it is a path to a
specific file).

Observe the following rules for paths:
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4

Give the server access to each path or the scheduled backup will fail. To provide this
access, use the Allowed Scheduled Access command on the Backup menu in the
NetBackup interface on the NetWare client. For more information, see the NetBackup
for Novell NetWare Client System Administrator’s Guide.

Enter one pathname per line.
Start all pathnames with a slash (/).
Precede each component in the path with a slash.

If the last component in the path is a directory, follow it with a slash (/). The trailing
slash is not required but is a reminder that the file path is a directory instead of a file.

/TILE/TILE.NetWare File System/TILE/SYS/DOC/

If the last component is a file, include the file extension and omit the slash from the
end of the name.

/TILE/TILE.NetWare File System/TILE/SYS/DOC/TEST.TXT

All components in a pathname must show upper and lower case letters as they appear
in the actual pathname on the client.

Wildcard usage is the same as when specifying files for Windows clients.

To back up all NetBackup for NetWare clients that are in this policy, enter a slash (/)
by itself on a line.

/

To back up an entire NetBackup for NetWare client, enter a slash (/) followed by the
client name and a slash.

/TILE/

The following example backs up SYS, BINDERY, and USER file systems under the file
system TSA on the client named tile:

/TILE/TILE.NetWare File System/TILE/SYS/
/TILE/TILE.NetWare File System/TILE/BINDERY/
/TILE/TILE.NetWare File System/TILE/USER/

Note that the Allowed Scheduled Access command on the Backup menu in the
NetBackup interface on the NetWare client must also specify access to these paths. See the
NetBackup for Novell NetWare Client System Administrator’s Guide.

File-Path Rules for NetWare Target Clients

For NetWare clients that are running the target version of NetBackup client software, use
the following format for the file paths:

/target/
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Where target is the name of a target defined on the NetBackup for NetWare client. See
the NetBackup Administrator’s Guide for Novell NetWare Clients.

¢ Enter one target per line.

¢ Start all target names with a slash (/).

¢ All target names must be in upper case.

¢ Wildcard usage is the same as for Windows clients.

The following example backs up the targets: NETWARE, SYSTEM, and BINDERY:

/NETWARE/
/SYSTEM/
/BINDERY/

File-Path Rules for Clients Running Extension Products

File-path rules for NetBackup clients that are running separately-priced extension
products, such as Advanced Client or NetBackup for MS-Exchange, are covered in the
NetBackup guide for the extension product.

File-Path Rules for UNIX Clients

The general requirements for pathnames on UNIX clients are as follows:

¢ Enter one pathname per line. NetBackup supports a maximum path length of 1023
characters on UNIX clients.

¢ Start all pathnames with a slash (/).

¢ You can use the following meta or wildcard characters in policy backup selection lists:
?
[ ]
{1
The following are example UNIX file specifications that use this capability:

/home/ . [a-zA-Z0-9]*
/etc/*.conf

¢ To use meta or wildcard characters literally, precede them with a backslash (\).
Assume, for example, that the brackets in the following pathname are used as literal
characters:

/home/abc/fun [ny]lname
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In the backup selection list, precede the brackets with a backslash as in

/home/abc/fun\ [ny\ lname

Note A backslash (\) acts as an escape character only if it precedes a meta or wildcard

character. NetBackup normally interprets a backslash literally and it is a legal
character to use in pathnames.

The following topics provide more information on specifying UNIX file paths to back up.

Notes on Backup Selection Lists for UNIX Clients

¢ File paths that cross mount points or that the client mounts through NFS can affect the
way that you must configure your backups. Before creating a backup selection list,
familiarize yourself with the Follow NFS and Cross mount points attributes.

¢ You can back up operating system, kernel, and boot files with NetBackup. You cannot,
however, create bootable tapes. Consult your system documentation to create a
bootable tape.

¢ NetBackup never backs up the following;:

4

*
*
*

4

4

4

NES files or directories, unless you set Follow NFS.
Files or directories in a different file system if you do not set Cross mount points.
Files or directories with path lengths longer than 1023 characters.

Files or directories where the operating system does not return inode information
(the 1stat system call failed).

Directories that NetBackup cannot cd into.

On a disk managed by Storage Migrator, migrated files or directories where
Storage Migrator does not return inode information (mig_stat fails). Note that
NetBackup Server does not support Storage Migrator.

Socket special files (named pipes are backed up).

Locked files when mandatory locking is enabled by an application that currently
has the file open.

Busy files. If a file is open, NetBackup backs up the last saved version of the file.

¢ Exclude specific files from backups by creating an exclusion list on the client.

¢ On Hewlett-Packard, AIX, Sequent, and Solaris 2.5 (and later) platforms, NetBackup
backs up access control lists (ACLs).

¢ NetBackup can back up (and restore) Sun PC NetLink files.

- 124

NetBackup System Administrator’s Guide for Windows, Volume I



Rules for Backup File Paths

¢ On IRIX 6.x and Digital Alpha platforms, NetBackup backs up extended file
attributes.

¢ On IRIX platforms, NetBackup backs up and restores extended attributes attached to
XFS file system objects.

¢ On DEC OSE/1 platforms, NetBackup backs up and restores extended attributes
attached to files on AdvFS and UFS file systems.

¢ By default, NetBackup backs up and restores Solaris 9 extended attribute files. The
FlashBackup single file restore program (sfr) does not restore extended attribute
files.

¢ By default, NetBackup backs up and restores VXFS 4.0 named data streams. The
FlashBackup single file restore program (sfr) does not restore extended attribute
files.

¢ On Hewlett-Packard and Solaris 2.5 (and later) platforms, NetBackup backs up VxFs
extent attributes.

¢ If there are one or more trailing spaces in a backup selection list entry and a matching
entry is not found on the client, NetBackup deletes trailing spaces and checks again. If
a match is still not found, NetBackup skips the entry and logs a message similar to
one of the following in the NetBackup All Log Entries or Problems report:

TRV - cannot process path pathname: No such file or directory.
Skipping
TRV - Found no matching file system for pathname

Symbolic Links to Files or Directories

For symbolic (soft) links, include the file path to the source file in your list in order to back
up the actual data. If a file is a symbolic link to another file, NetBackup backs up only the
link, not the file to which the link points. This prevents multiple backups of the source file.

Because symbolic links are restored only as a symbolic link to the source file, you must
restore the source file along with the link in order to get the data.

Note If NetBackup restores a symbolic link as root, it changes the owner and group back
to the original owner and group. When NetBackup restores a UNIX symbolic link as
a nonroot user, it sets the owner and group for symbolic links to the owner and
group of the person doing the restore. This does not cause problems because when
the UNIX system checks permissions, it uses the owner and group of the file to
which the symbolic link points.
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Hard Links to Directories

On most UNIX systems, only the root user can create a hard link to a directory. Some
systems do not permit hard links and many vendors warn you to avoid using these links.

NetBackup does not back up and restore hard-linked directories in the same manner as it
does files:

¢ During a backup, if NetBackup encounters hard-linked directories, it backs them up
multiple times, once for each hard link.

¢ During a restore, NetBackup restores multiple copies of the hard-linked directory
contents if the directories do not already exist on the disk. If the directories exist on
disk, NetBackup restores the contents multiple times to the same disk location.

Hard Links to Files

A hard link differs from a symbolic link in that it is not a pointer to another file, but is
actually two directory entries pointing to the same inode number.

During a backup, if the backup selection list includes hard-linked files, the data is backed
up only once, using the first file name reference found in the directory structure. If a
second or subsequent file name reference is found, it is backed up as a link to the name of
the first file. This means you get only one backup copy of the data, regardless of whether
you include one or multiple hard links. You can include any of the paths that are hard
links to the data in order to back up the data.

During a restore, if all of the hard-link references are restored, the hard-linked files still
point to the same inode as the other files to which they are linked. However, if you do not
restore all the hard links, you can encounter anomalies as shown in the following
examples.

Example 1

Assume there are three hard links named L1, L2, and L3 that are pointing to the same
data.

1. During a backup of L2 and L3, L2 is encountered first and backed up, then L3 is
backed up as a link to L2.

2. Next, the original copies of L2 and L3 are both deleted, leaving only L1 on the disk.

3. During a subsequent restore, you restore L2 and L3. The restored files, however, do
not point to the same inode as L1. Instead, they are assigned a new inode number and
the data is written to a new place on the disk. The data in the new location is an exact
copy of what is in L1. The inode duplication occurs because the backup does not
associate L2 and L3 with L1.
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Example 2

Assume in example 1, that you attempt to restore only L3. Here, NetBackup cannot link L3
to L2 because L2 does not exist. The restore therefore fails and you see an error message in
the progress log. If you restore L2 by itself, there is no problem.

UNIX Raw Partitions

Caution Save a copy of the partition table before performing raw-partition backups so

you have it for reference prior to a restore. To restore the raw partition, a device
file must exist and the partition must be the same size as when it was backed
up. Otherwise, the results of the restore are unpredictable.

Notes On UNIX Raw-Partition Backups

4

Use raw-partition backups only if you can ensure that the files are not changed in any
way during the backup or, in the case of a database, if you can restore the database to
a consistent state by using transaction log files.

Do not perform archives of raw partitions on any client. An archive backs up the raw
partition and then deletes the device file associated with the raw partition. However,
the file system does not recover the space used by the raw partition.

Before backing up file systems as raw partitions, unmount the file system to allow
buffered changes to be written to the disk, and to prevent the possibility of the file
system changing during the backup. You can use the bpstart_notify and the
bpend_notify scripts to unmount and remount the backed-up file systems.

The Cross Mount Points attribute has no effect on raw partitions. If the root partition
is being backed up as a raw partition and has mount points for other file systems, the
other file systems are not backed up, even if you select Cross Mount Points.

The same is true for the Follow NFS attribute. NFS file systems mounted in a raw
partition are not backed up. Nor can you back up raw partitions from other machines
by using NFS mounts to access the raw partitions. The devices are not accessible on
other machines through NFS.

For disks managed by disk volume managers such as VERITAS Volume Manager
(VxVm), specify the logical partition names.

For clients in a FlashBackup policy, refer to the NetBackup Advanced Client System
Administrator’s Guide (backup selection list and cache section) for the differences
between Standard and FlashBackup policies.
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When to Use Raw-Partition Backups

If there are no file systems to back up and the disks are used in raw mode (such as with
some databases), back up the disk partitions as raw partitions. When backing up
databases as raw partitions, you can use the bpstart_notify and bpend_notify
scripts to do the preprocessing and postprocessing necessary to back up the databases.

You can also perform a raw-partition backup of a disk partition used for file systems. A
disadvantage of this method is that you must restore the entire partition to recover a
single file (unless you are using FlashBackup). To avoid overwriting the entire partition,
use the redirected restore feature to restore the raw partition to another raw partition of
the same size, and then copy individual files to the original file system.

Raw-partition backups are also useful for backing up entire disks. Since the overhead of
the file system is bypassed, a raw-partition backup is usually faster. The size of the
raw-partition backup will be the size of the entire disk, regardless of whether the entire
disk is used.

Specifying UNIX Raw Partitions in the Backup Selection List

To specify a UNIX raw partition in the policy backup selection list, enter the full path
name of the device file. For example, on Solaris:

/devices/sbus@l, £8000000/esp@0,800000/sd@2,0:1h

Caution Do not specify wildcards (such as /dev/rsd*) in paths for raw-partition
backups. Doing so can prevent the successful restore of entire devices, if there is
overlap between the memory partitions for different device files.

You can include raw partitions in the same backup selection list as other backups. For
example:

/home
/usr
/etc
/devices/sbus@l, £8000000/esp@0,800000/sd@2,0:1h

Note NetBackup does not distinguish between full and incremental backups when
backing up a raw partition. The entire partition is backed up in both cases.

Raw-partition backups occur only if the absolute file path in the backup selection list is a
block or character special-device file. You can specify either block or character
special-device files; although, character special-device files are often faster because
character devices avoid the use of the buffer cache for accessed disk data. To obtain the
optimum backup speed for raw-partition backups, test both a block and character
special-device file to ensure the best choice for your platform.
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Ensure that you are specifying the actual block- or character-device files. Sometimes, these
are links to the actual device files. If a link is specified, only the link is backed up. If the
device files are reached while backing up /dev, NetBackup backs up only the inode files
for the device, not the device itself.

Selecting a Schedule Backup Type for a UNIX Raw Partition

When performing a raw partition backup, be sure to select Full Backup for the Type of
Backup from the Schedules tab. Any other backup type will not work for backing up raw
partitions. (See “Type of Backup” on page 145.)
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Backup and Restore of Extended Attribute Files and Named
Data Streams

NetBackup can back up and restore the following file attributes:

¢ Extended attribute files of the Solaris 9 UNIX File System (UFS) and temporary file
system (TMPEFS)

¢ Named data streams of the VXFS 4.0 file system

NetBackup backs up extended attribute files and named data streams as part of normal
file system backups.

Extended attribute files and named data streams are normal files contained in a hidden
attribute directory that relate to a particular file. The hidden directory is stored within the
file system, but can only be accessed via the base file to which it is related. To view which
files have extended attributes on Solaris 9 systems, enter: 1s -@

Neither extended attribute files nor named data streams can be backed up or restored
individually. Rather, the files are backed up and restored all at once along with the base
file.

NetBackup Client, Media Server, and Master Server Versions

For Backing up and Restoring Named Data Streams and Solaris 9 Extended Attributes:
¢ A NetBackup client:

¢ Named data streams can be restored to VxFS 4.0 clients only.

¢ Extended attributes can be restored to Solaris 9 clients only.

A client must be at NetBackup version 5.0 or later in order to back up and restore VXFS
4.0 named data streams and Solaris 9 extended attributes.

¢ A NetBackup media server:

Restores: Only NetBackup media servers at 5.0 or later can restore VxFS 4.0 named data
streams and Solaris 9 extended attributes.

Backups: A NetBackup media server of any version can successfully back up named
data streams and Solaris 9 extended attributes.

¢ A NetBackup master server:

A NetBackup master server of any version can back up and restore named data
streams and Solaris 9 extended attributes.
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Ramifications of Backing Up Extended Attributes or Named Data
Streams

Be aware that the presence of a large number of extended attribute files or named data
streams may cause some degradation in backup and restore speed since the base file and
all associated files are backed up.

This is especially true in the case of incremental backups, during which NetBackup checks
the mtime or ctime of each file individually.

Restoring Extended Attributes or Named Data Streams

If Overwrite Existing Files is selected as a restore option in the Backup, Archive, and
Restore client interface, and a file possessing extended attributes or named data streams is
being restored, any existing attribute files or named data streams for that base file are
replaced with the restored files.

If an attempt is made to restore:
¢ the extended attribute files to any non-Solaris 9 client, or
¢ named data streams to any non-VxFS 4.0 client,

an error message appears in the Restore Monitor, informing the user that the extended
attributes or named data streams could not be restored. NetBackup then continues with
the restore job.

Vv To disable the restore of extended attribute files and named data streams

To disable the restore of extended attribute files (on Solaris 9 clients) and named data
streams (on VXFS 4.0 clients), add an empty file named IGNORE_XATTR to the client in the
following directory:

/usr/openv/netbackup/

File IGNORE_XATTR was formerly known as IGNORE_XATTR_SOLARIS.

Note Only the modified GNU tar that is supplied with NetBackup is able to restore the
extended attributes or named data streams to a client.

Note Extended attributes and named data streams cannot be compressed.
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Backup Selections List Directives: General Discussion

The backup selections list for a policy can contain directives that cause NetBackup to
perform specific actions when processing the files in the list.

The directives that are available depend on the policy type and whether the Allow
Multiple Data Streams attribute is enabled for the policy. The following is an example of
a backup selections list that contains the NEW_STREAM directive and is for an
MS-Windows-NT policy that has Allow Multiple Data Streams enabled:

NEW_STREAM
D:\Program Files
NEW__STREAM
C:\Winnt

The example above shows how directives appear in a backup selections list. The actions
that the NEW_STREAM directive causes are explained in “Backup Selections List Directives
for Multiple Data Streams” on page 135.

The rules for specifying backup paths in the backup selections list apply regardless of
whether directives are used.

ALL_LOCAL_DRIVES Directive

Use the ALL_LOCAL_DRIVES directive to back up all local drives except for those that use
removable media. The ALL_LOCAL_DRIVES directive applies to the following policy

types:

¢ Standard (except for NetWare target clients)
¢ MS-Windows-NT

¢ NetWare (NonTarget clients only)

However, using ALL_LOCAL_DRIVES for NetWare policy types is not allowable if
you are also using Allow Multiple Data Streams. (See “ALL_LOCAL_DRIVES
Directives” on page 140.)

NetBackup automatically excludes the following file system types on most platforms:
¢ mntfs (Solaris)

¢ proc (UNIX platforms; does not exclude automatically for AIX, so /proc must
be added manually to exclude list. If not added manually, partially successful
backups may result when using the ALL_LOCAL_DRIVES directive on AIX)

¢ cdrom (all UNIX platforms)
& cachefs (AIX, Solaris, SGI, UnixWare)
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SYSTEM_STATE Directive

The System_State: \ directive is a valid directive only when backing up Windows
2000/ XP machines. If the machine is not one of these types, and not Windows 2003 Server,
then System_sState: \ will not have any effect.

Windows 2003 Server computers recognize the System_State: \ directive and behave
as if following the Shadow Copy Components:\ directive. A message informs the user
that this directive translation has occurred.

If the machine is Windows2000\XP, the list of items that get backed up can include:
¢ Active Directory

COM+ Class Database

Cluster Database

IIS Database

Registry

Boot Files and Protected Files

SYSVOL

® & 6 6 6 o o

Certificate Server

On an NT system, the registry gets backed up in the process of regular file system
backups. The files that comprise the registry can be found in the following location:

$SystemRoot%\SYSTEM32\Config

At a minimum, the following files are backed up as part of the registry:

¢ DEFAULT
¢ SAM

¢ SOFI'WARE
¢ SECURITY
¢ SYSTEM

Shadow Copy Components:\ Directive

This directive affects Windows 2003 Server computers that use the Volume Shadow Copy
components.

The Shadow Copy Components:\ directive specifies that all of the Volume Shadow
Copy component writers get backed up. Selecting this directive insures that all of the
necessary components be backed up.

The Volume Shadow Copy components include the following:
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¢ System State writers, which can include:
¢ System Files

COM+ Class Registration Database

SYSVOL

Active Directory

Cluster Quorum

Certificate Services

Registry

® & 6 6 6 o o

Internet Information Services

& System Service writers, which can include:
Removable Storage Manager

Event Logs

Windows Internet Name Service
Windows Management Instrumentation
Remote Storage

Dynamic Host Configuration Protocol

Terminal Server Licensing

® ¢ 6 6 6 O 0 o

Background Intelligent Transfer Service

& User Data writers, which includes items that are not required by the machine to
operate. For example, Active Directory Application Mode.

& Other Data writers, a category intended for future NetBackup releases.

Directives for Multiple Data Streams

If the Allow Multiple Data Streams general attribute is set for a policy, you can use the
following directives in the backup selections list:

¢ NEW_STREAM

¢ ALL_LOCAL_DRIVES
¢ UNSET

¢ UNSET_ALL

The rules for using these directives are explained in “Backup Selections List Directives for
Multiple Data Streams” on page 135.
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Directives for Specific Policy Types

Some directives apply only to specific policy types and can appear only in backup
selections lists for those policies. NetBackup passes policy-specific directives to the clients
along with the backup selections list. The clients then perform the appropriate action
according to the directive. The policy types that currently have their own backup
selections list directives are:

AFS
FlashBackup
NDMP
Split-Mirror

* & 6 O o

Lotus-Notes
¢ MS-Exchange-Server

For example, the following directives can appear only in the backup selections list for an
AFS policy:

CREATE_BACKUP_VOLUMES
SKIP_SMALL_VOLUMES

Except for AFS, the above policy types can be used when their associated
separately-priced option is installed. For information about AFS directives, see the
NetBackup System Administrator’s Guide for Windows, Volume 11.

For information on the other policies and their backup selections list directives, see the
NetBackup guide for the option.

Caution Include policy-specific directives only in backup selections lists for the policies
that support them or errors can occur.

Backup Selections List Directives for Multiple Data Streams

If the Allow Multiple Data Streams general attribute is set for the policy, the following
directives can be used in the backup selections list to control the way that NetBackup
creates backup streams:

& NEW_STREAM Directive
¢ ALL LOCAL_DRIVES Directives
& UNSET and UNSET_ALL Directive
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Note For best performance, use only one data stream to back up each physical device on
the client. Multiple concurrent streams from a single physical device can adversely
affect backup times because the heads must move back and forth between tracks
containing files for the respective streams.

NEW_STREAM Directive

The NEW_STREAM directive is recognized only if Allow Multiple Data Streams is set for
the policy. NEW_STREAM directives are ignored if Allow Multiple Data Streams is not set.

If this directive is used in a backup selections list, the first instance of it must be on the first
line. If it appears on the first line, it can also appear elsewhere in the list.

The presence or absence of NEW_STREAM on the first line of the backup selections list
determines whether the backup is performed in administrator-defined streaming or
auto-discover streaming mode.

Administrator-defined Streaming Mode

If NEW_STREAM is on the first line of the backup selections list, the backup is performed in
administrator-defined streaming mode and the following occurs:

¢ The backup is split into a separate stream at each point in the backup selections list
where the NEW_STREAM directive occurs.

¢ All file paths between NEW_STREAM directives are in the same stream.

¢ The end of each stream is defined by the start of a new stream (that is, a NEW_STREAM
directive).

¢ The last stream in the backup selections list is terminated by the end of the backup
selections list.

Note In the following examples, we assume that each stream is from a separate physical
device on the client. Multiple concurrent streams from a single physical device can
adversely affect backup times because the heads must move back and forth between
tracks containing files for the respective streams.

For example, consider the backup selections list below:

NEW_STREAM
D:\Program Files
C:\Winnt
NEW_STREAM
C:\users
D:\DataFiles
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This backup selections list has two data streams.

¢ The NEW_STREAM at the top of the list invokes administrator-defined streaming and
starts the first data stream. This stream backs up D: \Program Files and
C:\Winnt.

¢ The second NEW_STREAM starts a second data stream that backs up C:\users and
D:\DataFiles.

If you add a backup selections list entry as part of an existing stream, its first backup is
according to the next schedule that is due for the policy. If the next backup due is an
incremental, then only changed files are backed up. To ensure that a new entry gets a full
backup the first time, add it to a new stream. NetBackup performs a full backup of new
streams that are added to the backup selections list.

In the previous example, assume you add D: \Utilities after D: \Datafiles.If an
incremental is due that evening, only changed files in D: \Utilities are backed up.
However, if you add a NEW_STREAM directive before D: \Utilities, then NetBackup
performs a full backup of all files in D: \Utilities, regardless of when they were last
changed.

Auto-discover Streaming Mode

Auto-discover streaming mode is invoked if NEW_STREAM is not the first line of the
backup selections list and the list contains either the ALL_LOCAL_DRIVES directive or
wildcards. In this mode, the backup selections list is sent to the client, which preprocesses
the list and splits the backup into streams as follows:

¢ If the backup selections list contains the ALL_LOCAL_DRIVES directive, NetBackup
backs up the entire client but splits each drive volume (Windows) or file system
(UNIX) into its own backup stream. See “ALL_LOCAL_DRIVES Directives” on
page 140.

¢ If wild cards are used, the expansion of the wild cards results in one stream per wild
card expansion.

If the backup selections list contains neither the ALL_LOCAL_DRIVES directive nor
wildcards, auto-discover mode is not used and preprocessing is done on the server rather
than the client. In this case, each file path in the backup selections list becomes a separate
stream.

Auto-discover streaming mode applies to:
¢ Standard and MS-Windows-NT policy types, except for NetWare clients.
¢ Clients that are running NetBackup 3.2 or later.

Chapter 3, Managing Backup Policies 137 =



Rules for Backup File Paths

With auto-discover, the client determines how many streams are required by
preprocessing the backup selections list before the backup begins. The first backup of the
policy always includes preprocessing. However, preprocessing does not necessarily occur
before every backup and whether it occurs depends on the preprocess interval.

Setting the Preprocess Interval for Auto-discovery

The preprocess interval applies only to auto-discover mode and specifies how often
preprocessing occurs. When a schedule is due and auto-discovery is used, NetBackup
checks whether the previous preprocessing session occurred within the preprocess
interval:

¢ If yes, NetBackup does not run preprocessing on the client.

¢ If no, NetBackup runs preprocessing on the client and makes required changes to the
streams.

If necessary, you can change the interval by using the bpconfig command. The default is
four hours and is a good value for most sites that run daily backups. If the interval is too
long or too short, the following can occur:

¢ Too long an interval can result in new streams not being added soon enough and
backups can be missed. For example, assume the preprocess interval is set to four
hours and a schedule has a frequency of less than four hours. Here, it is possible for a
new stream to be omitted from the next backup because the preprocessing interval
has not expired when the backup is due.

¢ Too short an interval can cause preprocessing to occur often enough to increase
scheduling time to an unacceptable level. A short interval is most likely to be a
problem when there are a large number of clients that the server must contact for
preprocessing.

The form of the bpconfig command to use for changing the interval is:
install_path\NetBackup\bin\admincmd\bpconfig [-prep hours]
For example:

install_path\NetBackup\bin\admincmd\bpconfig -prep 12

You can set the preprocess interval for immediate preprocessing by specifying -prep 0.
(Preprocessing occurs prior to every backup.) Specifying -prep -1 sets the preprocess
interval to the default value of 4 hours.

The following example sets the preprocess interval to 12 hours. You can determine the
current interval by using the bpconfig command with the -L option:

bpconfig -L
(output of the above command)

Mail Admin: *NULL*
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Wakeup Interval: 9 minutes
Max Jobs/Client: 8

Backup Tries: 2 in 12 hours
Keep Logs: 3 days

Max drives/master: 0

Maximum Backup Copies: 10

Compress DB Files: older than 10 days
Media Mnt Timeout: 0 minutes (unlimited)
Postprocess Image: immediately

Display Reports: 24 hours ago
Keep TIR Info: 1 days
Prep Interval: 12 hours

Example - Auto-Discover Streaming Mode
Assume the backup selections list has the following entries:

D:\Program Files
C:\Winnt
C:\Users\*

For this backup selections list, NetBackup generates:
¢ One stream for the D: \Program Files directory
¢ One backup for the C: \Winnt directory

¢ One stream for each subdirectory and file in the C: \Users\ * directory because of the
wildcard (*)

If the C: \users\ directory has three subdirectories: tom, dick, and harry, but no
files NetBackup produces a separate stream for each of them: C: \Users\tom,
C:\Users\dick, and C:\Users\harry. This is a total of five streams for the
backup.

However, if the wildcard is removed from C: \Users, as in the following, then
auto-discover is not used.

D:\Program Files
C:\Winnt
C:\Users

In this mode, NetBackup generates only three streams, one for each of the directories in
the list. Preprocessing is done on the server instead of the client.
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ALL LOCAL _ DRIVES Directives

The ALL_LOCAL_DRIVES directive applies only to Standard (except for NetWare target
clients), MS-Windows-NT, and NetWare policies where the clients are running NetBackup
3.2 or later software. If used, this directive must be the only entry in the backup selections
list for the policy; that is, no other files or directives can be listed.

The action that the directive causes depends on whether you also enable Allow Multiple
Data Streams for the policy.

¢ If Allow Multiple Data Streams is enabled, the ALL,_LOCAL_DRIVES directive is
valid only if the policy type is Standard (except for NetWare clients) or
MS-Windows-NT. In this instance, NetBackup backs up the entire client and splits the
data from each drive (Windows) or file system (UNIX) into its own backup stream.
NetBackup periodically runs preprocessing on the client to make necessary changes
to the streams. See “Setting the Preprocess Interval for Auto-discovery” on page 138.

¢ If Allow Multiple Data Streams is not enabled, NetBackup backs up the entire client
and includes all drives and file systems in the same stream.

Caution Do not select Cross Mount Points for policies where you use the
ALL_LOCAL_DRIVES directive.

Example 1

Assume Allow Multiple Data Streams is enabled in auto-discover mode and the client is
a Windows system with two drive volumes, C: \ and D: \. The backup selections list
contains:

ALL_LOCAL_DRIVES
For this backup selections list, NetBackup generates:
¢ One stream for C: \
¢ One stream for D: \

For a UNIX client, NetBackup generates a stream for each file system.

Example 2

Assume Allow Multiple Data Streams is not enabled and the client is a Windows system
with two drive volumes, C: \ and D: \. The backup selections list contains:

ALL_LOCAL_DRIVES

Here, NetBackup backs up the entire client in one data stream that contains the data from
both C:\ and D:\.
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UNSET and UNSET_ALL Directive

All policy-specific directives that are passed to a client in a stream are passed in all
subsequent streams. (See “Directives for Specific Policy Types” on page 135.) The UNSET
and UNSET_ALL directives change this behavior. These directives are recognized only if
Allow Multiple Data Streams is set for the policy.

UNSET

Unsets a policy-specific directive so it is not passed with any additional streams. The
directive that was unset can be defined again later in the backup selections list and
included in the current and later streams.

UNSET_ALL

UNSET_ALL has the same effect as UNSET but unsets all policy-specific directives that
have been defined up to this point in the backup selections list.

Example

Assume you have a backup selections list as shown below. In this backup selections list,
the set command is a client-specific directive that is passed to the first and all subsequent
streams.

NEW_STREAM

set destpath=/etc/home
/tmp

/use

NEW_STREAM

/export

NEW_STREAM

/var

If you want the set command passed to the first two streams but not the last, an UNSET
or UNSET_ALL can be used at the beginning of the third stream to prevent it from being
passed to the last stream.

NEW_STREAM

set destpath=/etc/home

/ tmp

/use

NEW_STREAM

/export

NEW_STREAM

UNSET_ALL [or UNSET set destpath=/etc/home]

/var
N4
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Excluding Files From Automatic Backups

On most NetBackup clients, you can exclude specific files from automatic backups by
specifying them in an exclude list on the client. You can also create an include list to add
back in some of the files by using an include list. The include list is useful, for example, if
you want to exclude an entire directory except for one file.

Note Exclude and include lists do not apply to user backups and archives.

The method for specifying files in the exclude and include lists depends on the type of
client that you are configuring.

¢ On Microsoft Windows clients, specify exclude and include lists in the Backup,
Archive, and Restore client interface: Start Backup, Archive, and Restore and click File
> NetBackup Client Properties. Go to the Exclude List or Include List tab. For
further instructions, see the NetBackup user’s guide for the client.

The Exclude List or Include List can also be specified through the NetBackup
Administration Console on the master server. (See “Exclude Lists Properties” on
page 350.)

¢ On NetWare target clients, the exclude and include lists are specified when adding the
targets. See the NetBackup user’s guide for the client.

¢ For UNIX clients, see “Exclude and Include Lists on UNIX Clients” on page 156.

Windows Excluded Files

Windows 2000 and later releases maintain a list of files and folders that are excluded when
you back up files using Microsoft Windows Backup (in Windows, it is known as the
FilesNotToBackup list). NetBackup excludes those files and folders from automatic
backups even if they are not in the NetBackup exclude list for the client. Those items also
are excluded from user-directed backups (unlike items in a NetBackup exclude list, which
can be backed up by a user-directed operation).

Windows 2000 and later releases also maintain a list of registry keys not to restore (known
as the KeysNotToRestore list). NetBackup does not restore the registry keys in the
Windows KeysNotToRestore list.
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When Will the Job Run: Schedules Tab

The policy Schedules tab displays the
dlff_erent time SChEdules set up for the attributes B Schedules | Elientsl [ Backup Selectionsl
policy selected.
. 2 4 B 8 o 12 14 18 18 20 22 24

From the policy Schedules tab: Sun
¢ Create a new schedule by clicking wed

New. I

Sat

¢ Delete an existing schedule by Name [ Tp. | Rio. | Fre | Mo [ 5t Ve, | Fai. |5t | Sp.

selecting the schedule and clicking user.. Use.. Tyea - 1 Con.. Ne

e}fullb... Full.. Tm. 1Ww.. 1 Con... Mo
user.. Use.. Tm. - 1 Cor.. Mo
incrb... Diff... 3w.. 1Day 1 Con... Mo

Delete.

¢ Double-click an existing schedule
to edit the schedule or select the
schedule and click Properties.

Creating or editing a schedule causes a
second Schedule dialog to appear: the
Add New Schedule or the Change
Schedule dialog.

Mew... | Delete | Eropertiesl

QK I Cancel | Help |

Creating or Editing a Schedule

When creating or editing a schedule, policy schedule attributes appear on four tabs in the
Add New Schedule or Change Schedule dialog. The tabs allow you to schedule the days
or dates on which a task will run.

¢ Attributes tab: Schedule the time and frequency at which a task will run, along with
other scheduled attributes.

¢ Start Window tab: Schedule the time on each day that a task will run.
¢ Exclude Dates tab: Indicate the dates that you do not want a task to run.

¢ Calendar Schedule Tab: Schedule the run days for a task by indicating specific dates,
recurring weekdays, recurring days of the month.
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Vv To create or change schedules

1.

In the NetBackup Administration Console, expand NetBackup Management >

Policies.

Double-click the policy name where you want to change or add a schedule. The

Change Policy dialog appears.

Select the Schedules tab. The tab
displays the Start Window and
properties of existing schedules.
The title bar displays the name of
the current policy.

Select the schedule you wish to
change and click Properties.

The Change Schedule dialog
appears containing the
Attributes, Start Window, and
Exclude Dates tab.

Make your changes and click
OK.

Note “To add or change schedules in

a policy” on page 74 also
provides information on
changing existing policies.

Schedule Attributes Tab

The Attributes tab can be displayed by a number of methods. For example:

Change Policy - template_normal E

Sun
Mon

T | o e e v e .

whed —_—

T — | e . .

Fri
Sat

Mame [Ty, [FRe. [ Fre. [M. [st. [vo. [Fai. [st. [sp. [Dis. |

uzer... Use.. 1yea - 1 Con... Mo
e}fullb... Full.. Tm. 1Ww.. 1 Con... Mo
user. Use. Tm. - 1 Cor.. Mo

incrb... Diff... 3w.. 1Day 1 Con... Mo

Mew... | Delete | Eropertiesl

QK I Cancel | Help |

¢ By double-clicking a schedule in the Schedules tab.
¢ By clicking the New button in the Schedules tab.
¢ By clicking the Disk Staging Schedule button when configuring a relocation schedule
for a disk staging storage unit.
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The Attributes tab contains options that define the backup type, when the backup can
occur, and how long the backup image is to be kept. Other attributes such as type of
storage and volume pool can also be defined.

Name
Identifies the
schedule and Fy attbutss | Gy Stert window | B Excluds Dates |
appears on screens e N
and messages from |_SampIeName I | Instant recaven Backups b disk ol
NetBaCkup. SpeCIfy T — ™ Multiple copies Eonfigure.. |
a name by typlng m IFuII Backup j [~ Overide policy storage nit:
the box. The name —— | =

must be unique and

™ Ovenide policy volurne pool:

Schedule type:

can contain | =]
alphabetic (ASCII ® EE——
. I | Betries allowed after mnday = _
A-Z a-z), numeric i
(0'9), plus (+), £ Frequency: Media multiplexing
. |1 3 vl r
minus (-), = Weeks =
underscore(_), or
perIOd () QK I Cancel | Help |

characters. Do not
use a minus or
period as the first character. Do not use a period as the first or last character. Do not or
leave spaces between characters.

If the schedule is a relocation schedule, created as part of configuring a disk staging storage
unit, the schedule name cannot be changed, and defaults to the name of the storage unit.
(For more information on disk staging storage units, see “Disk Staging Storage Unit
Considerations” on page 40.)

Type of Backup

The Type of Backup specifies the type of backup that a schedule will control. Click in the
field and select from the drop-down list. The list displays only the backup types that
apply to the policy you are configuring.

If the schedule is a relocation schedule, created as part of configuring a disk staging storage
unit, there is no backup type selection to be made.

The following is a list of possible selections:

¢ Full Backup
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Backs up all the files that are specified in the backup selections list for the policy,
regardless of when they were last modified or backed up. These backups occur
automatically according to the criteria in the schedule. If you use incremental backups,
you must also schedule full backups to perform a complete restore. If you're performing a
raw partition backup, you must select Full Backup.

¢ Cumulative Incremental Backup

Backs up all files that are specified in the backup selections list that have changed since

the last successful full backup. All files are backed up if no prior backup has been done.
These backups occur automatically according to the criteria in the schedule. A complete
restore in this instance requires the last full backup and the last cumulative incremental.

Note NetBackup recommends that you do not combine differential incremental backups
and cumulative incremental backups within the same Windows policy when the
incremental backups are based on archive bit (default). For more information, see
“Time Overlap” on page 343.

For more information on incremental backups, see “More on Incremental Backups” on
page 148.

¢ Differential Incremental Backup

Backs up all files that are specified in the backup selections list for the policy that have
changed since the last successful incremental or full backup. All files are backed up if no
prior backup has been done. These backups occur automatically according to the criteria
in the schedule. A complete restore in this instance requires the last full backup, the last
cumulative incremental, and all differential incrementals that have occurred since the last
full backup.

For more information on incremental backups, see “More on Incremental Backups” on
page 148.

¢ User Backup

Initiated by the user through the client interface (Backup, Archive, and Restore interface)
and backs up all files that the user specifies. Users can start backups only during the times
that you specify in the schedule Start Window tab.

If the schedule is to be used for a catalog archive, User Backup must be selected for the
backup type.

For more information on configuring a policy for catalog archiving, see “Creating a
Catalog Archiving Policy” on page 231.

& User Archive
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Initiated by the user through the interface on the client and archives all files that the user
specifies. An archive is a special type of backup that first backs up the file and then deletes
it from the local disk if the backup is successful. This frees local disk space while still
keeping a copy for future use (until the retention period expires). Users can start archives
only during the times that you specify in the schedule Start Window tab.

¢ Application Backup

A backup type that applies to all database agent clients. For more information on
configuring schedules for this type of backup, see the NetBackup guide that came with
the product.

¢ Automatic Backup

An automatic backup for all database agent clients, except NetBackup for Informix and
Oracle. For more information on configuring schedules for this type of backup, see the
NetBackup guide for the database product.

¢ Automatic Incremental Backup

An automatic incremental backup that applies only to NetBackup for Informix clients. For
more information on configuring schedules for this type of backup, see the NetBackup for
Informix System Administrator’s Guide.

¢ Automatic Cumulative Incremental Backup

An automatic cumulative incremental backup that applies only to NetBackup for Oracle
clients. For more information on configuring schedules for this type of backup, see the
NetBackup for Oracle System Administrator’s Guide.

¢ Automatic Differential Incremental Backup

An automatic differential incremental backup that applies only to NetBackup for Oracle
clients. For more information on configuring schedules for this type of backup, see the
NetBackup for Oracle System Administrator’s Guide.

¢ Automatic Full Backup

An automatic full backup that applies only to NetBackup for Informix and for Oracle
clients. For more information on configuring schedules for this type of backup, see the
NetBackup for Informix System Administrator’s Guide or NetBackup for Oracle System
Administrator’s Guide.

¢ Automatic Vault

An automatic Vault session. Applies only to Vault policies. This does not run a backup,
but instead runs the vault command specified in the Vault policy’s backup selections list.
In this way it starts an automatic, scheduled vault session or vault eject operation.

For more information on configuring a Vault policy, see “Creating a Vault Policy” on
page 196.
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More on Incremental Backups

The example below shows the data included in a series of backups between January 1 and
January 4. The January 1 backup is a full backup and includes all files and directories in
the policy backup selections list. The subsequent backups are differential incremental
backups and include only the data that changed since the last full or differential
incremental backup. If the disk fails sometime on January 4 (after the backup), the full and
all three of the incremental backups are required for the recovery.

Full Differential Incrementals
Jan 1 Jan 2 Jan 3 Jan4 disk fails
|
|
]

Recovery = Jan 1 (full) + Jan 2 (incr) + Jan 3 (incr) + Jan 4 (incr)

A cumulative incremental backs up the data that has changed since the last full backup.
The example below shows the data included in a series of backups between January 1 and
January 4. The January 1 full backup includes all files and directories in the policy backup
selections list. Each of the cumulative incremental backups include the data changed since
the last full backup. If the disk fails sometime on January 4 (after the backup), the full
backup and the last cumulative incremental backup are required for the recovery.

Full Cumulative Incrementals
Jan 1 Jan 2 Jan 3 Jan 4 disk fails

Recovery = Jan 1 (full) + Jan 4 (incr)

The following table compares the retention requirements for differential and cumulative
incremental backups.

Type Retention Comments
Requirement

Differential Longer It is necessary to have the last full backup and all the differential
incrementals that have occurred since the last full backup in
order to ensure that all files can be restored. Therefore, all the
differentials must be kept until the next full backup occurs.

Cumulative  Shorter Each cumulative incremental backup contains all the changes
that have occurred since the last full backup. Therefore, a
complete restore requires only the most recent cumulative
incremental in addition to the full backup.
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Backup and Restore Times

The following table compares the relative backup and restore times for differential and
cumulative incremental backups.

Type Backup Time Restore Time Comments

Differential = Shorter Longer Less data in each backup, but all differential
incremental backups are required since the last
full backup for a restore. This results in a longer
restore time.

Cumulative Longer Shorter More data in each backup, but only the last
cumulative incremental is required for a
complete restore (in addition to the full).

It is possible to use a combination of cumulative and differential incremental backups in
order to obtain some of the advantages of both methods. For example, assume a set of
schedules with the following backup frequencies and retention periods (notice that the
differential incremental backups occur more often.)

Backup Type Frequency Retention Period
Full 6 days 2 weeks
Cumulative incremental 2 days 4 days
Differential incremental 1 day 2 days

This set of schedules results in the series of backups shown below:

Day1 Day2 Day 3 Day 4 Day 5 Day 6 Day7 Day8

Full Differential Cumulative Differential Cumulative Differential Full Differential

¢ Every other day a differential incremental backup occurs, which usually has a
minimum backup time.

¢ Onalternate days, a cumulative incremental backup occurs, which requires more time
than the differential backup, but not as much time as a full backup. The differential
backup can now be expired.
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¢ To recover all files requires, at most, two incremental backups in addition to the most
recent full backup. This typically means less restore time than if all differential
incremental backups were used. The full backups can be done less often if the amount
of data being backed up by the incremental backups is small.

Determining Files Due for Backup on Windows Clients

On Windows clients, NetBackup performs incremental backups of files based on the
Perform Incrementals Based on Archive Bit setting. This setting is found in the Backup,
Archive and Restore client interface, under File > NetBackup Client Properties, on the
General tab.

If the Perform Incrementals Based on Archive Bit check box is checked, incremental
backups for this client are based on the state of the archive bit of each file. The operating
system sets the bit whenever a file is changed and it remains set until cleared by
NetBackup. The conditions under which NetBackup clears the bit depend on the type of
backup being performed.

¢ For a full backup, NetBackup backs up files regardless of the state of their archive bit.
After a full backup, the archive bit is always cleared.

¢ For a differential incremental backup, NetBackup backs up files that have the archive
bit set and have therefore been changed. When the client receives a response from the
server indicating that the backup was successful (or partially successful) the archive
bits are cleared. This allows the next differential incremental to back up only files that
have changed since the previous full or differential incremental backup.

¢ For a cumulative incremental backup, NetBackup backs up files that have the archive
bit set, but does not clear the archive bits after the backup. This allows the next
cumulative incremental to back up not only changed files, but also files that were in
this cumulative incremental.

If the Perform Incrementals Based on Archive Bit check box is clear, NetBackup includes
a file in an incremental backup only if the datetime stamp of the file has been changed
since the last backup. The datetime stamp indicates when the file was last backed up.

¢ For a full backup, NetBackup backs up files regardless of the datetime stamp.

¢ For a differential incremental backup, NetBackup compares the datetime stamp of the
file against the last full or incremental backup.

¢ For a cumulative incremental backup, NetBackup compares the datetime stamp of the
file against the last full backup.

If you install or copy files from another computer, the new files retain the datetime stamp
of the originals. If the original date is before the last backup date on this computer, then
the new files are not be backed up until the next full backup.
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Determining Files Due for Backup on UNIX Clients

When performing incremental backups on NetBackup UNIX clients, all relevant files and
directories are looked at to determine if they are due for backup based on a reference date
(that is, back up all files changed since date X).

UNIX files and directories have three times associated with them:

¢ mtime: The file modification time. The mt ime for a file or directory is updated by the
file system each time the file is modified. Prior to modifying a file, an application can
save the mt ime of the file, then reset it after the modification using the utime (2)
system call.

¢ atime: The file access time. The atime for a file or directory is updated by the file
system each time the file is accessed (read or write). Prior to accessing a file, an
application can save the at ime of the file, and then reset it after the file access using
the utime (2) system call.

¢ ctime: The inode change time. The ctime for a file or directory is updated each time
the file or directory’s inode is changed; examples of this are changing permissions,
ownership, link-counts, and so on. The ctime for a file or directory cannot be saved
before and reset after a change. Another significant fact is that the ct ime of a file or
directory is changed when resetting the mt ime and atime (using the utime (2)
system call) for the file.

UNIX man pages contain a definition of these attributes.

When NetBackup reads the data for a file that is included in a backup, it does not affect
the file modification time, but does affect the access time of the file. For this reason,
NetBackup saves the atime and mtime of the file prior to reading the file, and (by
default) resets the atime and mtime using the utime (2) system call. By doing it this
way, NetBackup does not cause problems for storage migration products or administrator
scripts that are utilizing file access times (atime) as criteria for their operations. While
this benefit is obvious, a side effect is that it does update the ctime of the file.

As an option to a NetBackup configuration, customers can choose to have NetBackup not
reset the access time of the file after it reads a file. Additionally, customers can choose to
have NetBackup use the ctime of the file, in addition to the mt ime, when determining
what files to back up in an incremental. Normally, these two options are used together, but
there may be sites which want to use one without the other. By default, NetBackup uses
only the mt ime of the file to determine what files and directories to back up.

When a file is moved from one location to another, the ctime of the file changes, but the
mt ime remains unchanged. If NetBackup is only using the file modification time (mt ime)
to determine files due to be backed up during an incremental backup, it will not detect
these moved files. For sites where this is an issue, the ct ime should also be used (if
possible) to determine files due to be included in an incremental backup, using the
bp.conf attributes USE_CTIME_FOR_INCREMENTALS and
DO_NOT_RESET_FILE_ACCESS_TIME.
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When a directory is moved from one location to another, the ctime of the directory
changes, but the mt ime remains unchanged. Neither the mt ime nor the ctime are
changed for the files or directories within the moved directory. Using file timestamps,
there is no reliable method for determining that files within a moved directory need to be
included in an incremental backup.

In either case, these moved files and directories are included in subsequent full backups.
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Synthetic Backups

A synthetic full backup is a backup assembled from a previous, traditional
(non-synthesized) full backup, and subsequent differential backups and/or a cumulative
incremental backup. A client can then use the synthesized backup to restore files and
directories in the same way that a client restores from a traditional backup.

Advantages of Using Synthetic Backups

There are a number of reasons why implementing synthetic backups may be useful in
your NetBackup configuration.

Processing Takes Place on Master and Media Server(s) Instead of Client

One advantage of synthesizing a full backup lies in where the bulk of the processing takes
place. During a traditional full backup, all files are copied from the client to a master or
media server, even though those files may not have changed since the last incremental
backup.

When creating a synthetic full backup, NetBackup takes full advantage of the fact that
new or changed files have already been copied to the media server during the last
incremental backup. NetBackup does not require that the client even be running in order
to combine the full and incremental backups on the media server to form a new, full
backup. The new, full synthetic backup is an accurate representaion of the clients’ file
system at the time the most recent incremental backup has been run.

Reduce Network Traffic

Another benefit is that files are transferred over the network only once, reducing network
traffic. After the full and incremental backup images have been combined into a synthetic
full (or cumulative) backup, the tapes containing the component images can be recycled,
thereby reducing the number of tapes in use.

Use Drives More Effectively

Backups can be synthesized when drives are not generally in use. For example, if backups
occur primarily overnight, the drives can be busy synthesizing full backups during the
day.

Policy Considerations and Synthetic Backups

Selecting the Synthetic Backup Option

The Synthetic Backup option is available under the following conditions:
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¢ The policy type must be either Standard or MS-Windows-NT.

¢ The Collect True Image Restore Information With Move Detection option must be
selected on the Policy Attributes tab. (See “Collect True Image Restore With Move
Detection” on page 96.)

¢ The schedule created for a synthetic backup must have the Synthetic Backup option
selected. (See “Schedules to Include in a Policy for Synthetic Backups” on page 154.)

¢ The master servers, media servers, and clients must all have NetBackup version 5.0 or
later installed in order to synthesize backups.

¢ Generally, a tape library with multiple drives for reading and writing is needed,
though not required. (See “Storage unit considerations:” on page 160.)

¢ NetBackup must be configured to use the binary catalog format from NetBackup
version 5.0 or later. Backup images using the ASCII catalog format cannot be
synthesized. (See “Notes on Synthetic Backups” on page 160.)

Schedules to Include in a Policy for Synthetic Backups
A policy for synthetic backups must contain at least three types of schedules:
¢  One schedule for a full, non-synthesized backup.

The traditional, full backup schedule must run successfully before the synthetic full
backup schedule. The synthetic backup job will fail for a policy that contains a full
synthetic backup schedule, but does not contain a traditional full backup schedule.

¢ Schedule(s) for incremental backups.

Incremental backups are necessary to capture the changes in the file system since the
last full or incremental backup. The synthetic backup job will fail for a policy that
contains full or incremental synthetic backup schedules and a traditional full backup
schedule, but no incremental backup schedules.

Remember that since the synthetic backup synthesizes all of the incremental backups
to create a new full or cumulative backup image, the synthetic backup is only as
current as the last incremental backup.

Note If you are configuring a synthetic cumulative backup and the clients are archive
bit-based (default), use only differential incremental backups for the traditional,
non-synthesized backups.

¢  One full and/or one cumulative backup schedule with the Synthetic Backup option
selected.
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Only one full and/or one cumulative schedule per policy is allowed to have the
Synthetic Backup option selected. Even if multiple streams and clients are specified
in the policy, only one synthetic job will run at a time for the policy. This prevents
more than one job from starting at the same time and competing for the same
resource.

Adding Clients to a Policy for Synthetic Backups

Every time a client is added to a policy that will be used for synthetic backups, the client
must have a traditional, full backup created for it before a synthetic backup is possible.
Upon adding a client to the policy, you must run a manual traditional full backup.

Since Collect True Image Restoration (TIR) with Move Detection is required for
synthetic backups, all clients included in the policy must support TIR.
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Two Types of Synthetic Backups

Two types of synthetic backup images can be created: synthetic full and cumulative
synthetic. The images used to create the synthetic image are known as component images.
For instance, the component images in a synthetic full are the initial full image and the
subsequent incremental images.

Synthetic Full Backups

For a discussion of synthetic cumulative incremental backups, see “Synthetic Cumulative
Incremental Backups” on page 157.

The following figure illustrates the creation of synthetic full backups (B, C, D) from an
existing full backup (A) and the incremental backups between full backups.

Traditional Full Backup

P . Synthetic
£ » tot y N
[ :; 0 tape (Sunday) > | | Full Backup
- . to tape (Sunday)
A % B
[
Incremeﬁt?a?l Sunday’s Synthetic
) 40 M. Full Backup 47, Synthetic Full
Backups to Disk [ -: | ‘

| Backup (Sunday)

(Mon-Sat) \
B % C

o L——J,.__ L——J,
v Sunday’s Synthetic

Incremental Backups 40 A, Full Backup 4. Synthetic

(Mon-Sat) L > Ful
S 8 Backup
c ___— D (sunday)
— L——J,.__ L——J,

[

Incremental Backups
(Mon-Sat)

The traditional full backup (A) and the incremental backups are created in the traditional
manner—by scanning, then copying data from the client’s file system to the backup
media. The synthetic backups do not interact with the client system at all, but are instead
synthesized on the media server.
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Synthetic Full Backup Usage Example

1. Create a Standard or MS-Windows-NT policy for the clients (5.0 or later) you want to
back up. Include the following schedules:
¢ A schedule for one full, traditional backup to run one Sunday every 3 months.

¢ A schedule for daily (Monday through Saturday) differential incremental
backups.

¢ A schedule for weekly full, synthetic backups.

2. Make certain that the traditional full backup runs on the first scheduled Sunday. If, for
some reason, the backup does not complete, run the backup manually.

3. Perschedule, run daily differential incremental backups for the clients throughout the
week. The last incremental for the week will run on Saturday.

4. Per schedule, run synthetic full backups for the clients on subsequent Sundays.

Note The synthetic full backups in this scenario will be only as current as the Saturday
incremental backup.

5. Per schedule, run a traditional full backup for the clients one Sunday every three
months.

Synthetic Cumulative Incremental Backups

The scenario for creating a synthetic cumulative incremental backup is similar to that of
creating a synthetic full backup. Remember, a cumulative incremental backup includes all
changes since the last full backup.

If a cumulative incremental backup exists that is newer than the last full backup, a
synthetic cumulative backup image is produced by consolidating the following
component backup images:

¢ All differential incremental backups taken since the last cumulative backup.

¢ The last cumulative incremental backup. If no cumulative incremental backup is
available, just the differential incremental backups are used for the synthetic image.
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The following figure illustrates the creation of synthetic cumulative incremental backups
(A, B, C) from the latest cumulative incremental backup and subsequent differential
incremental backups.

. Synthetic Cumulative Incremental

: | Backup to tape (Sunday)
% _A
Ld s
[
Cumulative and
differential Sunday’s Synthetic
Incremental Cumulative Incremental
Backups to Disk A7, Backup 47, Synthetic Cumulative Incremental
(Mon-Sat) _ _ Backup (Sunday)
P --_- —— B —
(s L——j, — L——j,
[
Incremental Backups .
(Mon-Sat) Sunday’s Synthetic
Cumulative Synthetic
4% ), Incremental Backup 4@, Cumulative
] il ! Incremental
- 8 Backup
s % ©  (sunday)
( g g 3
5 7
[
Incremental Backups
(Mon-Sat)

Synthetic Cumulative Backup Usage Example

1. Create a Standard or MS-Windows-NT policy for the clients (5.0 or later) you want to
back up. Include the following schedules:
¢ A schedule for one traditional full backup to run one Sunday every 3 months.

¢ A schedule for daily (Monday through Saturday) differential incremental
backups.

¢ A schedule for weekly cumulative incremental synthetic backups.

2. Make certain that the traditional full backup runs on the first scheduled Sunday. If, for
some reason, the backup does not complete, run the backup manually.
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3. Perschedule, run daily differential incremental backups for the clients throughout the
week. The last incremental for the week will run on Saturday.

4. Per schedule, run synthetic cumulative incremental backups for the clients on
subsequent Sundays.

Note The synthetic cumulative backups in this scenario will be only as current as the
Saturday incremental backup.

5. Per schedule, run a traditional full backup for the clients one Sunday every three
months.

Recommendations for Synthetic Backups

Scenario in which synthesized backups would be most beneficial:

The set of NetBackup clients to be backed up experience a moderate rate of change in their
file systems every day. (Approximately 5% of the files change every day, for example.)

If the clients experience a high rate of change daily, the incrementals will be too large and
a synthetic backup would not be any more helpful than creating a traditional full backup.

Refrain from multiplexing backups that will be synthesized:

While synthesizing multiplexed backups is possible, it is not recommended because of its
inefficiency. Synthesis of multiplexed client images requires multiple passes over the
source media—one per client.

Synthesized backups and multistreaming:

Performance issues similar to those encountered while multiplexing synthesized backups
problems will occur if multiple streams are selected for synthesized backups. Multiple
stream performance issues can be improved by backing up to disk whenever possible.

Reducing the gap between the last incremental backup and the synthesized backup:

Since a synthetic backup does not involve direct contact with the client, a synthetic backup
is only as current as the last incremental backup. If this is a concern in a NetBackup
environment, to reduce a potential gap in backup coverage, consider running an
incremental backup just prior to the synthetic backup.
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Disk-based images are more efficient for synthesizing:

While synthesizing a backup, NetBackup processes the newest source images first,
followed by sequentially older images. When two or more component images have been
written to the same tape, the tape movement may be somewhat inefficient compared to
disk-based images.

Storage unit considerations:

¢ When performing tape backups, a tape outside of the tapes where full and differential
images reside, is required for the formation of a synthetic image.

¢ If the maximum drive usage is set to utilize only a single drive (see “Maximum
Concurrent Drives Used for Backup” on page 51), the generation of a synthetic image
results in the maximum drive usage being ignored and multiple drives being utilized
in the creation of synthetic images.

¢ If a single tape drive device is used to generate synthetic images, component images
(full, differential, or cumulative images) should be placed in a hard drive location
first. In that way, a synthetic image can be generated with the single tape drive device.

Notes on Synthetic Backups

General Notes:

¢ Synthetic backups are supported on the following NetBackup server platforms: Sun
Solaris, Microsoft Windows, AIX, Hewlett-Packard, and Linux Red Hat.

¢ The option to create multiple copies is not allowed for synthetic backups.
¢ Synthetic backups are not supported if any of the component images are encrypted.

¢ A user-generated backup image cannot be used to generate a synthetic image.

NetBackup must be configured to use the binary catalog format:
Synthetic backups cannot be created from catalogs in ASCII format.

Catalogs converted from ASCII to binary using cat_convert will not work. Synthetic
backups and the associated catalog are identical to those of non-synthetic backups, except
that the image time for synthetic backups is one second after the time of the latest
component image, and not the time that the synthetic backup was actually created.

Synthetic backup jobs create two sets of catalog files:

When a synthetic backup job is run, two sets of catalog files are created: an image file and
one or more .f files.
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1. The first set is named using the time stamp of the most recent incremental + 1. This set
represents the actual synthetic backup image which is as recent as the most recent
incremental.

2. The second set is named using the current time stamp. This set is used to mark the
time the synthetic backup job was run. It does not contain any file data.

Do not manually remove any of these catalog files. The catalog files are automatically
expired after the retention period as specified in the schedule for the policy. (See
“Retention” on page 168.) The two sets of catalogs have the same expiration time.

For example:

Catalog after running incremental backup jobs:
XDisk_1064417510_INCR
XDisk_1064417510_INCR. £

XDisk_1064420508_INCR
XDisk_1064420508_INCR. f

XDisk_1064421708_INCR
XDisk_1064421708_INCR. f

After running synthetic backup job:
XDisk_1064421709_FULL

Synthetic full backup image
XDisk_1064421709_FULL. f

First set:

Second set: XDisk_1064424108_FULL Current time

True Image Restore and Synthesized Backups

Since True Image Restore with Move Detection is required for synthetic backups, all
clients included in the policy must support TIR.

The TIR information in the image catalog is normally pruned (removed) after the number
of days indicated in the master server host property, Keep True Image Restoration (TIR)
Information. (“Keep True Image Restoration (TIR) Information” on page 380)

However, if a synthetic full and/or synthetic cumulative schedule has been defined in the
policy, the TIR information will not be pruned from the component images until a
subsequent traditional or synthetic full or cumulative backup image has been generated
successfully.

For example, if the host property specifies that TIR information is to be pruned from the
catalog after two days, on the third day the TIR information will be pruned only if a
traditional or synthetic full backup image has been generated.
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If the TIR information has been pruned from one or more component images and you
accidentally expire the most recent synthetic image, if you try to rerun the synthetic
backup job, it will automatically restore the TIR information to the catalog. In case the TIR
information cannot be restored due to bad, missing, or vaulted media, the synthetic
backup job will fail with error code 136 (TIR info was pruned from the image file). 1f the
problem is correctable, you can run the synthetic backup again.

Checkpoint Restart and Synthesized Backups:

If Checkpoint Restart (Take Checkpoints setting onthe policy Attributes tab) is indicated
for the policy, the backups produced with the synthetic backup schedule will not be
checkpointed. Selecting Take Checkpoints for synthetic backups has no effect.

Change Journal and Synthesized Backups:

If the Change Journal host property is enabled for a client, the property will have no effect
when the client is backed up using the synthetic backup schedule. (See “Use Change
Journal in Incrementals” on page 341.)

Displaying Synthetic Backups in the Activity Monitor

A synthetic job is distinguished from a traditional full backup by the notation indicated in
the Data Movement field of the Activity Monitor. Synthetic jobs display Synthetic as the
Data Movement type while traditional backups display Standard.

Logs Produced During Synthetic Backups

When a synthetic backup is scheduled, the scheduler (bpsched) starts program bpsynth
to manage the synthetic backup process. (An administrator may also run bpsynth
directly from the command line.) bpsynth plans how the synthetic backup will be built
from the previous backup images.

bpsynth then calls program bpcoord to coordinate reading the necessary files from each
of the component images, one image at a time. (bpcoord cannot be run directly from the
command line.)

bpsynth passes information to programs bptm and bpdm to cause tape and disk images
to be read or written. Catalog information is managed using bpdbm. Each of these
programs has a debug log file in the logs directory. If problems occur with synthetic
backups, the following debug logs are required to diagnose the problem. See the
NetBackup Troubleshooting Guide for UNIX and Windows for more information.

On the master server: bpsynth, bpcoord, bpdbm, bpsched, bpcd.
On the media server(s): bptm (tape images), bpdm (disk images), bpcd.
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Note that several media servers may be involved if the component images are on different
nodes.

Only one bpsnth/bypcoord pair runs at a time for any policy. This means to make a
synthetic backup for several clients in a policy, the clients will be backed up one after
another. Also, if the policy uses multiple streams, each stream will be synthesized one
after the other.

Multiple streams and multiplexing provide parallelism that speed up the total traditional
backup time. Multiplexed and multi-stream images are processed sequentially (one client
or one stream at a time) during a synthetic backup. The sequential processing of these
images during a synthetic backup may be acceptable if the synthetic backups take place
during periods of relative inactivity on the media server. Better performance can be
achieved if the component images are on disk (disk or disk-staging storage units).

Synthetic Backups and Directory and File Attributes

In order for a synthetic backup to include changes made to directory and file attributes
(for example, access control lists (ACLs)), the change must first be picked up by a
component incremental backup.

¢ UNIX: Changing an object’s ACL changes the ct ime (inode change time) for the
object but not the mt ime (data modification time). Since mt ime triggers incremental
backups, the ACL change will not be reflected in an incremental backup, and
therefore not in a synthetic full backup.

To include ACL changes in backups, for each UNIX client, enter
USE_CTIME_FOR_INCREMENTALS in the bp . conf file on the client.

& Windows: For each Windows client, select Perform Incrementals Based on Archive
Bit. (NetBackup Management > Host Properties > Clients > Selected client(s) >
Windows Client.)

Instant Recovery Backups to Disk Only

The Instant Recovery Backups to Disk Only option is available under the following
conditions:

¢ The Advanced Client option is licensed and installed. Refer to the NetBackup
Advanced Client System Administrator’s Guide.

¢ Perform Snapshot Backups is selected.

¢ Retain Snapshots for Instant Recovery is selected.
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Calendar Schedule Type

Calendar-based scheduling allows administrators to specify run day options for a task.
Choosing the Calendar schedule option causes the Calendar Schedule tab to appear in
the Change Schedule dialog. For details on calendar-based scheduling, see “Calendar
Schedule Tab” on page 176.

If the schedule is a relocation schedule, created as part of configuring a disk staging
storage unit, a calendar-based schedule determines which days images are swept from the
disk staging storage unit to the final destination storage unit.

For details on how calendar-based scheduling works with time windows, see “How
Calendar Scheduling Interacts with Daily Windows” on page 180.

Retries Allowed After Runday

Select Retries Allowed After Runday to have the scheduler attempt to complete this
schedule until the backup is successful. With this option selected, the schedule will
attempt to do this, even after a specified run day.

Frequency Schedule Type

Using the Frequency schedule type, administrators specify how much time must elapse
between the successful completion of a scheduled task and the next attempt at the task.

For example, automatic backups for clients using this schedule: Assume that a schedule is
set up for a full backup with a frequency of one week. If NetBackup successfully
completes a full backup for all clients on Monday;, it does not attempt another backup for
this schedule until the following Monday.

If the schedule is a relocation schedule, created as part of configuring a disk staging storage
unit, a frequency-based schedule determines how often images are swept from the disk
staging storage unit to the final destination storage unit.

To set the frequency, click in the Frequency field and type a number or select a value from
the drop-down list. Select a Frequency of hours, days, or weeks.

Note Frequency does not apply to user schedules because the user can perform a backup
or archive whenever the time window is open.

Backup Frequency Determines Schedule Priority

If more than one automatic schedule is due for a client within a policy, the backup
frequency determines the schedule that NetBackup uses:
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¢ Jobs from the schedule with the lower frequency (longer period between backups)
always get higher priority. For example, a schedule with a backup frequency of one
year has priority over a schedule with a backup frequency of one month.

¢ If the NetBackup scheduler encounters a backup policy with two schedules (one full,
one incremental) that are each due to run, are each within their defined time window,
and are each configured with the same frequency value, the schedule that is
alphabetically first will be chosen to run.

For example, NetBackup prioritizes the following three schedules in the order shown:
1. monthly_full (frequency is one month)
2. weekly_full (frequency is two weeks)

3. daily_incremental (frequency is one week)

If all three schedules are due for a client, NetBackup adds the job for the monthly full to
the worklist and skips the other two.

For an explanation of how NetBackup prioritizes each backup job that it adds to its
worklist, see “Factors Affecting Backup Time” on page 129.

Multiple Copies

Using the Multiple Copies option (sometimes referred to as Inline Tape Copy or ITC),
NetBackup can create up to four copies of a backup simultaneously, provided that the
storage units are on the same media server and there are sufficient resources available for
each copy. For example, creating four copies simultaneously in a Media Manager storage
unit requires four tape drives.

The Maximum Backup Copies property specifies the total number of backup copies that
may exist in the NetBackup catalog (2 through 10). NetBackup creates either the number
of copies specified under Multiple Copies, or the number of copies specified as the
Maximum Backup Copies property, whichever is smaller. (See “Maximum Backup
Copies” on page 379.)

If you want to create more than four copies, additional copies may be created at a later
time using duplication.

The storage units used for multiple copies must be configured to allow a sufficient
number of concurrent jobs to support the concurrent copies (Maximum Concurrent Jobs
or Maximum Concurrent Drives Used for Backup setting).

You can write multiple images to the following storage units:
¢ Media Manager storage units (except optical devices)

¢ Disk storage units
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¢ Disk staging storage units

If you create multiple original images simultaneously, the backup time required may be
longer than for one copy. Also, if you specify both Media Manager and disk storage units,
the duration of disk write operations will match that of slower removable media write
operations.

Note The Multiple Copies option does not support the following storage types: NDMP,
third-party copies, or optical devices.
Also, Multiple Copies does not support storage units that use a QIC (quarter-inch
cartridge) drive type.

Vv To configure a schedule to create multiple copies during a backup
1. Multiple copies can be created for a regular backup policy or for a disk staging storage
unit relocation schedule:
In a policy, created for a regular backup:

Expand NetBackup Management > Policies. Double-click an existing policy or select
Actions > New > New Policy to create a new policy.

For a relocation schedule, created as part of a disk staging storage unit:

a. Expand NetBackup Management > Storage Units. Double-click an existing
storage unit or select Actions > New > New Storage Unit.

b. Select Disk Staging as the storage type and configure the other storage unit
selections. (For more information on disk staging storage units, see “Disk Staging
Storage Unit Considerations” on page 40.)
c. Click the Disk Staging Schedule button.
2. Select the Schedules tab.

3. Double-click an existing schedule or click New to create a new schedule.
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4,

10.

In the Attributes tab, select
Multiple Copies, then click
Configure.

In the Copies field,
specify the number of
copies to be created
simultaneously. The
maximum is four, or the
number of copies
specified by the
Maximum Backup
Copies setting, whichever
is smaller. (See
“Maximum Backup
Copies” on page 379.)

Change Schedule - Policy testWindows [<]
B Atibutes |% Start Window |
Mame, [ Desipalise
[examele < 7 Muliphe copies Corfigue..
Type of backup:
[Full Backup =l I =
I [Syrtietis back ™ Overide policy wolume pocl:
Scheduls tpe: | =
" Lalendar BEeterifion:
I | Fetries allowedefter nunday Tl ]
& Frequency: Media multiplexing
0K | Cancel | Heb |
Configure Multiple Copies E
Lopies:
|2 _|:;' @AII storage unitz must be connected to the same media server.
Frimary:  Storage unit: Wolume poal: Fietention:  If this copy fails:
Copy 1: v I Any Available LINEtB ackup ;l 2 weeks I;l continue j
Copy 2: I Ay Available LINetBac:kup Ll 2 weeks | ¥ [{ETE e =
Copy 3: I ;INEtB ackup ;l 2 weeks I;l coritinue j
Capy 4 I LINEtB ackup Ll 2 weeks I;l continue j
I | Ereserve multinlexing k. I Cancel | Help |

Copy 1 is the primary copy. If Copy 1 fails for some reason, the first successful copy is

the primary copy.

Specify the storage unit where each copy will be stored. If a Media Manager storage
unit has multiple drives, it can be used for both the source and the destination.

Specify the volume pool where each copy will be stored.

Select the retention level for each copy. (See “Retention” on page 168.)

In the event that the copy does not complete, select whether you’d like the entire job
to fail, or whether you’d like the remaining copies to continue.

If a copy is configured to allow other copies to continue the job if the copy fails, and if
Checkpoint Restart is selected for this policy, only the last failed copy that contains a

checkpoint can be resumed.

Check Preserve Multiplexing to keep multiplexed images multiplexed in the new
copy. This applies only when the original contains multiplexed images.
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Preserve Multiplexing does not apply when the destination is a disk storage unit or
disk staging storage unit. However, if the source is a multiplexed tape and the
destination is a disk storage unit or disk staging storage unit, selecting Preserve
Multiplexing ensures that the tape is read in only one pass rather than multiple
passes.

11. Click OK.

Override Policy Storage Unit

The Override Policy Storage Unit setting specifies whether to use the policy storage unit
or another one for this schedule.

4

To override the policy storage unit, select the check box. Choose the storage unit from
the drop-down list of previously configured storage units. If the list is empty, no
storage units have been configured yet.

To use the policy storage unit, do not select the check box. NetBackup uses the policy
storage unit you specified with the Policy Storage Unit General Attribute. If you did
not specify a policy storage unit, NetBackup uses any available storage unit. (See
“Policy Storage Unit” on page 82.)

Override Policy Volume Pool

The Override Policy Volume Pool setting specifies whether to use the policy volume pool
or another one for this schedule.

*

To override the volume pool specified by the Policy Volume Pool General Attribute,
select the check box. Choose the volume pool from the list of previously configured
volume pools.

To use the policy volume pool, do not select the box. NetBackup uses the volume pool
you specified with the Policy Volume Pool General Attribute. If you did not specify a
policy volume pool, NetBackup uses NetBackup as the default.

Retention

The Retention setting specifies how long NetBackup retains the backups it creates
according to this schedule. To set the retention period, select a Retention from the
drop-down list. When the retention period expires, NetBackup deletes information about
the expired backup, making the files in the backups unavailable for restores. For example,
if you choose two weeks, you can restore the data from a backup done by this schedule for
only two weeks after the backup.
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For full backups, always specify a time period that is longer than the frequency setting for
the schedule (where the frequency is how often the backup runs). For example, if the
frequency for a full backup is one week, specify a retention period of two to four weeks.
This leaves enough margin to ensure that the current full backup does not expire before
the next successful full backup occurs.

For cumulative incremental backups, always specify a time period that is longer than the
frequency setting for the schedule. For example, if the frequency setting is one day, then
specify a retention period of one week. This leaves enough margin to ensure that the
current cumulative-incremental backup does not expire before the next successful one
occurs. A complete restore requires the previous full backup plus the most recent
cumulative-incremental backup.

For differential incremental backups, always specify a time period that is longer than the
period between full backups. For example, if full backups occur weekly, then save the
incrementals for two weeks. A complete restore requires the previous full backup plus all
subsequent incrementals.

Default Retention Periods

Set the default retention periods by selecting NetBackup Management > Host Properties
> Master Server > Double-click on master server > Servers > Retention Periods. (See
“Retention Periods Properties” on page 397.) The default choices are shown below.

Level Period Level Period

0 1 week 5 3 months
1 2 weeks 6 6 months
2 3 weeks 7 9 months
3 1 month 8 1 year

4 2 months 9 through 24 infinite

Note The levels are index numbers that correspond to the retention period (for example,
the default retention period for level 0 is one week). The retention levels are shown
here for reference as NetBackup uses them in some reports. NetBackup also uses the
level when determining the volume to use for storing a backup. (See “Mixing
Retention Levels on Backup Volumes” on page 170.)
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Precautions For Assigning Retention Periods

¢ Be certain to assign a retention period that is long enough because NetBackup stops
tracking backups when the retention period expires, making it difficult or impossible
to recover files.

¢ Within a policy, always assign a longer retention period to full backups than to
incrementals. Otherwise, it may not be possible to restore all your files.

¢ Archive schedules normally use a retention period of infinite.

Mixing Retention Levels on Backup Volumes

By default, NetBackup stores each backup on a volume that has existing backups at the
same retention level (the period is not checked). For example, if a backup has a retention
level of 2, NetBackup stores it on a volume with backups at retention level 2. When
NetBackup encounters a backup with a different retention level than the previous backup,
it switches to an appropriate volume. Because volumes remain assigned to NetBackup
until all the backups on them have expired, this approach results in more efficient use of
media. Otherwise, for example, one small backup with an infinite retention prevents a
volume from being reused, even if all other backups on the volume have expired.

If you want to mix retention levels on volumes, Host Properties > Master Server.
Double-click a server and select Media. Select Allow multiple retentions per media.

If you keep only one retention level on each volume, do not use any more retention levels
than necessary. This consumes resources and also increases the number of volumes
required.

Media Multiplexing

The Media Multiplexing setting specifies the number of jobs from this schedule that
NetBackup can multiplex onto any one drive. Multiplexing sends concurrent backup jobs
from one or several clients to a single drive and multiplexes the backups onto the media.
For more information on configuring multiplexing and the ramifications of using
multiplexing, see”Multiplexing” on page 100 in the NetBackup System Administrator’s
Guide, Volume II.

Specify a number from 1 through 32, where 1 specifies no multiplexing.

Note Some policy or schedule types do not support media multiplexing and NetBackup
does not allow you to select it in those instances.
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Final Destination Storage Unit

If the schedule is a relocation schedule, created as part of configuring a disk staging storage
unit, a Final Destination Storage Unit must be indicated. A Final Destination Storage
Unit is the name of the storage unit where the images are swept to from the disk storage
unit. (For more information on disk staging storage units, see “Disk Staging Storage Unit
Considerations” on page 40.)

Final Destination Volume Pool

If the schedule is a relocation schedule, created as part of configuring a disk staging storage
unit, a Final Destination Volume Pool must be indicated. A Final Destination Volume
Pool is the name of the volume pool where images are swept from the volume pool on the
disk staging storage unit. (For more information on disk staging storage units, see “Disk
Staging Storage Unit Considerations” on page 40.)

Note The relocation schedule created for the disk staging storage unit is not listed under
Schedules in the NetBackup Administration Console when Policies is selected.
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Start Window Tab

v

The Start Window tab provides controls for setting time periods during which NetBackup
can start backups, archives, or disk staging relocation when using this schedule. Time
periods are referred to as time windows. Configure time windows so that they will satisfy
the requirements necessary to complete a task or job. For example, for backups, you can
create a different window that opens each day for a specific amount of time, or you can
keep the window open all week.

To create a window

1. Position the cursor over the day and time when you want the time window to open.
The Time at cursor field reflects the day and time corresponding to the current
position of the cursor.

Move the cursor and the value changes. The time is displayed based on a 24-hour
clock. For example, 1 am is 01:00 and 11 pm is 23:00. 12 pm is 00:00.

Change Schedule - Policy MWF_PM x|
% Attributes % Start YWfindaw | % Exclude Dates I
g 10 12 14 16 18 20
““““““““““““ Delete |
Time window ~— | = s a7 e b w e e e e e e e e e e e e Clear |
““““““““““““ Duplicate |
Current cursor Undo_ |
position
Time at cursor: Modity Day: Start time:
[Mon 05:10 | ~|[1oo000PM =
. . X X Endday:  End time:
To define time windows during which backups can start, =]
use your mouse by dragging in the start window. Or ISun jl S:00:00AM =
select a day, enter a start time, and enter either the end Diuration [davs haurs mi ) .
day and end time or the duration, uration [days hours:minutes): Resolution:
o= Jow = [own]
QK I Cancel | Help |

To set the resolution for start or end time settings, change the value in the Resolution
field. For example, a resolution of 10 minutes allows you to adjust the time window
by 10 minute increments.

2. When the cursor is over the desired start time, press the left mouse button and drag

the cursor to the day and time when you want the window to close. Release the
button.

¢ The Modify Day and Start Time fields display the day and time the time window
will open.

¢ The End Day and End Time fields display the time the time window will close.
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¢ The Duration indicates the length of the time window based on the start and end
date and times.

If creating a time window for backups, be sure to specify enough time to allow all
clients in the policy to complete a backup.

Consider allowing extra time in the schedule in case the schedule starts late due to
factors outside of NetBackup (such as unavailable devices). Otherwise, all backups
may not be able to start.

Duration Example

The figure below represents the effect of schedule duration on two full-backup schedules,
where the start time for the second schedule (B) begins shortly after the end time for the
previous schedule (A). Both schedules have three clients with backups due.

Client A3 starts within the Schedule A
window but doesn’t complete until after the

Schedule B start time. Client B3 is unable to start
+ because the window has
Client A1 . closed.
— —Client A2 .
—_ Client A3 Client B
BT Glient B2 _
—————— (lient B3
| | | |
Schedule A Schedule B ‘

Start End Start End
Time Time Time Time

The backup for client A3 in Schedule A does not finish until well after the Schedule B
window has opened and does not leave enough time for the Schedule B backups.
Client B3 must wait until the next time that NetBackup runs Schedule B.

Client A3 illustrates that, once started, a backup runs to completion even if the
window closes while the backup is running.

Vv To create time windows on successive days

1. Move the cursor over the desired start time, then press the Shift key and the left
mouse button.

2. Drag the cursor to the time you want the first time window to close.

3. Keeping the buttons pressed, drag the cursor down to duplicate the window on
successive days.
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v

To copy a time window to another day

1.

2.

Click on an existing time window to select it.

Press the Ctrl key and drag to copy the window to another day.

Note If there are blank days immediately following the selected window, clicking

Duplicate also duplicates the selected time window on those days. Duplication
stops when it reaches a day that already has a schedule defined. For example, you
could duplicate the Sunday window on all other days of the week (assuming those
days did not yet have a window defined).

To change a time window

1.

2.

3.

Select the time window.

Position the cursor over the end of the window that you want to change. The cursor
changes to a two-headed arrow.

Press the left mouse button and drag the time window to the desired length.

To move a time window

1.

2.

Select the time window.

Position the cursor over the center of the selected window so the cursor changes to
crossed arrows.

Press the left mouse button and drag the time window to the desired location within
the schedule area.

To delete a time window

1.

2.

Select the time window.

Click Delete.

To delete all time windows
Click Clear.
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Exclude Dates Tab

Use the Exclude Dates tab to exclude specific dates from a schedule. You may want to

exclude, for example, the dates of holidays.

The Exclude Dates tab displays a 3-month calendar. Use the controls at the top of the
calendar to change the month or year. You can exclude specific dates in any month of any

year up to and including December 31, 2037.

Vv To exclude a date from the policy schedule

1. Select the Exclude

b Change Schedule - Policy MWF_PM ﬂ
Dates tab.
&y Attributesl & Start Window @ Exclude Dates
October hd 2003 - 11 De 11
2001
2??2 1 1 2 |3 4 B B
I I A 2004 2 3 4 B B [F |8 7 |2 |3 Qo [i1 [12 n3
12 [13 4 Q15 [ij2005 ~ 9 [0 1 2 (i3 (14 p5 (14 15 6 [I7 [1&8 [19 |20
19 (20 |21 22 |23 25 [ [I7 18 N9 (20 |21 (22 [21 [22 [23 |24 |25 |26 [2F
26 |27 |28 (29 [30 (A 23 |24 |25 |26 [27 [28 |29 |28 |29 |30 |3
P
Click o dates in the calend Exclude Dates
ICk. oh dates In the calendar you
want to exclude from your Hew |
schedule.
[elete |
Toremove a date, select it in the
list and Delete.
QK I Cancel | Help |
2. There are two methods to exclude a date from the schedule: 5
¢ Click the date on the calendar that you wish to exclude. Seleot &
The date appears in the Exclude Dates list. [0 /0472002
& Another method to exclude dates is to click New. Then
enter the month, day and year in the Date selection dialog.
Cth OK QK I Cancel |
3. When you have finished selecting dates for your task, select another tab to make
changes or click OK to close the dialog.
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Calendar Schedule Tab

V¥ To schedule a task on specific dates

The Calendar Schedule tab appears
when Calendar is selected as the
Schedule type on the Attributes tab
of the Schedule dialog.
Calendar-based scheduling provides
several run day options for use in
scheduling when a task will run.

The Calendar Schedule tab displays
a 3-month calendar. Use the controls
at the top of the calendar to change
the month or year.

Schedule by Specific Dates

Change Schedule - Policy policy1

& auibutes | & Startwindow | B Evclude Dates | [

Mame:

[sample2

Tvpe of backup:

[FullBackup

[Z]x]
Calendar Schedule |

i~ Destination:

Configuis

[ Mutiple copies. Lse Corfigue button. < |

il s

I= | Dveride policy starage Urit:

I=| Gveride pofien wolime pool:

IMuIl\p\e copies. Use 'Configure’ button,

Betention

2 weeks ™

Media multiplesing

=

0K | Cancel | Heb |

\
Selecting Calendar

on the Attributes tab

enables the Calendar Schedule tab

A task can run on specific dates rather than follow a recurring schedule, and specific dates
can be added to a recurring schedule. The Specific Dates run day option allows you to

schedule specific dates on which your task will run. You can schedule specific dates in any
month of any year up to and including December 31, 2037.

1. In the Calendar

Schedule t?}:{’ ) Attributesl & Start W'indowl & Exclude Dates ] Calendar Schedule |
select Specific
Dates. m m November 2004 December 2004
Sun Mon Tue Wed Thu Fri Sat e bdocTucdulad Tl e
, — 4
2. C(lick onthedate R O R A - R A I I [ i
in the calend 0 [11_[iz [i3 |14 [i5_[ig | Enteradate: b i3 _[14_[i5_[i5_[i7
in the calendar 17 15 [19 0 21 2 |3 [ rpmm = T 20 2 2 3 a1
dlsplay or CliCk 24 25 |26 |27 |28 |29 |30 | 27 28 |23 )30 A
kil
New, enter a - = ;
. Edit Calendar zchedule by: lpecific: Dates:
date, then click — il
% Specific Dates Mew...
OK. The date ¥ Recuring Week Daps on ] I Cancel |
r -n th # Recuring Days of the Month 74 LelEte |
appea 51 € lizt and Delete.
calendar
schedule list.
QK | Cancel Help
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3. Toremove a date, select it in the calendar schedule list and click Delete.

4. When you have finished selecting dates for your task, select another tab to make
changes or click OK to close the dialog.
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Schedule by Recurring Week Days

The Recurring Week Days option provides a matrix that lets you schedule a task for
certain days of each week, weeks of each month, or days on particular weeks of the
month. For example, use this option to schedule a task on the first and third Thursday of
every month. Or, to schedule a task that runs the last week in every month.

The week day matrix is not a calendar. It is simply a matrix used to select days and weeks
in a month. A check mark entered for a day indicates that the task is scheduled to run on
that day of its respective week. By default, no days are selected.

Vv To schedule a recurring weekly task

1. Inthe Calendar
Schedule tab’ () Attributesl & Start W'indowl @ Exclude Dates Calendar Scheduls |
select
Recurring m m Movember 2004 December 2004
Week Days. T k| [ B # B F I
3 [ F [ [F B 8 [F [pA9 [0 11 12 13 5 A B |3 o
2 If 10 1112 13 14 15 16 14 [15.416 [1I7 [18 19 [e0_[12_[13.A14 158 [16_[17
. necessary, 17 1819 [20 1 |22 |23 |71 [P2f2s |24 |25 26 [or [19 PoAZ1 |22 |23 |4 |25
select Clear All g;t 5 A6 27 |28 29 [30 |28 [29.470 6 77428 23 [0 |3
to remove any . _
. g Edit Calendar schedule by: A check indicates that the Sun Mon Tue Wed Thu Fri Sat
eXIStlng % Cpeciic Dates task iz scheduled to run on
: P - that day of its respective Tst | i Wl I I W
selections from Riecuring Wesk Days i i FFTFFFFF
the matrix. #  Recurring Daps of the Month Ww O F O CCIC O
| 4 O F O C 0O
. Set Al Clear &l Lt i O 0 0
3. Click a check
bOX fora QK I Cancel | Help |
particular day

to select that day or to clear it.

4. Click the name of the day column header to select or clear the corresponding day for
each week of the month.

5. Click a row number to select or clear the entire week.

6. Click the check box for the appropriate day in the Last row to schedule a task for the
last week of each month, regardless of the number of weeks in the month.

7. When you have finished selecting dates for your task, select another tab to make
changes or click OK to close the dialog.
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Schedule by Recurring Days of the Month

The Recurring Days of the Month option provides a matrix that you can use to schedule
a task for certain days of the month. You can also schedule a task to occur on the last day
of the month, regardless of the actual date.

Vv To schedule a recurring monthly task

1 " In the Change Schedule - Policy test2 E
Calendar
&y Attributesl &Y Start W'indowl & Exclude Dates [ Calendar Schedule |
Schedule tab,
select December 2004
Recurring Sun Mon hu _Fi on on Tue Wed Thu Fri Sat
Days Of the 3 4 5 B F B B3 [F [B @B (oM p2zp3 Bk B OF B [ [0mM
10 11 P2 p3 p4 s Q06 (14 [15 [I6 [IF 18 8 |20 pz Q13 (14 (15 [I6 [I7
Month 17 [18 19 |20 |21 22 23 (21 22 [23 (24 25 |26 |27 N9 20 [ 22 23 [24 [25
24 25 |26 |27 |28 |29 (30 |28 [29 [30 26 27 |28 )23 |30 A
kil
2. Toselectall

Edit Calendar schedule by: Click on each day you want to 3 4 5 B 7 a
calendar dates, = Gpooiio Datos include i the scheduls.
. 121314 15| 16
Cth Set All. # Recuring Week Days

17 1|19 20 21| 22| 23| 24
25| 26| 27 | 28] 23| 30| 3

2 Recuring Days of the Month  Tg deselect a day, dlick it

3. If necessary,

Set Al Clear Al I~ Last Day

select Clear All |

to remove any ak. I Cancel Help
existing

selections from

the matrix.

4. Select the button for each day you want included in the run schedule. Clicking the
button again will deselect the day.

5. Select the Last Day check box if you want to run the schedule on the last day of the
month, regardless of the date.

6. When you have finished selecting dates for your task, select another tab to make
changes or click OK to close the dialog.
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How Calendar Scheduling Interacts with Daily Windows

Daily windows are taken into account, even when calendar-based scheduling is used.
Windows that span midnight, effectively become two separate windows for calendar
scheduling. For the first backup after the policy is created, this can sometimes appear as
though two backups have run within the same window.

If the calendar schedule indicates that today is a run day, the backup will run once during
any window that is open. For example:

1.

Notice how it is possible for the backup to run just before

A new backup policy is
created on Monday
afternoon. The windows
are configured to be open
from 6 p.m. until 6 a.m.,
Sunday through Saturday.

In the Calendar Edit Calendar schedule by: A check indicates that the Sun Mon Tue Wed Thu Fri Sat
Schedule tab, the 5 Speciic Dates et e e " [ FRFFFRFEEF
scheduleissetup [ RecurngweekDaye ek md [ F F FF F F
to run on e W O FFFFF P
. PSRN i O B I i
recurring week setl | Ceatl | L [ PP FFF R
days, Monday
through Saturday.

Since this is a new policy, no backup yet exists based on this policy. And since today
(Monday) is a run day, a job will run as soon as the window opens at 6 p.m.

At midnight, it is a new day (Tuesday) and there is a window open (until 6 a.m.) so
the job is due and will run again. The backups will continue to run soon after
midnight from that time forward.

Mame:

midnight, then again immediately after midnight. This is [F-to_6_Daly

valid since both are different run days and windows are

Tupe of backup:

open at both times (6 a.m. through 6 p.m. every day of the 5 |

week). Windows that span midnight, effectively become
two separate windows for calendar scheduling.

" Calendar
If the desired result is to run jobs at 6 p.m. instead of I Fetics alaried s inday
midnight, use a frequency of one day instead of setting & Frequency:

up recurring days in the Calendar Schedule tab.

Schedule type:
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Examples of Automatic-Backup Schedules

Backups can be scheduled to occur automatically on every day of the week or only on
specific days. You can also specify a different backup window for each day.

The days of the week to choose for backups depends on how you want to distribute the
backup load. For example, to have all backups occur on Saturday, create a backup window
only for Saturday.

The best times for automatic backups are usually nights and weekends, when client and
network activity is lowest. Otherwise, the backups can adversely affect client and network
performance and take longer to complete.

For details on how calendar-based scheduling works with backup windows, see “How
Calendar Scheduling Interacts with Daily Windows” on page 180.

Example 1

This example shows two approaches for scheduling automatic backups. The first is the
recommended method.

Schedule Runs Every Day (recommended method)

The recommended Add New Schedule - Policy ntworkstations e LI
method is to create :
&y Attibutes |% Start W'indowl & Exclude Datesl
schedules that run § Destination
ame: r :
eVerY day Of the Iproduction Full I | Instant recoveny backups to disk anly
week. - ™ Multiple copies Canfigure... |
IFuII Backup j ™ Ovenide policy storage unit:
I~ | Syrthetic backup I j
oy [™ Overide policy volume poal:
 Calendar I J
Retention:
I™ Retries allowed after runday SEnen
|2 weeks [level 1] 'l
& Frequency: Media multiplexing
I‘I 3: wieek: 'l I =
eeks 1=
QK I Cancel Help
—
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If the backup for a
client does not
complete on one day,
NetBackup retries it
on the next day. This
ensures that a retry
occurs promptly in
case of a failure or

Add Hew Schedule - Policy ntwork stations EHE

Ey Attributes &y Start Window | & Excluds Dates I
2 4 E g 10 12 14 16 18 20

laCk Of time during Time at cursor: Modity Day: Start time:
the first session. [satztio |Mon  =|[1o00:00PM =

. . X X End day:  End time:
The day of the week e e e s D [T =l| soo00am =
when a client is oot e o e Gt et e e e Durafon [days housiminutest — Resolution:
backed up changes if = [om = [Own=]
its backup rolls over

QK | Cancel | Help |

to the next day.

In this example schedule, full backups can occur on any day of the week but only once
every seven days:

If the cycle begins with a full backup on a Monday and completes successfully, the next
full backup occurs on the following Monday, seven days later.

m t w th fr s s m t w th
C C

|e—— —_—

If the backup fails on Monday, NetBackup attempts it at the same time each day until it
does successfully complete. NetBackup can attempt the backup on each subsequent day
because the schedule allows backups to occur on any day, but only once during any seven
day period. If the backup completes on Tuesday, NetBackup waits seven days from
Tuesday for the next backup.

7 days

m t w th fr s s m t w th
Fail (] C

U

7 days
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Another Method
Add New Schedule - Policy ntworkstations x|
This example 5 Attibutes |% Start W'indowl @ Exclude Datesl
shows a frequency Name: r~ Destination:
schedule that Iproduction_full I~ Instant recovery backups bo disk anly
allows baCkupS to Type of backup: ™ Multiple copies Configure... |
occur Only on IFu|| Backup j ™ Overide policy storage unit:
SpeCIfIC days' Full | Sorithetic backup I j

™ Ovenide policy volurme pool:

backupso1 occur ocrlﬂy S cheduie ype:
on Tuesdays an P [ =
every seven days. Retention:

I~ | Retries allowed after runday
|2 weeks [level 1] 'l

* Frequency: Media multiplexing

|2 3: Weeks hd l 1=

QK I Cancel | Help |

Change Schedule - Policy ntworkstations E

Ey Attributes &y Start Window |% Exclude Datesl

2 4 B 8 10 12 14 16 18 20 22 24

Sun Delete |
'\_?32. e e e e e e e e e e e e e e e e e e Clear |

Wed e ——— C C T " " T T T Tt ottt To"

Tﬁu o e Duglicate |
Bif * = = * = % %+ st v s s e e e s e e

i R L T Undo I

Time at cursor: Modify Day: Start time:

[5un 2020 [Tee  =|[1o0000PM =

Endday.  End time:

To define time windows during which jobs can start, =
use your mouse by dragaing in the start window. Or IWEd j I S0000AM =
select a day, enter a start time, and enter either the end

day and end time or the duration. Duration [days hoursminutes)  Resalutiar:

[o oo = ivmn =
QK I Cancel | Help |

If the cycle begins with a full backup on a Tuesday and completes successfully, the next
full backup occurs on the following Tuesday, seven days later.

m t w th fr 3 3 m t w th

|<— 7 days -
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If the backup fails on Tuesday, NetBackup must wait until the following Tuesday before
trying again.

m t w th fr s s m t w th
Fail C
|<— 7 days S .
Example 2

The following shows a complete set of frequency schedules that have a backup window
every day (recommended method).

If the backup does not complete on one day, NetBackup tries it again the next day.
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Daily Incremental Add New Schedule - Policy ntworkstations i ll
Backups % Aftributes | % Start Window I % Exclude Dates I
M ame: r— Destination:
Iproduction_diff I Instant recovery backups to disk only
Type of backup: " Multiple copies Canfigure... |
IDifferentiaI Incremental Backup j ™ Ovenide policy storage unit:
I~ | Syrthetic backup I j

™ Ovenide policy volurme pool:

Schedule type:
 Calendar I J

Retention:

|2 weeks [level 1] 'l

Media multiplexing
1 | Daps A -

I~ | Retries allowed after runday

' Frequency:

QK I Cancel | Help |

Add Hew Schedule - Policy ntwork stations E

Ey Attributes &y Start Window | & Excluds Dates I
10 12 14 16 18 20 22

24
Delete |

S LI e e |
SL LTI DT e et |
Unda |
Time at cursor Muodify Day: Start time:

k|

[Thu 2400 Jsun  =|[10:0000PM

End day:  End time:

To define time windows during which backups can start, =
use your mouse by dragaing in the start window. Or IMon jl S0000AM =
select a day, enter a start time, and enter either the end

day and end time or the duration. Duration [days hours:minutes] Resolution:

== I K== [T
QK I Cancel | Help |

Chapter 3, Managing Backup Policies 185 =



Schedule Attributes Tab

Weekly Full
Backups

Add New Schedule - Policy ntworkstations x|

5 Attributes |% Start W'indowl ) Exclude Datesl
M ame: r— Destination:
Iproduction full I Instant recovery backups to disk only
Type of backup: " Multiple copies Canfigure... |
IFuII Backup j ™ Ovenide policy storage unit:
I~ | Syrthetic backup I j

™ Ovenide policy volurme pool:

Schedule type:

I -
 Calendar
Retention:

|2 weeks [level 1] 'l

* Frequency: Media multiplexing

|1 3: Weeks hd l B

1=

I~ | Retries allowed after runday

Add Hew Schedule - Policy ntwork stations E

Ey Attributes &y Start Window | & Excluds Dates I
10 12 14 16 18 20 22 24

Delete |

LI I I Clear_|
Time at cursar: Modity Day: Start time:

[5ato7:40 |sun  =l[1o0000PM =

End day:  End time:

To define time windows during which backups can start,

use your mouse by dragging in the start window. Or IMon jl S:00:00AM =
select a day, enter a start time, and enter either the end . X 5
day and end time or the duration. Duration [days hours:minutes] Resolution:

== I K== [T

QK | Cancel | Help |
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Monthly Full Add New Schedule - Policy ntworkstations ll
BaCkupS 5 Attributes | & Start Window I & Excluds Dates I

M ame: r— Destination:

Iproduction full_marithly ™ Irstant recovery backups to disk only

Type of backup: " Multiple copies Canfigure... |

IFuII Backup j ™ Ovenide policy storage unit:

I~ | Syrthetic backup I j

™ Ovenide policy volurme pool:

Schedule type:
 Calendar I J

Retention:

|3 months [level 5) 'l
' Frequency: ) L
Media multiplexing

|4 3: wheeks = l -

I~ | Retries allowed after runday

QK I Cancel | Help |

Add Hew Schedule - Policy ntwork stations E

Ey Attributes &y Start Window | & Excluds Dates I
2 4 E g 10 12 14 16 18 20 22 24

Delete |

LI I IIIIIIII . Clear_ |
Unda |
Time at cursar: Modity Day: Start time:

[5atos:00 |sun  =l[1o0000PM =

. . X X End day:  End time:
To define time windows during which backups can start,

use your mouse by dragging in the start window. Or IMon jl S:00:00AM =
select a day, enter a start time, and enter either the end . X 5
day and end time or the duration. Duration [days hours:minutes] Resolution:

== I K== [T

QK | Cancel | Help |
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Quarterly Backups

Add New Schedule - Policy ntworkstations

&y Attibutes |% Start W'indowl @ Exclude Datesl

M ame:

Iproduction_full_quarterly
Type of backup:
I Full Backup j

I~ Syrthetic backup

Schedule type:

 Calendar

I~ | Retries allowed after runday

' Frequency:

12 Zweeks =

r— Destination:

™| Instant recoveny backups to disk anly

™ Multiple copies Caonfigure... |

™ Ovenide policy storage unit:

| =

™ Ovenide policy volurme pool:

| -

Retention:

IB months [level B 'l

Media multiplexing

QK I Cancel | Help

Add Hew Schedule - Policy ntwork stations

Ey Attributes &y Start Window |% Exclude Datesl
2 4 E g 10 12

14 16 18 20 22 24

)
)
)
)
)

Delete |
Clear |

)
)
)
)
)
)
)
)
L ——r—
R

Time at cursar:

ISat 03:00

To define time windows during which backups can start,
uze your mouse by dragging in the start window. Or
select a day, enter a start time, and enter either the end
day and end time or the duration.

Modify Day: Start time:
|sun  =l[1o0000PM =

End day:  End time:
|Mon || s00008M =

Diuration [days hours minutes]: Resalution:

== I K== [T

QK | Cancel | Help
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Example 3

The following is an

Add New Schedule - Policy ntworkstations

example of uSing &y Attibutes |% Start W'indowl & Exclude Datesl
different backup Mo S
WindOWS, Iproduction_diff2 I~ Instant recovery backups bo disk anly
depending on the S I Muliple capies Corfigue..|
daY‘ IDifferentiaI Incremental Backup j I Dveriide palicy storage unit:

I~ | Syrthetic backup I j

™ Ovenide policy volurme pool:

| I

Retention:

I~ | Retries allowed after runday
|2 weeks [level 1] 'l

* Frequency: Media multiplexing

1 = Days - =

Schedule type:

 Calendar

QK I Cancel | Help |

Add Hew Schedule - Policy ntwork stations E

Ey Attributes &y Start Window |% Exclude Datesl
2 4 E

oo

10 12 14 16 18 20 22 2

4
Delete |

S Clear_|
LIl LIirIlt Duplicat8|

Unda |

Time at cursar: Modity Day: Start time:

[5atos:00 |sun =] eooooP =

End day:  End time:

To define time windows during which backups can start, =
use your mouse by dragaing in the start window. Or IMon jl GOT00AM =
select a day, enter a start time, and enter either the end

day and end time or the duration. Duration [days hours:minutes] Resolution:

o= Jew = [owns]
QK I Cancel | Help |
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Example 4

The following is an
example where the
backup window is
longer than the
period between
backups as
determined by
frequency.

Backups occur
according to time
elapsed since the
last backup and
more than one
backup can occur
for a client during
the backup
window.

This mode is useful
when you want to
perform backups
twice (or more)
daily.

In the following
schedule, the
backup window
spans 7 days and
the frequency is 12
hours. A backup is

due every 12 hours.

Add New Schedule - Policy ntworkstations |
&y Attibutes |% Start W'indowl & Exclude Datesl
M ame: r— Destination:
Iproduction diff3 ™ Irstant recovery backups to disk only
Type of backup: " Multiple copies Canfigure... |
IDifferentiaI Incremental Backup j ™ Ovenide policy storage unit:
I~ | Syrthetic backup I j
Sl e ™ Ovenide policy volurme pool:
 Calendar I J
Retention:
I~ | Retries allowed after runday Senen
|2 weeks [level 1] 'l
¥ Frequency: Media multiplexing
12 —|Hours = 1=
QK I Cancel | Help |
Add Hew Schedule - Policy ntwork stations E

Ey Attributes &y Start Window |% Exclude Datesl
2 4 E g 10 12

Time at cursar:

ISat 03:00

To define time windows during which backups can start,
uze your mouse by dragging in the start window. Or
select a day, enter a start time, and enter either the end

14 16 18 20 22 2

Modify Day: Start time:

|sun  =l[1zoo00am =

End day:  End time:

|sat  =l[1z00008m =

' Delete |
Clear |
Duplicate |
Undo |

day and end time or the duration. Duration [days hours:minutes] Resolution:
[ Joow = [owns]
QK I Cancel | Help |
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Example 5

The following
example allows
full backups to
occur only during
weekend hours.

The weekend
backups are
accomplished by
having a start time
of 8 pm Friday
evening and a
duration of 60
hours. This allows
NetBackup to
continue running
backups until 8 am
Monday morning.

Because the
frequency is three
days, backups are
due again when
the schedule starts
on the following
Friday. If a failure
occurs, the
administrator can

Add New Schedule - Policy ntworkstations x|

&y Attibutes |% Start W'indowl & Exclude Datesl

M ame:

r— Destination:

|production full2 I | Instant recoveny backups to disk anly
Type of backup:

Canfigure... |
I Full Backup j

I~ | Syrthetic backup I j

™ Ovenide policy volurme pool:

™ Multiple copies

™ Ovenide policy storage unit:

Schedule type:
 Calendar I J

Retention:

|2 weeks [level 1] 'l

Media multiplexing
3 | Daps - -

I~ | Retries allowed after runday

' Frequency:

QK I Cancel | Help |

Add Hew Schedule - Policy ntwork stations E

Ey Attributes &y Start Window | & Excluds Dates I
2 4 E g 10 12 14 16 18 20 22 2

' Delete |
Clear |
Duplicate |
Undo |

Time at cursar: Modity Day: Start time:
[sat17:50 |sun  =l[1zoo00am =
End day:  End time:

To define time windows during which backups can start,
uze your mouse by dragging in the start window. Or
select a day, enter a start time, and enter either the end

|Mon || s00008M =

run a manual day and end time or the duration. Duration [days hours:minuﬁ]: Resolution:
backup on Monday [ foson = [iomn=]
and the automatic
. . ak. Cancel Help
backup is still due | | |
on Friday.
N4
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Example 6

The following is an example where a full backup runs every Sunday and cumulative
incrementals run on all other days. Each of the cumulative incremental backups contain
all files that have changed since the last full backup. This puts more files in each
incremental than are present for a differential but it makes restores easier. If a restore is
required on Saturday, the Sunday tape and the Saturday tape are needed to do the restore.
If this were a differential incremental, then all tapes Sunday through Saturday would be
needed.

Full BaCkupS Add New Schedule - Policy ntworkstations ll
% Aftributes | % Start Window I % Exclude Dates I
M ame: r— Destination:
Iproduction full2 I Instant recovery backups to disk only
Type of backup: " Multiple copies Canfigure... |
IFuII Backup j ™ Ovenide policy storage unit:
I~ | Syrthetic backup I j

™ Ovenide policy volurme pool:

Schedule type:
 Calendar I J

Retention:

|2 weeks [level 1] 'l

* Frequency: Media multiplexing

|1 3: Weeks hd l 1=

I~ | Retries allowed after runday

QK I Cancel | Help |

Add Hew Schedule - Policy ntwork stations E
Ey Attributes &y Start Window |% Exclude Datesl
2 4 B g 10 12 14 16 18 20 2

9 Delete |
Clear |
Duplicate |
Undo |

)
)
)
)
)
)
)
)
)
)
)
)
)
)
b4 4 4
b4 4 4

Time at cursar: Modity Day: Start time:
[5atos:00 |sun  =l[1o0000PM =

End day:  End time:

To define time windows during which backups can start, =
use your mouse by dragaing in the start window. Or IMon jl GOT00AM =
select a day, enter a start time, and enter either the end

day and end time or the duration. Duration [days hours:minutes] Resolution:

o= Josww = [own=]
QK I Cancel | Help |
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Cumulatlvel Add New Schedule - Policy ntworkstations ll
Incrementa
5 Attributes | & Start Window I & Excluds Dates I
Backups o
M ame: r— Destination:

Iproducti0n_cumulative_incremental I | Instant recoveny backups to disk anly

Type of backup: " Multiple copies Canfigure... |

IEumuIative Incremental Backup j ™ Ovenide policy storage unit:

I~ | Syrthetic backup I j

™ Ovenide policy volurme pool:

| I

Retention:

I~ | Retries allowed after runday
|2 weeks [level 1] 'l

* Frequency: Media multiplexing

1 = Days - =

Schedule type:

 Calendar

QK I Cancel | Help |
Add Hew Schedule - Policy ntwork stations E

Ey Attributes &y Start Window | & Excluds Dates I
10 12 14 16 18 20 22 2

oo

4
Delete |

S Clear_|
LIl LIirIlt Duplicat8|

Unda |

Modify Day: Start time:

Time at cursar:

[5atos:00 |sat =]l eoooor =

End day:  End time:

To define time windows during which backups can start, =
use your mouse by dragaing in the start window. Or ISun jl GOT00AM =
select a day, enter a start time, and enter either the end

day and end time or the duration. Duration [days hours:minutes] Resolution:

o= Jew = [owns]
QK I Cancel | Help |
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Considerations for User Schedules

To allow user backups and archives, you must create schedules for them. There is no
requirement, however, to create a policy exclusively for user backups.

Restores can occur at any time and do not have schedules.

Note An archive is different from a backup: NetBackup first backs up the selected files,
then deletes them from the local disk if the backup is successful. In this manual,
references to backups also apply to the backup portion of archive operations unless
otherwise noted.

Planning User Backup and Archive Schedules
When planning user backup and archive schedules, consider the following:

¢ Best times to perform backups. For user backups, this is the time most convenient to
the users.

If possible, do not permit user backups and archives when automatic backups are
occurring. If an automatic backup is running when a user submits a backup or
archive, NetBackup queues the user job, unless there is a limiting setting, such as
Limit Jobs per Policy (a policy attribute) or Maximum Jobs per Client (a master
server Global Attributes host property). If the automatic backup is long enough, the
user job will miss the backup window. Once started, a user job also delays automatic
backups and can cause them to miss the backup window.

¢ Storage unit. Using a different storage unit can eliminate conflicts with automatic
backups.

¢ Volume pool. Use a different volume pool if you want to manage the media separate
from the automatic backup media.

Caution If the retention period is not long enough and the retention period expires, it
can be difficult or impossible to restore the archives or backups.

¢ Retention. It is usually best to set the retention period for archives to infinite, since the
disk copy of the files is deleted.

Creating Separate Policies for User Schedules

If you create separate policies for user backups or archives, the considerations are similar
to those for automatic backups. One difference, however, is that no backup selection list is
necessary because users select the objects before starting the operation.
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The following table shows a set of clients in two user policies.

Policy Client Desired Storage Best Backup Time Retention

Userl mercury 8 mm tape stacker 08:00 to 16:00 Backups - 6 months
mars Archives - Infinite
jupiter
neptune

User2 pluto 8 mm tape stacker 12:00 to 20:00 Backups - 6 months

Archives - Infinite

¢ All clients in policy Userl have common requirements for user backups and archives.

¢ The policy named User2 was created for pluto because the user on this client works
from 12 pm to 8 pm (12:00 to 20:00) and therefore requires different backup times.

If NetBackup receives a request for a user backup or archive, it uses the first policy and
schedule that it finds that has both of the following:

1. The client for which the user is requesting the operation.

2. A user schedule that:
¢ Specifies the appropriate operation (backup or archive).

¢ Allows the operation to start at the time that the user requests it. If the backup
device is busy at the time of the request, NetBackup queues the request and
honors it when the device becomes available (providing the backup window is
still open).
For example, assume that at 14:00 (2 pm), a user on the client named mars begins a backup
of files. NetBackup processes this request as follows:

1. Finds a policy that includes mars in its client list and has a user backup schedule that
allows a backup to start at 14:00 (2 pm).

2. Performs the backup.

The following policy and schedule meets the criteria for the above request:

Clients mercury, mars, jupiter, neptune
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Files Applies only to automatic backups

Type of Backup  User backup

Start Time 08:00

End Time 18:00

Days of Week All

Retention 6 months

Storage Unit TS8_1

Using a Specific Policy and User Schedule

To use a specific policy and (or) schedule for user backups or archives, perform the
following on the client:

4

On Microsoft Windows clients, start the Backup, Archive and Restore client interface.
Click File > NetBackup Client Properties and select the Backups tab. Specify the
backup policy and backup schedule.

On NetWare target clients, specify the policy and schedule with backup_policy and
backup_sched entries in the bp . in1 file (see the NetBackup user’s guide for the
client).

On UNIX clients, specify the policy and schedule with BPARCHIVE_POLICY,
BPARCHIVE_SCHED, BPBACKUP_POLICY, or BPBACKUP_SCHED options in the
bp . conf file.

Creating a Vault Policy

Creating a Vault policy differs from creating a regular policy in the following ways:

*
*
*

You must specify Vault as the policy type.
You do not specify clients for Vault policies.

Rather than specifying files to back up in the backup selection list, specify one of two
Vault commands to run: vltrun or vliteject

When configuring a Vault policy, be sure to specify Vault as the policy type. Instead of
entering a directive in the backup selections list, you'll indicate one of two Vault
commands. There are no clients specified in Vault policies.
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Vv To create a Vault policy

1.

In the NetBackup Administration window, expand NetBackup Management >
Policies.

Click the New Policy button &.
Type a unique name for the new policy in the Add a New Policy dialog. Click OK.
On the Attributes tab, select Vault as the policy type.

On the Schedules tab, click New to create a new schedule. The type of backup defaults
to Automatic. Complete the schedule.

Bypass the Client tab, as clients are
not specified for Vaultjobs. = .

Orl the Backu Selections tab Client narme | Hardware | Operating System |
p 4 Clientz are not specified for Waulk policies.
enter one of two Vault commands:

¢ Use vltrun to specify the robot, vault name, and profile for the job. The vltrun
command accomplishes all the steps necessary to select, copy, and eject media. If
the vault profile name is unique, use the following format:

vltrun profile name
If the vault profile name is not unique, use the following format:
vltrun robot_number/vault_name/profile_name

¢ Use the vlteject command to eject media and/or generate reports for Vault
sessions that have been completed already and for which media has not been
ejected. For example:

vlteject -eject -report [-vault vault_name|[-sessionid id]]
[-auto yIn][-eject_delay seconds]

Both commands are located in the following directory:
install_path\netbackup\bin
For more information on Vault names, profile names, and command usage, see the

Vault System Administrator’s Guide.

Click OK.
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Performing Manual Backups

You can perform immediate manual backups of selected automatic backup schedules and
clients within a policy. A manual backup is useful for situations such as:

Testing a configuration.

When workstations miss their regular backups.

Before installing new software (to preserve the old configuration).

Preserving records before a special event such as when companies split or merge.

Quarterly or yearly financial information.

* & 6 6 o o

In some cases, it may be useful to create a policy and schedule that you use only for
manual backups. You can do this by creating it with a single schedule that has no
backup window (and therefore never runs automatically).

Vv To perform a manual backup

1. In the NetBackup Administration Console, expand NetBackup Management >
Policies and select the policy name in the left pane.

2. Select Actions > Manual Backup. (The policy must be set to Active for this command
to be available.) The Manual Backup dialog appears.

Note Not only does the policy need to be Active, but if Go into effect is set on the policy
to a future date and time, the backup will not run.

3. Inthe Manual Backup dialog, select the schedule and the clients that you want to back

up.

1t you do not select any schedules,

NetBackup uses the schedule with the .

X R art backup of policy: Test]
highest retention level. If you do not select ¢ e Clerts:
any clients, NetBackup backs up all clients. | [Fii dlweed,
. silk.

User schedules do not appear in the zephi

schedules list and cannot be manually

backed up because they do not have a

baCkup SeleCtiOI’l llSt (the user Selects the Select a schedule and one or more clients to start the backup.

files)‘ To start a backup for all clients, press OK without selecting any clients.

. Cancel

4. Click OK to start the backup.
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This chapter explains how to back up and manage the NetBackup catalog files and
contains the following sections:

® 6 6 6 6 6 O O O O O O o

“Introduction to the Catalog Application” on page 200
“Catalog Backups” on page 200

“Configuring Catalog Backups” on page 203

“Backing Up the Catalogs Manually” on page 214
“Protecting Large NetBackup Catalogs” on page 215
“Managing the NetBackup Catalogs” on page 221

“Catalog Archiving” on page 230

“Reduce Restore Times by Indexing the Image Catalog” on page 236
“Searching for Backup Images” on page 238

“Verifying Backup Images” on page 240

“Duplicating Backup Images” on page 241

“Expiring Backup Images” on page 248

“Importing NetBackup or Backup Exec Images” on page 249
“Viewing Job Results” on page 259
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Introduction to the Catalog Application

Introduction to the Catalog Application

Use the Catalog application to create and configure catalog backups, required for
NetBackup to protect NetBackup internal databases. The catalogs contain setup
information as well as critical information about client backups. The catalog backups are
tracked separately from other backups to ensure recovery in case of a server crash.

Catalog is also used to search for backup images in order to verify the contents of media
with what is recorded in the NetBackup catalog, to duplicate a backup image, to promote
a backup image from a copy to the primary backup copy, to expire backup images, or to
import expired backup images or images from another NetBackup server.
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J File Edit “iew Actionz Help

Current master

|18 -[m[&% = %[ & &

AR G =

server silk

B zilk. (M azter Server]
T AETvity Monitor

Possible actions —

Import

Search for images:

I MNetBackup Managerme Media: Copies:
to perform - [E}-Fepaits * Media ID: Media Server: |<AII Copiess j
. . —1" @ Fuolicies |<AII> j |<AIIMedia Servers>j Palicy:
Set search criteria, =] Storage Units I FEiane: [ <& Paiicies> =l
including SpeCiﬁC % Storage Unit Groups |<"5‘"> j Client [host narme):
media and date range Host P 1 New Window fiom Here J<&i Cieris> |
Media and - =y = 1| Type of backup:
@Qfé E)aei?ce B Configure MetBackup Catalog Backup... j 23202PM = |<AII Backup Types> j
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Enter your zearch criteria to begin.
I
Search results ————— ]
# Search |% Results

|Backup MetBackup Catalog

[Master Server: sk [Cornected 2

Catalog Backups

NetBackup catalogs are internal databases that contain information about the NetBackup
configuration and backups. Backup information includes records of the files and the
media on which the files were stored. The catalogs also contain information about the
media and storage devices that are under the control of Media Manager.
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NetBackup requires the catalog information in order to recover any backups that have
been performed. Therefore, it is extremely important to configure catalog backups before
using NetBackup for regular client backups, and to schedule the catalog backups to occur
on a regular basis thereafter. Without regular catalog backups, you risk losing your
regular backups if there is a problem with the disk that contains the catalogs.

NetBackup defaults to use a binary format for new catalogs on Windows, Solaris, HP_UX,
Compagq Tru64 UNIX, AIX, Linux and SGI platforms. Releases prior to the first 4.5 feature
pack created catalogs in ASCII format.

Existing catalogs can be upgraded to binary format using the catalog conversion utility,
cat_convert as described in “Catalog Conversion Utility” on page 221.

Where are the Catalog Files?

The catalogs reside on disk on NetBackup servers. NetBackup chooses default locations
for them during installation. If you change the default locations, you must change your
catalog backup configuration accordingly. (See “Catalog Files Tab” on page 211.)

What Method Do | Use to Back Them Up?

Because the catalogs are essential to restoring files in case of a disk crash, the process for
backing them up is separate and different than for standard backups. The two available
methods are:

¢ Automatic backup according to your configuration as you defined it in “Configuring
Catalog Backups” on page 203.

¢ Manual backup as explained in “Backing Up the Catalogs Manually” on page 215.

What NetBackup Servers Can | Use?
Applies only to NetBackup Enterprise Server:

The catalogs can be backed up to either the master server or one of its remote media
servers. During the configuration process, explained later in this chapter, you specify both
the media server and the media to use for the backups.

What Types of Media Can | Use?

You can use either removable media (such as a tape) that is configured under Media
Manager, or a directory on a hard disk. (See “Media Type” on page 206.)
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How Do | Know If a Catalog Backup Succeeded?

The All Log Entries, Problems, and Media Log reports, available from the Reports utility,
provide information on NetBackup catalog backups. In addition, you can use:

*
*

dbbackup_notify script.

E-mail, if you configure this capability with the E-mail Address for NetBackup
Administrator Global attribute. (See “Administrator’s E-mail Address” on page 381.)

How Do | Restore The Catalog Backups?

If it is necessary to perform a disaster recovery, restore the catalogs by using the
NetBackup bprecover command. See the NetBackup Troubleshooting Guide for UNIX and
Windows for recovery procedures.

Important Precautions to Observe

*

Use only the methods described in this chapter to back up the catalogs. The special
backup operations described here are the only ones that can track all relevant
NetBackup activities and ensure consistency between the catalog files.

¢ Do not use scheduling or backup methods provided by any other vendor.

¢ Do not rely on user backups or regular-scheduled backups. If you use these
methods and the disk fails, the catalogs as well as the backups are lost and you
may not be able to recover any data.

Applies only to NetBackup Enterprise Server: If you are using media servers, manually
alter the NetBackup catalog configuration to include the catalogs on the media
servers.

Back up your catalogs often. If these files are lost, you lose information about backups
and configuration changes that were made between the time of the last NetBackup
catalog backup and the time that the disk crash occurred.

Do not use methods other than NTFS compression to compress the catalogs or
NetBackup may not be able to read them.

Never manually compress the catalogs. If you compress them manually, NetBackup
may not be able to read them with its standard mechanism, the bprecover
command.
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¢ Keep a hard-copy record of the media IDs where you store the NetBackup catalog

backups, or configure the E-mail global attribute. The E-mail global attribute causes
NetBackup to send an E-mail that indicates the status of each catalog backup and the
media ID that was used. You can then print the E-mail or save it on a disk other than
the one that has the catalogs.

If you back up your catalogs to disk (not recommended), always back up to a different
disk than where the catalogs reside. If you back up to the same disk and that disk fails,
you will also lose the catalog backups in addition to the catalogs and recovery will be
much more difficult. Also, ensure that the disk has enough space for the catalogs or it
will fill up and backups will fail.

The NetBackup binary catalog is more sensitive to the location of the catalog. Storing
your catalog on a remote file system may have critical performance issues for catalog
backups. NetBackup does not support saving catalogs to a remote file system such as
NFS or CIFS.

Configuring Catalog Backups

The easiest way to configure NetBackup catalog backups is to use the Catalog Backup
Wizard. This wizard guides you through the configuration process, simplifying it by
automatically choosing settings that are good for most configurations. If you are
modifying an existing configuration or want access to all available configuration settings,
use the manual method. The following sections explain both the wizard and the manual
method.

v To configure the catalog backup using the Catalog Backup Wizard

1. Launch the NetB ackup B sikk (5.1 Enterprise Server) - NetBackup Administration Console
Catalog Backup Wizard | 8 & veu - o =
by clicking Configure (S = (S o s o ] = |
silk =
the Catalog Backup in B :Emﬁiupw
the right pane. The &5 Geweosated |
wizard iS ViSible when S et stepbysiep help seting up NetBackup
) {5 Storage Units
either Master Server or g E‘::‘;?Dpemes @  Contigure Storage Devices
NetBackup i %gd;;ﬂ?zm’mmgamn ﬁ. Define robots and drives.
Management is selected e EP et et e vl s dives,
: ) Vault Management o
in the left pane. G Aorsa: Hanagament
ormation is to be backed up.
Click Help within any =
. Create a Backup Palic:
wizard screen for more Ch Define schedules lupr ba:k\:g up data on a single client or a set of clients
information on the  inpotimages
Wizard Settings . J—\ This wizard will assist pou in stepping thiough an import.
4] [l
[Master Server: sik - 353 AM [Connected
N4
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2. You can change a policy after it is created. See “Backing Up the Catalogs Manually”
on page 214.

Note If you are unfamiliar with NetBackup catalog backups, read “Introduction to the
Catalog Application” on page 200 before proceeding. In particular, read the
precautions under “Important Precautions to Observe” on page 202.

¥ To configure the catalog backup manually
1. In the NetBackup Administration Console, expand NetBackup Management >
Catalog.
If your site has more than one master server, use File > Change Server to select a

different server. (See “Administering a Remote Master Server” on page 439.)

2. Select Actions > Configure NetBackup Catalog Backup. The NetBackup Catalog
Backup dialog appears containing three tabs: Attributes, Schedule, Files.

3. Specify the properties on each tab of the dialog using the Catalog Attributes, Catalog
Schedule, and Catalog Files tabs:
¢ “Catalog Attributes Tab” on page 205
¢ “Catalog Schedule Tab” on page 209
¢ “Catalog Files Tab” on page 211

4. Click OK.
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Catalog Attributes Tab

The Catalog Attributes tab contains
general attributes for NetBackup Attes | Schekio| Fies |
Catalog baCkups. Media server Last media used:

2ephir T ao0o00

~Media 1
. Media type: Media |D: L o

Media Server F cmovablc Heds [na000 T,

Media density: P——

. . . i ocated:
The following setting applies only to [4mm 4 Cartice sz
NetBackup Enterprise Server: e |
p P . Brawse..

The Media Server setting specifies [ Media2 .

Media type: Iediz |0 '
the name of the NetBackup server |_“nE = T Last piten:
to which catalogs backups will be I'*M & P

. dit - DLT Cartridge ' .
sent. This defaults to the master 8 — never
R athrame [disk media bipe

server where you are running the | Bigsen |
NetBackup Administration
Console. To choose a server, select ok | concel |

one from the drop-down menu. The
list shows all servers that have a storage unit defined on the master server where you are
changing the configuration.

If you are backing up the catalogs to a media server, modify the NetBackup
catalog-backup paths on the master server using the Catalog Files tab. (See “Catalog Files
Tab” on page 211.) Also, ensure that the media server was named by a server list entry on
the master server at the time that you started the NetBackup Request Manager and
NetBackup Database Manager services.

On NetBackup Server, Media Server cannot be changed and is the NetBackup server
where the catalogs reside.

Last Media Used

The Last Media Used setting shows the media ID (for Removable Media) or absolute
pathname (for disk) that contains the last NetBackup catalog backup. The value in this
field is the value that you specified for either Media 1 or Media 2. These are the media that
NetBackup alternates between for catalog backups.

Media 1 and Media 2 Areas

The Media 1 and Media 2 Areas setting specifies the media to use for the catalog backups.
You do not have to assign both Media 1 and Media 2. If you do assign both, NetBackup
alternates between the media.
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Media Type

The Media Type setting specifies the media type. Select one from the drop-down menu:

*
*
*

None: No media is assigned
Disk: A directory on a disk drive

Removable Media: A volume that is in a robot or drive under control of Media
Manager

Depending on the storage devices that are available, VERITAS recommends the following
choices for Media Type:

1.

If you have a robot or a tape stacker, choose Removable Media and use this
automated device to store the catalog backups. This is the easiest way to back up your
catalogs because NetBackup automatically finds the volume if it is in a robot or tape
stacker when the backup is started.

If you do not have a robot or tape stacker, but have an extra standalone storage device
that you can devote to catalog backups, choose Removable Media and use the extra
standalone device.

If you have only one standalone drive (no robot or tape stacker), the most convenient
method is to choose Disk for the media type and send the catalog backups to a hard
drive (though this is not as safe as method 4 below). The hard drive that you use for
the catalog backup must be different than the hard drive where the catalogs reside. By
default, the catalogs are stored in the following locations. If you choose to back up the
catalog to disk, the destination of the catalog backup must be on a different drive.

install_path\NetBackup\db
install_path\Volmgr\database
Where the default install_pathis C:\Program Files\VERITAS

Caution The safest way to protect your data is to save all backups (including your

catalog backup) to removable media, then move a full set of that media to offsite
storage on a regular basis. A backup written only to disk will share the same
risks as the computer(s) being backed up. A natural disaster (for example,
lightning, flood or fire) is more likely to destroy both your primary data and its
backups if the backups are only on disk.

If the disks holding the catalogs and the catalog backup are both destroyed, it
will be much more difficult to recover your business data. Assuming the
backups of your business data are on tape, recovering without the catalog
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backup means manually importing all of the backup tapes to rebuild the
catalogs. This process takes time that you may not want to spend when you
need to resume your business activities.

4. If you have only one standalone drive (no robot or tape stacker) and there is not
enough space available on a different hard drive, choose Removable Media. In this
situation, you must back up the catalogs to the same tape drive as the backups of your
business data. This involves swapping tapes in and out of the drive each time the
catalogs are backed up. Swapping tapes is not convenient, but is required because
NetBackup will not place catalog backups and the backups of your business data on
the same tape.

Media ID
If you've chosen Removable Media, specify a valid media ID.

The volume you specify must be configured under Media in the same manner as other
NetBackup volumes. This means the media ID must appear under Media and Device
Management > Media. The volume must also meet the following requirements:

¢ The volume must be in the NetBackup volume pool. To verify, look under Media and
ensure that the Volume Pool column for the media ID displays NetBackup.

¢ The volume cannot be currently assigned to NetBackup for backups because
NetBackup does not mix catalog backups and regular backups on the same media.

To locate an available volume, expand Media and Device Management > Media and
find a volume where the Time Assigned column is empty and the Status column is 0.
Once a catalog backup occurs, the Time Assigned and the Status column for the
volume updates.

Note If a column does not appear, right-click in the pane and from the shortcut menu,
select Columns > Layout. In the Set Column Layout dialog, set the specific column
to Show.

The Last Written information under Media 1 and Media 2 indicate when the volume
specified in the Media ID field was last used. The value is never if the volume has never
been used for NetBackup catalog backups.

Note If you delete and then add back the media ID for a volume that was used for
NetBackup catalog backups, NetBackup changes its Last Written date and time.
However, the contents of the volume itself are not altered until the next time the
volume is used for a backup.

The Allocated information under Media 1 and Media 2 indicate when the media was
allocated for NetBackup catalog backups.
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Notes on the Media ID

¢ To delete the media for Media 1 or Media 2, set the Media Type value to None. Do not
use backspace to leave the Media ID box blank.

¢ If you delete a volume from the catalog-backup configuration, Media Manager makes
it available for reassignment. This can cause problems if, for example, you
temporarily change to a different volume.

¢ You must manually track catalog-backup media separately because NetBackup does
not keep a record of catalog-backup media in its catalogs as it does with other backup
media. If NetBackup did track catalog-backup media in the catalog, and the disk
containing the catalogs crashed, the record would be lost with the catalogs.

A convenient way to track the media is to configure the E-mail global attribute. When
this is done, NetBackup sends an E-mail that indicates the status of each catalog
backup and the media ID that was used. You can then print the E-mail or save it on a
disk other than the disk containing the catalogs.

If the catalogs are intact, you can also find these media IDs in the Media Manager
volume listing. The Status column shows 1 for these volumes. However, these IDs do
not appear in the NetBackup media reports.

Media Density

Specifies the media density for Removable Media type media. Click the Density box to list
the densities that Media Manager supports and select the desired density.

Caution A NetBackup catalog backup will not span a tape volume. All the backup data
must fit on one tape. Therefore, it is extremely important to choose a media
density that can hold all the data to be backed up.

Pathname (Disk Media type)

For disk media, this is the path to the directory where you want to store the catalog
backup. Type the path in the field. For example:

C:\dbbackup
The path can be any of the following:

¢ A directory on a disk attached to the master server. NetBackup creates the directory if
it does not exist.

¢ An NFS-mounted file system or a link to an NFS-mounted file system that grants
write access to the root user.
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¢ A shared directory on another computer. This shared directory must be available to
the service account that the NetBackup Client service logs into at startup. By default,
the startup account is set to System. To specify another account, start the Services
application in the Control Panel. Then select the NetBackup Client service, click the
Startup button, and specify the desired account.

Caution When backing up the catalogs to disk, observe the following precautions:

¢ Always back up to a physical disk other than the one containing the catalogs. For
example, if your computer has two physical disks and the catalogs are on the first
disk, back up the catalogs to the second disk. If you back up the catalogs to the same
disk and that disk fails, both the catalogs and the backups are lost and it will be
difficult or impossible to restore data for your NetBackup clients. By default, the
catalogs are stored in the following locations, so the destination of your catalog
backup must be on a different disk:

install_path\NetBackup\db
install_path\Volmgr\database
install_path\NetBackup\var

Where the default install_pathis C:\Program Files\VERITAS

¢ Ensure that the disk has adequate space for the catalogs. If the disk fills up, the catalog
backups will fail.

¢ Ensure that the path is a directory rather than a file. If the path is a file, an error occurs
when the backup is done (1ot when you specify the path).

¢ The following rule applies to the path you specify:

In addition to the platform-specific file path separators (/ and \) and colon (:) within a
drive specification on Windows, use only alphabetic (ASCII A - X, a - z), numeric (0-9),
plus (+), minus (-), underscore (_), or period (.) characters. Do not use a minus as the
first character.

Catalog Schedule Tab

The Catalog Schedule tab contains selections concerning when you want to back up the
catalogs.

Caution It is essential that you back up your catalogs often. If these files are lost, you lose
information about backups and configuration changes that were made between
the time of the last catalog backup and the time that the disk crash occurred.
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After each session of scheduled,

user, or manual backups anibutes Schectie | Fes. |

Backs up the catalogs after any
session that results in the creation of
at least one successful backup or
archive. This includes automatic,
manual, and user backups.

‘when should a backup of the catalog files occur?
" After each session of scheduled, user, or manual backups

" After each session of scheduled backups

After each session of scheduled
backups

Backs up the catalogs after any automatic backup session that results in at least one
successful backup of a client. A backup does not occur after a manual backup or a user
backup or archive.

Only when manually initiated

Does not automatically back up the catalogs. If you elect to back up catalogs manually,
select NetBackup Management > Catalog. Right-click Catalog and select Back up
NetBackup Catalog.

Caution If you elect to back up catalogs manually, be certain to do so once a day or after
every series of backups.

Recommendations

¢ If you are sending your catalog backups to a robot or tape stacker, a second
standalone tape drive, or to disk, choose either of the two automatic backups.

¢ If you must use a single standalone tape drive to back up both catalog and business
data, choose either:

¢ If you will be running only one backup session per day or night, choose:
After each session of scheduled backups

¢ If you will be running multiple backup sessions in a single day or night, choose:
Only when manually initiated

Because NetBackup will not place catalog and regular backups on the same tape, both
methods require you to swap tapes.

The general procedure for catalog backups when you have only one standalone drive is:
1. Insert the tape configured for catalog backups.

2. Manually start the backup. (See “Backing Up the Catalogs Manually” on page 214.)
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3. When the backup is complete, remove the tape and store it in a safe place.

The catalog-backup tape must be removed when the backup is done or regular
backups will not occur. NetBackup does not mix catalog and regular backups on the
same tape.

Catalog Files Tab

The Catalog Files tab contains the
absolute pathnames to the catalog ibutes | Schedule. Fies |
files to be backed up.
Absaolute Pathname | . Mew |
For more information on pathnames, @ C:\Program F?Ies\\u"EHITAS\NetBackup\db Changs
“ ” (20 C:\Program Files\WERITAS Wolmgridatabase =
see “Catalog Pathnames” on (2 C:\Program Files'VERITAS WMetBackuphuar Do |

page 213 and “Pathnames for the
NetBackup Database” on page 214.

The pathnames of the catalogs on
the master server are automatically
added during installation and
generauy require no aCtion on your Mote:  Specify abzolute pathnames.

Computer: /Path [ for Unix server |
part Other than to ensure they are Computer: Drive:\Path [ for MT server |

listed.
QK ;i Cancel | Help |
/
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In the case of NetBackup

Enterprise Server, however,
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different machines, the =00 VERITAS D) ConfigurationyP.MYD 0 Fle 9

i ConfigurationtP bl 1024 File 9
pathnames to the NetBackup =0 Secuit % D g~
. []___D MetBackup aemonStatus. frm 8780 File 1z
database on the media servers 503 Voingr [ DaemonStatus MYD 0 Fis 9
are not automatically added o ld:bl % Daemeritatus M e
. . . . 500 dat -
during installation and require e e Ol Diive YD 0 Fle o
: : [ Drivg. 1 1024 File 9
that you add them to the file ! g fedb i GrolpMembership.frm BG08 File 9/
list. -l mysdl [ Grpuptembership MYD 0 File 39/
w0 Help [ GloupMembership MY 1024 File 9
-0 java = fobDetail fim 9300 File %Y
| | » | »

4
/ 0k I Cancel | Help |

7
Select the database directory or an individual table

%

211 ¥

Chapter 4, Managing Catalogs and Images



Configuring Catalog Backups

Vv To add a pathname

1. In the NetBackup Administration Console, expand NetBackup Management >
Catalog.

2. Select Actions > Configure NetBackup Catalog Backup.
3. Select the Files tab.
4. Click New.

5. Type the pathname in the Absolute Pathname list. (See “Catalog Pathnames” on
page 213.)

6. Click OK to complete the addition.

Caution Make sure there are no invalid paths in the list of catalog files to be backed up,
especially if you've moved catalog files, deleted old paths, or added new paths
to the catalog backup configuration. If NetBackup cannot find or follow a path,
the entire catalog backup fails.

Vv To change a pathname

1. In the NetBackup Administration Console, expand NetBackup Management >
Catalog.

2. Select Actions > Configure NetBackup Catalog Backup.
3. Select the Files tab.
4. Select the pathname you wish to change and click Change.
5. Change the pathname and click OK.

V¥ To delete a pathname

1. In the NetBackup Administration Console, expand NetBackup Management >
Catalog.

2. Select Actions > Configure NetBackup Catalog Backup.
3. Select the Files tab.

4. Select the pathname you with to delete and click Delete.
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Catalog Pathnames
Applies only to NetBackup Enterprise Server:

The pathname format depends on whether the catalog is on a master server or a remote
media server. It also depends on whether the backup is sent to the master server or to a
remote media server.

Absolute Pathnames for Catalogs on the Master Server

The pathnames of the catalogs on the master server are automatically added during
installation and, unless you are backing up the catalogs to a media server, require no
action on your part other than to ensure they are listed.

install_path\NetBackup\db

The files in this directory have NetBackup scheduling information, error logs, and all
information about files backed up from client workstations.

install path\volmgr\database

The files in this directory have the information about the media and devices being
used in the configuration.

install_path\NetBackup\var
The files in this directory contain license key and authentication information.

If you are backing up the catalogs to a media server, prefix each pathname with the name
of the master server:

master_name:catalog backup_ path

For example, the paths are as follows if the master server is named venus and the
installation path is the default (C: \Program Files\VERITAS):

venus:C:\Program Files\VERITAS\NetBackup\db
venus:C: \Program Files\VERITAS\Volmgr\database
venus:C:\Program Files\VERITAS\NetBackup\var
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Pathnames for the NetBackup Database

The pathnames to the NetBackup

database on the master server are _ .
. . Attnbutesl Schedule  Files |
not automatically added during N

Absaolute Pathname

Hew I

lnStaHatlon and requlre that you [] C:\Program Files\WERITAS \MetBackuptdb

add them to the list. For example: (20 CProgram Filss\VERITAS Wolmgridatabase ot |
] C:\Program Files\WVERITAS\MetBackup'yvar [t |

install path\db\data gDWmmmHmeHMWNﬁm =

Note The table names and
database names in the
database pathname are
case-sensitive. The database

1 il 1 Mote:  Specify absolute pathnames.
Catalog ]:.)ackups Wlll fall lf Computer: /Path [ for Unix server |
typed Wlthout regard to Computer: Drive:\Path [ for MT server |
case.

QK Cancel Help

Absolute Pathnames for Catalogs
on Media Servers

If you are backing up catalog files that are on media servers, prefix each pathname with
the name of the media server:
server_name:catalog backup_path

For example to add catalog files for a Windows NetBackup media server named mars
when the installation path is the default (C: \Program Files\VERITAS), add the
following pathnames:

mars:C:\Program Files\VERITAS\NetBackup\db

mars:C:\Program Files\VERITAS\Volmgr\database

mars:C:\Program Files\VERITAS\NetBackup\var

Backing Up the Catalogs Manually
A manual backup starts a backup of the catalogs immediately. Starting a manual backup is
useful in the following situations:

¢ To perform an emergency backup. For instance, if you anticipate a problem or are
moving the system and do not want to wait for the next scheduled catalog backup.
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¢ You have only one standalone drive and no robots or tape stacker and are using the
standalone drive for catalog backups. In this situation, automatic backups are not
convenient because the catalog-backup tape must be inserted before each catalog
backup and removed when the backup is done. The tape swapping is necessary
because NetBackup does not mix catalog and regular backups on the same tape.

Vv To perform the catalog backup manually

1. In the NetBackup Administration Console, expand NetBackup Management >
Catalog.

If your site has more than one master server, use File > Change Server to select a
different server. (See “Administering a Remote Master Server” on page 439.)

2. Select Actions > Backup NetBackup  praersomserrrrssmrsom
Catalog to start the baCkup‘ The Start The MetBackup catalog for the master server listed below
Backup of NetBaCkup dlalog appears. will be backed up using the attributes configured in the

MetBackup Catalog Backup property sheet.
Cancel |

The backup is saved to the least Backup of the MetBackup catalog will take some time.
recenﬂy used of Media 1 and Media 2. Mo other types of backups, scheduled or user-directed,

are allowed while thiz backup is in progress.

3. Click OK to continue the backup.

" Master Server for Catalog Backup
silk

Note If the volume for the catalog backup is not in a drive, a mount request occurs and all
catalog backups must wait for the mount before they can proceed. For a scheduled
catalog backup, all other backups started by the scheduler must wait until the
catalog backup is complete.

Protecting Large NetBackup Catalogs

It is very important to ensure that the NetBackup catalogs on the master and media
servers are backed up regularly. NetBackup provides a built-in mechanism for achieving
this. However, this mechanism imposes a limit on the size of the data that can be backed
up; namely, the data must all fit on a single piece of media.

You can set up a method for multiple-tape catalog backups to back up and recover the
NetBackup catalog files if they become too large to fit onto a single tape.

Chapter 4, Managing Catalogs and Images 215 ¥



Protecting Large NetBackup Catalogs

Layout of the NetBackup Catalogs

Before implementing a solution for backing up large NetBackup catalogs across multiple
tapes, it is important to understand the structure of the catalogs.

The NetBackup and Media Manager catalogs are held within subdirectories on the master
server and media servers. The NetBackup catalogs reside in the directory

install path\NetBackup\db and the Media Manager catalogs reside in

install path\Volmgr\database. Typically, it is the NetBackup catalogs on the
master server that will grow large and can fail to fit on a single tape.

The directories under db contain further subdirectories or files, which together make up
the NetBackup catalogs. The images directory contains a directory sub-tree, with one
subdirectory for each NetBackup client that has been backed up (including the master
server and any media servers). Beneath these subdirectories are further directories and
files, which hold the information about all the backup images held by NetBackup.

While most of the subdirectories in the NetBackup catalogs are relatively small, the
images directory can grow to several tens, or even hundreds of gigabytes. (See
“Determining Catalog Space Requirements” on page 222 for more information on
estimating the size of the NetBackup catalogs.)

Due to its potentially large size, it is the images subdirectory that can become too large to
fit onto a single tape and it is therefore this subdirectory that is addressed in the following
sections.

Catalog Backup and Restore Concepts

The following sections present the concepts underlying multiple-tape catalog backups
and restores.

Multiple-Tape Catalog Backups
The basic concept behind the protection of large NetBackup catalogs is to split the
catalog-backup process into two steps:

1. Back up the majority of the data from the images subdirectory on the master server.

2. Back up a small sub-set of the images subdirectory, together with the remainder of the
NetBackup and Media Manager catalog files and directories from the master server
and media servers.
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Since the first backup contains the majority of the data, it must be able to span tapes. This
is achieved by using a normal NetBackup job to back up the data. As a result of this
normal backup, an entry is placed in the images subdirectory tree for the master server.
This catalog entry allows the user to browse the catalog for files during a restore
operation.

The second backup must back up the portion of the images subdirectory that contains the
catalog entries for the master server, together with the other parts of the NetBackup and
Media Manager catalogs. Since this is a relatively small amount of data, it fits onto a single
tape. It must also be possible to recover this backup without the NetBackup catalogs being
available. This is achieved by using the normal NetBackup catalog-backup mechanism to
perform the backups.

Multiple-Tape Catalog Restores

A restore of the NetBackup catalogs is also achieved in two steps. The first step is to use
the most recent NetBackup catalog backup to recover the portion of the image catalog
containing information about the backups taken from the master server, together with the
other parts of the NetBackup and Media Manager catalogs on the master server and, if
configured, the media servers.

Once this information has been recovered, NetBackup can be started and one of the user
interfaces can be used to browse the files backed up from the master. These include the
files and directories that constitute the NetBackup images catalog, which were backed up
using the first step of the catalog backup described above. Using the normal restore pro-
cess, these files and directories are restored, completing the operation. You must ensure
the option Overwrite Existing Files is not selected, since this replaces the files previously
recovered in stage 1.

Setting up Multiple-Tape NetBackup Catalog Backups

In order to configure NetBackup to perform multiple-tape backups of its catalogs, define a
normal NetBackup policy and make changes to the NetBackup catalog-backup
configuration. In addition, you must create a batch file to initiate the multiple-tape catalog
backups. These steps are detailed below.

Vv To define a NetBackup policy for catalog backups

1. Use the NetBackup Administration Console to create a new policy with the following
policy attributes:

¢ Set the Policy Type to Standard if the master server is a UNIX machine or
MS-Windows-NT if the master server is a Windows machine.
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Do not choose Cross Mount Points if the master server is a UNIX or Windows
2000 machine.

Do not choose Follow NFS for UNIX or Backup network drives for Windows NT.
Pick a suitable storage unit and volume pool.

Set Limit Jobs per Policy to 1.

Do not choose Compression.

Set Job Priority to 0.

Add the master server to the client list.

Enter the following path in the file list:

install path\NetBackup\db\images

Note On UNIX, if /usr/openv/netbackup/db/images is a symbolic link to another

filesystem, you must specify the true location of the images directory here. Symbolic
links do not apply to Windows.

4. Set up schedules to meet your requirements. VERITAS recommends that the policy
contains only a full backup schedule, since this will minimize tape mounting and
positioning during restores.

Do not set any backup windows for the schedules that you define. This ensures that
the backup policy is never initiated automatically by the NetBackup scheduler.
Instead, you must initiate the backup job manually.

5. Save your changes.

¥ To configure the NetBackup catalog backups

1.

In the NetBackup Administration Console, ensure that the Media Server setting
specifies the required backup server.

Specify the following for Absolute Pathname:

masterserver:install_ path\NetBackup\db\c*
masterserver: install path\NetBackup\db\error
masterserver: install path\NetBackup\db\media
masterserver:install_path\NetBackup\db\images\masterserver
masterserver:install_path\NetBackup\var
mediaserverl:install_path\NetBackup\db\media
mediaserverl:install_path\Volmgr\database

(repeat for additional media servers)
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3. Change the schedule to Only When Manually Initiated. This stops the NetBackup
catalog backups from running automatically and allows you to control when they run

manually.

4. Select appropriate media types, densities, and IDs for the two catalog-backup media.

5. Save your changes.

Create a Batch File to Initiate the Backups

It is also important that the second-stage backup of the NetBackup catalogs occurs
directly after the first-stage backup. A good way to ensure this is to write a batch file that
initiates both backups, one after the other. The following is an example batch file for

backing up the catalogs:
REM  ———m — oo o
REM - Catalog backup batch file -
REM - Performs a two-stage backup of the NetBackup catalogs -
REM  ———m — oo o
@ECHO OFF

REM Change to the name of the correct policy

SET POLICY=nbu_db_backup

REM Change to the name of the correct schedule

SET SCHED=full_backup

ECHO Running first stage catalog backup
C:\Install_path\VERITAS\NetBackup\bin\bpbackup.exe -w -i -c %POLICY% -s %SCHED%
IF NOT ERRORLEVEL O GOTO FATL_ERR_1

ECHO Running second stage catalog backup
C:\Install_path\VERITAS\NetBackup\bin\admincmd\bpbackupdb.exe
IF ERRORLEVEL O GOTO FATL_ERR_2

GOTO END

:FATL_ERR_1

ECHO Fatal Error! Catalog backup Phase 1 failed.
GOTO END

:FATL_ERR_2

ECHO Fatal Error! Catalog backup Phase 2 failed.
GOTO END

: END

How To Initiate a Multiple-Tape Catalog Backup

Similarly to how the automatic-catalog backup works, it is important to ensure that no
other NetBackup operations that modify the NetBackup catalogs are in progress while the

two catalog backups are performed. Such operations include:
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Backups and archives

Catalog compression

TIR record expiration or retrieval (during a restore operation)
Catalog image record expiration

Image imports

® 6 6 o o o

Image duplication

Performing the catalog backups when any of these operations are in progress can cause an
inconsistent catalog backup.

Since both image import and image duplication operations must be initiated manually by
the NetBackup administrator, it is relatively easy to ensure that these are not in progress
during the catalog backup. However, it is more difficult to ensure that no backups or
restores are running, since both the NetBackup scheduler and other users can initiate
these.

More difficult still, are operations that are started automatically by NetBackup, such as
catalog compression, TIR record expiration or retrieval, and image record expiration. Due
to the way the NetBackup scheduler interlocks processes, do not start the two-step backup
batch file with the install_path\NetBackup\bin\session_notify script. We
suggest using another scheduler to start the two-step backup batch file or run it manually
when the above operations are not occurring.
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Managing the NetBackup Catalogs

The following sections explain various aspects of managing the NetBackup catalogs:
¢ “About the Binary Catalog Format” on page 221

¢ “Determining Catalog Space Requirements” on page 222

¢ “Compressing the Image Catalog” on page 226

¢ “Moving the NetBackup Image Catalog” on page 228

About the Binary Catalog Format

Maintaining the catalog in a binary file format has several advantages over maintaining
the catalog in a text format.

¢ The catalog is more compact in binary format. The binary representations of numbers,
dates, and so on, takes up less disk space than the text representations.

¢ The catalog in binary format is much faster to browse and search, especially for large
file sizes.

¢ The catalog in binary format supports alternate backup methods without requiring
post-processing, improving catalog performance for alternate backup methods.

Catalog Conversion Utility

In order to allow users to convert from ASCII to binary, NetBackup offers a catalog format
conversion utility called cat_convert. The utility converts NetBackup catalog . £ files
between version 3.4, 4.0V or 4.5 ASCII format and 4.5 binary format. cat_convert
automatically detects the source catalog file format and converts it to the other format. See
the NetBackup Commands Guide for Windows for information on cat_convert.

Upon installation, NetBackup does not convert existing ASCII catalogs to the binary
catalog format. However, any new catalogs created will be binary. You may elect to
upgrade any existing NetBackup catalogs to binary format using the catalog conversion
utility, cat_convert, described below.

Binary Catalog File Limitations
There are a few size limitations associated with the binary catalog to keep in mind.
¢ The maximum number of files that can be backed up per image:

(21) -1 files = 2,147,483,647 files = 7FFFFFFF files

¢ The maximum number of different user IDs and group IDs (combined):
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(20) — 1 IDs = 2,147 ,483,647 1Ds = 7FFFFFFF IDs

Determining Catalog Space Requirements

NetBackup requires disk space to store its error logs and information about the files it
backs up. The maximum amount of disk space that NetBackup requires at any given time
varies according to the following factors:

® 6 6 6 O o o

Number of files that you are backing up
Frequency of full and incremental backups
Number of user backups and archives
Retention period of backups

Average length of full pathname of files

File information (such as owner permissions)

Average amount of error log information existing at any given time

To estimate the disk space required for a catalog backup

1.

Estimate the maximum number of files that each schedule for each policy backs up
during a single backup of all its clients.

“Example Reference Table for Catalog Requirements” on page 225 shows that a full
backup for policy S1 includes 64,000 files.

Determine the frequency and retention period of the full and incremental backups for
each policy.

Use the information from steps 1 and 2 above to calculate the maximum number of
files that exist at any given time.
For example:

Assume you schedule full backups every seven days with a retention period of four
weeks and differential incremental backups daily with a retention period of one week.
The number of file paths you must allow space for is four times the number of files in
a full backup plus one week’s worth of incrementals.

The following formula expresses the maximum number of files that can exist at any
given time for each type of backup (daily, weekly, and so on):

Files per Backup x Backups per Retention Period = Max Files

For example:
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If a daily differential incremental schedule backs up 1200 files for all its clients and the
retention period is seven days, the maximum number of files resulting from these
incrementals that can exist at one time are:

1200 x 7 days = 8400

If a weekly full backup schedule backs up 3000 files for all its clients and the retention
period is four weeks, the maximum number of files due to weekly-full backups that
can exist at one time are:

3000 x 4 weeks = 12,000

Obtain the total for a server by adding the maximum files for all the schedules
together. The maximum number of files that can exist at one time due to the above
two schedules is the sum of the two totals, which is 20,400.

Note For policies that collect true-image-restore information, an incremental backup
collects catalog information on all files (as if it were a full backup). This changes the
above calculation for the incremental from 1200 x 7 = 8400 to 3000 x 7 = 21,000. After
adding 12,000 for the fulls, the total for the two schedules is 33,000 rather than
20,400.

4. Obtain the number of bytes by multiplying the number of files by the average length
of the file’s full pathnames and file information.

Determining the space required for binary catalogs:

If you are unsure of the average length of a file’s full pathname, use 100. Using the
results from the examples in step 3 yields:

(8400 x 150) + (12,000 x 150) =3060000 bytes (or about 2988 kilobytes)
Determining the space required for ASCII catalogs:

If you are unsure of the average length of a file’s full pathname, use 150. (Averages
from 100 to 150 are common.) Using the results from the examples in step 3 yields:

(8400 x 150) + (12,000 x 150) = 2988 kilobytes (1024 bytes in a kilobyte)

Note If you have ASCII catalogs and use catalog indexing, multiply the number in step 4
by 1.5%. For information on catalog indexing, see “Reduce Restore Times by
Indexing the Image Catalog” on page 236.

5. Add 10 to 15 megabytes to the total calculated in step 4. This is the average space for
the error logs. Increase the value if you anticipate problems.

6. Allocate space so all this data remains in a single partition.
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File Size Considerations
File system limitations:
¢ For a FAT 32 file system, the maximum file size is 4GB.

¢ Some UNIX systems have a large file support flag. Turn the flag ON to enable large
file support. For example, AIX disables large file support by default, so the file size
limit is 2GB.

One file size and security-related limitation:

For UNIX systems, set the file size limit for the root user account to unlimited in order to
support large file support.

“Example Reference Table for Catalog Requirements” on page 225 shows backup
schedules, retention times, and number of files for a group of example policies. By
substituting the information from this table into the formula from step 3 above, we can
calculate the maximum number of files for each policy. The following steps demonstrate
this for policy S1:

1. Apply the following formula to policy S1:

Max Files equals:

(Files per Incremental x Backups per Retention Period)
_+.
(Files per Monthly Full Backups x Backups per Retention Period)

2. Substitute values from “Example Reference Table for Catalog Requirements” on
page 225:

1000 files x 30 + 64,000 files x 12 = 798,000 files

Perform steps 1 and 2 for each policy. Adding the results together shows that the total
number of files for all policies is:

4,829,600 files

Multiply the total number of files by the bytes in the average path length and statistics
(100 for this example). The total amount of disk space required for file paths is:

460.59 megabytes (1,048,576 bytes in a megabyte)

Adding 15 megabytes for error logs results in a final uncompressed catalog space
requirement of:
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475.59 megabytes

Example Reference Table for Catalog Requirements

Policy Schedule Backup Type Retention Number of Files
S1 Daily Incremental 1 month 1000
Monthly Full 1 year 64,000
S2 Daily Incremental 1 month 1000
Monthly Full 1 year 70,000
S3 Daily Incremental 1 week 10,000
Weekly Full 1 month 114,000
Monthly Full 1 year 114,000
S4 Daily Incremental 1 week 200
Weekly Full 1 month 2000
Monthly Full 3 months 2000
Quarterly Full Infinite 2000
WS1 Daily Incremental 1 month 200
Monthly Full 1 year 5600
WS2 Daily Incremental 1 week 7000
Weekly Full 1 month 70,000
Monthly Full 1 year 70,000
N
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Compressing the Image Catalog

The image catalog has
information about all 5 Popeties . Global Attributes Defauls |
3 3 Global &ttribut
Chent baCkupS and 15 Ur:v:rsalg;:t;sgs ‘Wwakeup interval: M aximum jobs per client:
accessed when a user Retention Perinds I‘]U _I; minutes |1 _I;
: . £ Servers
hStS or restores flleS. ----- B B ndwidth Schedule backup attempts: M aximum backup copies:
NetBackup offers you | - Restors Falover | [37 =] tiesper [12 = hous =
hi . £ |- B} General Server
the Optlon or 1 & Port Ranges Status report interval: ™ Compress catalog interval
compressing all or older | &g Meds [o4 =] hous Az o = s
" . Timeouts
portions of this catalog. Client Attibutes | [~ Cleanup
There is no method to E_DM I ¥ Keeplogs ¥ Keep tue image restaration [TIR] infarmation
. irewal _ _
selectively compress % Loaging For 28 =jdws  Fa [I  das
image_catalog files % Autharization ¥ Move restore job from jncomplete state to done state
- Access Contral
other than by age. -6 VERITAS Product At [T = days Mt [T = days
. ] backup job i :
Control 1mage-cata10g ov;rteTCBUD ol fro: incomplete state to done state;
. . I _Ij ours
CompreSSIOn by Settlng Adminigtrator's e-mail address [separate multiple entries with commasz]:
the the Global " (]
NetBackup attribute
p ’ QK I Cancel | Apply | Help |
Compress Catalog

Interval. This attribute

specifies how old the backup information must be before it is compressed, thereby letting
you defer compression of newer information and not affect users who are listing or
restoring files from recent backups. By default, Compress Catalog Interval is set to 0 and
image compression is not enabled.

For more information, see “Global Attributes Properties” on page 377.

Caution VERITAS discourages manually compressing or decompressing catalog
backups using bpimage - [de] compress or any other method. If a regular or
catalog backup is running while manually compressing or decompressing a
catalog backup, this can result in inconsistent image-catalog entries, producing
incorrect results when users list and restore files.

The catalog must be in an NTES partition for compression to occur. If you choose to
compress the image catalog, NetBackup uses NTFS compression on the server to perform
compression after each backup session, regardless of whether successful backups were
performed. The operation occurs while the scheduler is expiring backups and before
running the session_notify script and the backup of the NetBackup catalogs.

When numerous compressed image-catalog files must be processed, the backup session is
extended until compression is complete. The additional backup time is especially
noticeable the first time you perform compression. To minimize the impact of the initial
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sessions, consider compressing the files in stages. For example, you can start by
compressing records for backups older than 120 days and then reduce this value over a
period of time until you reach a comfortable setting.

Compressing the image catalog can greatly reduce the disk space used as well as the
amount of media required to back up the catalog. The amount of space you reclaim varies
with the types of backups you perform. Full backups result in a larger percentage of
catalog compression than incremental backups because there is normally more
duplication of data in a catalog file for a full backup. A reduction of 80% is sometimes
possible.

This reduction in disk space and media

requlrements 15 achleved at the eXpense Of General |Exclude ListI Include ListI ﬁackupsl ﬂetworkl lroubleshootingl

performance when a user lists or restores —

files. Since the information is [k

uncompressed at each reference, List files timeout Restore reties:

performance degradation is in direct [fm0 =] seconds R~
roportion to the number and size of Time overlap: User-directed operation timeout:

Eonfpressed files that are referenced. If the | |

restore requires numerous catalog files to Lo S &I IERlEE bepe:

be uncompressed, you may have to F = s

increase the time-out value associated T et s st i

with list requests by changing the List 7 tllow server-diected restores

Files Timeout General property setting on ¥ Perform default search

the client.

QK I Cancel Help |

Uncompressing the Image Catalog

You may find it necessary to temporarily uncompress all records associated with an
individual client (for example, if you anticipate large or numerous restore requests).

Vv To uncompress client records

1. Select the images. The images are located under the following directory:

install_ path\NetBackup\Images\Clients

2. Expand Host Properties > Master Server. Double-click on a host. On the Global
Attributes page, clear the Compress Catalog Interval check box.

3. Click OK.
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Moving the NetBackup Image Catalog

If the NetBackup catalog is too large for its current disk partition you can move image
information for individual clients to another partition.

To move the NetBackup image catalog

1.

Back up the NetBackup catalogs. (See “Backing Up the Catalogs Manually” on
page 214.)

This ensures that you can recover image information in case something is accidentally
lost during the move.

Check the Jobs tab in the Activity Monitor and ensure that no backups or restores are
running for the client.

If jobs are running, either wait for them to end or stop them by using the Jobs tab in
the Activity Monitor.

Use the Services tab in Activity Monitor to stop the Request Manager and Database
Manager services.

This prevents jobs from starting and the database from being modified while you are
performing this procedure.

Create a file named ALTPATH in the image catalog directory.

For example, if NetBackup is installed in its default location and the client name is
mars, the path to the image catalog is:

C:\Program Files\VERITAS\NetBackup\db\images\mars\ALTPATH
Create the directory to which you intend to move the image information. For
example:

E:\NetBackup\alternate_db\images\client_name

On the first line of the ALTPATH file, specify the path to the directory where you
intend to move the client’s image information. For example:
E:\NetBackup\alternate_db\images\client_name

This will be the only entry in the ALTPATH file.

Move all files and directories (except the ALTPATH file) that are in the current client
directory to the new directory.

For example, if the images are currently in

C:\Program Files\VERITAS\NetBackup\db\images\mars
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and the ALTPATH file specifies
E:\NetBackup\alternate_db\images\mars
then move all files and directories (except the ALTPATH file) to
E:\NetBackup\alternate_db\images\mars

8. Add the new image directory to the NetBackup catalog backup configuration. (See
“Catalog Files Tab” on page 211.)
In the above example, you would add

E:\NetBackup\alternate_db\images\mars

Caution Failure to add the alternate image directory to the catalog-backup configuration
can result in loss of backup data if there is a disk failure.

9. Start the NetBackup Request Manager and NetBackup Database Manager services by
using the Services tab in the Activity Monitor.

Backups and restores can now resume for the client.
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Catalog Archiving

The catalog archiving feature helps users tackle the problems that large amounts of
catalog data can pose: large catalogs require a greater amount of disk space and can be
time-consuming to back up. Catalog archiving reduces the size of online catalog data by
relocating the large catalog .f files to secondary storage. NetBackup administration will
continue to require regularly scheduled catalog backups, but without the large amount of
online catalog data, the backups will be faster.

Catalog archiving is available on both UNIX and Windows platforms.

Examining the Catalog Image

The NetBackup binary catalog image consists of two types of files: image files and image
1 files.

Image Files

The image file is generally less than 1 NetBackup Catalog
kilobyte in size because it contains

only backup set summary information. Image header file

For example, the backup ID, the For example:

backup type, the expiration date, and tir_test_1030638194_FULL

fragment information. —1 Image body files (.f file or files-file)
For example:

tir_test_1030638194_FULL.f

Image .f Files

The binary catalog may contain one or more image .f files. This type of file is also referred
to as a files-file. The image .f file may be large because it contains the detailed backup
selection list for each file backup. Generally, image files range in size from 1 kilobyte to 10
gigabytes.

Whether the catalog contains one .f file or many f files is determined by the file layout.
NetBackup configures the file layout automatically, based on the size of the binary
catalog. NetBackup uses one of two layouts: single file layout or multiple file layout.

Single File Layout

When the detailed backup file information of one catalog backup is less than 4 megabytes
in size, NetBackup stores the information in a single image .f file. The image .f file is
always greater than or equal to 72 bytes, but less than 4 megabytes.

The following is an example of an .f file in a single file layout:

- rw-———-——-— 1 root other 979483 Aug 29 12:23 test_1030638194_FULL.£E

-~ 230

NetBackup System Administrator’s Guide for Windows, Volume I



Catalog Archiving

Multiple File Layout

When the detailed backup file information of one  NgtBackup Catalog in

catalog backup is greater than or equal to 4
megabytes, the information is stored in multiple
.t files: one main image .f file plus nine section .f

files.

Separating the section .f files from the image .f file
and storing them in the catstore directory
improves performance while writing to the

catalog.

The main image .f file is always exactly 72 bytes.

“rw------- 1 root
“rw------- 1 root
—rw------- 1 root
“rw------- 1 root
“rw------- 1 root
—rw------- 1 root
“rw------- 1 root
“rw------- 1 root
—rw------- 1 root
“rw------- 1 root

other
other
other
other
other
other
other
other
other
other

72 Aug

804 Aug
1489728 Aug
0 Aug
1280176 Aug
192 Aug

0 Aug
9112680 Aug
2111864 Aug

30
30
30
30
30
30
30
30
30

00

00
00
00
00
00
00
00

:40
00:
:39
:40
:39
:40
:40
:39
:39

08

test_1030680524_INCR.£

catstore/test_1030680524_INCR
catstore/test_1030680524_INCR
catstore/test_1030680524_INCR
catstore/test_1030680524_INCR
catstore/test_1030680524_INCR
catstore/test_1030680524_INCR
catstore/test_1030680524_INCR
catstore/test_1030680524_INCR

Multiple File Layout

1 image .f file

9 image section .f files

.f-list
.f_imgDiro0
.f_imgExtraObjo
.f_imgFileO
.f_imgHeader0

. £_imgNDMPO
.£_imgRecordl
.f_imgStringso0

11 Aug 30 00:40 catstore/test_1030680524_INCR.f_ imgUserGroupNamesO0

Catalog Archiving Overview

The following section describes the steps to archive a catalog. Catalog archiving
operations must be performed when NetBackup is in a quiet state.

1. Create a policy named catarc to reflect that the purpose of the schedule is for catalog
archiving. (See “Creating a Catalog Archiving Policy” on page 231.)

2. Runbpcatlist | bpcatarc | bpcatrm to archive the list of .f files indicated by
bpcatlist, then remove the files from the database after archiving them. (See
“Catalog Archiving Commands” on page 233.)

3. Ifnecessary, run bpcatlist | bpcatres to restore the .f files to the catalog.

Creating a Catalog Archiving Policy

The catalog archiving feature requires the presence of a policy named catarc in order to
have catalog archiving commands run properly. The policy can be reused for catalog
archiving.
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Policy Name

Folicy name:

Create a new policy named catarc that waits until
bpcatarc activates it. This policy is not run by a user.
Instead, bpcatarc activates this special policy to
perform a catalog backup job, then deactivates the policy O
after the job is done.

Icatarc

™ Use Backup Policy Configuration ‘wizard.

Inactive Policy
The catalog archive policy must be set Atibutes | @) Schecaies | S Cierts | (4 Backup Selections
up as inactive. On the Attributes tab, Balicy type: e Bo e

clear the Active field. J S Windows NT [5 a4 —‘Im 22438 =
esaic ™ Backup Metwark Drives
Policy st it:
o e ™ Crogs mourt points
Any Available
Type of Backup ™ Collect true imane restore information

The type of backup indicated for the catalog archive policy must be User Backup. This is set
in the Change Schedule dialog on the Attributes tab.

Retention Level Setting

Since it may not be necessary to set an infinite retention level, you should be certain to set
the retention level of the catalog archive for a time at least as long as the longest retention
period of the backups being archived.

Note Failure to set the retention level of the catalog archive for a time at least as long as
the longest retention period of the backups being archived can result in the loss of
catalog data.
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You may find it useful to set up, then designate a special retention level for catalog archive

images.

Policy name
must be titled:
calarc

Policy schedule
must be User
Backup type

Set to a period of at
least as long as the
longest retention
period of backups
being archived

Schedule

Change Schedule - Policy:alalc
——

Ga awitidfes | Stat Window

Tvpe of backup:

Uzer Backup j

™| Syrithetic backup

Schedule type:

) Calendar

I | Betries allowed|after mnday

% Frequency:

(q

— Destination:

™ Multiple copies

I | Istant recayven Backups: b disk ol

™ Ovenide policy storage unit:

[Canfigure... |

™ Ovenide policy volurme pool:

INetB ackup

2 weeks (level 1] ﬂ

2 weeks (level 1]
3 weeks level 2]
1 month [lewvel 3)

2 months (level 4]

B months (level B)

9 months (level 7)
1 year [level 8

infirity [lesel 10 hd

|»

3 months (level 5) _—

Cancel Help

A schedule is required for catarc. The schedule for catarc must include in its window the
time bpcatarc command is being run. If bpcatarc is run outside of the schedule
indicated in catarc, the operation will fail.

Files

On the Files tab, browse to the directory
where catalog backup images are placed:

install_path\NetBackup\db\images

Clients

On the Clients tab, enter the name of the

master server.

i Browse

Catalog Archiving Commands

D clazz
@ clazs_templa

J Address |si|k:.-"E.-"F'rogram FilezAVERITAS /MetB ackup/dbimages | H
-1 IDR = Filename | size] Tw..
#-3 tin
=0 db

The catalog archiving feature relies on three commands to first designate a list of catalog .f
files, then archive the files. A fourth command, bpcatres, is used to restore the files if

necessary.
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Create a Catalog List with bpcatlist

The bpcatlist command queries the catalog data, then lists portions of the catalog
based on selected parameters, such as date, client, policy, schedule name, backup ID, the
age of the backup image, or the date range of the backup image. bpcatlist outputs the
formatted image summary information of matched images to standard output.

The other catalog archiving commands, bpcatarc, bpcatrm, and bpcatres, all
depend on input from bpcatlist via a piped command.

For example, to archive (backup and delete) all of the .f files created prior to January 1,
2000, the following would be entered:

install_path\VERITAS\NetBackup\bin\admincmd\bpcatlist -client all
-before Jan 1 2000 | bpcatarc | bpcatrm

bpcatlist is also used to provide status information. For each catalog, it lists the
following information:

¢ Backup ID (Backupid)
¢ Backup date (Backup Date)

¢ Catalog archive ID (Catarcid). After an .f file is successfully backed up, a catalog
archive ID is entered into the catarcid field in the image file.

¢ Online status (S), indicating if the catalog is online (1) or deleted from the online
media and stored on other media (0)

¢ Compressed status (C), indicating if the catalog is compressed (1) or not compressed
©)
¢ Catalog file name (Files file)

The following is an example of the bpcatlist output, showing all of the backups for
client alpha since October 23:

# bpcatlist -client alpha -since Oct 23

Backupid Backup Date ...Catarcid S C Files file
alpha_0972380832 Oct 24 10:47:12 2000 ... 973187218 1 0 alpha_0972380832_UBAK.f
alpha_0972336776 Oct 23 22:32:56 2000 ... 973187218 1 0 alpha_0972336776_FULL.E
alpha_0972327197 Oct 23 19:53:17 2000 ... 973187218 1 0 alpha_0972327197_UBAK.f
For detailed information on bpcatlist, see bpcatlist in the NetBackup Commands for
Windows Guide.
Back Up the Catalog with bpcatarc
The bpcatarc command reads the output from bpcatlist and backs up the selected
list of .f files. After an .f file is successfully backed up, a catalog archive ID is entered into
the catarcid field in the image file. For archiving of the .f files to proceed, a policy named
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catarc, based on a User Backup type schedule is required. The schedule for catarc must
include in its window the time bpcatarc command is being run. (See “Creating a
Catalog Archiving Policy” on page 231.)

Remove the Catalog with bpcatrm

The bpcatrm command reads the output from bpcatlist or bpcatarc and deletes
selected image .f files from the online catalog if the image file has valid catarcid entries.

bpcatrm does not remove an .f file unless the file has been previously backed up using
the catarc policy.

Restore the Catalog with bpcatres

The bpcatres command reads the output from bpcatlist and restores selected
archived .f files to the catalog. For example:

install_ path\VERITAS\NetBackup\bin\admincmd\bpcatlist -client all
-before Jan 1 2000 | bpcatres

Recommendations for Using Catalog Archiving

¢ Perform catalog archiving operations when NetBackup is in a quiet state.

¢ To ensure that catalog backup images are not on the same tapes as user backups,
create a separate media pool for catalog archives.

¢ You may find it useful to set up, then designate, a special retention level for catalog
archive images.

To specify retention levels, go to Host Properties > Master Server > Retention
Periods or see “Retention Periods Properties” on page 397.

Using Vault with the Catalog Archiving Feature

Since the catalog archiving feature uses a regular User Backup schedule in the catarc
policy, Vault duplicates and vaults the files no differently from other backups.

Browsing Offline Catalog Archive

If a user tries to browse an offline catalog, the user will receive an error message stating
that the catalog image .f file has been archived. The catalog archiving feature is intended
to be used by a NetBackup Administrator only. Use the bplist command to determine if
a catalog f file is archived.
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Extracting Images from the Catalog Archives

The situation may arise in which a storage provider needs to extract all of a specific
client’s records. The storage provider can extract the customer images from the catalog
archive by creating separate archives based on client name.

To extract images from the catalog archives based on a specific client
1. Create a volume pool for the client.

2. Create a catalog archiving policy. Indicate the volume pool for that client in the
Attributes tab.

3. Runbpcatlist so only the f files from that client are listed. For example:
install path\VERITAS\NetBackup\bin\admincmd\bpcatlist -client

clientname | bpcatarc | bpcatrm

4. If you don’t wish to write more images to that client’s volume pool, change the
volume pool before running another archiving a catalog again.

Reduce Restore Times by Indexing the Image Catalog

If you have large numbers of backups, reduce the total time required to restore files by
creating indexes of the backed up files that are recorded in the NetBackup image catalog.
NetBackup can then use the indexes to go directly to the catalog entry for a file rather than
starting the search at the beginning of the catalog entries.

Note This section applies to ASCII catalogs only. Binary catalogs do not need catalog
indexing.

Use the following command to generate indexes for one or all clients, and for up to nine
levels of directories:

install path\VERITAS\NetBackup\bin\index clients.cmd level
client_name

Where:

¢ level is the number of directory levels (1 to 9) to be indexed. The levels refer to the
directories from where files were backed up on the client.

For example, if you're searching for C: \payroll\smith\taxes\01 and level is 2,
NetBackup starts the search at C: \payroll\smith. The defaultis 9.
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& client_name is the name of the client of the backups you want to index. The default is
all clients.

Run this command once, to activate indexing for a client. Once activated, indexing is done
automatically each night when NetBackup does its cleanup for the previous day’s
activities.

Catalog Index Examples

¢ To index client mars to index level 5 (five levels of directories), run:
install path\VERITAS\NetBackup\bin\index_ clients.cmd 5 mars
/usr/openv/netbackup/bin/index_clients 5 mars

¢ Toindex selected clients, run a command for each of them (you cannot use wildcards).
The following indexes clients named mars, jupiter and neptune to index level 5:

install path\VERITAS\NetBackup\bin\index clients.cmd 5 mars
install path\VERITAS\NetBackup\bin\index clients.cmd 5 jupiter
install path\VERITAS\NetBackup\bin\index clients.cmd 5 neptune
¢ To index all NetBackup clients to index level 3, run:
install_ path\VERITAS\NetBackup\bin\index_clients.cmd 3
¢ Toindex all NetBackup clients to index level 9, run:

install_ path\VERITAS\NetBackup\bin\index_clients.cmd

Note Changing the index level affects only future index creation and does not
immediately create index files.

Catalog Index Space Requirements

The index files do not require much space. Regardless of how many clients you have,
indexing all clients to level 9 requires about 1.5 percent more space in the NetBackup
catalog than if you do not use indexing for any clients. NetBackup does not produce index
files for backups that contain less than 200 files.

The index files reside in a directory named:
install_path\VERITAS\NetBackup\db\images\clientname\INDEX
The indexing level resides in a file named:

install_path\VERITAS\NetBackup\db\images\clientname\INDEXLEVEL
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Note If you are collecting true-image restore information, the INDEX files take much more

space for incrementals.

Disabling Catalog Indexing

Note When using a binary catalog, disable catalog indexing.

4

4

4

To stop NetBackup from generating new INDEX files for a client, delete the
INDEXLEVEL file. NetBackup continues to use existing INDEX files.

To temporarily stop using the INDEX files during searches but retain existing index
files, change the INDEX directory to INDEX . ignore. When you are done, change
INDEX. ignore back to INDEX to resume indexing.

To permanently eliminate INDEX files for a client, delete the INDEX directory and the
INDEXLEVEL file.

Searching for Backup Images

Use Catalog to search for a backup image. You may want to search for a backup image in
order to:

*

* & o o

Verify the backup contents with what is recorded in the NetBackup catalog.
Duplicate the backup image to create up to 10 copies.

Promote a copy of a backup to be the primary backup copy.

Expire backup images.

Import expired backup images or images from another NetBackup server.
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NetBackup uses the specific search criteria to build a list of backups from which you can
make your selections.

Specify Verify, Duplicate, L
or Import, depending on
the desired operation

1 Catalog - zephir - NetBackup Administration Console

File Edt Yiew Actions Help |E
H-m|@| % i mias v R B aFmss s 582
zephit Action:
zephit [Master Server) Duplicats -
Activity Manitor L
(=) WetB ackup b sk Copies:
&= Feports IF’rimaw Copy j
{8, Policies [<anr =] [cenmediaserves 2| polcy
(= Starage Units  Pathname: <20 Policies> |
Catdlog [ee: 1| Ciient thost namel:
Host Properties ol Clent =
= 25 Media and Dievice Manageme | | [~ Dale / tm range [N Cierts> =
) Device Monitar Eetween: I 9/ 203 j I 23221 PM =1 Tveeofbackup
Bl Media - = | [conBaskup Types> |
Devices | 9 3/03 | |11 5953PM =
SeaichMow |
g Vault M
(1 & Acoess Management Images: 9/2/03 2:32.21 PM to 9/3/03 11:59:59 PM Duplicate Primary Copy ol
Backup D | Dats [ Tire: [ Palicy [ Schedule [ Setver | MediaID | CopyN... | Primar
(@Boephi 10 9/3/03  111:27Piv NetBack . Testbas. zephi  AQOO02 1 Yes
Brephi 10, H3/03  45T44PY Windows.. Ful sephit  AOOOD3 1 Yes
.
4 | || #8 Search |%] F\esultsl
For Help, press F1 Master Server, zephir [Connected

Search for backup images using the criteria described in the following table:

Search Criteria for Backup Images

Search Criteria

Description

Action

Media ID

Media Host

Pathname

Date/time range

Copies

Select the action that was used to create the image for which you're looking;:
Verify, Duplicate, Import.

The media ID for the volume that contains the desired backups. Type a media ID
in the box or select one from the scroll-down list. To search on all media, select
<All>.

The host name of the media server that produced the originals. Type a host name
in the box or select one from the scroll-down list. To search through all hosts,
select All Media Hosts.

To search for an image on a disk storage unit, select Pathname and specify the
file path that includes the originals.

The range of dates and times that includes all the backups for which you want to
search.

The default range is determined by the Global attribute setting, Interval for
status reports.

The source you want to search. From the scroll-down list, select either Primary or
the copy number.
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Search Criteria for Backup Images (continued)

Search Criteria Description

Policy The policy under which the selected backups were performed. Type a policy
name in the box or select one from the scroll-down list. To search through all
policies, select All Policies.

Client (host The host name of the client that produced the originals. Type a client name in the
name) box or select one from the scroll-down list. To search through all hosts, select All
Clients.

Type of backup The type of schedule that created the backups for which you are searching. Type
a schedule type in the box or select one from the scroll-down list. To search
through all schedule types, select All Backup Types.

Notes on Searching for an Image
When searching for specific kinds of images, note the following:

¢ Duplication image: If the original is fragmented, NetBackup duplicates only the
fragments that exist on the specified volume.

¢ Verification image: Backups that have fragments on another volume are included, as
they exist in part on the specified volume.

¢ Import image: If a backup begins on a media ID that has not been processed by the
first step of “To import backup images — Phase II” on page 257 it is not imported.
If a backup ends on a media ID that has not been processed by first step of “To initiate
an import without the Import Wizard — Phase I” on page 256,the imported backup is
incomplete.

Verifying Backup Images

NetBackup can verify the contents of a backup by reading the volume and comparing its
contents to what is recorded in the NetBackup catalog.

Although this operation does not compare the data on the volume with the contents of the
client disk, it does read each block in the image to verify that the volume is readable.
(However, data corruption within a block could be possible.) NetBackup verifies only one
backup at a time and tries to minimize media mounts and positioning time.
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Vv To verify backup images

1. In the NetBackup Administration Console, expand NetBackup Management >
Catalog.

2. Set up the search criteria for the image you wish to verify as explained in the “Search
Criteria for Backup Images” table. Click Search Now.

3. Select the image you wish to verify and select Actions >
Verify. The Confirm Verify dialog appears.

™ Do not shaw this warning again,

To display information on each file that NetBackup You have requested ta verify an image.
. e . Gelect the Results' tab to view the status
verifies, select Enable full logging. of your request, To procesd, click OK.

4. Click the Results tab, then select the verification job just
created to view the job results. (See “Viewing Job Results” o | Conce
on page 259.)

Duplicating Backup Images

NetBackup can create up to 10 copies of unexpired backups. Indicate the number of
backup copies in Host Properties > Master Servers > Global Attributes > Maximum
backup copies. (See “Global Attributes Properties” on page 377.)

NetBackup can create up to four of the copies simultaneously.

An alternative to taking time to duplicate backups is to use Inline Tape Copy. Inline Tape
Copy allows you to create up to four copies simultaneously at backup time. Keep in mind
that an additional drive is required for each copy and the destination storage units cannot
be optical disk, NDMP, QIC, or third-party copies. The backup time may be longer than
for one copy only.

NetBackup does not verify in advance whether the storage units and drives required for
the duplicate operation are available for use, only that the destination storage unit exists.
The storage units must be connected to the same media server.
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The following lists describe scenarios which present candidates for duplication and
scenarios where duplication is not possible:

Possible to duplicate backups: Not possible to duplicate backups:

+ from one storage unit to another. + while the backup is being created (unless

+ from one media density to another. when using Inline Tape Copy).

+ from one server to another. + when the backup has expired.

+ from multiplex to nonmultiplex format. + by using the NetBackup scheduler to schedule

duplications automatically (unless you use a

from multiplex format and retain the Vault policy to schedule duplication)

multiplex format on the duplicate. The
duplicate can contain all or any subset of ¢ of the NetBackup catalogs.

the backups that were included in the + when it is a multiplexed duplicate of the
original multiplexed group. This is done following:
with a single pass of the tape. (A — FlashBackup

multlplexgd group is a set of be.lckups. that _ NDMP backup
were multiplexed together during a single
session.) — Backups from disk type storage units

— Backups to disk type storage units
— Nonmultiplexed backups

Note Do not duplicate images while a NetBackup catalog backup is running. This results

in the catalog backup not having information about the duplication.

Notes on Multiplexed Duplication

*

*

When duplicating multiplexed SQL-BackTrack backups with multiplex mode
enabled, it is necessary to duplicate all the backups in the multiplexed group. This
ensures that the fragment order and size is maintained in the duplicate. Otherwise, it
is possible that restores from the duplicated backups will not work. A multiplexed
group is a set of backups that were multiplexed together during a single multiplexing
session.

When duplicating multiplexed backups, the multiplex settings of the destination
storage unit and the original schedule are ignored. However, if multiple multiplexed
groups are duplicated, the grouping within each multiplexed group is maintained.
This means that the duplicated groups will have a multiplexing factor that is no
greater than that used during the original backup.

If all backups in a multiplexed group are duplicated to a storage unit that has the
same characteristics as the one where the backup was originally performed, the
duplicated group will be identical, with the following exceptions:

¢ If EOM (end of media) is encountered on either the source or destination media.
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¢ If any of the fragments in the source backups are zero length (occurs if many

multiplexed backups start at the same time), then during duplication these zero
length fragments are removed. (This concerns only for SQL-BackTrack backups.)

Vv To duplicate backup images

1. In the NetBackup Administration Console, expand NetBackup Management >
Catalog.

Set up the search criteria for the image you wish to duplicate. Click Search Now.

3. Right-click the image you wish to duplicate and select Duplicate from the shortcut
menu. The Setup Duplication Variables dialog appears.

]_?j Catalog - zephir - HetBackup Administration Conszole

J File Edit “iew Actionz Help ‘E
[8-ml&@ %~ x|smaalvy7 B NB | LsFrass= g8 2
zephir Action:
B zephir (Master Server) IDUD"CBtE 'l
Activity Monitor — Search for images:
MetBackup Management r~ Media: ) ) Copies:
Reparts & MedialD: Iedia Senver: IF'rimary Copy j
1 Palicies |<AII> j |<AII Media Servers: j Palicy:
[ Storage Units  Pathrame: [l Policies> =l
Catidey ) |<A"> j Client [host name]:
Host Properties - 1l Cliart
WMedia and Device Manageme | | [~ Date # time range: I< ents> J
530 Device Monitor Between ["42703  o| [ GorsapM = [veedl backp
E&l Media ) |<AII Backup Typesy j
Desvies ek wams | [1nsesard =
[]--@ Waulk Management
[]--@ Access Management Images: 4/27/703 5:27:59 PM to 9/3/03 11:59:59 PM Duplicate Primary Copy EI

G303 B0 Vel
+ RN
¥ Expire
@ Initiate lmpart....
& mport
B8 Set Priman Capy

4 | 2l # Search [ Re

Wiew 3
Faor Help, press F1

Colurnnz

:a. Saort...
Find »

-

[Master Server: zephit |Connected

N7 Filter... Clrl+T
? [Elear Filter (St

Settings 3
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4,

Specify the number of

copies you would like Copiss

Created 2 3: @ All storage units must be connected to the same media server.

If there are enough drives Primary: Storage unit “olume pool Fetention If this copy fails

available, the Copies will Copyl: [ [ cactus-hearz-01 1807 =] change *fcontinue =

be createc’l Simultaneously Copy® [ [ cactus-hearz-01 1807 =] change *fcontinue =

Otherwise the SyStem Copy3: I I j dND Ehamgedcmhnue j
7

may require Operator Copyd: I I j dNu Ehangedcnnhnue j

intervention lf, fO]_' ™ Preserve multiplexing QK I Cancel | Help |

instance, four copies are
to be created and there are only two drives.

The primary copy is the copy from which restores will be done. Normally, the original
backup will be the primary copy.

If you want one of the duplicated copies to become the primary copy, check the
appropriate check box, otherwise leave the fields blank.

When the primary expires, a different copy automatically becomes primary. (The one
chosen is the one with the smallest copy number. If the primary is copy 1, when it
expires, copy 2 becomes primary. If the primary is copy 5, when it expires, copy 1
becomes primary.)

Specify the storage unit where each copy will be stored. If a storage unit has multiple
drives, it can be used for both the source and destination.

Note Inline Tape Copy does not support the following storage types: NDMP, third-party

copies, or optical devices.
Also, Inline Tape Copy does not support storage units that use a QIC (quarter-inch
cartridge) drive type.

7.

Specify the volume pool where each copy will be stored.

NetBackup does not verify in advance that the media ID selected for the duplicate
copy is not the same as the media ID of the volume that contains the original backup.
Because of this potential deadlock, specify a different volume pool to ensure a
different volume is used.

Select the retention level for the copy, or select No change.

The duplicate copy shares many attributes of the primary copy, including backup ID.
Other attributes, such as elapsed time, apply only to the primary. It is the primary
copy that NetBackup uses to satisfy restore requests.
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¢ If No Change is selected for the retention period, the expiration date is the same for
the duplicate and source copies. You can use the bpexpdate command to change
the expiration date of the duplicate.

¢ If a retention period is indicated, the expiration date for the copy is the backup
date plus the retention period. For example, if a backup was created on November
14, 2002 and its retention period is one week, the new copy’s expiration date is
November 21, 2002.

9. Specify whether the remaining copies should continue or fail if the specified copy
fails.

10. If the selection includes multiplexed backups and the backups are to remain
multiplexed in the duplicate, check Preserve Multiplexing. If you do not duplicate all
the backups in a multiplexed group, the duplicate will have a different layout of
fragments. (A multiplexed group is a set of backups that were multiplexed together
during a single session.)

By default, duplication is done serially and attempts to minimize media mounts and
positioning time. Only one backup is processed at a time. If Preserved Multiplexing
is enabled, NetBackup first duplicates all backups that cannot be multiplex duplicated
before the multiplexed backups are duplicated.

Preserve Multiplexing does not apply when the destination is a disk storage unit or
disk staging storage unit. However, if the source is a multiplexed tape and the
destination is a disk storage unit or disk staging storage unit, selecting Preserve
Multiplexing ensures that the tape is read in only one pass rather than multiple
passes.

11. Click OK to start duplicating.

12. Click the Results tab, then select the duplication job just created to view the job
results. (See “Viewing Job Results” on page 259.)

Inline Tape Copy Jobs

When using Inline Tape Copy to create simultaneous copies, either at backup time or
duplication, a parent job plus a job for each copy is displayed.

The parent job displays the overall status, whereas the copy jobs display the status of the
copy. This enables you to troubleshoot a problem if one copy fails but the other copy is
successful, or if each copy fails for different reasons. If at least one copy is successful, the
status of the parent job will be successful. Use the Parent Job ID filter to display the parent
job id. Use the Copy filter to display the copy number for a particular copy.
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The following example shows a backup with two copies. The parent job is 579, copy 1 is
job 580, and copy 2 is job 581. Copy 1 finished successfully, but copy 2 failed with a 98
status (error requesting media). Since at least one copy finished successfully, the parent
job shows a successful (0) status.

[P Activity Monitor - oak - NetBackup Administration Console [logged into oak]

VERITAS NetBackup™

File Edit View Actions Help

G- nEEREN XO L AN PLYE =
oak (Master Server) ¥ oak: 517 Total (0 Queued 0 Active 0 o o 517 Dane)
8 oak (Master Server) [~ gobid [ Twpe | Gtate [ Gtatus | Poliy | Schedule | Parent | Cop \
if‘f:;p,(,‘srﬂﬁnh;\,'e‘ sndfestore | IK 579 Backup  Done 0 test Ful 57 =
9 gNetEankup Management ] 581 Backup Dane 98 test Full 579 3 =
& 5] Reports b 4 560 Backup  Done o test Full 570 ;
@ Policies

@ (= Storage Units
Catalog
@ adl Host Properties
9 Media and Device Management
15 Device Monitor
& B Media
@ |5 Devices
@Acceas Management
G"@VaultV\Aamagemem

[4]

[ Filesysterm Analyzer ] 7 \ 0|
Johs | Daemans Bl/ncesses | \
\ \\
Copy 1 was successful, Since at least one copy was successful,
but Copy 2 failed the parent job was successful

Promoting a Copy to a Primary Copy

v

Each backup is assigned a primary copy. NetBackup uses the primary copy to satisfy
restore requests. The first backup image created successfully by a NetBackup policy is the
primary backup. If the primary copy is unavailable and you have created a duplicate,
select a copy of the backup and set it to be the primary copy.

NetBackup restores from the primary backup, and Vault duplicates from the primary
backup. If your Vault profile performs duplication, you can designate one of the
duplicates as the primary. In most circumstances, the copy that remains in the robot
should be the primary backup. When a primary backup expires, the next backup (if it
exists) is promoted to primary automatically.

To promote a backup copy to a primary copy

1. In the NetBackup Administration Console, expand NetBackup Management >
Catalog.

2. Set up the search criteria for the image you wish to promote to a primary copy. (See
“Searching for Backup Images” on page 238.) Be sure that you've indicated a copy in

the Copies field and not Primary Copy. Click Search Now.

3. Select the image you wish to promote.
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4. Click Actions > Set Primary Copy.

After promoting to the 1 15ages rom 97242001 to 972572001 ol
prlmary COPY/ the EBackup ID | Date | Tirne | Polic | Schedule | Server | Media ID | Co,.. | Frimary Cop
Primary Status Column Ehartston... 9/24/2001 7:04:59 P blkclassi  Different.. hartston., AD0D0Z 1 ¥es
immediately reads Yes.
d I 7 I _’I
# Search | = Results
[Master Server: hartstongue/ [Connected 2

Primary Copy status indicates that
the image is now the primary copy

Vv To promote many copies to a primary copy

You can also promote many copies to be a primary copy using the bpchangeprimary
command. For example, the following command will promote all copies on media
belonging to the volume pool, SUN, created after 08/01/2002 to be the primary copy:

bpchangeprimary -pool SUN -sd 08/01/2002

The following command will promote copy 2 of all backups of client oak, created after
01/01/2002 to be the primary copy:

bpchangeprimary -copy 2 -cl oak -sd 01/01/2002
For more information on bpchangeprimary, see the guide, NetBackup Commands for
Windows.

To promote a backup copy to a primary copy using bpduplicate

1. Enter the following command:

<install_path>\VERITAS\NetBackup\bin\admincmd\bpduplicate -npc pcopy
-backupid bid

Where:

install_pathis the directory were NetBackup is installed.

pcopy is the copy number that will become the new primary copy.
bidis the backup identifier as shown in the Images on Media report.

To find the volume that has the duplicate backup, use the Images on Media report. Specify
the backup ID which is known (and also the client name if possible to reduce the search
time). The report shows information about both copies. (See “Images on Media Report”
on page 277.)

The bpduplicate command writes all output to the NetBackup logs so nothing appears
in the command window.
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After promoting the duplicate to the primary copy, use the Backup, Archive and Restore
interface on a client to list and restore files from the backup. See the NetBackup User’s Guide
for instructions.

Expiring Backup Images

To expire a backup image means to force the retention period to expire. When the
retention period expires, NetBackup deletes information about the backup, making the
files in the backups unavailable for restores without first reimporting.

To expire a backup image

1.

In the NetBackup Administration Console, expand NetBackup Management >
Catalog.

Set up the search criteria for the image you wish to expire as explained in the table,
“Search Criteria for Backup Images” on page 239. Click Search Now.

Select the image you wish to expire and select Actions > Expire.

A message appears telling you e =
that once the backups have been

expired, they cannot be used for &
restores.

The expiration of images is irrevocable, Any searches performed while expirations
are occuring could be invalid, The number of remaining images to be expired
can be seen on the status bar below, Would you like to continue this operation?

fes Mo

Select Yes to proceed with
expiring the image or No.
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Importing NetBackup or Backup Exec Images

NetBackup can import backups that have expired, backups from another NetBackup
server, or backups that were written by Backup Exec (7.0 and later). During an import
operation, NetBackup recreates NetBackup catalog entries for the backups on the
imported volume. Importing is useful for moving volumes from one site to another and
for recreating NetBackup catalog entries.

Importing Expired Images

The expiration date for the imported items is the current date plus the retention period.
For example, if a backup is imported on November 14, 2004 and its retention period is one
week, the new expiration date is November 21, 2004.

Notes About Importing Backup Images
¢ You cannot import data from a disk image.

¢ You cannot import a backup if an unexpired copy of it already exists on the server
where you are trying to import it.

¢ NetBackup does not direct backups to imported volumes.

¢ Toimport from a volume that has the same media ID as an existing volume (for
example A00001) on this server, first duplicate the existing volume to another media
ID (for example, BO0001). Then, remove information about the existing media ID that
is causing the problem (in this example, A00001) from the NetBackup catalog by
running the following command:

<install_path>\VERITAS\NetBackup\bin\admincmd\bpexpdate -d 0 -m
media ID

Next, delete the existing media ID that is causing the problem (in this example,
A00001) from Media Manager on this server. Finally, add the volume you are
importing (the other A00001) to Media Manager on this server. The Media Manager
System Administrator’s Guide contains instructions for deleting and adding volumes.

To avoid this problem in the future, use unique prefix characters for media IDs on all
servers.

Importing Images from Backup Exec Media

In order to import Backup Exec media, the following conditions must be satisfied:
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Master Server

The master server on which the Backup Exec images will be created must be at NetBackup
5.0 or later.

Media Server

The media server on which the Backup Exec media will be mounted must be at
NetBackup 5.0 or later. Importing Backup Exec images from media that is not compatible
with the devices supported by NetBackup 5.0 or later media servers is not supported.

It is not possible to restore Backup Exec media with a NetBackup 5.0 master server (or
later) using the BE Tape Reader on a NetBackup 4.5 media server. In order to use a
NetBackup 4.5 media server as a BE Tape Reader, it must be used with a NetBackup 4.5
master.

Clients

The clients who will be performing the restore operation must be at NetBackup 5.0 or
later. Backup Exec images cannot be restored to clients on platforms not supported by
NetBackup versions prior to 5.0.

To upgrade a media server containing the NetBackup BE Tape Reader

1. Run the regular NetBackup installation.

2. Upon detecting an existing version of the tape reader, the installation process requests
that it be uninstalled. Use Add/Remove Programs in the Windows Control Panel to

uninstall the BE Tape Reader. Do not, however, uninstall or delete the Backup Exec
on-disk catalog and ADAMM database.

Caution Do not uninstall or delete the Backup Exec on-disk catalog and ADAMM
database.

3. Rerun the NetBackup installation.
4. Restart the machine when prompted.

5. After upgrading NetBackup, Backup Exec media will be in one of the following states:
& Frozen in the NetBackup media database, with all the images expired.

Since all of the images have expired on the media, the media is ready for the
Phase I import.

& Frozen in the NetBackup media database, with some of the images expired.
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¢ Non-frozen in the NetBackup media databas with some images expired.

In either of the last two cases, Phase I of the import will fail, producing an error
explaining that there are 4.5 images present on the media.

a. To view Backup Exec 4.5 images, run: bpimmedia -option ONLY_BE_4_5
Take note of which images are not expired.

b. Fornon-frozen media, freeze it (bpmedia -freeze)to avoid NetBackup using it
as scratch tape and overwriting it.

c. Expire the images which were not already expired or the whole media if
necessary.

6. Run the Phase I import on the complete media.

If bpimport cannot read the media, run vmphyinv or bephyinv on the Backup Exec
media to be imported in order to update the NetBackup media manager database. To
determine which command to use, see “More on vimphyinv and bephyinv” on

page 252.

7. Run the Phase Il import on either the complete media or only on those images which
were not expired.

Host Properties for Backup Exec

The Backup Exec UNIX agent identifies itself to the Backup Exec server using a GRFS
advertised name. The advertised name may not have been the same as the real machine
name and path.

NetBackup must know what the advertised name is, along with the actual client name
and path in order to create accurate .f file paths.

This is done by setting the GRFS Advertised Name, Actual Client, and Actual Path
properties in the Backup Exec Tape Reader host proprerties. If no entries are indicated,
NetBackup assumes that the advertised name is the same as the real machine name and
the advertised path is the same as the real path. (See “Backup Exec Tape Reader
Properties” on page 326.)

Consideration for Importing Backup Exec Media

The following items should be taken into consideration when importing Backup Exec
media:

¢ Itis not possible to restore UNIX data to Windows systems, Windows data to UNIX
systems, Windows data to Netware systems and UNIX data to Netware systems.
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¢ Importing from Backup Exec media does not convert or migrate Backup Exec job
history, job schedules, or job descriptions to NetBackup.

¢ Importing from Backup Exec media does not convert Backup Exec application setup
or configuration information to NetBackup.

¢ Intelligent Disaster Recovery (IDR) operations using the NetBackup IDR wizard and
Backup Exec media is not supported. This includes both local and remote IDR
restores.

¢ To restore media written by Backup Exec using an RSM-controlled standalone drive
or robot, the media must be put in a compatible non-RSM standalone drive or a
library.

¢ Itis not possible to restore Backup Exec backups taken with the Intelligent Image
Option.

¢ If Backup Exec hardlink backups are redirected and restored to partitions or drives
other than the source partition or drive, the hardlinks are not restored, even though
the progress log shows that the hardlinks were restored successfully.

More on vmphyinv and bephyinv

Whether you run vmphyinv or bephyinv to inventory a robot is determined by what
kind of robot and media server you have.

vmphyinv

Use vmphyinv on Backup Exec media to physically inventory the media contents of a
robotic library or standalone drive and update the volume database. vmphyinv runs on
all supported media server platforms. vmphyinv must be used when inventorying
Backup Exec media on UNIX platforms, and before performing Phase I imports of fresh
Backup Exec media.

bephyinv

Use bephyinv to inventory Backup Exec media in API robots on Windows media servers
to make fresh Backup Exec media known to Backup Exec and NetBackup. bephyinv
works with all robot types but runs only on Windows media server platforms.

If Backup Exec media needs to be used in API robots on UNIX media server platforms, the
ADAMM GUID field of the Media Manager volume record needs to be manually updated
using the unsupported options vmchange -gor vmadd -a.

To find out the media GUID of the Backup Exec media, mount the media in the drive and
wait for the drive to become ready. Once the drive becomes ready, dump the 1tid shared
memory tables (1tid -tables option)and get the media GUID from the appl_guid
field of the drive status table.
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bephyinv may not be supported in future releases. Instead, vmphyinv will be used.
vmphyinv cannot, however, be used with the ~auto_correct option provided by
bephyinv. Also, vimphyinv cannot be used for taking an inventory of API robots.

Differences Between Importing, Browsing and Restoring Backup
Exec and NetBackup Images

There are some differences between Backup Exec and NetBackup when importing,
browsing, and restoring images:

Importing and Restoring QIC Media

To import and restore Backup Exec Quarter Inch Cartridge (QIC) media written with tape
block sizes more than 512 bytes, you must use a NetBackup Windows media server. A
NetBackup UNIX media server will not work to import and restore the media in this case.

Spanned Media: Importing Differences

When importing a Backup Exec backup which spans multiple media, run a Phase 1
import on the first media of the spanned backup set. Then, run a Phase 1 import on the
remaining media of the spanned backup set in any order.

This differs from the NetBackup process, where Phasel import can be run in any order in
case the image spans multiple media.

SQL: Browsing and Restoring Differences

Backup Exec SQL images are browsed, then restored using the NetBackup Backup,
Archive, and Restore client interface.

NetBackup SQL images are browsed, then restored using the NetBackup SQL interface.

File Level Objects: Browsing and Restoring Differences

When a user selects a Backup Exec file for restoring, the directory where that file is located
will also get restored.

When a user selects a NetBackup file for restoring, only that single file is restored.

NetWare: Restoring Differences

NetBackup will not support restoring Backup Exec Netware non-SMS backups created
using the Netware redirector.

Storage Management Services (SMS) software allows data to be stored and retrieved on
NetWare servers independent of the file system the data is maintained in.
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NTEFS Hard Links, NTFS SIS Files, and Exchange SIS Mail Messages: Restoring

4

*

When restoring Backup Exec NTFS images, any backed up directory with the name
SIS Common Store will be restored, whether or not it is the actual NTFS single instance
storage common store directory. This occurs even though the file was not specifically
selected for restore.

When restoring objects from backups which contain NTFS hardlinks, NTFS SIS files or
Exchange SIS mail messages, additional objects, which the user did not select for
restore, may be sent to to the client. These additional objects will be skipped by the
client and not restored. Although the objects which the user selected for restore are
restored, the job is considered partially successful because some objects (though not
selected by the user), were skipped.

When redirecting NTFS hard links, NTFS SIS files or Exchange SIS mailboxes for
restore:

¢ All or some of the files should be redirected to any location on the source drive, or
¢ all files should be redirected to a single location on a different drive.
For example, if the following hard link or SIS files are backed up:

C:\hard_links\one.txt
C:\hard_links\two.txt
C:\hard_links\three. txt

Upon restore, some or all of the files can be redirected to any location on C: \, or all
the files must be redirected to a different drive.

The following combination would be unsuccessful:

C:\hard_links\one. txt to alocationon C:\
C:\hard_links\two.txt toalocationonD: \

If all the files are to be redirected to a different drive, specify that C : \ be replaced with
D: \in the redirection paths.

Unsuccessful: The redirection paths specify that C: \hard_1links be replaced with
D:\hard_links.

Successful: The redirection paths specify that C: \hard_1links be replaced with
C:\redir_hard_links.

Importing Images

You can elect to use the Import Images wizard or import the images manually.
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NetBackup System Administrator’s Guide for Windows, Volume I



Importing NetBackup or Backup Exec Images

v To import backup images using the Import Images Wizard

1. Add the media IDs that have the backups to Media Manager on the server where you
are going to import the backups.

2. Select ImPOI‘t ImageS B silk (5.0Bela Enterprise Server) - NetBackup Administration Cansale ] S |
in the I'lght pane to File Edit Wiew Actions Help E
launch the wizard. J- '

. silk
Import Images is ER R —
. Activity Maritor
available when 8] Neaskup Managermen: =
= 2] Reporis Getting Started
Master Server or = @l Poicies - Get step-by-step help sefting up NetBackup
1 (=] Storage Units
N etBackup + g ﬁjlgiums @ CiiimoStorge Doviees
Management is L :;dli; g DMevi?‘e — E§! Define robots and diives.
5 odia o Configure Yolumes
selected. " j Elejim \nvenliry 1obots and define wolumes for use in standalone drives.
o @ WYault Management B
. . -] Access Management Configure the Catalog Backup

3. The wizard explalns Eﬂ:‘!’ Specify how and when NetB ackup configuration and catalog information is to be backed up
the 2-step import Create a Backup Policy
process. This wizard % Define schedules for backing up data on a single client or a set of clients

= Import Images
takes you through ﬁ_ | rh.'l wizard v?m assist you in stepping thiaugh an mport N
Phase I. Click Next.
Far Help, press F1 Master Server, sik. [Connected

4. Type the name of the host T ——

that contains the volume )
. . Select Media Host o
you are gOll’lg to lmport, Select the media host to perform the import operation. g
Click Next.
Media Host
sasweed ﬂ
Select a Media Host from the list. Thiz will be the media server that the media that pou are
importing from regides on and must be configured on vour MetBackup spstem.
5. Type the Media ID of the -
. | bl Wizard b
volume that contains the — MRl
Enter Media ID )
baCkups yOU are Enter the Media [D of the tape from which the images are to be imported. g
importing. Click Next.
Note When importing from il I
Backup Exec media, if mm002
the media is password
Select the checkbox below if the media that you are importing from is a Password Protected
prOteCted and the user Backup Exec media.
does not prOVide the ™ Backup Exec Passward

password or if an

incorrect password is provided, the job fails with an appropriate error, and the logs
indicate that either no password, or a wrong password, was provided. If the media
is not password protected and the user provides a password, the password
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provided by the user is ignored.
If the password contains non-ASCII characters, the media can be imported only by
using a NetBackup Windows interface or by using the bpimport command.

6. Click Finish. The wizard explains how to g a3 x
check the progress as the media host :
reads the media. (See “Viewing Job m it e
Results” on page 259.) B e e e e
conscle and going to the results tab,
7. To complete the import, see “To import R e e

. 17 the search tab.
backup images — Phase II” on page 257.

Selsct the import option i the source drop down and set
up the rest of your search with your parameters as you
normally would.

To Initiate the first step of the: Import, click. Finish.

< Back I Finish I Cancel

Vv To initiate an import without the Import Wizard — Phase |

The result of initiating Phase I of the import process is to create a list of expired images
from which to choose to import in Phase II. No import occurs in Phase I.

1. Add the media IDs that have the backups to Media Manager on the server where you
are going to import the backups.

2. In the NetBackup Administration Console, expand NetBackup Management >

Catalog.
3. Select Actions > Initiate Import. The Initializ